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Objectives

Audience

About This Manual

This manual describes the Cisco WAN switching user-commands for System Software Release 8.5.
These commands configure, monitor, and manage anetwork consisting of IPX, IGX, or BPX nodes.
(For descriptions of the super user commands, refer to the manual titled Cisco WAN Switching
SuperUser Command Reference.) Each chapter pertains to a particular aspect of Cisco WAN
switching network usage. For example, Chapter 4, “ Setting Up Trunks’ contains the commandsthat
apply to setting up and configuring trunksin the network (except for trunks between an MGX 8220
shelf and aBPX node). Some commands apply to morethan one technology. The addcon command,
for example, appearsin many chapters. The locations of each single and multi-application command
appear in Appendix A. contains an a phabetical listing of commands with chapter page numbers

This section discusses the objectives, audience, organization, and conventions of the Cisco WAN
Switching Command Reference publication.

Cisco documentation and additional literature are available in aCD-ROM package, which shipswith
your product. The Documentation CD-ROM, amember of the Cisco Connection Family, is updated
monthly. Therefore, it might be more up-to-date than printed documentation. To order additional
copies of the Documentation CD-ROM, contact your local sales representative or call customer
service. The CD-ROM package is available as a single package or as an annual subscription. You
can also access Cisco documentation on the World Wide Web at http://www.cisco.com,
http://www-china.cisco.com, or http://www-europe.cisco.com.

This publication provides descriptions for using the Cisco WAN switching user commands in the
command line interface.

The Cisco StrataCom command line interface lets you control the network from alevel somewhat
below that provided by StrataView Plus. Therefore, this document helps network designers and
operators to set up, manage, and troubleshoot networks.
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About the Cisco WAN Switching Product Name Change

About the Cisco WAN Switching Product Name Change

The Cisco WAN Switching products have new names. The BPX switch is now called the Cisco
BPX® 8620 wide area switch, The AXIS shelf is now called the Cisco MGX™ 8220 edge
concentrator, Any switch inthe IGX switch family (IGX 8, 1GX 16 and IGX 32 wide area switches)
isnow called the Cisco IGX ™ 8400 series wide area switch. The IGX 8 switch is now called the
Cisco IGX™ 8410 wide area switch. The IGX 16 switch is now called the Cisco IGX ™ 8420 wide
area switch, and the IGX 32 switch is now called the Cisco IGX™ 8430 wide area switch.

Organization

The chapters and appendix in this publication are as follows:

Preface, “ About This Manual,” describes this manual and the layout of the command definitions.

Chapter 1, “IPX, IGX, and BPX Fundamentals,” provides fundamental information on how to
communicate with a node.

Chapter 2, “Basic Commands,” describes the commands that support your use of the command
line interface (for example, how to clear the screen or add a user).

Chapter 3, “Setting Up Nodes,” describes the commands that let you configure a node.

Chapter 4, “Setting Up Trunks,” describes the commands that |et you set up the network trunks,
interface shelves, and topol ogy.

Chapter 5, “ Setting Up Lines,” describesthe commandsthat let you set linesto the service ports
on the node.

Chapter 6, “Voice Connections,” describes the commands that relate to voice connections.
Chapter 7, “Data Connections,” describes the commands that relate to seria data connections.
Chapter 8, “Frame Relay Connections,” describes the commands for frame relay connections.
Chapter 9, “ATM Connections,” describes the commands that relateto ATM connections.

Chapter 10, “Optimizing Traffic Routing and Bandwidth,” describes the commands that help
fine- tune the use of network resources.

Chapter 11 “Synchronizing Network Clocks,” describes the commands that let you select and
monitor clocks for the network.

Chapter 12, “Managing Jobs,” describes the commands for specifying and triggering ajob.

Chapter 13, “Managing the Network,” describes the commands that relate to site administration
of the IPX/IGX/BPX network. Tasks include password and local time specification.

Chapter 14, “ Troubleshooting Commands,” describesthe commandsthat let you check alarmsor
test various links in the network by using loopbacks.

Chapter 15, “ Access Device Commands on aNode,” describes the commands that make an
access device recognized and configurable on a node. The chapter consists of command
descriptions that are unique to access devices (such as the Cisco 3810) and descriptions of
commands that are similar for other technologies.

Appendix A, “Command Listing,” contains an alphabetical list of the command sin this manual
with the chapter and page number of each.
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Conventions

Each chapter includes an introduction to the function of the commands and alist of the commands
in that chapter. Chapters consist primarily of command descriptions. Command descriptions appear
in alphabetical order. Several chaptersinclude flow chartsto illustrate how commands contribute to
alarger task, such as bringing up a circuit line.

Each command descri ption begins with the command name and a functional description. Summaries
for the command and its mandatory and optional parameters follow the functional description. The
summaries are in table format. The following contains a description for each part of the command
summary:

Tables
Normally, the tables contain detailed information on a command parameters.

Command Summary
Contains general information about a command. Information includes:

® full name

® syntax (including required parameters and optional parameters, if any)

® related commands

® attributes, such as user privilege required and whether the command can be part of ajob
® example usage with screens

The syntax field indicates whether the command requires parameters or optional parameters. If
required, the Parameter and Optional Parameter summaries follow the Command summary. Upon
command entry at the control terminal, the system usually prompts for individual parameters. Use
the Parameter and Optional Parameter summaries to determine which values to enter.

Parameters

Provides all the parameters required to execute the command (included only if noted in the syntax
field of the Command Summary table).

Optional Parameters

Provides all the optional parametersthat can be used when executing the command (included only
if noted in the syntax field of the Command Summary table).

Conventions
This publication uses the following conventions to convey instructions and information.
Command descriptions use these conventions:
® Commands and keywords are in boldface.
® Arguments for which you supply values areinitalics.
® Required command arguments are inside angle brackets (< >).
® Optional command arguments are in square brackets ([ ]).

® Alternative keywords are separated by vertical bars ( |).
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Conventions
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Examples use these conventions:

Terminal sessions and information the system displays areinscr een font.
Information you enter isinbol df ace screen font.
Nonprinting characters, such as passwords, are in angle brackets (< >).

Default responses to system prompts are in square brackets ([ ]).

Note Meansyou should take note. Notes contain important suggestions or references to materials
not contained in the current body of text.

> b ®

Timesaver Means the described action savestime. You can save time by performing the action
described in the paragraph.

Caution Meansreader be careful. In this situation, you might do something that could result in
equipment damage or loss of data.

Warning Thiswarning symbol means danger. You are in asituation that could cause bodily injury.
Before you work on any equipment, you must be aware of the hazards involved with electrical
circuitry and familiar with standard practicesfor preventing accidents. (To see translated versions of

this warning, refer to the Regulatory Compliance and Safety Infor mation document that
accompanied the product.)
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CHAPTER 1

IPX, IGX, and BPX Fundamentals

o]

S5244

A workstation or a PC can function as a control terminal for an IPX, IGX, or BPX node through an
EIA/TIA-232link or over an Ethernet TCP/IP LAN. All command input takes place at theterminal,
and all displaysappear on the terminal screen. Through displaysthat show status, alarm, or statistics,
the terminal constantly provides aview of an individual node, atrunk, a connection, or the whole
network.

The control terminal provides control of the network from any routing node. A remote access
command is available for controlling the network from a node other than the node physically
connected to the terminal. This command is the Virtual Terminal (vt) command. The vt command
creates a communication channel for the operator to aremote node. Once a node is accessed by vt,
command execution at the accessed node can begin. Most commands and tasks that are executable
at the local node are also executable at a remote node.

The StrataView Plus Network Management Station provides network management capabilities for
multi-node networks. StrataView Plus also collects and displays statistics. For access, StrataView
Plus operates in LAN mode or telnet mode. (As of Release 8.0, access through the serial port is no
longer possible.) Refer to the Cisco SrataView Plus Operations Manual for more information.
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Powering Up the Control Terminal

Powering Up the Control Terminal

After the node receives power and correctly starts up, the terminal screen appears as shown below.
If the screen is blank or does not display the initial screen, check all connections to the node, and
make sure the terminal and node are receiving power. If the connections are correct, pressthe Delete
key afew times or cycle the terminal power.

gamm TRM  YourlD:1 I PX 16 8.5 Aug. 15 1997 13:47 CST

Enter User |D:

To collect statistics, the StrataView Plusworkstation must operate in StrataView mode, not terminal
mode. A PC-type terminal always operates in terminal mode.

The User-Command Screen Layout

The screen hasthree areas. The top line of the screen (status line) displays the node name, current
user name, softwarerevision level, date, time and time zone. If the date and time have not been
configured on the node, the screen states this.

Themiddle part of the screen shows the information returned by command execution. This could be,
for example, configuration information or statistical information.

The bottom area of the screen displays prompts for the next command or the current command
parameters. Asthe system receives the entered parameters, it duplicated them above the command
entry line to serve as arecord of the entries. The bottom area al so shows the last entered command.

All command screens eventually time out. Thisincludes dynamically updated screens such asthe
display for the dspbob command. Furthermore, if sufficient time passes, the user is logged out.

Entering a Command

This section describes command entry for those who are unfamiliar with Cisco WAN Switching
equipment. It also describes the on-line help for the commands.

Each user command can have one or more privilege levels. Entry of aparticular command ispossible
for auser at the same or higher privilege of the command. Each definition in this manual shows the
privilege or range of privileges for the command.
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Entering a Command

When the Next Command prompt is at the bottom of the screen, the system isready for a new
command. Some commands do not require parameters. These usually are commands for displaying
information. Display commands often have no required parameters but have one or more optional
parameters for changing the scope of displayed information. Commands that require parameters
usually prompt for each parameter. To abort a command for any reason, press the Delete key. More
information for altering command line entries appears in the forthcoming section called “1n case of
amistake.”

The general syntax is command <parameter (s)> [optional parameter(s)]. When acommand
definition displays actual parameters, the required parameters appear within the arrow heads (<>).
If the list of command parameters istoo long, the command definition’s “ Syntax” field just shows
“parameters,” which means the parameters are available only in the parameters table for the
definition. For information on the format of system resource numbering, see the forthcoming section
titled “How network trunks, lines, and channels are numbered.”

Users who are not familiar with the system can use the on-line help feature to become familiar with
the categories of commands and obtain syntax information on a command. Seven categories of
commands exist. The figure below lists them. To enter acommand from the menu, do the following:

Step1  Atthe Next Command prompt, either pressthe Escape key or enter the word help or a
guestion mark. A list of command categories appears as in the example bel ow.

ganma TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 13:47 CST
Al'l commands fall into one (or nore) of the follow ng categories:

Control Term nal
Configuration

Li nes

Net wor k

Connecti ons

Cards

Al arms and Fail ures

Thi s Command: ?

Use cursor keys to select category and then hit <RETURN> key:

Step2  Usethe up/down arrow keys to select acommand category, then press Return. A listing
of all the commands in that category appears. (The next exampleis from the “line”
category of commands.)

Step 3 Usethe cursor key to select the command you wish to enter (dsptrksfor example), then
press the Return key. The selected command appears on the screen, and the system
prompts you for any additional parameters that are required to complete the command.
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About Command Categories

Figure 1-1 Entering a Command

Commands in category "lines"

dncln Down circuit E1 or T1 Line t
dnpln Down cacket E1 or T1 Line
dspcins  Display circuit lines
dsptrks  Display trunks

prtclns Print circuit lines

prtplns Print packet lines ‘
upcin Up circuit E1 or T1 line
uppln Up packet E1 or T1 line

S5246

A faster way to enter acommand, using fewer keystrokes, isto enter the command on the command
line, then press the Return key. The system prompts you for any additional parameters required to
complete the command. The fastest way to enter acommand, using the fewest keystrokes, requires
that you know the command along with the necessary parameters. Enter the command name and all
of the required parameters in the correct format, then press the Return key.

About Command Categories

The command category menuislisted when you press the Escape key. The commands are organized
into seven categories. (These categories are not the categories used to organize this manual.)
Table 1-1 lists and describes the command categories.

Table 1-1 Command Categories

Category Description

Control Terminal These commands let you configure your password, serial port and printer
functions, use the help facility, establish virtual termina connections, and
create and edit jobs.

Configuration network and These commands configure voice and data channels, and display network

line timing. configuration.

Lines These commands activate and deactivate lines and display line status.

Network These commands add and delete trunks, configure a node name, and

display and print network status.

Connections These commands add, delete, and display circuit (voice and data) and
FastPacket data channel connections, configure network routing and
connection characteristics (Frame Relay and ATM), and perform
connection.

Cards These commands activate, deactivate, and reset printed circuit cards, and
display power supply status.

Alarms and Failures These commands display, print, and clear alarms, errors, and network
history. They also configure aarm thresholds.

Aborting a Command

You can abort any command by pressing the DELETE key [on terminals without a DELETE key,
you may need to type SHIFT-BACK SPACE or some other key(s) to perform the DELETE function].
The Next Command: prompt appears at the bottom of the screen indicating that you can enter
another command. The command you aborted appearsin low intensity | etters on the screen after the
Last Command: prompt.
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About Command Names

About Command Names

Most of the command names follow a descriptive verb and noun format. For example, the addcon
command adds a connection, the delcon command del etes a connection, and the dspcon command
displaysinformation about a connection. Table 1-2 lists the command-related abbreviations.

Table 1-2 Command-Related Abbreviations
Format Mnemonic Descriptor
Verb add Add
bye Bye
clr Clear
cnf Configure
cpy Copy
del Delete
dn Down
dsp Display
edit Edit
arp Group
help Help
prt Print
red Redraw
reset Reset
run Run
stop Stop
switch Switch
tst Test
Noun adv Adaptive voice
ait AIT
alm(s) Alarms
bob Breakout box
bus(es) Bus(es)
cd(s) Card(s)
ch Channel
clk Clock
cin(s) Circuit line(s)
cls Class
cnf Configuration

con(s) Connection(s)

congrp Connection group
cond Conditioning

cos Class of service (COS)
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About Command Names

Format Mnemonic Descriptor
d Data
date Date
dfm DFM
dial Dia
dl Did type

Nouns (continued) dsc Descriptor
eia EIA
errs Errors
extlp External loop
fp FastPAD
fr Frame relay
ftc FTC
func Function
gn Gaininsertion
arp(s) Group(s)
ict Interface control template
ip IP
job(s) Job(s)
Icn Logica connection
In(s) Line(s)
load Load
loclp Local loop
log Log
mc multicast
msg M essage
name Name
nw Network
ospace Open space
parm(s) Parameter(s)
port Port
pref Preference
prt Printer
pwr Power
rev Receiver
red Redundant
rmtlp Remote loop
rts Routes
scr Screen
seg Segment
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Format Mnemonic Descriptor
sig Signal
slot Slot
snmp SNMP
sre(s) Source(s)
st Status
Nouns (continued) stats Statistics
stby Standby
Sys System
term Termina
tmzn Time zone
tp Type
trig Trigger
trk(s) Trunk(s)
user User
utl Utilization
xmt Transmit
yred Y-cable redundancy

Command Shortcuts

When you enter acommand, it displays next to the Last Command: prompt at the bottom of the
screen. Press the Ctrl and A keys simultaneously to copy the command to the new command line.
You can edit the command line and then press the Return key, to execute the previous command. You
can also enter an exclamation mark (!) followed by the first |etter or |etters of a previous command
and press the Return key. For example, to repeat the dspcons command:

Last Command: dspcons

Next Command: !dsp

Press the RETURN key. You can use the Display Command History (.) command to display the

12 most recently executed commands:

Step 1

12:
11:
10

PNWAUON®O

Type . (aperiod) and press Return. A numbered list of commands displays. In the
following example, the most recently executed command is numbered 1.

sprtscrn
:addcon 12.1 alpha 12.1 v
:delcon 12.1
ccenfport a 1200 n 8 1 x x n
cenftine 17 19 34
:redscrn
chelp
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In Case of a Mistake

Step 2 Typethe number of the command you want to re-execute, then press the Return key. The
command displays after the Next Command: prompt. You can press the Return key to
execute the command, or you can edit the command line and then press the Return key.
Whenever you end aterminal session by signing off (with the bye command), the

command list is cleared.

In Case of a Mistake

Before you press Return, you can use control keys to edit atyped command. Table 1-3 lists the
control key you can useto edit information on the command line. Not all terminals have the same
key characters. If the exact key is not available, determine which key performs the function.

Table 1-3 Keys for Editing the Command Line
Function Keys Cursor Movement
Move the cursor Ctrl-B Moves the cursor | eft one word.
Ctrl-F M oves the cursor right one word.
Ctrl-L M oves the cursor right one character.
Ctrl-G Moves the cursor | eft one character.
Arrows Moves the cursor in the direction of the arrow.
Delete Ctrl-w Deletes a character.
CHAR DEL Deletes a character.
Ctrl-H Moves the cursor |eft one character and del etes that
character.
Ctrl-D Deletes all characters from the cursor position to the end of
theline.
Ctrl-X Deletesaline.
BACKSPACE Moves the cursor |eft one character and del etes that
character.
Insert Ctrl-1 Toggles insert mode.
TAB Toggles insert mode.
CHAR INSERT Toggles insert mode.
Ctrl-» Inserts line.
Miscellaneous * Leavethedatainthisfield asit is displayed and go to the
next field.
DELETE Aborts command.
Ctrl-M Carriage Return.
RETURN Carriage Return.
Ctrl-S Stops the data flow from the node to the terminal screen.
Ctrl-Q Restarts the flow of datafrom the IPX.
Ctrl-A Copies the last command line.

()

(The exclamation mark followed by the first characters or
character of acommand, brings that command back to the
command line.)
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Access Privileges

Access to the commands is password protected. To access the commands, type your user 1D and
user password at the log-in prompts. Each user isassigned a privilege level for command usage by
the System Manager. There are six user privilege levels, ranging from 1to 6. Level 1 has accessto
all the commands and level 6 has access to the fewest commands. A given privilege level has access
to all levels below it. For example, level 3 has access to levels 3 through 6. The privilege level for
each command is part of the command summary.

Commands Supported by Release 8.5

The screens and examples in this manual come network equipped with BPX, IPX, and IGX nodes
with both narrowband (T1 and E1) trunks and broadband (DS3 and OC3) ATM trunks. IPX and IGX
nodes run T3, E3, T1, and E1 services.

Help

Commands associated with optional software featuresfunction only if the option has been purchased
and activated for each node in the network. Optional features are activated from the Cisco TAC. The
featuresthat fall into this category are:

Data Frame Multiplexing

Adaptive Voice

Frame Relay

ForeSight

Frame Relay ForeSight

Configuration Save/Restore

Frame Relay Network to Network Interface

Multiple Virtual Terminals (VTSs)

Configuring an IPX or IGX node as an interface shelf

Network Expansion

The system software provides a help function for commands. The help consists of alist of all
commands and a display of command syntax. Entering “help” or “?" with no parameters displays a
list of the seven command categories (see the list follows). Entering “help” and a command name
displays the command syntax. Entering “help” and afew letters of acommand name lists al
commands contai ning these characters. For example, “help fr” lists all commands containing the
letters “fr.” You can then select a particular command from this list for help information.

Control terminal
Configuration
Lines

Network
Connections
Cards

Alarms and failures
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The On-Line Help feature of StrataView Plus provides more detailed command information.
Hypertext links allow you to navigate through command category lists, alphabetical indexes, and the
command descriptions. Refer to the StrataView Plus Operations Manual for more information.

The Numbering of Trunks, Lines, and Channels

Theinformation contained in this manual allows you to setup, configure, and maintain traffic on
trunks and lines. Table 1-4 lists the format conventions for the name of trunks, lines, and channels.

Table 1-4 Formats of System Resource Names
Trunk, line, or channel Description
CDP/CVM Circuit Line and The number assigned to a CDP or CVM line (CLN) or an NTC or NTM trunk (TRK) isthe slot
NTC/NTM Trunk number of the BC-T1 or BC-E1 back card in the physical slot wherethe CLN or TRK is

connected to the IPX or IGX node. In the case of redundant pairs, it is the slot associated with
the primary back card.

AIT Trunk The number assigned to the backslot of the BC-T3 or BC-E3 backcard.

BPX Trunk Numbers The number assigned to aBPX trunk (TRK) is the backslot number and port (1 - 3) of the BNI
(dot.port; example, 2.1) card to which the T3 trunk cable is attached.

Voice Channel Numbers A voice channel is specified by "SLOT.CH". Sets of voice channels are specified by
"SLOT.CH-CH". Thenotation "SLOT" refersto the back slot number of acircuit lineand " CH"
refersto achannel (1-24 for T1 or 1-31 for E1). For example, "12.1" indicates channel 1 on
circuit line 12, and "12.1-9" indicates channels 1-9 on circuit line 12.

Data Channel Numbers Data channels are specified by "SLOT.PORT", where "SLOT" refers to the slot number of a
data card, and "PORT" refers to a port on that data card. For example, "9.3" specifies port 3 on
thedatacard in slot 9. The notation "9.1-4" refers to ports 1-4 on that card. The range of port
numbersisfrom 1to 4 for SDI and DDS data cards. An appended "a", for example; 11.1-5a,
indicates the channels are configured to use the super-rate alternating channel feature.

Framerelay channel Inthelocal addressing convention, framerelay channels are specified by “ SLOT.PORT.DLCI",

numbers (local addressing) where“SLOT” refersto the slot number of an FRP, “PORT” refersto a port on the FRP card,
and “DLCI” istheloca datalink connection identifier. The range of port numbersisfrom 1 to
4. For example, the following addcon command at a pha:

addcon 6.1.101 beta 4.1.102 2

The command adds a connection between alpha and beta. The user device at alpharefersto this
connection using the local DLCI of 101. The user device at betarefers to this connection using
thelocal DLCI of 102. The DLClshavelocal significance only. With local addressing, the same
DLCI can be used again, but not for more than one destination from the same port. For
example, the following adds another connection from a pha port 6.1:

addcon 6.1.100 gamma 6.2.102 2

Inthiscase, aDLCI of 100isused at alpha. A DLCI of 102 can be used at gamma as well as at
beta, because the DLCIs have only local significance.
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Trunk, line, or channel Description
Frame relay channel numbers In the global addressing, the format for frame relay channel specification is
(Global Addressing) "SLOT.PORT.DLCI." However, each FRP or FRM port (and associated user device) is

identified by a unique DLCI. No two ports in the network can have the same DL CI. For
example, alphaport 6.1, gamma port 6.2, and beta port 4.1 could be assigned unique DL Cls of
79, 80, and 81, when adding connections, as in the following example:

addcon 6.1.80 gamma 6.2.79 2 (at alpha)
addcon 6.1.81 beta 4.1.79 1 (at alpha)
addcon 4.1.80 gamma 6.2.81 5 (at beta)

The user device at alpha refers to the connection between alpha and gamma, using the DL CI of
80 assigned to gamma. The user device at gamma refers to this connection using the DLCI of
79 assigned to apha. The user device at alpharefers to the connection between alpha and beta
using the DLCI of 81 assigned to beta. The user device at beta refers to this connection using
the DLCI of 79 assigned to alpha The user device at beta refersto the connection between beta
and gamma using the DL CI of 80 assigned to gamma. The user device at gammarefersto this
connection using the DLCI of 81 assigned to beta.

For information on adding frame relay connections through a FastPAD, refer to the command
descriptions in the online version of the 8.2 FastPAD Users's Guide.
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CHAPTER 2

Basic Commands
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The user interface commands provide access to an IPX, IGX, or BPX system through the control
terminal. These commands give help on command usage, display the 12 most recent commands
entered into the system, connect to another node, and sign-off. These commands also give a means
to clear, print, or redraw the screen. These commands are all simple to use and have no command
parameters except the virtual terminal command (vt), in which the node name must be specified, and
the help commands, in which a command character string must be entered.

Getting Help

Entering help or ? displays command information. The help command can provide access to a
general help menu or to information on aspecific command. To access the general help menu, enter
either help or ?. Either of these commands displays the command category menu on the screen and
promptsfor aselection. Use the arrow keysto move the cursor to the correct category then pressthe
Return key.

For information on a specific command, enter help or ? followed by acommand name. For example,
enter the following for information on adding a trunk:

help addtrk

Press Return to display the information. Entering help or ? followed by a character string displays
all those commands containing the character string. For example, for alist of all commands that
contain the string “fr,” enter the following:

?fr
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Signing On

Signing On
Signing on to the system is atwo-step process requiring the entry of both a User ID and a password.
The system administrator can provide a User 1D and password for the network. Only the system

administrator can assign and change User IDs. Once a password is assigned, a user can change his
or her own password. For security reasons, periodically change the password.

When the following prompt appears at the bottom of the initial screen, the system is ready for
user-login:

Enter User ID:

Entering aUser | D and password gives access at aparticular level of user-privilege. (Each command
has one or more levels of associated user privilege.) For information on access privileges and
passwords, refer to Chapter 13, “ Managing the Network.” User IDscan have up to 12 characters. At
the prompt, enter the User ID. The system responds with the following prompt:

Enter Password:

For initial sign-on, enter the password. The password does not appear on the screen. Upon correct
User ID and password entry, the log-in is recorded by the event log, and the screen displaysthe
following prompt:

Next Command:

The system is ready for command entry.

Logging Out
To log out, enter the bye command. When the terminal connection is local, this returns the display
totheinitia screen. To log out completely from aremote (virtual terminal) session, enter bye twice.

Clearing and Redrawing the Screen

Use the Clear Terminal Screen (clrscrn) to clear the screen. Use the Redraw Terminal Screen
(redscrn) command to clear and redraw the screen. The clrscrn command clears any information
displayed in the top portion of the screen. Thisinformation could consist of status displays on lines
and connections or Help text. To clear the screen, enter clrscrn.

Theredscrn command redraws the screen and updates the status lines. To make sure the statuslines
have been updated, enter the redscrn command. For example, to redraw a screen’s display with the
latest statistics before printing the screen, enter redscrn.

Printing Screens

ThePrint Terminal Screen (prtscrn) command printsthe current screen display. Verify that the node
printer is correctly configured before attempting to print a screen. Upon prtscrn entry, the screen
display goesto either alocal or remote printer. To print all theinformation in ascreen, enter prtscrn.

Accessing Physically Remote Nodes

The Make Virtual Terminal Connection (vt) command establishes a virtual terminal connectionsto
aremote node. Once the connection is established, command entry and execution takes place as if

theterminal werethe local termina on theremote node. The vt command |ets network configuration
take place from a central site. The only command that cannot run remotely isthe vt command itself.
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List of Basic Commands

Theprivilege of user commands available through avt connection is the same asthat of the user who
logged into a node with vt. To establish avirtual terminal connection with aremote node, enter vt
and the name of the node name. For example, to vt to node “alpha,” enter:

vt alpha

Thewords Virtual Terminal appear on the screen at the lower left corner to signal the presence of a
virtual terminal connection. The remote node name appears at the upper left corner of the screen. To
terminate the virtual terminal connection and return to local terminal connection, enter the bye
command.

The bye command has two separate functions:
® |f thetermina connection islocal, bye logs the user out of the system.

® |f theconnection isremote (avt connection), the bye command breaksthe remote connection and
returnsthe terminal to local connectivity.

To log out of the system during aremote (vt) session, enter the bye command twice. Note that after
adefault period of four minutes of inactivity, the vt session automatically ends, and the connection
reverts back to being local. The timeout is configurable.

If the multiple vt feature has been purchased, multiple users can log into a node with the vt
command. Cisco personnel must activate this purchased feature.

List of Basic Commands

Table 2-1 lists the commands discussed in the previous sections. Descriptions of these commands
make up the rest of this chapter.

Table 2-1 List of Basic Commands
Mnemonic Description Page
Display command history 2-3
help or ? Help 2-5
bye End user session 2-8
clrscrn Clear screen 2-10
prtscrn Print screen 2-11
redscrn Redraw screen 2-12
vt Make avirtual terminal connection 2-13

. (a period)

Displaysthe 12 most recently used commands. To re-use one of these commands, enter the
associated number. The command appears on the command entry line, ready for editing or
re-execution. Editing in this case means back-spacing through the command’ s arguments and typing
in anew value or backspacing without typing a new value to restart the command at the cursor
position.

Full Name
Display command history

Basic Commands 2-3



. (a period)

Syntax
. (A period)

Related Commands

None

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, and BPX
Lock No

Example 1

. (A period)

Description

Display the command history.

System Response

gamma TRM  YourlD: 1 I PX 16 8.5
Command hi story

12: dspcons

11: vt beta

10: dspcons

9: addcon 6.4 alpha 6.4 (.6
addcon 8.1.200 al pha 9.1.300 1
upfrport 8.1.200

dntrk 14

uptrk addj ob

addj ob

dspj obs

addj ob

dspj obs

ENWwRhOO N

Last Command:

Next Conmmand
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help or ?

help or ?
Displays a help menu. This command accesses the help routine in the system software. It provides:
® A short description of the command
® Anindication of whether the command can be used in ajob
® The command syntax

A more extensive, menu-driven, on-line help function exists within the StrataView Plus NMS.
Consult the Cisco StrataView Plus Operations Guide for acomplete description of the on-line help.

The ways to request help on commands are:

® Entering “help” or “?" without an argument lists the command categories. Selecting one of these
categories (using arrow keys and Return) displays all the commandsin that category. Commands
inthislist are selectable by using arrow keys then the Return key.

® Entering acommand name displays help for that particular command.

® Entering a partial command name lists all commands that contain that character string. For
example, “fr” indicates all commands (such as cnffrport) that contain “fr.” You select a
command in the list by using arrow keysto scroll to the command then pressing Return.

Full Name
Help command

Syntax

?or help [command name | character string]

Related Commands

None

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, and BPX
Lock No
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Example 1
help

Description
Display the help menu. (Without an argument, the help command shows the command categories.)

System Response

swi t chnow TN Super User BPX 15 8.5 Cct. 1 1997 14:14 GV
Al comands fall into one (or nmore) of the follow ng categories:
Control Term nal

Configuration

Li nes

Net wor k

Connecti ons

Car ds

Al arns and Fail ures

Di agnostics

Debug

This Command: hel p

Use cursor keys to select category and then hit <RETURN> key:

Example 2
help dspbxmsloterrs

Description
Display the syntax and other information for Display BXM Slot Errors (dspbxmsloterrs).

System Response

swi tchwhat TN Super User BPX 15 8.5 Cct. 1 1997 14:16 GVI

dspbxnsl oterrs - Display BXM Slot Errors
Cannot be included in Jobs.
Usage: dspbxnsloterrs [slot]

Last Command: hel p dspbxmsloterrs
Next Conmand:
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Example 3
help fr
Display all commands that contain the string “fr.” (These are the frame relay commands.) A list of

all commands containing the letters “fr” appears on screen. Scroll to acommand then press Return
to display the related help screen.

Table 2-2 help—Optional Parameter

Parameter Description

command Specifies a command.

string Specifies a character string as a search argument.
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bye
Endsalocal or remote terminal connection. With alocal terminal connection, the bye command logs
out the user. If alocal terminal isinactive for a (default) period of 20 minutes, the connection is
automatically broken. Thisis the equivalent of entering the bye command. With aremote terminal
connection (vt), the bye command returns the terminal to the local node. After a (default) period of
4 minutes of inactivity, aremoteterminal connection isautomatically returned to alocal connection.
Thisis equivalent to entering the bye command.

Full Name
End user session

Syntax
bye

Related Commands

vt

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX, and BPX
Lock No

Example 1

bye

Description

End a current session from alocal node. The local connection ends, and the initial sign-on prompt
appears on the screen.
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bye

System Response

gamma TRM  YourlD:1 I PX 16 8.5 Aug. 15 1997 13:47 CST

Enter User |D:
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clrscrn

clrscrn

Clears the terminal screen.

Full Name
Clear termina screen

Syntax
clrscrn

Related Commands
redscrn, prtscrn

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX, and BPX
Lock No

Example 1

clrscrn

Description

Clear the screen.

System Response

pubsi px1 TN  Super User I PX 16 8.5 July 15 1997 22:49 GMT

Last Command: clrscrn

Next Command:
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prtscrn

Prints the information on the screen at the time the command is entered.

Full Name
Print terminal screen

Syntax
prtscrn

Related Commands
clrscrn, redscrn

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1GX, BPX
Lock Yes

Example 1

prtscrn

Description

Send the information on the screen to the printer.

System Response

All information on theterminal screenisprinted. If printingissuccessful, no status message appears.
If the printer is unavailable, an appropriate status message appears.
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redscrn

Redraws the screen. This command can be useful for communication that involvesamodem. If data
has become corrupted and caused erroneous characters on the terminal screen, redscrn clears them.

Full Name
Redraw the termina screen

Syntax
redscrn

Related Commands
clrscrn, prtscrn

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX, and BPX
Lock No

Example 1

redscrn

Description

Clear the terminal screen and redraw the valid screen information.

System Response
The current screen reappears without erroneous characters.
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vt

Establishes a virtua terminal connection to a remote node. A virtual terminal connection has the
following properties:

® On the remote node, any command except the vt command can be executed.
® Multiplevt sessionsis a purchasable option. With it, more than one user can vt to a node.
® During avirtual terminal session, jobs can be executed at any time.

During a vt session, the remote node name and date flash on the local terminal screen, and “Virtual
Terminal” appearsin the lower left corner. The bye command terminates a virtual terminal session
and returns the terminal to local usage. After a default timeout of four minutes of inactivity, avt
connection automatically revertsto alocal connection. This timeout isthe equivalent of using the
bye command.

Full Name
Make avirtual connection

Syntax
vt <nodename>

Related Commands

bye

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX, and BPX
Lock No

Example 1

vt swi1l5

Description

Establish avirtual terminal connection to the switch named “sw115.”
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vt

System Response

swll5 VT Super User BPX 15 8.5 July 15 1997 16:59 PDT

Last Command:

Next Command:

Virtual Term nal CcD

Table 2-3 vt-Parameter

Parameter Description

node name Specifies the name of the remote node for the virtual terminal connection. If the
specified node nameis not valid, the returned message states that the “Node is
unknown” and prompts for the correct node name. Also, the main area of the screen
names the recognized nodes in the network to help determine the correct name.
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CHAPTER 3

Setting Up Nodes

(C—3)
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This chapter describes the commands that let you set up an IPX, IGX, or BPX node. (You must set
up each node before you build the network.) This chapter aso describes how to:

Configure a node name and time zone.

Add and remove a network node.

Add and remove and interface shelf in atiered network.
View anode's configuration.

Specify Y-cable redundancy for cardsin the node.

Start awindow session to an external device or specify an interface to an attached terminal.
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Naming a Node

Naming a Node

Before anode can be added to the network, a unique node name must be assigned. All nodesinitially
have the default name NODENAM E. The node name consists of 1 to 8 printable characters
(beginning with aletter), and cannot contain spaces. If you are naming the node after acity or place
that contains more than eight characters, you will have to abbreviate the name for use as a node
name. The name must be unique across the network. To assign the node the name of alpha, enter:

cnfname alpha
To change anode name, do the following:

Step1  Signonto (or establish avirtual terminal connection with) the nodewhose name you want
to change.

Step 2 Change the name of the node using the cnfname command:

The name of the node you are connected to changes to the new name. This new nameis distributed
automatically to other nodes in the network.

Configuring the Time Zone

Each node must have a time zone. To set the time zone for the node to Greenwich Mean Time, for
example, enter:

cnftmzn GMT

Removing a Trunk From the Network

SinceRel. 7.0 Packet Linesarereferredtoas Trunks. Usetheletters“trk” in al commandsreferring
to packet lines. To remove atrunk from the network, do the following.

Step1  Signonto (or establish avirtual terminal connection with) the node.

Step 2  Delete all packet (trunk) lines attached to the node using the deltrk command. For
example, to delete line 5, enter: deltrk 5.

Adding an Interface Shelf

An interface shelf is a non-routing device that drives ATM cells to and from a BPX or IGX routing
hub in atiered network. (An interface shelf isalso known as afeeder shelf.) Aninterface shelf is
either an IPX or IGX node configured as an interface shelf or an MGX 8220 shelf.

For an IPX or IGX node to serve as an interface shelf, personnel in the Technical Assistance Center
(TAC) must first configure it for that purpose because tiered network capability is a purchased
option. Furthermore, an interface shelf must be configured through the cnftrk command to use STI
cell headers and BPX Addressing Mode (BAM). Before you can add an MGX 8220 shelf to atiered
network, the shelf must be an available resourcein the network. (For instructions on how to bring up
an MGX 8220 shelf, see the MGX 8220 documentation.)

To add an interface shelf, use addshelf. See Figure 3-7 for an illustration of the command sequence
for setting up an interface shelf. To delete afeeder shelf, use delshelf. To view conditions on afeeder
trunk, use dspnode. Note that addshelf and addtrk are mutually exclusive commands.

IPX/AF isthe designation of an IPX node serving as an interface shelf. IGX/AF is the designation
of an IGX node serving as an interface shelf. Display commands such as dspnw and dspnode
display these designations. The dspnode command identifies the hub and feeder nodes and shows
the alarm status. The designation for an MGX 8220 shelf serving as an interface shelf isAXIS.
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Specifying Card Redundancy

Specifying Card Redundancy

You can set up port redundancy by installing two identical front and back card sets, connecting them
with a Y-cable on each paired port, then specifying redundancy with the addyred command.
Redundancy applies to the entire card and is not port or line-specific. The commands that apply to
Y-cable redundancy are

addyred
delyred
dspyred
prtyred

During normal operation, the primary set is “active” and carrying traffic, while the secondary set is
in “standby.” The configuration of the primary set is the configuration for both the primary and
redundant set. If you reset the primary cards or the primary cards becomes inactive for another
reason, the secondary card set becomes active.

IGX card sets may consist of the following:

HDM front card and SDI back card

LDM front card and L DI back card

FRM front card and an FRI back card

UFM front card and a UFI back card

FTM front card and an FTI back card

UVM front card and a BC-UVI-2E1EC or BC-UVI-2T1EC back card
CVM front card and aBC-T1 or BC-E1 back card

NTM front card and a BC-E1 or BC-T1 back card

BTM front card and aBC-E1, AIT-T3, or AIT-E3 back card

ALM and aBC-UAI back card

IPX card sets may consist of the following:

SDP front card and SDI back card

LDP front card and LDI back card

FRP front card and an FRI back card

FTC front card and an FTI back card

CDP front card and aBC-T1 or BC-E1 back card
NTC front card and a BC-E1 or BC-T1 back card
AIT front card and a BC-T3 or BC-E3 back card

BPX card sets may consist of the following:

BCC front card

BNI front card and T3, E3, or OC3 back card

BXM front card and MMF, SMF, or SMFLR back card
ASI front card and T3, E3, or OC3/STM-1 back card
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Specifying Card Redundancy

The following requirements apply to redundant card sets:

® The primary and secondary card sets must be identical.

® Secondary card sets must not be already active.

® Neither the primary nor secondary card set may already be part of aredundant card set pair.

® |If an active card fails, is downed, or removed from the backplane, data automatically goes
through the secondary set.

® All servicecardsonthe IPX, IGX, and BPX nodes support Y-cable redundancy. (Thetrunk cards
also support trunk redundancy. See Chapter 4, “ Setting Up Trunks’ for a description.)

Figure 3-1 illustrates the typical Y-cable connection of primary and secondary card sets. The
singular end of a'Y-cable (or base of the“Y ") goesto the user-equi pment. One of the two connectors
at the split end goes to the primary back card, and the other connector goes to the secondary back
card.

Switching to the standby card occurs only if the secondary card set isin a“Standby” or a
“Standby-T" state (but not “Failed”). See the dspcds definition for information on these states.

Figure 3-1 Y-Cable Connection
Active cards
Back Front
card card
User
equipment
q(dgta) Y cable

. Back Front

- card card
2
7

Standby cards

Note Terminating connectionsispossibleat only aprimary slot and not at a secondary slot. Seethe
addcon description,

On multi-port card sets, each primary port isconnected by a Y-cable to a secondary (redundant) port.
Port 1 of the primary card set must be paired to port 1 of the secondary card set, and so on. Figure 3-2
illustrates the cabling for a multi-port card set.
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Controlling External Devices

Figure 3-2 Y-Cables on Multiple Ports
SDI SDI
Port 1
Port 2
Port 3
Port 4
n
N
&

If the secondary card set becomes active, the primary card set goes into the standby state. For the
primary card set to serve as a backup, it must be a complete set and not have failed status.

You can execute addyred even if the primary and secondary slots are empty. If cards reside in the
primary and secondary slots, the system checksfor card compatibility. Two types of incompatibility
can occur: back card and jumper or cable. (On SDI, FRI, and FTI cards, jumpers determine whether
aportisconfigured as DCE or DTE. On LDI cards, either aDCE or DTE adapter cable connects to
the LDI port, as applicable).

If incompatibilities exist, the message “ Y-Cable Conflict” appears on screen. Specific conflicts are
listed in reverse video in the Y-Cable Redundancy screen. See the dspyred description for details.
Redundancy on V.35 versions of the SDI and FRI cards requires special redundant jumpers. Always
use the applicable Y-Cable Redundancy kit for a card.

Controlling External Devices

If your system is configured to control an external device, such as amultiplexer, you can establish a
window session to it from the control terminal. Whilein awindow session, any charactersyou type
at the control terminal go to the external device for processing. Any characters generated by the
external device appear on the control terminal screen.

TheWindow to External Device (window) command establishes awindow session. You can usethis
command only if the external device connectstothelocal node. You can, however, enter the window
command during avirtual terminal session so that you have awindow session with any external
device in the network. To start awindow session, use the Virtual Terminal (vt) command to access
the node cabled to the device, then invoke the window command. Before starting awindow session,
you must have configured the port and the port function with cnfter m and cnfter mfunc. In addition,
you must know whether the external window deviceis cabled to anode's Control Terminal
(EIA/TIA-232) port or Aux Port (EIA/TIA-232) port. The format for the window command is:

window [a | C]
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Command Sequences for Setting Up Nodes

Enter an a if the externa deviceis attached to the node's Aux Port or cif the deviceis attached to the
node's Control Terminal port. The default for this parameter is Aux Port. To establish awindow
session with an external device attached to a node's Control Terminal port, enter:

window ¢

The system responds by redrawing the terminal screen. You can now enter commands and send data
to the external device asif you were locally connected to its Control Terminal port. While in the
window session, only commands used to control the external device are recognized. IPX/IGX/BPX
commands are not recognized. You might notice a slight transfer delay in transmission, due to the
IPX/IGX/BPX bundling of characters before transmitting them. Transfers are delayed until the
transfer buffer isfilled, or until the keyboard has been inactive for over 50 milliseconds.

To end awindow session, enter an escape sequence. Escape sequences are one-to-eight characters
in length and are configured with the Configure Terminal Port Function (cnfter mfunc) command.
For example, if you have specified “signoff” asthe escape sequence in the Configure Terminal Port
Function, enter the following to end the window session:

signoff
The default escape sequenceis:
AN (SHIFT 66)

If this escape sequence does not work and you do not know the configured escape sequence, leave
the keyboard idle for four minutes. After four minutes, the system terminates the window session.

Command Sequences for Setting Up Nodes

Thesequencesin Figure 3-3, Figure 3-4, Figure 3-5, Figure 3-6, and Figure 3-7 show the commands
you execute to do the following node-related tasks:

® Setupanode

® View information about the presence of the cards and system power

® Configure an interface for a control terminal that is connected to the node
® Remove a hode from a network

® Add aninterface shelf

Figure 3-3 Setting Up Nodes

Local

Log on to
a node

View node
configuration

CNFNAMEH CNFTMZNH ADDYRED} DSPYRED}H ADDALMSLOT

Remote
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Command Sequences for Setting Up Nodes

Figure 3-4 Viewing the Node Configuration

v
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Log on to
a node

pspcps H pspeD | DSPPWR

Remote

Figure 3-5 Configuring the Node Interface for a Local Control Terminal

Log on to
a node

CNFTERMHCNFTERMFUNCH WINDOW

Figure 3-6 Removing a Node From the Network
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a node Local (see chapter 4 for more information)
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Figure 3-7 Add an Interface Shelf to the Network
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Summary of Commands

Summary of Commands

Table 3-1 shows the command name and starting page for the description of each node command.

Table 3-1 Commands for Setting Up a Node

Mnemonic Description Page
addalmslot Add an darm slot 3-9
addshelf Add atrunk between the hub node and access shelf. 3-11
addyred Add Y-cable redundancy 3-13
cnfasm Configure ASM card 3-15
cnffunc Configure system function 3-17
cnfname Configure node name 3-19
cnfprt Configure printing functions 3-21
cnfterm Configure terminal port 3-23
cnftmzn Configure time zone 3-25
delalmslot Delete alarm dot 3-27
delshelf Delete atrunk between a hub node and access shelf 3-29
delyred Delete Y-cable redundancy 3-31
dspasm Display ASM card configuration 3-32
dspcd Display card 3-34
dspcds Display cards 3-37
dsplancnf Display LAN configuration 3-40
dsplmistats Display LMI Statistics 3-42
dspnds Display nodes 3-44
dspnode Display summary information about interface shelves 3-46
dsptermenf Display terminal configuration 3-48
dsptermfunc Display terminal port configuration 3-50
dspprtenf Display print configuration 3-52
dsppwr Display power 3-54
dspyred Display Y-cable redundancy 3-56
prtyred Print Y-cable redundancy 3-58
upcd Up card 3-60
window Window to external device 3-62
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addalmslot

addalmslot

Enables the MAJOR and MINOR alarm indicators on an Alarm Relay Card (ARC) or Alarm Relay
Module (ARM) front card. It also configures the slot to provide external alarms from the Alarm
Relay Interface (ARI) back card. This command should be used at each node equipped to provide
externa alarm indications to the customer alarm reporting system. The slot specified for the ARC or
ARM may be any shelf sot but is usually the slot farthest to the right.

Upon command execution, the system places the alarm card set in the active state and displays the
current alarm status.

Full Name
Add alarm dlot.

Syntax
addalmsl ot <slot number>

Related Commands
delalmslot, dspalms

Attributes

Privilege 14

Jobs NO

Log Yes
Node IPX, IGX
Lock Yes
Example 1

addalmslot 16

Description

Enable alarm reporting from slot 16 in a node. (The system then displays alarm status.)
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addalmslot

System Response

bet a TRM

Yourl D: 1 I PX 32 8.5

Al arm summary (Configured alarmslots: 16)

Aug. 3 1997 14:27 MST

Connections Fail ed: None
Groups Fail ed: None
PLN Al ar ns: 1 Major
CLN Al arns: None
Cards Fail ed: 1
M ssing Cards: None
Renpt e Node Al ar ns: 1 Major
Renmpt e Domai n Al ar ns: None
Last Command: addal nsl ot 16
Next Command:

Table 3-2 addalmslot—Parameters

Parameter Description

slot number Specifies the ot number of the alarm card set.
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addshelf

addshelf

Adds atrunk between a hub node and an interface shelf in atiered network. The hub can be either a
BPX or an IGX.

The interface shelf can be one of the following:

® An MGX 8220 shelf connected to a BPX node

® An IPX node connected to a BPX node that serves as a hub for the IPX/AF

® AnIGX node connected to an IGX routing node that serves as a hub for the IGX/AF
The signaling protocol that applies to the trunk on an interface shelf isAnnex G.

Because tiered network capability is a paid option, personnel in the Cisco Technical Assistance
Center (TAC) must telnet to the unit and configure it as an interface shelf before you can execute
addshelf.

Each IPX/AF, IGX/AF, or MGX 8220 shelf has one trunk that connects to the BPX or IGX node
serving as an access hub. A BPX hub can support up to 16 T3 trunksto the interface shelves. An IGX
hub can support up to 4 trunksto the interface shelves.

Beforeit can carry traffic, thetrunk on an interface shelf must be“upped” (using uptrk) on both the
interface shelf and the hub node and “added” to the network (using addshelf). Also, atrunk must be
free of major alarms before you can add it with the addshelf command.

Full Name
Add afeeder shelf.

Syntax
addshelf <trunk> <shelf-type>

Note If you manage atiered network through the command line interface, you can manage only
Frame Relay interworking connections (ATFR) across the network. Three-segment connections for
carrying serial data or voice between IGX/AFsis allowed, but you must manage them through
StrataView Plus.

Related Commands
delshelf, dspnode, dsptrk
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Attributes

Privilege 14

Jobs Yes

Log Yes

Node BPX, IGX
Lock No
Example 1

addshelf 11.1 a

Description

Add trunk 11.1 asan MGX 8220 interface shelf. After you add the shelf, the screen displays a
confirmation message and the name of the shelf.

System Response

nnsbpx23 TN

Tr unk Nanme
1.3 AXI S240
11.2 A242

Super User BPX 15 8.5 Aug. 16 1997 13:28 PST

BPX I nterface Shelf |nformation

Type Al arm
AXI' S K
AXI' S K

Thi s Command: addshelf 11.1

Enter Interface Shelf Type: | (IPX/AF), A (AXIS)

Table 3-3 addshelf-Parameters

Parameter Description

trunk Specifies the dot and port number of the trunk.

shelf type On aBPX node, shelf type specifies the type of interface shelf when you execute

addshelf. The choicesare | for IPX/AF or IGX/AF or A for MGX 8220. On an IGX
hub, only the IGX/AF is possible, so shelf type does not appear.
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addyred

Enables card redundancy for the IPX, IGX, and BPX cards. Use the addyred command to specify
the slots of the primary and secondary (standby) cards that form the redundant pair. Refer to the
section titled “ Specifying Card Redundancy” at the beginning of this chapter for alist of supported
card sets. Redundant card sets have the following characteristics:

® The primary and secondary card sets must be identical.

® Secondary card sets must not currently be active.

® Neither the primary nor secondary card set may already be part of aredundant set.
® Redundancy applies to the entire card and not specific trunks or lines.

In both the single and multi-port card sets, if the secondary card set becomes active, the primary card
set serves as its backup (assuming the primary card set is complete and not failed). The addyred
command can be used even if the primary and secondary slots are empty. If cardsreside in the
primary and secondary slots, the system checksfor card compatibility. Two types of incompatibility
can occur: back card and jumper or cableinconsistencies. (On SDI, FRI, and FTI cards, jumpers
determine whether aport isconfigured asDCE or DTE. On LDI cards, either aDCE or DTE adapter
cable connects to the LDI port. For descriptions of the jumper positions and cabling, see the Cisco
IPX Installation manual or the Cisco IGX 8400 Series Installation manual.)

If incompatibilities exist, the message “ Y-Cable Conflict” appears on the screen. Specific conflicts
arelistedin reversevideointhe dspyred display. See the dspyred description for more information.

Full Name
Add Y-cable redundancy.

Syntax
addyred <primary dlot> <secondary slot>

Related Commands
delyred, dspyred, prtyred

Attributes

Privilege 14

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

addyred 25 26
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Description
Add Y -cable redundancy to the SDP/SDI card setsin slots 25 and 26.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 14:27 MST
Slot Gther Front Back Channel Configuration
Sl ot Type Slot Card Card 1 2 3 4 5 6 7 8

25 Pri 26 SDP RS232 DCE DCE DCE DCE
26 Sec 25 SDP RS232 DCE DCE DCE DCE

Last Command: addyred 25 26

Next Command:

Table 3-4 addyred—Parameters

Parameter Description

primary slot Specifies the slot number of the primary card set.
secondary slot Specifies the slot number of the secondary card set.
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cnfasm

cnfasm

Letsyou set various configurable parameters associated with the BPX Alarm and Status Monitor
cardin dot 15. Because this card alwaysresidesin slot 15, entering the slot number is unnecessary.

Full Name
Configure ASM card

Syntax
cnfasm

Related Commands

dspasm

Attributes

Privilege 1
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

cnfasm

Description

Configure parameters for the ASM card.
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cnfasm

System Response

D1.

[1]
[2]
[3]

[ 6]
[7]
[8]
[9]
[10]
[11]
[12]
[13]

Thi s

ea TRM  Super User

Cabi net tenp threshol d:
Power A devi ati on:
Power B devi ati on:

ALM
ACO button -
Hi story button
Cabi net tenp
Power A volt
Power B volt
Fan 1 RPM
Fan 2 RPM
Fan 3 RPM

<< <=<=<=<"

Command: cnfasm

BPX 15

5

[14]
[15]
[16]
[17]
[18]

Whi ch paraneter do you wi sh to change:
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0 C [4] Polling interval
6 V [5] Fan threshold (RPM:
6 V

BPX card sl ot
PSU A failure
PSU A renpved
PSU B failure
PSU B renpved

(msec):

ALM

<=<=<=<"

10000
2000



cnffunc

cnffunc

Enables or disables a specified node function. Each function has an index number. By entering the
command, the index parameter, and the letter “€” or “d,” the function is either enabled or disabled.

Full Name
Configure system functions

Syntax
cnffunc <function_index> <e/d>

Related Commands

none
Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

cnffunc 7 e

Description

Enables automatic card testing after card failure detection.
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cnffunc

System Response

sw83 VT Super User I PX 16 8.5 May 20 1997 13:35 PST
I ndex Status Function

1 Enabl ed Aut omati ¢ CLN PLN Loopback Test on Local /Renote Al arns
2 Enabl ed FDP Loopback button

3 Enabl ed User Command Loggi ng

4 Enabl ed Automatic Card Reset on Hardware Error

5 Enabl ed TXR Model D Downl oad

6 Enabl ed Card Error Record Waparound

7 Di sabled Card Test After Failure

8 Enabl ed Downl oad From Renote StrataVi ew

9 Enabl ed Node- by- node Upgrade Conpatibility

10 Di sabl ed Loggi ng of conn events in |local event |og

11 Di sabl ed Logging of conn events in SV+ event |og

Thi s Command: cnffunc

Ent er index:

Table 3-5 cnffunc—Index Parameters
Index Function Description Default
1 Automatic CLN/TRK Loopback A remote-end loopback is automatically set up on afailed line or enabled
Test on Loca/Remote Alarms trunk. Used to check the integrity of the back card alarm circuitry.
2 FDP Loopback button For an IPX or IGX node, enables |oopback button on SDP or HDM enabled

card faceplate. (Disable it to prevent accidental operation by contact.)

3 User Command Logging All commands entered by the user is entered in the system log when  enabled
enabled. When disabled, system log does not become so large but
thereis no audit trail of operator commands kept.

4 Automatic Card Reset on The controller card (BCC, NPC, or NPM) issuesahardwareresettoa enabled
Hardware Error card when firmware detects an error during normal operation. This
allowsthe node to return a card to service after afirmware error.
TXR Model D Download (Not used) enabled
6 Card Error Record Allows the log entry for each card error to wrap for long entries. enabled
Wraparound When disabled, only first ten failures are logged.
7 Card Test After Failure Indicates card function selftests and background test should continue  disabled
to be executed after a card has been declared as failing these tests.
8 Download from Remote Allows a node to download software images from a StrataView Plus  disabled
StrataView PlusNMS not directly connected to the node.
9 Node-by-node Upgrade Capability enabled
10 Logging of connection eventsin disabled
local event log
11 Logging of connection eventsin disabled

StrataView Plus event log
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cnfname

cnfname

Specifies the name by which anode is known within the network. It may be changed at any time.
The new node name is automatically distributed to the other nodes in the network. Node names are
case sensitive. For example, an upper-case “A” isnot considered to be the sasme as alower-case “a’.
Duplicate names are not allowed in the same network. Node names may be configured from within
ajob sequence. If the node name is changed and the corresponding name in the job is not changed,
the job will not function properly. In the following situations, the cnfname command cannot be
executed:

® Another node is attempting to change the network topology by adding or deleting a trunk.

® Another node is notifying all nodes that it has been renamed. Another nodeis currently adding
or deleting a channel connection in the network with the addcon or delcon commands.

® Thereis an unreachable node in the network.

® The name chosen is already being used for another node in the network.

Full Name
Configure node name

Syntax
cnfname <nodename>

Related Commands
cnfterm, cnfprt, and window

Attributes

Privilege 1

Jobs No

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

cnfname alpha

Description

The name changesto “alpha.” The network topology screen displays indicating the new name. See
the dspnw description for more information on the network topology screen.
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System Response

al pha TRM  YourlD: 1 IPX 16 8.5 Aug. 15 1997 12: 02 PST
NodeNane Al arm Packet Line Packet Line Packet Line
al pha 10- 7/ beta 14- 13/ beta
bet a MAJOR 7- 10/ al pha 9- 10/ gamm 13- 14/ al pha
15- 15/ gamm 20- 11/ gamm
gamma MAJOR 10- 9/ beta 11- 20/ beta 15- 15/ beta

Last Command: cnfnane al pha

Next Command:
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cnfprt

cnfprt

Configuresthe printing function. To obtain local or remote printing at anode, a printer must connect
tothe AUX PORT. Also, the configuration must include the correct baud rate and printer typefor the
port. Use the cnfterm and cnftermfunc commands to do this.

The cnfprt and cnfter mfunc commands interact. If the auxiliary port on the node is configured for
either an External Device Window or the Network Management Log, a“local” printing
configuration automatically changes to “no printing.” Printing is not possible because the auxiliary
port is being used for another purpose.

Establishing avirtual terminal connection with a node does not affect the printing location
established for the node that initiates the virtual terminal connection. For example, if node alphais
configured so that all alphainformation goes to a printer at node beta and if alpha establishes a
virtual terminal connection with node gamma, the results of print commands entered on the alpha
keyboard still print at beta. Furthermore, this occurs regardless of the printing location configured
for node gamma.

Full Name
Configure printing functions

Syntax
cnfprt <mode> <remote node name>

Related Commands
cnfterm, dsptermfunc

Attributes

Privilege 1-6

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

cnfprt

Description

Change the configured printing.
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System Response

al pha TRM  YourlD: 1 IPX 16 8.5 Aug. 15 1997 13:17 PST
Printing Mde
Renpte Printing at beta

Local Printing
No Printing

This Command: cnfprt

Sel ect Local (1), Remote (r), or None (n):

Table 3-6 cnfprt—Parameters
Parameter Description
mode Specifies the printing mode. Enter “L” for local printing, “R” for remote printing,

and ‘n’ for no printing.

remote node name Specifies the remote node whose printer is used for print commands issued by a
user who is physically logged on to this node. This option isvalid only when
remote printing has been selected. A remote node is one within the domain, but not
the node where the command is entered.
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cnfterm

cnfterm

Configures datatransmission parametersfor the control and auxiliary ports. ThelPX, IGX, and BPX
nodes support two EIA/TIA-232 serial ports on the upper bus expansion card. Thetop port is called
the Control Terminal port. The lower port is called the Auxiliary Port (AUX). Parameters can vary
with the equipment connected to the port. The control port may connect to a control terminal, a
direct-dial modem, or an external EIA/TIA-232 device. The auxiliary port may connect to either a
printer or an external EIA/TIA-232 device. After you have set the data transmission parameters for
aport, use the superuser command cnfter mfunc to specify the equipment attached to the port. The
configuration parameters must match the equipment physically attached to the port.

Full Name
Configure terminal port

Syntax
cnfterm <al/c> <baud> <parity> <num_data hits> <num_stop_bits>

Related Commands
cnfterm, cnfprt, window

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

cnfterm

Description

Configure an auxiliary control port.
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System Response

al pha

Control port

TRM  YourlD: 1 IPX 16 8.5 Aug. 15 1997 11:58 PST

Auxi liary port

Baud Rate: 1200 Baud Rate: 9600
Parity: None Parity: None
Nurmber of Data Bits: 8 Nurmber of Data Bits: 8

Nunber of Stop Bits: 1 Nunber of Stop Bits: 1

Qut put flow control: XON XOFF Qut put flow control: XON XOFF
I nput flow control: XON XOFF I nput flow control: XON XOFF
Use DTR signal: Yes DTR signal: Yes

This Command: cnfterm

Sel ect Control

Table 3-7

port (c) or Auxiliary port (a):

cnfterrm—Parameters

Parameter

Description

alc

Specifies the port to be configured, where “a’ meansauxiliary port, and “c’ means
control port.

baud rate

Specifies the baud rate. The rates are 1200, 2400, 4800, 9600, and 19200 bps.

parity

Specifies parity checking for character transmission to and from the port. Valid
parity choices are “E” for even parity, “O” for odd parity, and “N” for no parity.

data bits

Specifies the number of bits to be sent for each transmitted character and the
number of bits to be expected for each received character. A “7” indicates 7 bits
for each character. An “8” indicates 8 bits for each character.

stop hits

Specifies the number of stop bits to be sent with each transmitted character and the
number of stop bits to be expected with each received character. A “1” indicates
one stop bit with each character; a“2” indicates two stop bits with each character.

output flow control

Specifies the output flow control. An “X” specifies XON/XOFF flow control; an
“N” specifies no flow control.

input flow control

Specifies input flow control. An “X” specifies XON/XOFF flow control; an “N”
specifies no flow control.

cts flow control

Configures cts flow control. An “X” specifies XON/XOFF flow contral; an “N”
specifies no flow control. This parameter should be turned off if working with
modems on a BPX node.

use DTR

Specifies whether the node requires DTR to be asserted to allow or maintain a
Login. A “Y” causes the node to require the presence of DTR before allowing a
login. A “N” causes the node to ignore DTR.
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cnftmzn

Configures the time zone for the node. Configuring the time zone for a node ensures that the node's
timeis correct for the local arearegardless of the node at which the network date and time are set.
Once configured, the time zone for the node is saved in battery-backed memory. After a power
failure, a node's date and time are restored if at least one other node in the network has the current
time and date.

Full Name
Configure time zone

Syntax
cnftmzn <timezone | g+/- hours>

Related Commands

cnfdate

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example

cnftmzn pst

Description

Configures the time zone to Pecific Standard Time.
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System Response

al pha TRM  YourlD:1 IPX 16 8.5 Aug. 15 1997 13:19 PST

Last Command: cnftnezn pst

Next Command:

Table 3-8 cnftmzn—Parameters

Parameter Description

time zone » gmt (or g)Greenwich Mean Time
* cst (or c)Central Standard Time
* est (or e)Eastern Standard Time
* mst (or m)Mountain Standard Time
* pst (or p)Pacific Standard Time
* yst (or y)Yukon Standard Time
* cdtCentral Daylight Savings Time
* edtEastern Daylight Savings Time
» mdtMountain Daylight Savings Time
* pdtPacific Daylight Savings Time
* ydtYukon Daylight Savings Time

hours from Specifies the difference in hours between loca time and Greenwich Mean Time.

Greenwich Therangeisfrom -12 to +12 hours. Instead of entering the time zone, you can

Mean Time (GMT) enter the hours from Greenwich Mean Time. For example, instead of entering pdt
for Pacific Daylight Time, you could enter g-7, which is Greenwich Mean Time
minus 7 hours.
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delalmslot

Disablesthe ARC (IPX) or ARM (IGX) alarm indicators and ARI external alarms. See the
addalmslot description for more information on ARC/ARM alarm relays and adding alarm slots.

Upon command execution, the system places the alarm card set in the standby state and displays the

current darm status.

Full Name
Delete an alarm slot

Syntax
delalm <slot number>

Related Commands
addalmslot, dspalms

Attributes

Privilege 14

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delamslot 11

Description

Disable the alarm indicators on the ARM card set in slot 11. (The system subsequently displays

alarm status.)
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delalmslot

System Response

pubsi gx1 TN

Al arm sunmary
Connections Fail ed
Groups Fail ed:

TRK Al ar ns:

Li ne Al arns:

Cards Fail ed:

M ssi ng Cards:

Renpt e Node Al ar ns:
Renmpt e Domai n Al ar ns:

Routing Network Al arns:

Fast PAD Node Al ar ns:

Last Command: del al nsl ot

Super User

I GX 32 8.5

(Configured alarm sl ots: None)

None
None
None
None
None
None
1 M nor
None

None
Cabi net Fan(s) Fail ed

None

11

Next Conmand:
Table 3-9 delamslot—Parameters
Parameter Description
slot number Specifies the slot number of the alarm card set to activate.
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delshelf

Deletes an interface shelf from atiered network. The identifier for an interface shelf is either the
trunk number or the name of the shelf. Normally, you execute delshelf only at the hub node, but on
the IPX/AF or IGX/AFitself, delshelf hasthe single function of letting you turn off LMI if the trunk
isnot alowing communication. In contrast to the deltr k command, you can execute delshelf at any
time if no connections terminate at the trunk.

Full Name
Delete an interface shelf.

Syntax
delshelf <trunk> | <shelf-name>

Related Commands
addshelf, dspnode

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

delshelf 4.1

Description

Delete shelf trunk 4.1 on an IPX/AF.
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System Response

nnsbpx23 TN Super User BPX 15 8.5 Aug. 16 1997 13:26 PST

BPX I nterface Shelf |nformation

Trunk Nanme Type Al arm
1.3 AXI S240 AXI S oK
11.2 A242 AXI S K

Last Command: del shel f A241

Shel f has been del eted

Next Conmand:
Table 3-10 delshelf—-parameters
Parameter Description

trunk or shelf name Specifies the slot and port number of the trunk or the name of the
interface shelf.
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delyred

Thiscommand disablesthe Y redundancy for the card set in the specified primary slot number. If the
secondary card dlot is being used as the active slot at the time you use the delyred command, the
system attempts to switch back to the primary slot. The substitution takes place only if the primary
dlot has a complete set of cards and the cards are in a Standby or a Standby-F state (not if they are
Failed). See the dspcds description for information on card states. See the addyred and dspyred
commands for more information on Y-cable redundancy.

Full Name
Delete Y-cable redundancy

Syntax
delyred <primary slot>

Related Commands
addyred, dspyred, prtyred

Attributes

Privilege 14

Jobs No

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example

delyred 16

Description

Disable Y-cable redundancy at slot 16.
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dspasm

DisplaysBPX node alarmsthat, when active, produce an external alarm output (relay closure). These
alarms are associated with powering and cooling the node as well as a statistics count. For example,
aminor alarm is generated when a fan speed drops below 2000 rpm. Since the single ASM card is
always located in slot 15, no card slot need be entered for this command. To configure the ASM
alarms, use cnfasm (a superuser command).

Full Name
Display ASM card

Syntax
dspasm

Related Commands

cnfasm

Attributes

Privilege 1
Jobs No
Log No
Node BPX
Lock Yes
Example

dspasm

Description

Display the ASM card parameters.
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System Response

Dl.jea TRM  Super User BPX 15 8.5 Aug. 30 1997 12:24 GMI
ASM St at us: Active ASM Al ar ns

Statistics count: 7 Fan #1 RPM out of range

Statistics tinmeouts: 0 Fan #2 RPM out of range

Cabi net tenperature: 21 C Fan #3 RPM out of range

Power voltage A/ B: 0.0/ 0.0V

PSU Ins Type Rev SerNum Failure
A N NA NA NA N A
B N NA NA NA N A

FAN 1 2 3
0000 0000 0000 RPM

Last Command: dspasm

Next Command:
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dspcd

Displaysthe status, revision, and serial number of acard. If aback card is present, itstype, revision,
and serial number appear. The displayed information can vary with different card types.

Full Name
Display card

Syntax
dspcd <slot number>

Related Commands
dncd, dspcds, reseted, upcd

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspcd 6

Description

Display status of the card in slot 6. The response shows a port capacity of 44, which isthe maximum
number of ports on a Port Concentrator Shelf. Therefore, the FRP in thiscase is an FRP-2.
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System Response

m nnow TN Super User I PX 8 8.5 Aug. 13 1997 08:00 PST

Detailed Card Display for FRP in slot 6
(d obal RAM 4 Mytes)

St at us: St andby (Front Card Supports V.35, X 21)

Revi si on: FAO6 (Front Card Supports Port Concentrator)
Serial Number: 165187 (Front Card Supports NNI, CLLM

Port Capacity: 44 (Front Card Supports ATFR/ CGW

Backpl ane I nstalled
Backcard I nstalled
Type: FRI - X21
Revi si on: PO1
Serial Number: 155558

Last Conmand: dspcd 6

Next Conmmand

Example 2
dspcd 6

Description
The cardisthetrunk version of the ALM. The“B” next to Revision showsthe card setisan ALM/B.

System Response

1 GX32 TN Super User 1 GX 32 8.5 Cct. 12 1997 18:44 PST
Detailed Card Display for ALMin slot 6

St at us: Active
Revi si on: B0310
Serial Number: 289417
Backpl ane I nstalled
Backcard I nstalled
Type: UAI - T3
Revi si on: HN
Serial Number: 242007

Last Conmand: dspcd 6

Next Conmmand
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Example 3
dspcd 5

Description
Display information on the card in slot 5. The card isa UV M capable of CAS-switching.

wx175 TN Super User 1 GX 16 8.5 Sep. 23 1997 22: 31 PST
Detailed Card Display for WMin slot 5

St at us: St andby (Front Card Supports CAS-sw tching)
Revi si on: B0203
Serial Number: 336878
I ntegrated Echo Cancell er
Channel s: 31
Backpl ane I nstalled
Backcard I nstalled
Type: El-2
Revi si on: AB
Serial Number: 336728

Last Command: dspcd 5

Next Conmmand
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dspcds

Displaysthe cardsin ashelf, front and back, with their type, revision, and status. For front and back
card sets, the status field appliesto the cards as a set. A letter “T” opposite acard indicatesthat it is
running self-test. A letter “F” opposite acard indicatesthat it hasfailed atest. If lines or connections
have been configured for adlot, but no suitable card is present, the display will list the missing cards
at thetop of the screen. If aspecial backplaneisinstalled or if acard was previoudly installed, empty
dots are identified as “reserved.”

For atwo-shelf node, the screen initially displays only the upper shelf with a“ Continue?’ prompt.
Typing “y” to the prompt displays the cards in the lower shelf. The command dspcds followed by
the letter “L” (for lower shelf) displays card status for just the lower shelf. For an IPX 8 or IGX 8
node, the card information appears in only the left column. The status and update messages are as

follows:

* Active Card in use, no failures detected.

» Active—F Card in use, failure(s) detected.

e Active—T Card active, background test in progress.

e Active—F-T Card active, minor failures detected, background test in progress.

» Standby Card idle, no failures.

» Standby—F Card idle, failure(s) detected.

e Standby—T Card idle, background test in progress.

e Standby—F-T Card idle, failure(s) detected, background test in progress.

* Failed Card failed.

* Down Card downed by user.

 Down—F Card downed, failure(s) detected.

e Down—T Card downed, failure(s) detected, background test in progress.

* Mismatch Mismatch between front card and back card.

e Update* Configuration RAM being updated from active control card.

» Locked* Old software version is being maintained in case it is needed.

e Dnlding* Downloading new system software from the active PCC adjacent node of
from StrataVlew Plus.

e Dnldr* L ooking to adjacent nodes or StrataView Plusfor either software to load

or other software needs you have not specifically requested.

In the preceding messages, an asterisk (*) means an additional status designation for BCC, NPC, or
NPM cards. “F” flag in the card status indicates that anon-terminal failure was detected. Cardswith
an “F" status are activated only when necessary (for example, when no other card of that typeis
available). Cards with a*“ Failed” status are never activated.
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Full Name
Display cards

Syntax
dspcds [1]

Related Commands
dncd, dspeds, reseted, upcd

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspcds

Description

Display status on al cards.

System Response

1 GX32 TN Super User

Front Card BackCard
Type Rev Type
NPM  A0205

Enpty reserved for
FRM ESP FRI-T1

ALM  BO310UAI - T3

O~NO A WNBE

Last Command: dspcds

Next Conmmand
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Enpty uni versal backpl ane
Enpty uni versal backpl ane

Enpty uni versal backpl ane
Enpty uni versal backpl ane

32

10
11
12
13
14
15
16

8.5 Cct. 12 1997 18:39 PST

FrontCard BackCard

Type Rev Type Rev Status

Enpty uni versal backpl ane

Enpty uni versal backpl ane

ALM  BO305UAI - T3 HN  Active

Enmpt y

Enpty uni versal backpl ane

BTM BFF BTM T3 P02 St andby
Enpty uni versal backpl ane

CYM AFF T1 AK  Active



dspcds

Example 2
dspcds |

Description
Display status of cards on the lower shelf of an IPX 32 node (the option “1” means “lower”).

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 14:37 MST
M ssing Cards: 1 ATM 1 T3

Front Card BackCardFrontCard BackCard

Type Rev Type Rev St at usType Rev Type Rev St at us
17 PCC HDB St andby25 SDP BA RS232 AK Active-T
18 Enpty26 SDP BF RS232 AK St andby- F
19 FRP DFB FRI-V35 BC Active- F27 Enpty

20 ATM HWD3 Enpty Fai | ed28 Enpty
21 Enpty29 Enpty
22 CDP AAB Enpty Unavai | 30 Enpty

23 Enpty31 Enpty
24 Enpty reserved for SDP32 Enpty

Last Command: dspcds |

Next Conmand:
Table 3-11 dspcds—Parameters
Parameter Description

I Directs the system to display status of the cards on just the lower shelf of an IPX
32 or IGX 32 node.
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dsplancnf

Displays the addresses and configuration for the LAN Ethernet. The configuration fields shows the
type of network capability and it is ready or unavailable. The dsplancnf display contains the
following address fields:

Table 3-12 LAN Configuration Address Fields

<IPAdd> Specifies the Internet address of the node used in the TCP/IP
protocol

<IP subnet mask> Specifies a 32-bit mask that contains information about the bit

lengths of the subnet ID and host ID address fields. The format of
thisfield uses 1s for the subnet ID field and Os for the host ID
address field as defined in the TCP/IP protocol. The default value
(in decimal notation) is 255 255 255.0. This mask denotes both
subnet ID and host ID fields as 8-bit fields.

<Max. LAN Transmit Unit> BPX only: typical amount is 1500 bytes.

<TCPServicePort> Specifiesthe node’s service point used by the transmission control
protocol (TCP).

<Gateway|PAddr> Specifies the Internet gateway address

Full Name
Display LAN interface configuration

Syntax
dsplancnf

Related Commands
cnflan (a superuser command)

Attributes

Privilege 5

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dsplancnf
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Description

Display the LAN configuration for the current node.

System Response

pubsbpx1 TN Super User

Active | P Address

| P Subnet Mask

I P Service Port:

Default Gateway |P Address
Maxi mum LAN Transmit Unit:
Et her net Address

Type State Type
LAN READY TUNL
TCP UNAVAI L

UDP READY

Tel net READY

TFTP READY

Ti meHdl r  READY

SNVP READY

Last Command: dspl ancnf

Next Conmmand

BPX 15 8.5 June 11 1997 13:23 GMVI

204.179. 31. 104
255. 255. 255.0
5120

None

1500

00. C0. 43.00. 21. FO

State
READY
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dsplmistats

Displays Annex G LM statistics for the trunk that connects an IPX/AF or IGX/AF interface shelf
to the hub node. To execute this command from the access shelf itself, you must telnet to the IPX/AF
or IGX/AF. The dsplmistats command can provide information to help you analyze problems that
may arise while you set up atiered network.

Full Name
Display Annex G LMI statistics

Syntax
dsplmistats

Related Commands

none
Attributes

Privilege 1-6

Jobs No

Log No

Node IPX/AF, IGX/AF
Lock No

Example

dsplmistats

Description

Display the LMI statistics for the trunk attached to the hub.
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System Response

bat man

VPI . VCI :
Invalid Pdu

Invalid Pdu Len
Unknown Pdu Type
Unknown | E Type
Bad Transaction

St at us
St at us
St at us
St at us
St at us
Updat e
Updat e
St at us

Enq
Enq

Ack
St at us
St at us
Ack

TX:

PHIZZAZRRRAD

Super User

[eNeNeNe]

o

1384
1384
1384
1384

o 00

Last Conmand: dspl m stats

Next Command:

| PXI AF 8.5 Jan. 30 1997 18:04 PST

Annex G LM Statistics for slot:1 port:1
0.0

Lm enabl ed Lm polling enabl ed
Status Polling Tiner (T396) 10
Status Enquiry Tiner (T393) 10
Max Status Enquiry Retry (N394): 5
Update Status Tinmer (T394) 10
Max Update Status Retry (N395) : 5
Spc Pol ling Tiner : 3
Spc Retry Tiner 0
Spc Retry Counter 1
Node Status Retry Tiner 0
Node Status Retry Counter 0
Node Status Polling Tiner 2
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dspnds

Displays the name, type, and alarm status of all nodes within the domain of the node executing the
command. The nodes are grouped per domain, with one domain per display. The remote node alarm
status is provided only on a domain basis. Therefore, you must use the vt command to reach the
remote node and obtain the alarm information.

If anodeisinalarm, itsnameis highlighted and the alarm type (major/minor), isdisplayed. A major
alarmwill be aflashing word. A junction nodeisidentified with “ Yes” printed under the Jct column.

Full Name
Display all nodes

Syntax
dspnds[+n|-p|-d | domain]

Related Commands

dspnw

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock No

Example 1

dspnds

Description

Display the alarm status of all nodes within the domain.
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System Response
al pha TRM  YourID:1 IPX 16 8.5  Aug. 23 1997 09:42 PST

NodeNane Al arm
al pha MAJOR
bet a MAJOR
gamma MAJOR

Last Command: dspnds

Next Conmand:

Table 3-13 dspnds—Optional Parameters

Parameter Description

+n Specifies the node number. (Assigning a node number requires super user
privilege.)

-p Specifies that the display include the type of controller card in the node. The types
are BCC, NPM, and so on.

-d Specifies that the display include the type of node for each named node. The type
isether “IPX,” “IGX,” or “BPX.”

domain number Specifies the number of adomain to display. The range for domain number is 1-8.

Only the nodes within the specified domain are displayed. If the number does not
match a valid domain number, the following message appears. “No domain with
this number.”
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dspnode

Displays a summary of the interface shelves.

The dspnode command can isolate the shelf where an alarm has originated. For example, when you
execute dspalms, the display indicates the number of shelves with alarms but does not identify the
shelves. Therefore, execute dspnode on the hub node to determine which interface shelf generated
the alarm.

Thefirst example shows a screen display with dspnode executed on a BPX node. The second
example shows a screen with dspnode executed on an IGX/AF. When executed on an IPX/AF or
IGX/AF, dspnode shows the name of the hub node and the trunk number. Note that, to execute a
command from an IPX/AF or IGX/AF itself, you must either telnet to the shelf or use a control
terminal attached to the shelf.

Full Name
Display node

Syntax
dspnode

Related Commands
addshelf, delshelf, dsptrk

Attributes

Privilege 1-6

Jobs No

Log No

Node BPX, IGX, IPX/AF, IGX/AF
Lock Yes

Example 1

dspnode

Description

Display information about the interface shelves (executed on the BPX hub node).

3-46 Cisco WAN Switching Command Reference



dspnode

System Response

sws3 TN

—
c
=

PPhOowwpRRPREZ

Nanme
sw89
SWO3AXI S
SW7AXI S
sw92
swol
swo0
sw24
sw25

WkFRP WONFP WNRFPL S

Super User BPX 15 8.5 July 21 1997 15: 09 GJr

BPX I nterface Shelf |nformation

Type
| PX/ AF
AXI' S
AXI' S
| PX/ AF
| PXI AF
| PXI AF
| PXI AF
| PXI AF

Last Conmand: dspnode

Next Command:

Example 2
dspnode

Description

Display information about the trunk to the hub node (executed on an IGX/AF).

System Response

swidl TN

Tr unk Nanme
3 sw45

Al arm
K
UNRCH

2

=228%

Super User IGX 16 8.5 Aug. 20 1997 07:23 PDT

Swi tching Shelf |nformation

Type
BPX

Last Conmand: dspnode

Next Command:

Al arm
K
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dsptermcnf

Displays the configuration for the control port and auxiliary port at anode. It includes al the
asynchronous communications parameters that are specified by the cnfterm command.

Full Name
Display terminal port configurations

Syntax
dsptermenf

Related Commands
cnfterm, cnftermfunc (a superuser command), dsptermfunc

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsptermenf

Description

Display the terminal port configuration data.
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System Response

bat man TN Super User BPX 15 8.5 Aug. 26 1997 02:55 PST
Control port Auxi liary port

Baud Rate: 9600 Baud Rate: 9600

Parity: None Parity: None

Nurmber of Data Bits: 8 Nurmber of Data Bits: 8

Nunber of Stop Bits: 1 Nunber of Stop Bits: 1

Qut put flow control: XON XOFF Qut put flow control: XON XOFF

I nput flow control: XON XOFF I nput flow control: XON XOFF

CTS flow control: No CTS flow control: Yes

Use DTR signal: Yes Use DTR signal: Yes

Last Command: dspterntnf

Next Conmmand
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dsptermfunc

Displaysthe port functions configured by the cnfter mfunc command.

Full Name
Display terminal port functions

Syntax
dsptermfunc

Related Commands
cnfterm, cnftermfunc, dsptermenf

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsptermfunc

Description

Display the terminal port configuration data.

3-50 Cisco WAN Switching Command Reference



dsptermfunc

System Response

swstorm TN Super User BPX 15 8.5 Aug. 23 1997 09:42 PST

Control port Auxi liary port

1. VT100/ StrataVi ew
2. VT100

ki data 182 Printer

Ckidata 182 Printer with LOG
VT100

Al arm Message Col | ector

Ext ernal Devi ce W ndow

Aut odi al Mbdem

ok wNE

Last Command: dspternfunc

Next Command:
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dspprtcenf

Displays printing configuration for the node. Thethree printing modes, ‘remote’, ‘local’ and ‘no’ are
listed and the currently selected mode is highlighted. If remote printing is selected, the node name
where the remote printer islocated also appears. If the name of the node is flashing, the node is
unreachable.

The dspprtenf command displays the current print configuration for the domain where the
command isentered. Printing cannot occur across ajunction node. Each domain must be configured
with a printer for this feature to print whenever needed.

Remote mode indicates that thelog for the node prints on the printer at the listed remote node. Local
mode indicates that the log for the node prints on the node's printer. No printing mode indicates that
the log for the node does not print.

Full Name
Display print configuration

Syntax
dspprtenf

Related Commands

cnfprt

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock No

Example 1

dspprtenf

Description

Display the print configuration. The example does not show the highlighted field.
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System Response

sw83 TN Super User I PX 16 8.5 Aug. 22 1997 16: 02 PST
Printing Mde
Renote Printing

Local Printing
No Printing

Last Command: dspprtcnf

Next Command:
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dsppwr

Displaysthe current status of the power supply monitor, the current power supply configuration
(which may consist of from one to four power supplies depending on node requirements), and the
current cabinet temperature.

On the right side of the screen is displayed the internal cabinet temperature in degrees Centigrade
and Fahrenheit. Thetemperatureis displayed as athermometer and the exact temperature appears at
the top of the thermometer.

Full Name
Display power supply status

Syntax
dsppwr

Related Commands

dspcd, dspcds

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock No

Example 1

dsppwr

Description

Display power supply status.
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System Response

swdl TN Super User
Power St at us
ASM St atus: Active
Power voltage A/ B: 0/ 49 V
PSU Ins Type Rev SerNum Failure
A N NA NA NA N A
B Y 240V 0C 29959 None
Fan St atus
FAN 1 2 3
3300 3360 3240 RPM

Last Command: dsppw

Next Command:
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dspyred

Displaysinformation for Y-cablepairings. A single slot can be specified, or al pairingsaredisplayed
when no slot is specified. Slot numbers appearing in high intensity indicate active card status. Front
card, back card, and channel configuration conflicts appear in reverse video. A conflict occurswhen
the port interfaces are different for corresponding ports in a redundant slot pair. The output display
contains the following information:

® First column (Slot) designates the slot of the displayed card.

® Second column (Slot Type) designates its status, Pri (primary) or Sec (secondary).

® Third column (Other Slot) designates the slot number of the associated Y-redundant card.
® Fourth column (Front Card) designates the type of card in the front slot.

® Fifth column (Back Card) designates the type of card in the back slot.

Remaining columns (Channel Configuration) describethe channel configurationswhen appropriate.

Full Name
Display Y-cable redundancy

Syntax
dspyred [slot]

Related Commands
addyred, delyred, prtyred

Attributes

Privilege 14

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspyred

Description

Display Y-redundancy for al cards.
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug. 15 1997 14:28 MST

Slot Gther Front Back Channel Configuration
Sl ot Type Slot Card Card 1 2 3 4 5 6 7 8
25 Pri 26 SDP RS232 DCE DCE DCE DCE
26 Sec 25 SDP RS232 DCE DCE DCE DCE

Last Conmand: dspyred

Next Command:
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prtyred

Prints the Y-cable redundancy configuration for an SDP, LDP, CDP, FRP, FTC, NTCor AIT card on
an IPX node. On an IGX node, the cards are the HDM, LDM, CVM, FRM, FTM, NTM and BTM.
On aBPX node, the applicable cards are the BCC, ASl, and BNI. This command uses the same
syntax and prints the same information as the dspyred command. See the dspyred command for
details on the format of the command output.

Full Name
Print the Y-cable redundancy

Syntax
prtyred <start slot>

Related Commands
dspyred, addyred, delyred

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock Yes

Example 1

prtyred

Description

Print Y-redundancy for all cards (no starting slot entered).
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug. 15 1997 14:28 MST

Slot Gther Front Back Channel Configuration
Sl ot Type Slot Card Card 1 2 3 4 5 6 7 8
25 Pri 26 SDP RS232 DCE DCE DCE DCE
26 Sec 25 SDP RS232 DCE DCE DCE DCE

Last Conmand: prtyred

Next Command:
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upcd

Activates a card you have downed with the dncd command. (The If aslot contains a complete card
set, both the front and back card are upped. After acard setisupped, itisavailable asanoderesource.
When you activate a card, it comes up in either the standby or active state. Theinitial state depends
on whether the network is ready to use the card immediately.

Full Name
Up card

Syntax
upcd <slot>

Related Commands

dncd, dspcds

Attributes

Privilege 1-

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes
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Example 1
upcd 10

Description
Activate the card in dlot 10. After you activatethe NTC in dot 10, its status is “ Standby.”

System Response

pubsi px1 VT Super User I PX 16 8.5 COct. 30 1997 21:15 GJr
Front Card BackCard Front Card BackCard
Type Rev Type Rev Status Type Rev Type Rev Status
1 NPC ABC St andby 9 Enpty
2 NPC ABC Active 10 NTC ESC E1 P06 St andby-F
3 SbP CBC V35 AF  Standby 11 Enpty
4 Enpty 12 Enpty
5 FRP DFR FRI-V35 AA Active 13 COP ABE T1 P06 Standby-T
6 LDP CCO03 232-4 AC  Standby 14 Enpty
7 Enpty universal backpl ane 15 NTC EC02 Enpty Unavai
8 AT BBF AIT-T3 AD Active 16 Enpty

Last Conmand: upcd 10

Next Conmand:
Table 3-14 upcd—-Parameters
Parameter Description
slot Specifies the card dot number of the card
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window

Provides an interface to an external device. To establish a session with an external device, first use
the cnfter mfunc command to designate the port to serve as the external device window. To begin
the session, enter the window command and specify the port. The control terminal screen
subsequently clears, after which characters entered at the control terminal go to the external device
and vice versa.

Becausethe IPX, IGX, and BPX nodes “bundle” characters together before transmitting them, a
dight transfer delay occurs. Transfers are delayed until the transfer buffer isfilled or the keyboard is
inactive for over 50 milliseconds. To end the session, enter the escape sequence designated with the
cnftermfunc command. The default for the escape sequence is™ (SHIFT 66).

The window command can be executed over a virtual termina connection. This makesit possible
to control all external devices from a single point in the network.

Full Name
Window to external device

Syntax
window <a/c>

Related Commands
cnfterm, cnftermfunc

Attributes

Privilege 14

Jobs No

Log No

Node IPX, 1GX, BPX
Lock Yes

Example 1

window a

Description

Connect to alocal router attached to the auxiliary port. The following dia ogue shows the prompts
and exampl e responses.
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System Response

Protocol [ip]:
Target | P address: 192.9.202.1

Repeat count [5]:
Dat agram si ze [ 100] :

Ti meout in seconds [2]:

Ext ended commands [n]::
Type escape sequence to abort. ~*

Sending 5, 100-byte | CVMP Echoes to 192.9.202.1, tinmeout is 2 seconds:

Success rate is 100 percent

left #
Table 3-15 window—Parameters
Parameter Description
a Specifies awindow into external equipment attached to the node's auxiliary port.
Thisis the default connection.
c Specifies awindow into externa equipment attached to the node's control port.
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CHAPTER 4

Setting Up Trunks

This chapter describes the commands related to trunks. The contents in this chapter are as follows:
® Introduction
® A table showing the supported combinations of nodes, card sets, and line types
® Descriptions of trunk-related procedures:

— Setting up atrunk

— Setting up avirtual trunk

— Reconfiguring atrunk

— Removing atrunk

— Displaying or printing a trunk configuration

— Specifying trunk redundancy

— Using subrate trunk interface control templates
® A list of commandsin this chapter with beginning page number

® Descriptions of the trunk commands
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Introduction

After node configuration, the trunks haveto be activated. Trunks areintra-node communication links
in anetwork. A trunk can connect any combination of IPX, IGX, or BPX nodes. Trunk
characteristics are:

e Physical linetype: T1 (including fractional), E1 (including fractional), Subrate,
E3, T3, or OC3 (STM1).

e Communication technology: Asynchronous Transfer Mode (ATM) or FastPackets.

Table 4-1 shows the communication technology for each node type, card combination, and line type.

Table 4-1 Trunk Card Sets and Line Types
Node Type Front Card Back Card Line Types Technology
IPX NTC BC-T1 T1, T1 Fractional FastPacket
IGX NTM BC-T1 T1, T1 Fractional FastPacket
IPX NTC BC-E1 E1, E1 Fractional FastPacket
IGX NTM BC-E1 E1, E1 Fractional FastPacket
IPX NTC BC-SR Subrate FastPacket
IGX NTM BC-SR Subrate FastPacket
IPX NTM BC-Y1 Y1 FastPacket
IGX NTM BC-Y1 Y1 FastPacket
IPX AIT BC-T3, BC-E3 T3,E3 ATM
IGX ALM/B BC-UAI-1T3, BC-UAI-1E3 T3,E3 ATM
IGX BTM AIT-T3, AIT-E3, AIT-E2, T3, E3, E2, E1, HSSI ATM
AIT-HSSI, BTI-E1
BPX BNI LM-3T3, LM-3E3 T3,E3 ATM
BPX BNI-155, 20C3-SMF or OC3(STM1) ATM
BNI-155E 20C3-MMF
BPX BXM-155-8 MMF-155-8 OC3(STM1) ATM
SMF-155-8
SMFLR-155-8
BPX BXM-155-4 MMFE-155-4 OC3(STM1) ATM
SMF-155-4
SMFLR-155-4
BPX BXM-622-2 SMF-622-2 OC12 (STM4) ATM
SMFLR-622-2
BPX BXM-622 SMF-622 OC12 (STM4) ATM
SMFLR-622
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Setting Up a Trunk

Prior to executing the commands in this section, node setup must be complete (see the chapter titled
“Setting Up Nodes’). Also, the front and back cards that support the proposed line type and
communication technology must reside in the slot intended for the trunk.

1 Usethe uptrk command to up the trunk. This command activates the card so it can begin
generating framing. It also determines whether the trunk is physical-only or a virtual trunk. The
third place digit signals that the trunk is virtual.

Each node can have a combined maximum of 32 virtual and physical trunks. The BNI-T3 or E3
can support up to 32 virtual trunks on 1 or both physical ports. A BNI-OC3 line can support up
to 11 virtual trunks. Note that, like regular trunks, virtual trunks can carry high-priority traffic.

Use uptrk at each end of the trunk. When the trunk is up at only one end, the node detects the
trunk as being in an alarm state (see dsptrks). Upping the trunk at both ends clears the alarm.

2 Usethecnftrk command to overridetrunk default values. The cnftrk command is mandatory for
virtual trunks but optional for physical trunks. For virtual trunks, the VPl must be changed to a
non-0 value before execution of addtrk.

If enftrk is used, identical changes must take place at both ends of the trunk. To display existing
trunk parameters, use the dsptrkenf command. The configurable parameters are listed for each
card type in the following table. (The possibilities are PKT for FastPackets, ATM cells, BNI if
thetrunk isaBNI card, or All.) Not all of these parameters apply to the BPX node. The BPX
parameters are in alist that follows the table.

Once the trunk is configured and after the trunk is added (addtrk), certain parameters can be
re-specified. For example, a period of trunk usage may reveal aneed to change parametersto
optimizetrunk usage. Refer to the forthcoming section titled “ Reconfiguring a Trunk” for details.

3 Useaddtrk to add thetrunk. Adding the trunk makes the trunk a usabl e resource, so connections
can be added (addcon) for carrying traffic. Add atrunk at only one end of the trunk.

(To add an interface shelf in atiered network, use addshelf. See the chapter “ Setting Up Nodes.”)

Setting Up a Virtual Trunk

This section describes how to set up avirtual trunk using a BPX cloud. Virtua trunking isa
purchased feature, so Cisco must enable it on each node you intend to use virtual trunking. Also,
firmware levels on ASI and BNI cards must be current. For more information on virtual trunking,
see the Cisco WAN Switching System Overview.

Step1  Set up cables asfollows: in the cloud network, physically connect an ASI port to each
BNI port that is likely to carry virtual trunks.

Step 2 For each ASI port connected to aBNI virtual trunk port, use the following configuration
sequence:

upln slot.port
upport slot.port
cnfport dlot.port, and set the shift parameter to “N” for no shift.

Step 3 Execute addcon. Inthe cloud network, add a virtual path ASI connection for each end of
thevirtual trunk that is to be routed through the cloud. An example of the syntax for this
is:

addcon joker 5.1.1.* swstorm 6.2.10.*
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where 5.1 and 6.2 are ASI ports hooked up and configured for virtual trunking. DACS
connections are acceptabl e. Note that the third number isthe VPI, which must correspond
to the virtual trunk VPI configured with cnftrk in step 4. The CBR/VBR parameter must
also correspond to the Virtual Trunk Type of the virtual trunk. For T3, set PCR to 96000
and CDTV to 24000 for the connection so that the ASI does not drop cells. Cisco
recommends these values based on testing.

Step 4  Configure BNI trunks. Take this step if the ATM cloud provider has assigned the VPC.
On BNIs that connect to the cloud’s ASI ports, configure the virtual trunks, as follows:

uptrk slot.port.vtrk (If the cloud is already configured, the alarm on the virtual trunk
should clear.)

cnftrk slot.port.vtrk

When you use cnftrk, make sure thevirtual trunk type and VPl correspond to the existing
ASI Virtua Path connections.

addtrk slot.port.vtrk
The parameters slot.port.vtrk on a BNI card can have the following values:
® Slot can be 1-6, 9-14.
® Port isthe physical port number, which can be 1-3 for T3/E3 or 1-2 for OC3/STM1.
® Vtrkisthevirtua trunk number, which can be 1-32 for T3/E3 or 1-11 for OC3/STM 1.

Reconfiguring a Trunk

This section describes how to change trunk parameters after the trunk has been added. After atrunk
has been added, you can reconfigure some parameters without first del eting the trunk (deltrk). (See
the list that follows.) All other changes to trunk parameters must follow trunk deletion. The
parameters that are changeable without first deleting the trunk are;

® Restrict Control Card traffic (“PCC restrict”)
® Passsync

® Loopclock

® Statistical reserve

® Bursty data peak speed

® Bursty data peak average frame

® |dle Code

® User traffic

® Connection channels (virtual trunks only)

To display the current trunk parameters, use dsptrkenf. If you can make all the needed parameter
changes without deleting the trunk, execute just cnftrk. Use cnftrk at both ends of the trunk.

To change parameters that first require trunk deletion:
Step1  Deletethe trunk by executing deltrk. Use deltrk at one end of the trunk.
Step 2 Execute cnftrk to reconfigure parameters. Use cnftrk at both ends of the trunk.

Step 3  Execute addtrk to add the trunk. Use addtrk at only one end of the trunk.
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Removing a Trunk

To remove atrunk:

Step1  Usethedeltrk command to delete the trunk. If both ends of the trunk are reachable,
perform this command at one end of the trunk only. Otherwise, this command must be
performed at both ends. Connections using the deleted trunk that cannot be rerouted are
automatically deleted.

Step 2  Usethedntrk command to down the trunk. Execute dntrk at both ends of the trunk.

Displaying or Printing Trunk Configurations

The network trunk configuration can be displayed on the screen or printed on the printer in aone
step process by using any one of the following commands.

® dsptrks—Displaysthe current trunk configuration and alarm status at a node.
® prttrks—Prints the current trunk configuration and alarm status at a node.
® dspnw—Displays al trunks for each node in a domain.

® prtnw—Printsall trunks for each node in a domain.

Setting Up ATM Trunk Redundancy

ATM trunk redundancy isthe T3 and E3 trunk redundancy supported by the AIT, ALM/B, and BTM
cards. Redundancy can exist between either an AIT card and BNI (BPX), aALM/B and BNI, or a
BTM and aBNI. Trunk redundancy cannot exist between IPX and IGX nodes. Also, virtual trunking
and trunk redundancy are incompatible. Trunk redundancy usesthe standard trunk cabl es rather than
aY-cable. (For all service card sets other than trunk cards, redundancy is managed through the
Y-cable redundancy commands addyred, delyred, prtyred, and dspyred).

Trunk redundancy depends on the applicable commands, the trunk card in the adjacent slot, and the
standard trunk cable. Trunk redundancy commands execute only on the IPX or IGX node. The BPX
node does not require information regarding this feature. The following commands manage trunk
redundancy:

® addtrkred—Sets up redundancy for a pair of AIT, BTM, or ALM/B cards.
® deltrkred—Deletes redundancy for a current redundant pair.
® dsptrkred—Displaysall redundant ATM trunk pairs

Using Subrate Trunk Interface Control Templates

Subrate trunks use an Interface Control Template that specifiesthe configuration of an output control
lead. The template defines which output lead isto be configured and whether the lead is asserted,
inhibited, or follows a specified input source. A template for a subrate trunk can be configured
individually or copied from the template of another subrate trunk.

Subrate trunk interface control templates are managed through the following commands.
® cnftrkict—Configures an interface control template for a subrate trunk.

® cpytrkict—Copies the template from one subrate trunk and applies to another trunk.
® dsptrkict—Displaysthe interface control template for a specifiesline.

® prttrkict—Prints the interface control template for a specifies line.
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Summary of Commands

Table 4-2 shows the full name and starting page for the description of each trunk command.

Table 4-2 List of Trunk Commands

Mnemonic Description Page
addtrk Add trunk 4-7
addtrkred Add trunk redundancy 4-9
cnftrk Configure trunk 4-11
cnftrkalm Configure trunk alarm 4-18
cnftrkict Configure trunk interface control template 4-20
cpytrkict Copy trunk interface control template 4-22
deltrk Delete trunk 4-24
deltrkred Delete trunk redundancy 4-26
dntrk Down trunk 4-28
dspnw Display network 4-30
dsptrkbob Display trunk breakout box 4-32
dsptrkenf Display trunk configuration 4-34
dsptrkict Display trunk interface control template 4-37
dsptrkred Display trunk redundancy 4-39
dsptrks Display trunks 4-41
dsptrkstats Display trunk statistics 4-43
prtnw Print network 4-45
prttrkict Print trunk interface control template 4-47
prttrks Print trunks 4-48
uptrk Up trunk 4-49
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addtrk

Adds atrunk between nodes. A trunk must be added to the network before it can carry traffic.
Executingaddtrk isnecessary at only one of the nodesterminating thetrunk. Beforeyou add atrunk
to the network, you must have activated (or “upped”) the trunk at both ends by using uptrk.

A trunk must be free of major alarms before you can add it. If you use addtrk to join two networks
that were previously separate, thelocal node verifiesthat all node namesin both networks are unique
before it adds the trunk.

You cannot add atrunk while any of the following conditions are true:
® Another node is attempting to change the network topology by adding or deleting a trunk.
® Another nodeis notifying al nodes that it has been renamed.

® Another nodeis currently adding or deleting a connection in the network with the addcon or
delcon command.

® An unreachable node exists in the network.

® The node names or the node numbers across the two networks are not unique. Use the command
and optional parameter dspnds +n to see the node numbers.

When using the addtrk command, exercise caution when adding a new node to a network or one
network to another network. With these particular operations, the user |Ds and passwords may be
replaced by those in the other network. Consult Customer Service before performing these
operations.

Full Name
Add trunk to the network

Syntax
addtrk <slot.port>[.vtrk]

Related Commands
deltrk, dsptrks, uptrk

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes
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Example 1
addtrk 7

Description
Add trunk between node beta slot 7 and node a phaslot 10.

System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 3 1997 15:04 MST
PLN Type Current Line Alarm Status G her End

7 E1l/ 32 Clear - Line K al pha. 10

9 T1/ 24 Clear - Line &K gamra. 10

13 T1/ 24 Clear - Line K al pha. 14

15 T1/ 24 Clear - Line K gamma. 15

20 T3/3 Major - AIT Mssing -

Last Command: addtrk 7

Next Command
Table 4-3 addtrk—Parameters
Parameter Description
slot.port Specifies the dot and port number of the trunk to add.
Table 4-4 addtrk—Optional Parameters
Parameter Description
virk Specifies the virtual trunk number. The maximum on a node is 32. The maximum

onaT3or E3lineis 32. The maximum on an OC3/STM1 lineis 11.
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addtrkred

Configures trunk redundancy on an ATM trunk. The addtrkred command specifies a backup trunk
tothe primary trunk. Applicablelinetypesare T3 and E3. The redundancy scheme requirestwo sets
of ATM trunk cards and two standard T3 or E3 cables (not Y-cables). Note the following
characteristics of trunk redundancy:

® Applicablecard setsarethe AIT, BTM, and ALM/B connected to a BNI card set on aBPX node.
(Trunk redundancy between an AIT, BTM, and ALM/B is not allowed.)

® Executeaddtrkred on an IPX or IGX but not on the BPX side.
® Primary and backup card sets must be in adjacent slots.
® After aprimary trunk failure clears, the traffic automatically returnsto the primary card set.

Trunk redundancy is not compatible with virtual trunking.

Full Name
Add trunk redundancy

Syntax
addtrkred <primary trunk> <secondary trunk>

Related Commands
deltrkred, dsptrkred

Attributes

Privilege 14

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

addtrkred 4 5

Description

Add bandwidth redundancy for the primary ATM trunk in slot 4 with backup from the ATM trunk
inslot 5.

System Response
bet a TRM  YourID:1 IPX 32 85  Aug. 3 1997 15:15 MST
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ATM Li ne Backup ATM Line
4 5

Last Command: addtrkred 4 5

Next Command
Table 4-5 addtrkred—Parameters
Parameter Description
primary trunk Specifies the slot number of the primary trunk card set.
secondary trunk Specifies the dot number of the secondary trunk card set as backup.
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cnftrk

Configures trunk parameters. A trunk has a default configuration after you activate (or “up”) the
trunk with the uptrk command. Beyond this default configuration, cnftrk lets you configure trunk
parameters. Normally, you use cnftrk after you have upped the trunk (uptrk) but before you have
added it to the network with addtrk. You must execute cnftrk at both ends of atrunk.

The section “ cnftrk—Parameters” in this description shows required cnftrk parameters. Virtual trunk
parameters are in the section titled “ cnftrk—Optional Parameters.” You can reconfigure some
parameters after adding a trunk with addtrk. See the section “Reconfiguring a Trunk.”

In the display for cnftrk, the current value for each parameter appears on screen. At the command
line prompt for each parameter, the current or default val ue appearsin parentheses and staysthe same
if you press Return without typing any characters. Configurable parameters depend on the trunk
type. For example, an NTM and BNI support different parameters. If adisplayed parameter is not
available for the current interface, its name appears at half-intensity, and the value field contains
dashes. (Note that Clock Rate is arequired parameter for only HSSI. The Clock Rate rangeis4
Mbps-50.84 Mbps. The actual clock limits depend on the front card.)

Note If you specify cnftrk in ajob, prompts appear for line format and line options when you
create or edit the job with addjob or editjob, respectively.

Receive and Transmit Rates on Physical Trunks

The parameters RCV Trunk Rate and Transmit Trunk Rate apply to physical ATM trunkson an IPX
or IGX node. On aBPX node, only Transmit Trunk Rate is available. These parameters |et you
configure lower ratesthan the maximum lineratefor the trunk type. If you adjust arate, do so at both
ends of thetrunk. For example, if RCV Trunk Rate on an IGX is 40,000 packets per second (pps),
Transmit Trunk Rate on the far end must be 20,000 cells per second (cps). The typical relationship
between pps and cps is two FastPackets for each cell.

For ATM trunksterminating on an AIT (IPX) or aBTM (IGX), make surethe receive rateis below
the maximum of the T3 or E3 line rate. For these cards, the rate should be no more than 40,000
packets per second. (On an IPX node, the reason for reducing the rate isto prevent the MUXBUS
from becoming overloaded. Furthermore, the rate should be even less if large numbers of T1 or E1
trunks exist on the same IPX node.) Incrementsfor RCV Trunk Rate and Transmit Trunk Rate can
beassmall as 1 cdl or packet per second. (Note that the node may round up or round down the value
you enter.)

The default value for Transmit Trunk Rate isthe maximum rate for the back card type. You can
reduce this rate to any number of cells per second that is less than or equal to the physical port rate.
If E3 or T2 is selected, the bandwidth is reduced from the T3 rate.

Receive and Transmit Rates on Virtual Trunks

The implementation of XMT Trunk Rate on avirtual trunk differs from the implementation on a
physical trunk. On aphysical trunk, XMT Trunk Rate limits the rate at which the back card
physically generates cells. For avirtual trunk, XMT Trunk Rate does not limit the rate at which the
back card generates cells: the line rate stays at the maximum for the line type. However, XM T Trunk
Rate is the maximum transmission rate allowed on a virtual trunk.

The provider of the virtual trunk service assignsthe value for XMT Trunk Rate. You must havethis
provider-assigned value for XMT Trunk Rate and enter it when you use cnftrk.
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Subrate and Fractional Trunks

For FastPacket trunks, which the NTC and NTM front cards support, the Subrate interface and
Subrate data rate fields are configurable only if the back card isa BC-SR. Theinterface typesfor a
subrate trunk are V.11, X.21, V.35, and EIA/TIA-449. Set the data rate to match the subrate facility
within the range 64 Kbps-1.920 Mbps.

The DS-0 map is used to define fractional E1 and T1 trunks. It consists of a repeating set of
specifications in the form <x[-y[a]]>, where “x” and the optional “y” are DS-0 numbers 0-23, and
the optional “a" indicates alter nating. The value of “y” must be greater than the value of “x.” The
values of both “x” and “y” cannot be less than 0 or greater than the maximum number of DS-Os for
the line type. In the DS-0 map for unframed E1, use 0-31. For framed E1, use 1-31. For 30 DS-0
E1, use 1-15, 17-31.

Full Name
Configure trunk

Syntax
cnftrk <sglot.port>[.vtrk] <optionsfor E1 | T1|E3|T3|OC3|OC12 | E2 |HSSI | SR >

Related Commands
addtrk, dsptrkenf

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

cnftrk 11

Description

Configuretrunk 11. Thetrunk in slot 11 isan ATM T3 trunk on an ALM/B. (If you want to verify
the card isthe trunk version of the ALM, use either dspcd or dspcdsand check the front card “ Rev.”
The Rev column contains a B for the first character for an ALM/B.)
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System Response
| GX16 N

PLN 11 Config
Cl ock Rate:

Super User 1 GX 16

T3/ 576 [ 192000pps]

Transmt Trunk Rate: 96000 cps
Rcv Trunk Rate: 192000 pps
Subrate interface: --
Subrate data rate: --
Li ne DS-0 nap: --
Pass sync: Yes
Loop cl ock: No
Statistical Reserve: 992 pps
Header Type: STI
Gat eway Type: BAM
VPl Address: 0
VCl Address: 0
Last Command: cnftrk 11
Next Conmand:

Example 2

cnftrk 1.1

Description

8.5 Sep. 5 1997 16:38 PST

ALM sl ot: 11
I dl e code: 7F hex
Restrict PCC traffic: No
Li nk type: Terrestria
Li ne fram ng: --

codi ng: --

CRC: --

recv inpedance: --

cabl e type

| engt h: 0-225 ft.

HCS Maski ng: Yes
Payl oad Scranbl e: No
End supp BDat a: Yes
End supp FST: Yes

Configuretrunk 1.1. Thistrunk isan ATM T3 trunk on a BPX node.

System Response

bat man TN

TRK 1.1 Config

Transmt Rate:

Subrate interface:
Subrate data rate:
Li ne DS-0 nap:

Pass sync:
Loop cl ock:
Statistical
I dl e code:
Connecti on Channel s:

Reserve:

Super User BPX 15

T3 [ 96000 cps]

96000

Yes

No

992

7F hex
1771

cps

Valid Traffic Cl asses:

V, TS, NTS, FR, FST, CBR, VBR, ABR
SVC Channel s: 0
SVC Bandwi dt h: 0 cps
This Command: cnftrk 1.1

Transm t

Rat e [ T2=14490, E3=80000, T3=96000, OC3 =

8.5

BNI-T3 slot: 1
Restrict CC traffic:
Li nk type:
Li ne fram ng:

codi ng:

CRC:

recv inpedance:

cabl e type:

| engt h:

HCS Maski ng:
Payl oad Scranbl e:
Frane Scranbl e:
Virtual Trunk Type:
Virtual Trunk VPI:
Vi rtual

Dat e/ Ti me Not

Trunk Service:

353208] (96000) :

Set

No
Terrestrial

0-225 ft.
Yes
No
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Example 3
cnftrk 13.1.1

Description
Configure trunk 13.1.1 (avirtual trunk on an ATM T3).

System Response

swo7 TN Super User BPX 15 8.5 July 30 1997 11:45 GMTI
TRK 13.1.1 Config T3 [ 2867 cps] BNI-T3 slot: 13
Restrict CC traffic: No
Transmt Rate: 3000 Li nk type: Terrestri al
Subrate interface: -- Li ne fram ng: --
Subrate data rate: -- codi ng: --
Li ne DS-0 map: -- CRC: --
Pass sync: No recv i npedance: --
Loop cl ock: No cabl e type:
Statistical Reserve: 992 cps | engt h: 0-225 ft.
I dl e code: 7F hex HCS Maski ng: Yes
Connecti on Channel s: 55 Payl oad Scranbl e: No
Valid Traffic C asses: Frane Scranbl e: --
V, TS, NTS, FR, FST, CBR, VBR, ABR Virtual Trunk Type: CBR
Virtual Trunk VPI: 0

Virtual Trunk Service: 4

Last Command: cnftrk 13.1.1 3000 N N 992 7F 55 V, TS, NTS, FR, FST, CBR, VBR, ABR N TER
RESTRIAL O Y N CBR 0

Next Command:
Table 4-6 cnftrk—Parameters
Trunk Option Type Description Possible Entries Default
slot.port All The number of the trunk to configure. Any valid dot and port. For  N/A
cardswith one port, use slot.
Trunk Identification  All Displays trunk number, trunk type and T3,E3, T1, E1, E2, none

bandwidth supplied, and the card type fractional T1, fractiona E1

(display only—not X g
and slot number of the unit supporting subrate, ATM, NTC, NTM,

configurable)

the trunk. OC3, STM1, OC12, STM4.
Clock Rate ATM Thisclock rateisfor only HSSI. 4 Mbps-50.84Mbps
Rcv TRK Rate ATM CELLBUS or MUXBUS bandwidth in ALM/B T3: 1K-192K pps 1000 pps

packets per second (pps) to dlocatetoa g1\ (IGX) or AIT (IPX):
BTM, ALM/B, or AIT.OnaBPX, Rov  ,_gok pps

TRK Rateis not used.
BTM-E1: 0-10538 pps for

CGW, unframed E1 or
0-10208 pps for CGW, for

framed E1
Subrate interface PKT Subrate physical interface type X.21|V.35 X.21
Subrate data rate PKT Subrate datarate in Kbps 64-1920 Kbps 1920 Kbps
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Trunk Option Type Description Possible Entries Default
DS0 map PKT Specifiesthe DSOsto use for afractional  x - y[a] 0-31 (E1) 0-23(T1)
T1or E1 bundle. Optiona “a’ =“use
alternating channels” (for example,
20-30ameans 20, 22, 24, and so on.)
Pass sync All Enables the trunk to pass a clock for Yes|No Yes for standard, no
network synchronization. for virtua trunks
Loop Clock All L oop receive clock back to transmit. Yes|No No
Statistical All This trunk bandwidth isreserved for 0-10666 600 for FastPackets
Reserve non-standard traffic, such asinternode 1000 for ATM cdlls
controller messages or user traffic (992 cellson BNI)
diverted because of afailure.
Header Type ATM Selectsthe ATM cell header type: UNI,  UNI | NNI | STI STI
NNI, or STI. See the Cisco WAN
Switching System Overview for a
description.
Gateway Type ATM Defines the type of addressing modefor BPX-BPX (BAM) BAM
thistrunk. See Cisco WAN Switching Cloud (CAM)
System Overview for a description. Simple (SAM)
VPl Address ATM Virtual path addressin ATM cell. Must ~ 0-255 0
be non-0 for avirtual trunk.
VCI Address ATM Virtua circuit addressin ATM cell. 0-65,535 0
Idle code All HEX code either in the payload spaceof ~ O—FF (hex) 54 (E1)
an ATM idlecell oronanidle 7F (T1, ATM)
FastPacket trunk (idle packets do not
exist)
SVC Channels ATM The number of channels reserved for T3:0-1771 0
SVCs. E3: 0-1771
OC3: 0-16199
SVC Bandwidth ATM The bandwidth reserved for SV Cs. T3: 96000 cps 0
E3: 80000 cps
OC3: 353208 cps
Restrict CC traffic All Restrict node controller messagesfrom Y [N No
(requires super user atrunk. Restricting CC traffic can cause
privilege) serious problems. Contact the TAC
through Cisco Customer Engineering
before you changeit.
Link type All Terrestrial or Satellite link.Link Type T|S T
applies to configuring aroute so it can
“avoid satellite.”
Line framing PKT T1lineframing D4 | ESF D4
Line coding PKT E1 line coding HDB3 | AMI HDB3
T1line coding ZCS|B8ZS|AMI ZCS
Line CRC PKT E1 CRC-4 Yes|No No
Recv impedance PKT E1 receive impedance 1=75W unbalanced 1

2 =75W baanced
3 = 120W balanced
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Trunk Option Type Description Possible Entries Default
Cable type and PKT Length and type of cable used for trunk. 1 =0-220' MAT 4
cable length Designates the software configurable 2 = 220-440' MAT
line build-out to match the cablelength 3 = 440-655' MAT
from the IPX or IGX node to the DSX 4=0-133 ABAM
ATM Cross-connect. 5=133-266' ABAM
6 = 266-399' ABAM
7 =399-533' ABAM
8 = 533-655' ABAM
For BPX, the choices are 0-225 feet and
over 225 feet. Cable typeis not 0=0-225 0
selectable for BPX. Not applicable to 1= greater than 255
MMF or SMF
HCS Masking ATM Mask the ATM cell header checksumto  Yes|No Yes
disable error checking. HCS Masking
appliesto E3, OC3, and OC12 only.
Payload Scramble ATM Scramble the cell payload. Yes|No Yesfor BNI-E3
BNI No for all others
End supp BData PKT Indicates whether the far end of atrunk  Yes|No No
ATM supports bursty, Frame Relay data.
End supp FST PKT Indicateswhether the far end of thetrunk  Yes|No No
ATM supports ForeSight for Frame Relay.
Gateway ATM How many packetsto stuff intoan ATM 1|23 2
Efficiency cell. Does not apply to BNI.
Table 4-7 cnftrk—Optional Parameters
Virtual Trunk
Parameter Type Description Possible Entries Default
Connection Channels BNI The maximum number of connection BNI-T3/E3: max 1771 BNI-T3/E3: 1771
channels per trunk. All virtual trunks on BNI-OC3: max 15867 BNI-OC3: 15867
the port share thistotal. The number of
connections added to the port cannot
exceed the number of connection For Virtual Trunks:
channd's configured for the port. BNI-T3/E3: 55
BNI-OC3: 1442
Valid Traffic Classes BN The vdid types of traffic for avirtua V—uvoice
trunk. The recommended traffic classes ~ TS—timestamped
for each virtual trunk types: NTS—non-timestamped
FR—Frame Relay
OnaCBR trunk: ATM CBR, NTS, TS,  FST—ForeSight
voice. CBR—congtant hit rate
OnaVBR trunk: ATM VBR and bursty ~ VBR—variable bit rate
dataA. ABR—available bit rate
OnanABR trunk: ATM ABR and bursty
data B (ForeSight).
Virtua Trunk Type BNI This choice usually comes from the CBR, VBR, ABR CBR

carrier that provides the ATM cloud.
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Virtual Trunk
Parameter

Type

Description

Possible Entries

Default

Virtual Trunk VPI

BNI

Virtual Trunks must be configured to
have a greater-than-0 VPl before
connections are added by addcon. This
value usually comes from the carrier that
provides the ATM cloud.

1-255 for T3/E3
1-63 for OC3 (STM1)
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cnftrkalm

Configures alarm reporting for atrunk. When atrunk is upped and added to the network, alarm
reporting is enabled, but cnftrkalm lets you disable alarms on upped trunks. Disabling alarms can
be useful when atrunk is connected to anode but not yet in service or when atrunk has occasional
bursts of errors but still functions.

InanIPX or IGX node, enabled a arms cause an output from the ARC or ARM card or anindication
to StrataView Plus.

Full Name
Configure trunk alarms

Syntax
cnftrkalm <dlot.port>[.vtrk] <e | d>

Related Commands
dspalms, dsptrks

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

cnftrkalm 7 d

Description

Disable trunk alarms on trunk 7.
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System Response

bet a

PLN Type
7 E1/ 32
9 T1/ 24
13 T1/ 24
15 T1/ 24
20 T3/ 3

Last Command:

TRM

Your| D: 1

Current

Cl ear
Cl ear
Cl ear
Cl ear
Maj or

Li ne Al arm Status
Li ne K

Li ne K

Li ne K

Li ne K

AT Mssing

cnftrkalm7 d

I PX 32

Aug. 3

O her

al pha.
ganma.
al pha.
ganma.

1997 15:21 MsT

End
10
10
14
15

Next Conmand:
Table 4-8 cnftrkalm—Parameters
Parameter Description
slot.port Specifies the trunk number.
e Enables the darm.
d Disables the alarm.
Table 4-9 cnftrkalm—-Optional Parameters
Parameter Description
virk Specifies the virtual trunk number.
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cnftrkict

Configuresthe output lines of an interface control templatefor asubratetrunk. Table 4-10 showsthe
configurable signals:

Table 4-10 Configurable Signals in an Interface Control Template
Interface Type Output Signal Inputs
X.21 C 1

V.35 RTS, DTR CTS,DSR
MIL-188 IS, LL,RL, RS, SF, SS, TR DM, CS
Full Name

Configure trunk interface control template

Syntax
cnftrkict <line> <output> <source>

Related Commands
dsptrkict, prttrkict

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnftrkict 9 con

Description
Configure output lead “c” as“on” in the interface control template for subrate trunk 9.
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System Response

bet a

Packet

I nterface:

TRM  YourlD:1 I PX 32 8.5 Aug. 3 1997 15:15 MST

9
X 21 DTE

Interface Control Tenplate for Trunk Line

Lead

Qut put Val ue LeadO Cut put Val ue
C / DTR ON

Last Command: cnftrkict 9 c on

Next Command
Table 4-11 cnftrkict—Parameters
Parameter Description
line Specifies the trunk for the interface control template.
output Specifies the output lead to be configured. Configurable output leads vary
depending on the type of data interface used (X.21or V.35).
source Specifies how the specified output lead is to be configured. The options are as

follows:

» On, which means the output lead is asserted.

« Off, which means the output lead is inhibited.

* | (lower case L) Output follows alocal input lead.

* Input, which specifies the name of the local input lead that the output |ead

follows.

Input leads vary according to the type of data interface supported (X.21 or V.35).
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cpytrkict

Copiesthe interface control template of one trunk to another trunk. Once copied, the control
information can be edited with the cnftrkict command. See the cnftrkict description for more
information on configuring the trunk interface control templates.

Full Name
Copy trunk interface control template

Syntax
cpytrkict <source _trunk> <destination_trunk>

Related Commands
cnftrkict, dsptrkict

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
cpytrkict 9 11

Description
Copy the interface control template for trunk 9 to trunk 11.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 3 1997 15:15 MST
Packet Line: 9
Interface: X. 21 DTE

Interface Control Tenplate for Trunk Line

Lead CQutput Value Lead Qut put Val ue
C/ DTR ON

Last Command: cpytrkict 9 11

Enter destination |ine nunber:

Table 4-12 cpytrkict—Parameters

Parameter Description

source trunk Specifies the trunk number of the interface control template information to be
copied.

destination trunk Specifies the trunk number to which the interface control template information is
copied.
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deltrk

Deletes atrunk. Because deleting a trunk removes the communication path between two nodes,
using deltrk may split anetwork into two separate networks. If deltrk execution splits the network,
deletion of the connections that were using the deleted trunk a so occurs.

If both nodes on the trunk are reachable, executing deltrk is necessary on only one node. If atrunk
is deleted on a node while the node at the other end is unreachable, the unreachabl e node does not
detect the deletion, so be sure to delete the trunk at both nodesin this case.

After you delete atrunk, it still carries framing signals but no traffic. Also, the trunk can generate
alarms for counting. To remove a trunk completely, use dntrk after the deltrk command.

In the following situations, the node does not allow deltrk to execute:
® Another node is attempting to change the network topology by adding or deleting a trunk.
® Another node is notifying all other nodes that it has a new node name.

® Another nodeis adding or deleting a channel connection in the network with the addcon or
delcon command.

Full Name
Delete trunk from a network

Syntax
deltrk <slot.port>[.vtrk]

Related Commands
addtrk, dntrk, dspnw, dsptrks uptrk

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

deltrk 7

Description

Delete trunk 7 from the network.
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System Response

bet a

PLN Type
7 E1/ 32
9 T1/ 24
13 T1/ 24
15 T1/ 24
20 T3/ 3

Last Command:

TRM

Your| D: 1

Current

Cl ear
Cl ear
Cl ear
Cl ear
AT

deltrk 7

Li ne Al arm Status
Li ne K

Li ne K

Li ne K

Li ne K

AT Mssing

| PX 32 Aug.

O her End
ganma. 10
al pha. 14
ganma. 15

15 1997 15:02 MsT

Next Conmand:
Table 4-13 deltrk—Parameters
Parameter Description
slot.port Specifies the physical trunk number.
Table 4-14 deltrk—Optional Parameters
Parameter Description
vtrk Specifies the virtual trunk portion of the trunk identifier.
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deltrkred

Removes redundancy from an ALM/B, BTM, or AIT trunk. After you execute deltrkrd, you can
remove the backup card without causing an alarm.

Full Name
Delete ATM trunk redundancy

Syntax
deltrkred <backup ATM trunk number>

Related Commands
addtrkred, dsptrkred

Attributes

Privilege 14
Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

deltrkred 5

Description

Remove ATM trunk redundancy for the card set in slot 5.
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug
ATM Li ne Backup ATM Line
5 8

Last Command: deltrkred 5

15 1997 15:15 MST

Next Command:
Table 4-15 deltrkred—Parameters
Parameter Description

Backup trunk number  Specifies of the ATM card set assigned as the backup.
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dntrk

Downs atrunk, after which it no longer carries framing or statistics. Before you can down atrunk
with dntrk, you must removeit must from the network with deltrk (or delshelf in atiered network).

Full Name
Down trunk

Syntax
dntrk <slot.port>[.vtrk]

“won

Note No space exists between the port number and the “.” for the virtual trunk specification.

Related Commands
addtrk, deltrk, uptrk, dsptrks

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

dntrk 9

Description

Deactivate trunk 9.
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System Response

bet a

From Type
13 T1/ 24
15 T1/ 24
20 T3/ 3

TRM  YourlD: 1 I PX 32 8.5

Current Line Al arm Status
Clear - Line K

Clear - Line K

Major - AIT Mssing

Last Command: dntrk 9

O her End
al pha. 14
ganmma. 15

Aug. 3 1997 10:53 MST

Next Conmand:
Table 4-16 dntrk—Parameters
Parameter Description
slot.port Specifies the physical trunk.
Table 4-17 dntrk—Optional Parameters
Parameter Description
virk Specifiesavirtual trunk number (appliesto BNI only). T3/E3 rangeis 1-32. OC3

rangeis 1-11.
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dspnw

Displays the network topology in tabular form. Alarms appear in a column, and added trunks (by
addtrk) appear to theright to the node name. Each trunk entry showsthelocal back card slot number
and the node name and back card slot number on the other end of the line. Note the following
conventions:

® ~indicatesthat the trunk isa satellite line.
® Flashing entry indicates afailed line.
® Blinking node name indicates a node executing downloader software.

If the network has more nodes and trunk connections than are currently on the screen, a“ Continue?”’
prompt appears. Press the Return key to display other parameters, or enter “n” to exit the command.

Full Name
Display network

Syntax
dspnw [+b | -b] [+z | -Z]

Related Commands
dspnds, prtnw

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock No

Example 1

dspnw

Description

Display the network topology in tabular form.
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System Response

swol TN Super User I PX 8 8.5 Nov. 13 1997 16: 06 GMI
NodeNane Al arm Packet Line
swo2 UNRCH

8-7/swol
sw200 UNRCH

14- 14/ sw201 15- 15/ sw201 16- 16/ sw201
sw201 UNRCH

14- 14/ sw200 15- 15/ sw200 16- 16/ sw200

12. 1- 4.5/ sw26
swl2 MAJOR

3.1.2-4.7/ sw26 3.1.3-6.3/swil
swol MAJOR

7-8/ sw92 6.3-3.1.3/swl2 6.4-3.1. 4/ swe8
sw68 M nor

3.1.4-6. 4/ swo1l

Thi s Command: dspnw

Conti nue?

The display shows a network containing the nodes alpha, beta, and gamma. The word “Major” on
theright of “gamma’ and “beta” (see Alarm column) indicates the existence of aarm conditions
such asloss of signal.

The“10-9/beta” listed to the right of node gamma indicates that trunk 10 on node gamma connects
to node betaastrunk 9. The“7-10/alpha’ listed to the right of node beta indicates that trunk 7 on
node beta connects to node al pha astrunk 10. If the two trunk numbers are separated by an tilde (~)
in place of adash (-), the display is indicating a satellite. The following illustrates a map of this

network.

Table 4-18 dspnw—Optional | Parameters

Parameter Description

+b Display only the lines that support bursty data.

-b Display only the lines that do no support bursty data.
+z Display only the lines that use ZCS encoding.

-Z

Display only the lines that do not use ZCS encoding.
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dsptrkbob

Displaysthe state of all inputs from subrate line equipment to an IPX or IGX node and the state of
all outputs from the node to the subrate line equipment. Display updates can occur at an optional,
user-specified interval. Otherwise, the display remains on-screen until Delete is pressed or the
display times out. The default interval for updating the display is every 5 seconds. If atrunk is
disabled, its number appears in dim, reverse video. See cnftrkict for configuration details.

Full Name
Display trunk breakout box

Syntax
dsptrkbob <line> [interval]

Related Commands
cnftrkict, dsptrkict

Attributes

Privilege 1-6

Jobs No

Log No
Node IPX, IGX
Lock Yes
Example 1

dsptrkbob 9

Description

Display the breakout for subrate trunk 9.
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System Response

bet a TRM  YourlD: 1 I PX
Packet Line:9
I nterfaces: X. 21 DTE

I nputs from Li ne Equi pnent

Lead
RxD

Last

4/ 11
I/ DSR 5/12
S/ RxC 6/13

State Lead Pin State
Idle T™xXD 2/9 Active
On

Active

Conmand: dsptrkbob 9

Hit DEL key to quit

32 8.5  Sep.

Qutputs to Line Equi pnent
Lead Pin State Lead

CDIR 3/10 On

15 1997 15:15 MST

Pin State

Table 4-19 dsptrkbob—Parameters

Parameter Description

trunk Specifies the subrate trunk.

Table 4-20 dsptrkbob—Optional Parameters

Parameter Description

interval The number of seconds between updates of the breakout box display. Therange is

1-60.
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dsptrkcenf

Displaystrunk configuration. The parameter values that dsptr kenf displays have been set with
cnftrk or are default values.

Full Name
Display trunk configuration

Syntax
dsptrkenf <slot.port>[.vtrk]

Related Commands

cnftrk

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsptrkenf 6

Description

Display the configuration for trunk 6. Trunk 6 isan AIT trunk on an IPX node.

4-34 Cisco WAN Switching Command Reference



dsptrkcenf

System Response

swol TN

PLN 6 Configuration
Cl ock Rate:

Transmt Trunk Rate:

Rcv Trunk Rate:
Subrate interface:
Subrate data rate:
Li ne DS-0 nap:
Pass sync:
Loop cl ock:
Statistical
Header Type:
Gat eway Type:
VPl Address:
VCl Address:

Last

Next Command:

Example 2
dsptrkenf 11

Description

Reserve:

Super User

T3/3

96000 cps
1000 pps

[1000 pps]

Yes

No pps
992

STI

BAM

Conmmand: dsptrkecnf 6

IPX 8

8.5 Sep.

AT slot: 6
I dl e code:
Restrict
Li nk type:
Li ne fram ng:

codi ng:

CRC:

recv inpedance:

cabl e type:

| engt h:

HCS Maski ng:
Payl oad Scranbl e:
End supp BDat a:
End supp FST:

Display the configuration for the E3 trunk in slot 11 (an ALM/B trunk).

System Response

| GX16 TN

PLN 11 Config
Cl ock Rate:

Transmt Trunk Rate:

Rcv Trunk Rate:
Subrate interface:
Subrate data rate:
Li ne DS-0 nap:
Pass sync:
Loop cl ock:
Statistical
Header Type:
Gat eway Type:
VPl Address:
VCl Address:

Last

Next Command:

Reserve:

Super User

E3/ 480 [ 160000pps]
80000 cps
160000 pps

Yes

No

992 pps
STI

BAM

Command: dsptrkenf 11

IGX 16

PCC traffic:

22 1997 16: 09 GvVIr

7F hex
No
Terrestrial

0-225 ft.
Yes

No

Yes

Yes

8.5 Sep. 23 1997 02: 08 GVI

ALM sl ot: 11
I dl e code:
Restrict
Li nk type:
Li ne fram ng:

codi ng:

CRC:

recv inpedance:

cabl e type:

| engt h:

HCS Maski ng:
Payl oad Scranbl e:
End supp BDat a:
End supp FST:

PCC traffic:

7F hex
No
Terrestrial

0-225 ft.
Yes

No

Yes

Yes
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Example 3
dsptrkenf 13.3.1

Description

Display the configuration for virtual trunk 13.3.1. Thetrunk ison aBNI-T3 card set in aBPX node.

System Response

swo7 TN Super User BPX 15
TRK 13.3.1 Config T3 [2867 cps]
Transmt Rate: 3000

Subrate interface: --

Subrate data rate: --

Li ne DS-0 nap: --

Pass sync: No

Loop cl ock: No

Statistical Reserve: 992 cps

I dl e code: 7F hex

Connecti on Channel s: 55

Valid Traffic Cl asses:

V, TS, NTS, FR, FST, CBR, VBR, ABR

Last

Command: dsptrkecnf 13.3.1

8.5
BNI-T3 slot: 13
Restrict CC traffic:
Li nk type:
Li ne fram ng:
codi ng:
CRC:
recv inpedance:
cabl e type:
| engt h:
HCS Maski ng:

Payl oad Scranbl e:
Frame Scranbl e:
Virtual Trunk Type:
Virtual Trunk VPI:
Virtual

Trunk Service:

June 22 1997 07:34 GVI

No
Terrestrial

0-225 ft.
Yes

CBR

Next Conmand:
Table 4-21 dsptrkcnf—Parameters
Parameter Description
slot.port Specifies the physical dot and port number of the trunk.
Table 4-22 dsptrkenf—Optional Parameters
Parameter Description
vtrk Specifies the virtual trunk number. The maximum value on anodeis 32. The

maximum on aT3 or E3 lineis 32. The maximum for user traffic on an OC3/STM1
trunk is 11. (See also the section called “ Setting Up a Virtual Trunk” at the front of
this chapter.)
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dsptrkict
Displaysinterface control information for the subrate trunks. The displayed information includes:
® Specified line.
® Associated leads and their status (i.e., on or off)
® Whether output follows aloca input.
® Name of thelocal or remote input lead that the output lead follows.

To see alist of configurable outputs, and information on how to configure an output, see the
cnftrkict command. Disabled trunks havetheir trunk number displayed in dim, reverse video on the
screen.

Full Name
Display trunk interface control templates

Syntax
dsptrkict <line>

Related Commands
cnftrkict, prttrkict

Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dsptrkict 9

Description

Display subrate for the trunk 9 interface control template.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15:15 MST
Packet Line:9

I nterface: X. 21DTE

Interface Control Tenplate for Trunk Line

LeadCut put Val ueLeadCQut put Val ue
C/ DTR ON

Last Command: dsptrkict 9

Next Command:
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dsptrkred

Displays the backup and primary cards for atrunk.

Full Name
Display ATM trunk redundancy

Syntax
dsptrkred [trunk]

Related Commands
addtrkred, deltrkred

Attributes

Privilege 14

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsptrkred

Description

Display all ATM trunks with redundancy.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15:15 MST
ATM Li ne Backup ATM Line

4 5

7 8

Last Conmand: dsptrkred

Next Conmand:
Table 4-23 dsptrkred—Optional Parameters
Parameter Description

ATM trunk number Specifies the ot number of the primary or backup ATM card set to display.

Without this optiona entry, the screen displays all primary and backup ATM trunks.
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dsptrks

Displays basic trunk information for all trunks on a node. This command applies to both physical
only and virtual trunks. The displayed information consists of:

®  Trunk number, including the virtual trunk number if applicable
® Linetype(E1, T3, or OC3, for example)
® Alarm status

In addition, for trunks that have been added to the network with the addtrk command, the

information includes the node name and trunk number at the other end. Trunksthat havea“—" in the
Other End column have been upped with uptrk but not yet added on both ends with addtrk. For
disabled trunks, the trunk numbers appear in reverse video on the screen.

Full Name
Display trunks

Syntax
dsptrks

Related Commands
addtrk, deltrk, dntrk, dsptrks, uptrk

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsptrks

Description

Display information on the trunk configuration and alarm status for the trunks at a node. The trunk
numbers with three places represent virtual trunks.
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System Response

sws3 TN Super User BPX 15 8.5 Sep. 24 1997 23:03 GMr
TRK Type Current Line Alarm Status G her End
1.1 T3 Cear - K swB9( | PX/ AF)
1.2 T3 Clear - K -

1.3 T3 Clear - K -

2.1.10C3 Clear - K -

3.1 T3 Clear - K swo2( | PX/ AF)
3.2 T3 Clear - K swol1( | PX/ AF)
3.3 T3 Clear - K swoO( | PX/ AF)
4.1 T3 Cear - K sw24( | PX/ AF)
4.2 T3 Clear - K swstorm 1.1
4.3 T3 Clear - K sw25( | PX/ AF)
13.1 T3(E3) dear - K -

13.2.1 T3 Cear - K -

13.2.2T3 Cear - K -

13.2.3T3 Clear - K -

Last Conmand: dsptrks

Next Command:
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dsptrkstats

Displaysthe trunk port status, ATM cell loss counts, cell payload errors, and cell header errorsfor
the specified trunk. Table 4-24 lists the other statistics. If you include the optional clear parameter,
dsptrkstats execution clears the statistics.

Table 4-24 Additional Statistics in the dsptrkstats Display

Statistics Description

Cellsdropped dueto BFrame A parity error was detected in one or more of the P bits in the BFrame

parity err. header or in the BIP-16 parity check for the header causing the cell to be
dropped.

Cell header mismatch error A count of cellsreceived by a BNI in this slot.port with an incorrect header

count. address for that card.

First mismatch cell header This displays the VPI/VCI address of the first header mismatch to be

VPI/VCI. received by the card in this dot.port.

BFrame cell data payload A separate BIP-16 parity check is used for the payload data. This number

error. represents the number of errors detected by this parity check. This does not
necessarily cause a cell to be dropped.

BFrame cell loss due to Internal to the BNI card is an administrative processor. This statisticis a

admin access. count of the cellsthat were lost in an internal administrative shuffle.

Full Name

Display trunks statistics

Syntax
dsptrkstats <slot.port> [clear]

Related Commands
cnftrkstats, dsptrkerrs

Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock Yes
Example 1

dsptrkstats 1.1
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Description
Display cell statisticsfor ATM trunk 1.1.

System Response

sSws3 TN Super User BPX 15 8.5 Sep. 24 1997 23:07 GMr
Trunk 1.1 Status: Cear - K Cl eared: 04/24/96 17:31:16
Type Count

Cell s dropped due to BFranme parity err 0

Cel | header nmismatch error count 0

BFrame cell data payl oad error 0

BFrame cell |oss due to disabled chan 0

BFrane cell count (TX) 8316 non-hipri cells - 52
BFrane cell count (RX) 12452

First msmatch cell nmasked VPI/VC 0

First mismatch cell full VPI/VC 0

Last Command: dsptrkstats 1.1

Next Conmand:
Table 4-25 dsptrkstats—Parameters
Parameter Description
slot.port Specifies the physical part of the logical trunk number.
Table 4-26 dsptrkstats—Optional Parameters
Parameter Description
clear Directs the system to clear the statistics counters.
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prtnw

Prints the network topology table. Alarms print in acolumn, and added trunks (by addtr k) appear
to the right to the node name. Each trunk entry shows the local back card slot number and the node
name and back card slot number on the other end of the line. Note the following conventions;

® ~ indicatesthetrunk isasatélite line.
® Flashing entry indicates afailed line.
® Blinking node indicates a node is executing downl oader software.

Parameters set Zero Coded Suppression (ZCS) display characteristics. ZCSwritesa 1 over the least
significant bit of any byte that contains Os. The purposeis to ensure a minimum occurrence of 1s so
that the receiving node can extract timing information. The prtnw command uses the same syntax
and prints the same information as the dspnw command.

Full Name
Print network

Syntax
prtnw [+b | -b] [+z | -Z]

Related Commands

dspnw

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1GX, BPX
Lock Yes

Example 1

prtnw

Description

Print the network topol ogy.

System Response
(No screen display appears—just a printout.)
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Table 4-27 prtnw—Parameters

Parameter Description

+b Display only the lines that support bursty data.

-b Display only the lines that do no support bursty data.
+z Display only the lines that use ZCS encoding.

-z Display only the lines that do not use ZCS encoding.
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prttrkict

Prints the interface control template of a subrate trunk. For alist of configurable outputs and

configuration steps, see the cnftrkict description. The printed information includes:

® Specified line.
® Associated leads and their status
® Whether output follows alocal input

® Name of the local or remote input |ead that the output lead follows

Full Name
Print trunk interface control template

Syntax
prttrkict <line>

Related Commands

dsptrkict

Attributes

Privilege 1-2

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prttrkict

Description

Print network topol ogy.

System Response
(No screen display—just a printout.)

Table 4-28 prttrkict—Parameters
Parameter Description
line Specifies the trunk interface control template.

Setting Up Trunks 4-47



prttrks

prttrks

Printsthe trunk configuration for the node. This command uses the same syntax and prints the same
information as the dsptr ks command. Configuration information for trunks includes the trunk
number and thetype of line (T3, E3, and so on). For trunks that have been added to the network with
theaddtrk command, the configuration information also includes the node name and trunk number
at the other end of the line.

Note the following printout characteristics:

® Those trunks that show a“—" in the * Other End” column, have been upped with the uptrk
command but not yet added with the addtrk command.

® The Other End column shows the node name and slot number of the other end of the trunk.

® Names of disabled trunk appear as light text in the printout.

Full Name
Print trunks

Syntax
prttrks

Related Commands

dsptrks

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1GX, BPX
Lock Yes

Example 1

prttrks

Description

Print trunk configuration for the node.

System Response
(No screen display appears—just a printout.)
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uptrk
Activates (or “ups’) atrunk and, if you include the optional vtrk parameter for applicable cards,
activates the trunk as avirtual trunk.

After you have upped the trunk but not yet added it, the trunk carries line signalling but does not yet
carry livetraffic. Before you add thetrunk with addtr k, the node can monitor thetrunk for reliability.
Once atrunk has shown reliability and is ready to go into service, add the trunk to the network. If
you need to take an active trunk out of service, use dntrk. The dntrk command causes the node to
reroute any existing traffic if sufficient bandwidth is available.

You cannot mix physical and virtual trunk specifications. For example, after you up atrunk as a
standard trunk, you cannot add it as avirtual trunk when you execute addtrunk. Furthermore, if you
want to change trunk types between standard and virtual, you must first down the trunk with dntrk
then up it asthe new trunk type.

You cannot up atrunk if the required card is not available. Furthermore, if atrunk is executing
self-test, a“card in test” message may appear on-screen. If this message appears, re-enter uptrk.

Full Name
Up trunk

Syntax
uptrk <slot.port>[.vtrk]

Related Commands
addtrk, dntrk

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

uptrk 21

Description

Activate (up) trunk 21—a single-port card, in this case, so only the ot is necessary.

Example 2
uptrk 6.1.1
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Description
Activate (up) trunk 6.1.1—avirtual trunk, in this case, which the third digit indicates.

Table 4-29 uptrk—Parameters
Parameter Description
slot.port Specifiesthe slot and port of the trunk to activate. If the card has only one port, the

port parameter is not necessary. An NTM, for example, has one port.

Table 4-30 uptrk—Optional Parameters
Parameter Description
virk Specifies the virtual trunk number. The maximum on a node is 32. The maximum

onaT3or E3lineis32. The maximum for user traffic on an OC3/STM1 trunk is 11
(so more than one OC3/STM 1 may be necessary). See also the section called
“Setting Up a Virtual Trunk” at the front of this chapter.
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CHAPTER 5

Setting Up Lines
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A circuit lineisthe physical line that carries frame relay, data, voice, or ATM traffic between
customer equipment and an IPX, IGX, or BPX node. Each piece of equipment in theillustration
above is attached to the node through acircuit line. After a card has been “upped” with the upcd
command, acircuit line on that card can be “upped” and configured.

This chapter:

® Describesinput circuit line formats

® Summarizes circuit line card combinations
® Explains how to set up lines

® Describes each command

Note “Line” commandsarethe sameas“circuit line’ commands. For example, cnfcln isthe same
as cnfln. Whether you use cnfcln or cnfln, switch software prompts for the parameters that are
correct for the card type it detects.
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The following table shows the permissible card combinations for CPE-to-IPX and IGX lines.

Table 5-1 Input Line Formats
Type Country Electrical Signal Format Ones Density Requirement Multiplexing
J1 Japan Coded Mark Inversion (CMI) 31 channdls @ 64kbps each
E1l Others Alternate Mark Inversion (AMI) High density bipolar 3 (HDB3) 31 channels @ 64kbps each
1 E1lineon CDP/CVM,
FRP/FRM
8 E1 lines on UFM)
T1 USA Alternate Mark Inversion (AMI) Bipolar Zero Substitution (B8ZS) 24 channd's @ 64kbps each
Canada 1 T1lineon CDP/CVM,
ASIA FRP/FRM
8 T1lineson UFM
E3 Europe Physical Layer Convergence HDB3 ITU-T G.804, G.832
and others  Protocol per AT& T publication;
ITU 1-361 with HEC for E3
T3 USA Physical Layer Convergence B3ZS M13 mode
Canada Protocol per AT&T publication
TA-TSY-00772 and 000773 for T3
Table 5-2 Line Card Combinations
Service Node Type Front Card Back Card
ATM IGX ALM/A BC-UAI-1T3
BC-UAI-1E3
Frame Relay IGX UFM-4C, UFM-8C UFI-8T1-DB15, UFI-8E1-DB15,
UFI-8E1-BNC
Frame Relay IPX/IGX FRP/FRM FRI/V.35, FRI/X.21
Frame Relay IPX/IGX FRP-6, FRP-31/FRM-6, FRI-T1, FRI-E1
FRM-31
Frame Relay IPX/IGX FRP-2, FRM-2 FRI-2-X.21
Frame Relay I1GX UFM-U UFI-12V.35, UFI-12X.21, UFI-4HSSI
Frame Relay IGX UFM-C UFI-8T1-DB15
UFI-8E1-DB15 or UFI-8E1-BNC
High Speed Data IPX/IGX SDP/HDM SDI/RS-232
SDI/V.35
SDI/RS-422
Low Speed Data IPX/IGX LDP LDI4/RS-232
LDI4/DDS
LDI8/RS-232
Voice IGX UvM BC-UVI-2T1EC
BC-UVI-2E1EC
Voice IPX/IGX CDP/ICVM BC-T1
BC-E1
BC-J1
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Setting Up a Circuit Line

Setting Up a Circuit Line

Frame relay, data, and voice connections require an active line. Use the commands in the following
steps to establish aline. The card must be in the active state before you enter these commands.

Step 1 Useupclntoactivateacircuit linein aslot that contains the appropriate circuit line card set.
Step 2 Usecnfcln or cnfln to configure the circuit line.

The upcln and cnfcln commands establish the general parameters for the line but do not establish
specific framerelay, data, or voice parameters. Refer to applicable chaptersfor detailson aparticular
service. For example, “Data Connections” describes specific commands for data connections, and
“Frame Relay Connections’ describes specific commands for frame relay connections.

Other Circuit Line Commands

The following describes related commands.

® dnln—downsaline. A downed lineisinactive, so no signalsor statistics are generated. You must
remove all connections on aline (delcon or delcongrp) before you down the line with dncln.

® dsplnenf—displays the configuration of a specified circuit line.
® dsplns—displaysthe circuit line configuration and alarm status for the node.

® prtins—prints the circuit line configuration and circuit line alarm status for the node.

Flow Diagrams for Line Setup

Figure 5-1, Figure 5-2, Figure 5-3, Figure 5-4, and Figure 5-5 show the command sequence for
setting up lines for voice, serial data, frame relay, ATM, and FastPADs, respectively. A yes/no
decision branch for “ Other Side?’ and the vt command in the sequence indicates command
sequences on local and far nodes. “Multiplex” refersto channelized streams.

Figure 5-1 Setting Up Voice Lines

SETUP VOICE | Configure
LINES UPCLN CNFCLN| connections
3
[32]
LVT ] @

Figure 5-2 Setting Up Data Lines
CDP
No

SETUP DATA LINES ] > Other Configure

AND PORTS? Multiplex? cide? connections
LDP or SDP Yes

S5304

3]
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List of Commands

Figure 5-3

SETUP FRAME
RELAY LINES
AND PORTS?

Setting Up Frame Relay Lines

UPCLN{CNFCLN[{ ADDFRPORT |

No

Multiplex? | UPFRPORT | CNFFRPORT

Figure 5-4

s

Setting Up ATM Lines

SETUP ATM LINES

———— UPLN H cNFLN —— UPPORT H CNFPORT

AND PORTS?
LVT ]
Figure 5-5 Setting Up FastPAD Lines

SETUP FRAME
RELAY LINES
AND PORTS?

UPCLN[{CNFCLNH{ADDFTCPORTF,

Multiplex? |UPFTCPORT H CNFFTCPORT

List of Commands

Table 5-3 shows the full command name and starting page for each line command description.

LT |

Yes

Configure
connections

S5305

Configure
connections

S5306

Configure
connections

S5307

Table 5-3 Line Commands

Mnemonic Description Page
cnfcassw Configure CAS switching 55
cnfln Configure line (same as cnfcln) 57
dncln Down line (same as dncln) 5-13
dsplnenf Display line configuration (same as dspcln) 5-14
dsplins Display lines (same as dspclns) 5-18
prtins Print circuit lines (same as prtins) 5-20
upln Up line (same as upcln) 5-21
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cnfcassw

Configures a UV M to convert channel associated signaling (CAS) and dual-tone multi-frequency
(DTMF) tones to common channel signaling (CCS) call control messages. This conversionis
necessary for voice networksin which aVoice Network Switch (VNS) uses SV Cstoroutecallsfrom
a CAS-based PBX through aWAN. Model B or later firmware on the UVM is necessary.

Before you can execute cnfcassw, note the following:
® Thelineto which you apply cnfcassw must be up.

® |f any connections exist on the line, you cannot change the cnfcassw parameters. However, you
can execute the command to see the current parametersin the cnfcassw display.

® You cannot configure aline for both CAS-switching and pass-through.

® With CAS-switching on aUVM that has Y-cable redundancy, the call state of each connectionis
lost in the event of a switch-over.

Full Name
configure CAS switching

Syntax

cnfcassw <line> <mode> <CCS type> <CA Stype> <conn type> <country code>
<interdigit timeout> <tone level> <DTMF duration> <idle pattern> <parameters 6-18>

Note For theinitial implementation of CAS switching, you should specify only port 1 for the line
parameter (where line has the format slot.port) and select “PBX-end” for mode.

Related Commands

dspln, dsplncnf

Attributes

Privilege 1-2
Jobs No
Log Yes
Node IGX
Lock Yes
Example 1

cnfcassw 5.1

Description

Configure port 1 of the UVM in slot 5 to support CAS switching.
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System Response

swil75 TN Super User I GX 16 8.5 Sep. 17 1997 06: 11 PST
Line 5.1 CAS Switching Paraneters
=> CASSW node [ OFF] Parm 11 [00] (H)
CCS Type [ 1] (D) Parm 12 [00] (H)
CAS Type [ 1] (D) Parm 13 [00] (H)
Conn Type [a32 Parm 14 [00] (H)
Country code [00] Parm 15 [00] (H)
Interdigit TO [05] Parm 16 [00] (H)
Tone | evel [00] Parm 17 [00] (H)
DTMF duration [0C] Parm 18 [00] (H)

T

Idle pattern [54]
Parm 6 [ 00]
Parm 7 [ 00]
Parm 8 [ 00]
Parm 9 [ 00]
Parm 10 [ 00]

This Command: cnfcassw 5.1

Ent er node: Pbx/Server/Of (0):
Table 5-4 cnfcassw—Parameters
Parameter Description Default
line Specifies the line in the format slot.port. The line must be up before you
can execute cnfcassw.
mode Possible entries are “p” for PBX-end, “s’ for server-end, or “o” for off.  off
The applications are as follows:
» PBX-end appliesto aUVM connected to a PBX. Specify PBX-end
mode if you plan to add the signaling channel (using addcon) at the
UVM connected to the PBX (rather than the CVM or UVM connected
to the VNS).
» Server-end appliesto aUVM connected to the VNS. Specify Server if
you plan to add the signaling channel (using addcon) at the UVM
connected to the VNS (rather than the PBX).
» Off meansthe UVM is not in CAS-switching mode.
CCStype Therange of entries 1-4. A 1 selects Q.SIG. 1
CAStype Therangeis 1-32. A 1 specifiesAB signaling for 2-wire E&M line. 1
connection type Specifies the type of voice connection. Valid entries are a32 and a24. a32
country code Therange is 0-OxFF. A 0, for exampleisthe U.S. 0
interdigit timeout The range is 0-0OxFF, where each hexadecimal value you enter isa 05, which results
multiplier of 50 millisecond increments. in 250 ms.
tone level Specifiesthe dB level of the DTMF below 0 dBm. Therangeis 0-OxFF. 00 for 0 dB

DTMF duration

Specifies the DTMF on/off duration. The range is 0—-OxFF, and the value
you enter is multiplied by 5 millisecond increments.

OC, whichresults
in 60 ms on then

60 ms off.
idle pattern Specifies the data pattern for the data channel. The range is 0-OxFF. 7Ffor T1,

54 for E1line
parms 6-19 Parameters 6-18 are reserved for future use. 00
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cnfln

Configures aline to be compatible with the device to which it connects. The cnfln command applies
to voice, data, frame relay, and ATM lines. See Table 5-2 for alist of the front and matching back
cards. Because of the variety of linetypes and characteristics, the parameters section of this
description hasthreetablesto describe the parameters. The system automatically presentsthe correct
options on the command line for each line type. If a parameter is not applicable to a card type, the
system displays the parameter in half-tone or the value field of that parameter with dashed lines.
Table 5-5 describes the parameters for voice, data, and frame relay parameters. Table 5-6 describes
the parametersfor the ATM Line Module (ALM/A). Table 5-7 describes the parameters for the ASI
line card (BPX node).

For an ALM/A, the cnfln command lets you configure the receive rate and header type and enable
payload scrambling. For more details on the features and configurable parameters of the ALM/A,
refer to the Cisco IGX 8400 Series Reference and the Cisco 1GX 8400 Series Installation manuals.
Note that, although the cnfln display shows the transmit rate, you cannot configure it because the
ALM/A transmit rate is dways the maximum line rate.

Note The cnfln command isthe same as cnfcln.

Full Name
configure line

Syntax
cnfln <line> <parameters>

Related Commands

dspln, dsplncnf

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfln 14

Description

Configure voice line 14.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 09:55 PST
CLN 14 Configuration T1/ 24 CDP slot: 13
Loop cl ock: --

Li ne fram ng: --
codi ng: --
CRC: --
recv inpedance: --
El signalling: --
encodi ng: --
T1 signal ling: --
cabl e type: --
| engt h: --
56KBS Bit Pos: --
pct fast nodem --

Last Command: cnfcln 14

Next Conmmand

Example 2
cnfcln7n2

Description

Configureaframerelay T1 linefor the following options: no loop clock and areceive impedance of
75 ohms.

System Response

al pha TRM  YourlD:1 IPX 16 8.5 Aug. 23 1997 09:55 PST

CLN 14 Configuration T1/24 FRPslot: 13
Loop cl ock: --

Li ne fram ng: ESF
codi ng: ZCs
CRC: --
recv inpedance: --
El signalling: --

encodi ng: --

T1 signal ling: --
cabl e type: ABAM

| engt h: 0-133 ft.

56KBS Bit Pos: --
pct fast nodem --

Last Command: cnfcln 7 n 2

Next Conmmand
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Example 3
cenfln4.27F O N

Description

Configure ASI port 4.2 with an idle code 7F and without payload scrambling.

System Response

cal9 VT Super User

LN 4.2 Configuration T3 [ 96000 cps]

Loop cl ock: --

Li ne fram ng: --
codi ng: --
CRC: --
recv inpedance: --
El signalling: --
encodi ng: --
T1 signal ling: --

56KBS Bit Pos: --
pct fast nodem --

Last Command: cnfln 4.2 7F O N

Next Conmmand

Example 4
cnfln 12

Description
Configurethe ALM/A inslot 12.

8.5 Aug. 23 1997 19:11 GMr

AS|-T3 slot: 4

I dl e code: 7F hex
cabl e type
| engt h: 0-450 ft.
HCS Maski ng: Yes
Payl oad Scranbl e: No
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System Response

reach TN Super User 1 GX 16 8.5 July 22 1997 12:39 PDT
LN 12 Config T3/ 3 [ 452 cps] ALM slot: 12

Transmt Line Rate: 96000 cps

Recei ve Line Rate: 452 cps

Header Type: VCC
Payl oad Scranbl e Yes

Last Conmand: cnfln 12 452 vcc y

Next Command:
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Table 5-5

cnfcln-Voice, Frame Relay, or Data Parameters

Parameter

Description

Default

slot or slot.line

Specifiesthe line. If the back card has one line connector and cable, enter the

slot number. If the card has more than one physical line, include aline
number. If the card isaUVM, however, enter just the slot number.

loop clock Enables the transmit and receive control leadsto use the same clock. Format N
for the parameterisY or N
line framing Configures T1 line framing to be D4 or ESF. D4 (ESF
Note that UFM-C series is ESF only. on UFMs)
line coding Configures T1 and E1 coding:
Tl ZCS ZCS
B8zZS
AMI
E1:HDB3 HDB3
ZCS
lineCRCon Enables CRC-4 detection for E1 lines. Use either Y or N N
E1 recv impedance  Parameter Impedance Description
1 75 ohm unbalanced
2 75 ohm balanced
3 120 ohm balanced
4 0-133 ft ABAM cable
5 133-266 ft ABAM cable
6 266-399 ft ABAM cable
7 399-533 ft ABAM cable
signaing E1l:  Common channel signaling (CCS) or CAS
ABCD signaling bits with channel associated signaling (CAS)
T1: ABCD or ABAB (with ESF line framing) or AB (with D4 line AB
framing);
CCSisavailablein timedot 24 if applicable PBXs need it.
encoding A-law depends on
p-law the back card
cable type/length Parameter Voice Circuits Frame Relay Circuits 4
1 0-220 ft. MAT cable CSU Network Interface
2 220-440 ft MAT cable 0-133 ft ABAM cable
3 440-655 ft MAT cable 133-266 ft ABAM cable
4 0-133 ft ABAM cable 266-399 ft ABAM cable
5 133-266 ft ABAM cable 399-533 ft ABAM cable
6 266-399 ft ABAM cable 533-655 ft ABAM cable
7 399-533 ft not used
8 533-655 ft not used
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Parameter Description Default
56kbs bit stuffing  most significant byte (msh) msb
least significant byte (Ish)
pct fast modem Expected ADPCM fast connections (range 0-100). High speed modems 20
preclude the use of ADPCM. Consequently, channel 1oad requirements
increase over that required for a voice channel. The pct fast modem
parameters specify the expected channel utilization (%) by a high speed
modem.
Table 5-6 cnfln—ATM (ALM/A) Parameters
Parameter Description
line Identifiestheline. Thelineisthe sot number of the ALM/A.
receive rate Specifiesthereceiverate for theline. Therangefor aT3 lineis 150 cells per second
(cps) through 96000 cps. For an E3 line, the range is 150 cps—96000 cps.
header type The header typeis either VCC or VPC. The default is VCC. Refer to the
|GX-related documentation for an explanation of the header type on the ALM/A.
payload scramble Enables or disables payload scramble. The default is No.
Table 5-7 cnfln—ATM (ASI) Parameters
Parameter Description
line number Specifiesthe ASI line to configure
line options Specifies the ATM line options:
Parameter Description Options Default
Loop clock Enable loop clocking Yes/No No
Idle Code Hex data placed in unused 0 -FF TF
payload of cells. (hex)
Cable Length and type of cable used 1=0-225 1
Type/Length for trunk. 2=>225
HCS Masking Masking of cell header Yes|No Yes
checksum to disable error
checking.
Payload Whether or not to scramble Yes|No No
Scramble (randomize) the cell payload
data. Note: for E3, this must
always be set to Yes.
5-12 Cisco WAN Switching Command Reference



dnin

dnln

Deactivates (“downs”) aline. After dnin executes, the line no longer generates framing, and no
statistics are gathered. Before you deactivate aline, use delcon to removeall connections ontheline.

Note The dnln command isthe same as the dncln command.

Full Name
Down line

Syntax
dnln <line number>

Related Commands

upcln, dsplns

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example

dnin 12

Description

Deactivate line 12.

Table 5-8 dnin—Parameters
Parameter Description
line number Specifies the line. If the back card has one line, enter the slot number. If the card

has more than one line, include a line number.
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dsplncnf

Displays the configuration of aline. Table 5-9 shows all possible parametersin the display. The

fields that actually contain data depend on the type of line.

Table 5-9 Possible Line Configuration Parameters
Screen Item Description Options
LN configuration Line type and the number of channels. Tl
E1l
Loop clock Specifies whether the receive clock is Y
looped back to the transmit clock. N
Line framing Idnetifies the type of T1 line framing DA
used by thecircuit line. ESF
Line coding Identifies the line coding used by El: HDB3, AMI
thecircuit line. T1: ZCS, B8ZS, AMI
CRC Specifiesthe CRC checkingon Ellines Y
N
recv impedance Nominal impedance for thereceiveline. 75 ohms balanced or unbalanced
120 ohms balanced
Elsignaling Identifies the signaling type used for E1.  CCS or ABCD with CAS
encoding Specifies the voice encoding scheme plaw
Alaw
T1signaing Identifies the signaling typeused for TL ~ ABCD or ABAB (with ESF line
framing) or AB (with D4 line framing);
CCSisavailableintimedot 24 if
applicable PBXs need it.
56 kbps Bit Pos: Position in word for bit stuffing on 56 MSB or LSB
kbs data channels.
Pct fast modem
Cable type Specifiesthe T1 or E1 cable type (used MAT
for equalization) ABAM
Cablelength Specifiesthe T1 or E1 cable length in 0-220 220440 440-655
feet to the CSU or digital cross-connect. 0-133 133-266
Cnfg Applies to the UVM: cnfg shows the External, Passing, Blocked, or Inserting

mode of an individual UVM port. The
slot.lineidentifiestheline.

See the UVM documentation in the
Cisco |GX 8400 Series Referencefor a
description of these modes.

Transmit Line Rate

Appliesto ATM line cards: the display
shows the transmit line rate (the
direction is away from the node).

Thevalue is always the maximum for the
lineand isin cells per second (cps):
96000 cps for T3 or 80000 cps for E3.

Receive Line Rate

Appliesto ATM line cards: the display
shows the user-configured receive line
rete (the direction is towards the node).

Thevaueisin cells per second (cps).
The range is 150-9600 cps for T3 or
150-80000 cps for E3.

Header Type

Appliesto ATM cards:. the display
shows the user-specified header type.

The header typeis VCC or VPC.

Payload Scramble

Appliesto ATM cards: the display
shows whether payload scrambleison.

The display shows“Yes’ or “No.”
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Full Name

display line configuration

Syntax

dsplnenf <line number>

Related Commands

cnfln (obsolete name: cnfcln)

Attributes
Privilege

Jobs
Log
Node

Lock

Example 1
dsplnenf 5.1

Description

1-6

IPX, IGX

Displays configuration for line 1 of the UVM in dot 5. The “cnfg” field shows“External,” so all
DS0s terminate on line 1. Also, CAS switching is off.

System Response

swl75 Super User
LN 5.1 Config E1/ 30
Loop cl ock: No
Li ne fram ng: On

codi ng: HDB3

CRC: No

recv i npedance: 75 ohm + gnd

E1/J1 signalling: CAS

encodi ng: A- LAW

T1 signalling: --

cabl e type: --

| engt h: --

56KBS Bi t nsb

pct fast nmodem 20

Last Command: dspclncnf 5.1

Next Command:

I GX 16

8.5 Sep.

UWMslot: 5

cnf g:

slot.line:
CAS- Swi t chi ng:

17 1997 23:28 PST

Ext er nal

o f
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Example 2
dsplnenf 13

Description
Display the configuration of theline card in slot 13. The cardin ot 13isan ALM/A.

System Response

swil42 TN Super User I GX 16 8.5 July 31 1997 12: 01 PDT
LN 13 Config T3/1 [ 150 cps] ALM slot: 13

Transmt Line Rate: 96000 cps

Recei ve Line Rate: 150 cps

Header Type: VCC
Payl oad Scranbl e: No

Last Command: dspl ncnf 13

Next Command:

Example 3
dspincenf 12.1

Description
Display the line configuration for 12.1. Thecard isslot 12 isan ASl in aBPX node.
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System Response

ca20 LAN  Super User BPX 15 8.5 Aug. 23 1997 10:35 PST

LN 12.1 Configuration T3 [ 96000 cps] ASI-T3 slot: 12
Loop cl ock: -- I dl e code: 7F hex

Li ne fram ng: --
codi ng: --
CRC: --
recv inpedance: --
El signalling: --

encodi ng: -- cabl e type:

T1 signal ling: -- | engt h: 0-450 ft.
HCS Maski ng: Yes
Payl oad Scranbl e: No

56KBS Bit Pos: --
pct fast nodem --

Last Command: dsplncnf 12.1

Next Command
Table 5-10 dsplncnf-Parameters
Parameter Description
line number Identifiesthe line in the format dot or dot.line. If the back card has one line

connector and cable, enter the ot number. If the card has more than one physical
ling, enter adot and line number. In the case of aUVM, however, enter just the ot
number.
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dsplns

Displays basic configuration and status information for all the lines on the node. The information
includesthe line number, the type of line, and the line alarm status. The line type shows whether the
lineisJi, T3, E3, T1, or E1 and shows the number of configured channels. Line status categories

include:

» Clear—Line OK Alarm Information Signal

» Lossof Signal Remote Out of Frame (for T1)
» Out of Frame (for T1) Remote Out of Packet Frame
» Magjor—Local CGA (RED) Minor—Remote CGA (YEL)
* Minor—Bad clock source Loss of Multiframe (for E1)
Full Name

display lines

Note The dspclnscommand is the same as the dsplns command.

Syntax
dspcins

Related Commands
dncln, dsptrks, upcin

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example

dsplns

Description

Display circuit lines on the node.
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System Response

swi109

Li ne

B Naaaoon
BN WN R

Last

Next

Type

T1/ 24
E1/ 30
E1/ 30
E1/ 30
E1/ 30
E1/ 30
T1/ 24
E1/ 30

VT

Super User

Current

Cl ear
Cl ear
Cl ear
Cl ear
Cl ear
Cl ear
Cl ear
Cl ear

Conmand: dspl ns

Command:

Li ne Al arm Status

X
X
XK
X
X
XK
X
X

I1GX 16

8.5 Aug. 20 1997 18:40 PST
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prtcins

Prints the current line configuration and line alarm status for a node. This command uses the same
syntax, and printsthe same information asis displayed using the dsplns command. See thedspclns
command for syntax and output information.

Full Name
print line configuration

Syntax
prtins

Related Commands

dspcins

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1GX, BPX
Lock Yes

Example

prtins

Description

Thiscommand usesthe same syntax and printsthe sameinformation asisdisplayed using thedsplns
command. See the dsplns command for syntax and output information.
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upln

Activates (ups) aline. The upln command makes the line available for configuring and causes
statistics gathering to begin. You must execute upln at both ends of theline. Executing upln at only
one end of the line eventually causes an alarm. Once both ends of the line are active, you can add
connections with the addcon command or optionally configure the line's signal characteristics for
the data you intend for the line. See cnfln for information on defining the line characteristics.

A line consists of a cable for transmitting data and the interface circuitry for the line. The cable can
be a coaxial wire, fiber optic, or atwisted pair. See Table 5-2 for information on card combinations.

Note The upln command isthe same as upcin.

Full Name
Up line

Syntax
upln <line number>

Related Commands
cnfcln, dspins, dspin, dncln

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

upin 4.2

Description

Activateline 4.2. After this command executes, the system displays the status of the line using the
same information as dsplnsdisplays.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 19:08 GVI
Li ne Type Current Line Alarm Status

4.1 T3 Cear - K

4.2 T3 Cear - K

Last Command: upln 4.2

Next Command:

upln—Parameters

Parameter Description

line number Identifies the line number in the form slot for asingle-line card or dot.port for a
card with more than one line.
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CHAPTER 6

Voice Connections

The voice commands apply to the setting up, configuring, and statistical reporting for voice
connections (including FAX). In addition to the command descriptions, this chapter describes how
to set up the voice connection, configure voice redundancy, use Voice Activity Detection (VAD), and
configure voice channel utilization.

Voice connections exist as ports on circuit lines that are supported by either a CDP in an IPX node
oraCVM or UVM inanIGX node. The back card for the CDP or CVM iseither aBC-T1, BC-E1,
or BC-J1. For the UVM, the back card is either aBC-UVI-2T1EC or BC-UVI-2E1EC.
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Setting Up a Voice Connection

The following steps describe how to set up a voice connection:

Step 1 Configure the voice channel at each end of the connection. The associated commands are.

upln

cnfcassw

cnflnpass

cnfchadv

cnfchdl

cnfchec

cnfchgn
cnfcond
cnfcondsc
cnfrevsig
cnfxmtsig
cnfvchtp
cnfchutl
addyred

dsplnenf

Use upln to activate the line. (The upln and upcln commands are the same.)

If the UVM must convert CAS/DTMF to CCS signaling for a Voice Network Switch
(VNS), use cnfcassw to configure the UVM for CAS switching. For CAS-switching, the
minimum UV M firmware level is B. Note that CAS-switching isincompatible with
pass-through. Before you use addcon to add signaling channels (to slot.port.25 or
slot.port.16 for T1 or E1, respectively), specify “PBX-end” mode with cnfcassw.

For aUVM intended to carry voice traffic with Low Delay Code-Excited Linear Predictive
Coding (LDCELP), cnflnpass configures the UVM lines for the pass-through feature.
Refer to the Cisco IGX 8400 Series Reference for a description of pass-through. Before
you can execute cnflnpass, you must up (upln) and configure (cnfln) the lines. Note that
pass-through is incompatible with CAS-switching.

Configures the channel for Adaptive Voice (ADV). This command enables or disables
adaptive voice compression for one or more voice channels. The feature must be
configured at both ends of the channel.

Configures a channel’s dial-type. The options are inband, pulse, and user-configured.

Configure the echo canceller for the channel. The command enables or disables the echo
cancdller for arange of voice channel, sets the echo return loss to high or low and
enables/disables the tone disabler, convergence, and non-linear processing.

Configures the amount of gain inserted in avoice channel.

Configures a conditioning template for the channel.

Configures a connection descriptor for the channdl.

Configures receive signaling for the channel.

Configures transmit signaling for the channel.

Configures a voiceinterface type for the channel.

Configures channel utilization (see “ Optimizing Traffic Routing and Bandwidth” chapter).
Enables voice channel redundancy.

Use dsplnenf to make sure you have correctly configured the line.

Step 2 Add the connections with the addcon command. You must complete the appropriate steps
at each end using the commands in the preceding list before you add connections.

Configuring Voice Channel Redundancy

You can configure voice cards for redundancy by installing two identical card sets in adjacent slots
and connecting them to the CPE through a Y-cable. Configure redundancy by using addyred. Note
that a switch to a standby UVM with CAS-switching causes the loss of all call states.
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Using VAD and Configuring Voice Channel Utilization

The bandwidth savings you gain by using VAD are lessthan optimal if you do not set the utilization
of the voice channelsto areasonable value. To configure the utilization, use the cnfchutl command.

Summary of Commands

Thefollowing list shows the command name and starting page for the description of each command.

Table 6-1 Voice Connection Commands

Command Full Name Page
addcon Add connection 6-4
cnfchadv Configure channel adaptive voice 6-8
cnfchdl Configure channel dial type 6-10
cnfchec Configure channel echo canceller 6-13
cnfchfax Configure fax modem detection for channels (UVM) 6-16
cnfchgn Configure channel gain insertion 6-18
cnfcond Configure conditioning template 6-20
cnflnpass Configure line pass 6-22
cnfrevsig Configure receive signaling 6-24
cnfvchtp Configure voice channel interface type 6-26
cnfxmtsig Configure transmit signaling 6-30
delcon Delete connection 6-32
dspchenf Display channel configuration 6-34
dspchdlcnf Display channel dial type configuration 6-36
dspchec Display channel echo canceller 6-38
dspcon Display connection 6-40
dspcond Display conditioning template 6-42
dspcons Display connections 6-44
dspconst Display connection state 6-47
dspsigqual Display signal qualifiers 6-49
dspsvcest Display voice SVC statistics 6-51
prtchenf Print channel configuration 6-53
prtchdlcnf Printdial type configuration 6-54
prtcons Print connections 6-55
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addcon

Establishes the channel connections between nodes in the network. You can add connections to any
dot that hasa CDP, UVM, or CVM. Before you add a connection, determine its compression type.

If you plan for aport on a UV M to carry more than 16 channelswith Low Delay Code-Excited
Linear Predictive Coding (LDCEL P compression), you must have a second, connected UVM and
configure the pair of UV Msfor pass-through operation. If you attempt to add morethan 16 LDCELP
channels, the system reports the excess connections as failed upon conclusion of the addcon
command, and dspcon for any excess connection showsa status of “ConnRJ’ (connection rejected).
Refer to the cnflnpass description in this chapter and the UVM description in the Cisco |GX 8400
Series Reference for a description of pass-through operation.

After you have established pass-through for a pair of UVM card sets, the system does not allow
duplication of channel numbers when you add connections. For example, if you add 7.1.1-16, the
node does not allow you to add 8.1.1-8 if you have linked the UVMs by using cnflnpass. Instead,
you would add 8.1.17-24.

A UVM with Model B or higher firmware supports CAS switching. Before you can add connections
in anetwork with CAS switching, you must configure the UVM for this feature with the cnfcassw
command. Note that, for CAS switching, you use addcon to add the signaling channels at the near
and far end in the format dot.port.25 on a T1 line and slot.port.16 on an E1 line. Also, the voice
connection type for these signaling channelsis “t.” See the description of cnfcassw in the chapter
titled “ Setting Up Lines” or, for amore detailed description, the manual titled Cisco Voice Switching
Installation and Operation (for Release 2.2 of VNS)

When adding arange of channels, you do not have to specify the full channel set at the near-end. You
may specify only the first channel in the set. For example, to connect channels 13.1-10 at alphato
channels 12.5-14 at beta, you could enter “addcon 13.1-10 beta12.5.” In thisexample, channel 13.1
is connected to channel 12.5, and channel 13.2 is connected to channel 12.6, and so on.

Connections are added with a default class of service (COS). The value of COS is the number of
seconds that the node waits before it reroutes the connection after afailure. The COS applies to
various types of connections other than voice and therefore is described elsewhere (see the cnfcos
description in the chapter titled “Optimizing Traffic Routing and Bandwidth.”)

Table 6-2 describes what you enter for the type parameter for each rate and compression variable.

Table 6-2 Types of CDP and CVM Operation

Rate VAD No VAD Comment

64 Kbps v p

32Kbps €32 a32

32Kbps c32d a3z2d Specifies 32 Kbps specially optimized for FAX. ¢32d incorporates Voice Activity
for FAX Detection (VAD).

24Kbps c24 a4

ADPCM

16 Kbps cl16z aléz For non-ZCS only.

no ZCS

16 Kbps ¢16 al6 ZCSispermissible. 16 and al6 use non-standard compression algorithms.
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Table 6-3 Types of UVM Operation

Rate VAD No VAD Comment

64 Kbps v p,t Pass-through does not accept t-type connections.

32Kbps ¢32 a32

24 Kbps c24 a4

ADPCM

16 Kbps 116V 116 For non-ZCS only.

no ZCS

Table 6-4 Types of UVM Connections

p A p-connection carries 64 Kbps PCM voice and supports A-law or p-law encoding and
conversion, gain adjustment, and signaling.

t A t-connection carries 64 Kbps clear channel datatraffic.

v A v-connection isthe same as “p” (above) but with VAD.

a32 Specifies ADPCM only. You can specify 32-Kbps or 24-Kbps.

az24

c32 Specifies both ADPCM and VAD. You can specify 32-Kbps or 24-Kbps.

c24

116 LDCELP compression of voiceto 16 Khbps.

116v LDCEL P compression of voice to 16 Kbps with VAD.

The difference between a PCM (p) connection and atransparent (t) connection is that the D4 frame
signaling bits are identified and processed as signaling information with PCM connections. PCM
connections permit gain adjustment to be applied to the connection. Transparent connections treat
all bits, including signaling hits, as data bits and disables any gain adjustment conversion that you
may have specified.

The number in the type field indicates the ADPCM ratesin Kbps. The “z” suffix indicates that 00
code level is used. Type al6 or ¢16 uses only 01, 10, and 11 binary codes to avoid long strings of
zeroes. Type al6z and c16z connections use the 00 code and are automatically configured to avoid
ZCSlines(*Z).

Full Name
Add connection

Syntax
addcon <local channel> <remote node> <remote channel> <type> [avoid]

Related Commands
delcon, dncon, dspcon, dspcons, upcon, cnfcos
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Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

addcon 7.2 beta8.2 v
Description

Add a“v” type voice connection. This command connects channel 7.2 on node a phato channd 8.2
on node beta. A prompt appears asking you to confirm the proposed connections.

Connectiontypeis“v,” “classof service” (COS)is“2,” compressionisVAD, and ownershipislocal.
For an explanation of COS, see the cnfcos description in the chapter titled “ Optimizing Traffic
Routing and Bandwidth.” Because you are entering the addcon command at node al pha, the node
alphaisthe owner of the connection.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 09: 37 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
7.2 bet a 8.2 k \Y VAD 2 L 2

Last Conmmand: addcon 7.2 beta 8.2 v

Next Command:
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Table 6-5 addcon—Parameters
Parameter Description
local channel Specifiesthelocal channel or set of channelsto add. Right-angle brackets indicate

that arange of channels. Channel specification on aUVM has one more parameter
than the specification on a CDP or CVM, asfollows:

For aCDP or CVM, the format for channel specification is slot.chan[—chan].

For aUVM, the format for channel specification isslot.line.chan[-chan]. Refer to
the Cisco 1GX 8400 Series Reference for a description of the UVM’s lines. Note
that, if you are using CAS switching with for Model B firmware, line must be “1.”

node Specifies the name of the node at the other end of the connection. For a
DACS-type connection (where channels on a node are connected to channels on
the same node), use the local node name.

remote channel Specifies the remote channel or set of channelsto connect. Bracketsindicate that a
range of channels can be specified. Channel specification on aUVM has one more
parameter than the specification on a CDP or CVM. For aCDP or CVM, the
format for channel specification is dot.chan[—chan]. For UVM, the format for
channd specification is slot.line.chan[—chan].

Access devices such as the Cisco 3800 use the following format for the remote
channel specification: <dot.port> <access_device_connection_ID>

where slot isthe slot number of the FTC or FTM card, port is the port number, and
access_device_connection_ID isin the range 1-252.

type Specifies the voice connection type. Refer to Table 6-2 or Table 6-3 for voice
connection types and compression.

For connections to an access device such as the Cisco 3800, type can be one of the
following compression algorithms: a24, a32, or 116 (16 Kbps LDCELP).

Table 6-6 addcon—-Optional Parameters
Parameter Description
avoid Specifies the type of trunk for the connection to avoid. The default isno avoidance.

The choices are:
*s avoid satellite trunks.
*t avoid terrestrial trunks.

*z avoid trunks using zero code suppression techniques that modify any bit
position to prevent long strings of zeros.
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cnfchadv

Enables the Adaptive Voice feature for individual channels. The Adaptive Voice feature must also
exist at each node that terminates the connection. The channel-specific cnfchadv has no effect at
nodes that do not have Adaptive Voice.

If the Adaptive Voice feature is enabled for a channel witha“c” or “v” connections, VAD is
automatically disabled on that channel when trunk bandwidth is available and enabled when trunk
bandwidth is needed. If the Adaptive Voice feature is not enabled for a channel witha*“c” or “v”
connections, VAD isaways turned on for that channdl. In order for avoice (“c” or “v”) connection
to use Adaptive Voice, both ends must have Adaptive Voice enabled with the cnfchadv command.

Full Name
Configure channel adaptive voice

Syntax
cnfchadv <channel(s)> <y/n>

Related Commands

dspchenf

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchadv 14.1 e

Description
Enable Adaptive Voice for channel 14.1.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 09:43 PST

% Adaptive Gain (dB) Di al OnHk Cond
Channels Uil Voice In Cut Type Interface Type A B C D Cit.
14.1- 24 40 Enabl ed 0 - I nband Unconfig ? 0?7 - - a

Last Command: cnfchadv 14.1 e

Next Conmand:
Table 6-7 cnfchadv—Parameters
Parameter Description
channel Specifies the channel or range of channels over which you specify Adaptive Voice.
e Enables Adaptive Voice (default).
d Disables Adaptive Voice.
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cnfchdl

Configures the dial type for a channel or set of channels. The dial type may be inband, pulse, or
user-configured. The user-configured option allows non-default timing values to be used. The
parameters associated with the cnfchdl command are timing constants used to ensure that signaling
pulses are not distorted in time by transmission through the network.

® Dial typedeterminesthe signaling message timing for a connection. Dial typeisignored for DSO
data connections.

® When you add an inband or pulse dial type to a channel, the channel configuration screen
appears, showing the designated dial types for each channel.

® When you add auser-configured dial type, amore detailed screen appears, showing the dia type
aswell as the signaling delay, minimum wink, interdigit times, and playout delay.

If you select inband, the node assumes that the A and B bitsare not used for loop-disconnect dialing.
Therefore, any changein signaling bit status goesin a packet to the far end of the connection.

If you select pulse, the transmitting node waits (normally 72 msec) after an A or B hit transition for
another transition to arrive. If atransition arrives, the new transition goes into the same signaling
packet that is sent to the far end of the connection. This step increases the delay of the signaling
transition across the network but decreases the amount of trunk bandwidth used for signaling.

If the default timings are not correct for the network, you must configure the options. The dialing
type should be set correctly. If aconnection-designated pulse is used for inband signaling, a greater
than necessary delay across the network results. If a connection-designated inband is used for pulse
signaling, the relative timing of signaling transitions may be lost and so distort the pul ses.

Full Name
Configure dial type for channels

Syntax
cnfchdl <channel(s)> <dial_type> [<sig_delay> <min_wink> <int_dig_time>
<playout delay>]

Related Commands
dspchenf, dspchdlenf

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
cnfchdl 14.1p

Description

Configure the dial type of channel 14.1 to pulse.

System Response

al pha

%
Channel s Util
14.1 40

14. 2-24 40

Last Command:

TRM  YourlD: 1 IPX 16

Adaptive Gain (dB) Di a

Voi ce In Qut Type
Enabl ed 0 - Pul se
Enabl ed 0 - I nband

cnfchdl 14.1 p

Interface Type

16 1997 09:46 PST

OnHk Cond
A B C D Cit.
? 0?7 - - a
? 0?7 - - a

Next Command
Table 6-8 cnfchdl-Parameters
Parameter Description
channd Specifiesthe channel or range of channels over which to configure dia type.
dial type Specifies the dial type to assign. The three possible dia types are:

i inband
p pulse
u user-configured

Inband isthe default dia type. If you designate "u" for a user-configured dial type,
you are prompted, as applicable, from among the following: sig delay, min wink,

interdigit time, and playout delay.
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Table 6-9 cnfchdl-Optional Parameters
Parameter Description
signaling delay Specifies the signaling delay for the user-configured dial type. Therangeis 12-96

milliseconds. Your entry is rounded to the closest multiple of 1.5 msecs.

minimum wink Specifies the minimum wink to assign to the user-configured dia type. The range
is 3-765 milliseconds. Your entry is rounded down to the nearest multiple of 3
msecs. This parameter does is not apply to CDP, UVM, or CVM channels.

interdigit time Specifies the interdigit timefor the user-configured dial type. The range is 3-765
milliseconds. Your entry is rounded down to the nearest multiple of 3 msecs. This
parameter doesis not apply to CDP, UVM, or CVM channels.

playout delay Specifies the signaling delay assign to the user-configured dial type. Therangeis
12-96 milliseconds. Your entry is rounded to the closest multiple of 1.5 msecs.
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cnfchec

Configures the echo canceller and other channel parameters associated with avoice channel. The
echo canceller isthe Integrated Echo Canceller (IEC) on the front card. CAS and data channels are
not configured. The CDP/CVM and UVM have dlightly different parameters. Unavailable
parameters appear on the screen as dashed line, and no prompts for these unavailable prompts

appear.

Full Name
Configure channel echo canceller

Syntax
For CDP/ICVM

cnfchec <chan> <ec> <erl> <td> <convergence> <nlp>
For UVM:

cnfchec <chan> <ec> <td> <nlp> <bkgd _filter>

Related Commands

dspchec

Attributes

Privilege 1

Jobs No

Log No

Node IPX, IGX
Lock Yes
Example 1

cnfchec7.1eheee

Description

Enable and configure the Echo Canceller in channel 7.1 with high echo |oss tone disabled,
convergence enabled, and non-linear processing enabled. In this example, the card is either a CDP
or CVM because the channel is specified with sot.channel rather than slot.line.channel.
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System Response

pubsi px1 TN Super User I PX 16 8.5 July 27 1997 06:06 PDT
Echo Echo Return Tone Conver- Non-Linear Voice

Channel s Cancel Loss (.1 dBs) Disabler gence Processing Tnplt

7.1 Enabled High 60 Enabl ed Enabl ed Enabl ed USA

7.2-31 Di sabl ed High 60 Enabl ed Enabl ed Enabl ed USA

Last Command: cnfchec 7.1 e h e e e

Next Command:

Example 2
cnfchec 13.1.1 e

Description

Enable the Echo Canceller in channel 13.1.1. Inthisexample, thecard isaUV M because the channel
is specified with glot.line.channel. Note the available parameters differ slightly from a CDP/CVM.

System Response

swl76 TN Super User 1 GX 16 8.5 Aug. 4 1997 13:29 PST
Echo Echo Return Tone Conver- Non-Linear Voice Bkgrnd
Channel s Cancel Loss(.1 dBs) Disabl er gence Processing Tnplt Filter
13.1.1-24 Disabled - Enabl ed - Enabl ed - Enabl ed
13.2.1-24 Disabled - Enabl ed - Enabl ed - Enabl ed

This Command: cnfchec 13.1.1

Enabl e or Disable Echo Cancel (e/d)? [d]:
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Table 6-10 cnfchec—Parameters
Parameter Description
channel Specifies the channel or range of channels. For a CDP or CVM, “channel” hasthe

format dlot.channel(s). For aUVM, “channel” has the format dot.line.channels(s).

echo canceller

Enable or disablethe echo canceller. An“¢e” enables. A “d” disables.

echo return loss

Sets the echo return loss as high/low). An “h” specifies high. An “1” specifies low.

tone disabler

Enables or disables the tone disabler. An “¢e” enables. A “d” disables.

convergence

Enables or disables convergence. An “¢e" enables. A “d” disables. Except for test
purposes, the normal state for convergence is enabled.

non-linear processing

Enables or disables non-linear processing. An “€’ enables. A “d” disables.

bkgd_filter

Enables or disables the background filter.
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cnfchfax

Configures a channel on aUVM for FAX detection. To view the current configuration, use the
dspchenf command.

Full Name
Configure FAX modem detection for channels

Syntax
cnfchfax <slot.line> <channel(s)> <e/d>

Related Command

dspchenf

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchfax 7.1.1

Description

Configure channels 1-24 on line 1 of the UVM in slot 7 to have FAX modem detection.
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System Response

sw109 VT Super User 1 GX 16 8.5 Aug. 20 1997 19:10 PST

% Adaptive Gain (dB) Dial Interface OnHk Cond
Channels Uil Voice Fax In Cut Type Type A B C DCit
7.1.1-24 40 Enabled Disabled 0 0 Inband 2WE&M 0 X - - a
7.2.1-24 40 Enabled Disabled 0 0 I nband Unconfig ? ? - - a

Last Command: cnfchfax 7.1.1

Next Conmand:
Table 6-11 cnfchfax—Parameters
Parameter Description
slot.line Specifies the line of the UVM.
channel(s) Specifies the DSO or range of DS0s.
e/d Enable or disable FAX detection.
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cnfchgn

Configures the amount of gain inserted by the IPX or IGX mode for a given circuit line channel or
range of channels. Gain can be configured between +6 dB and -8 dB. The input gain isinserted at

thereceive side of aCDP or CVM and istherefore applied before the signal is packetized by the card.
The output gain isinserted at the transmit side of a CDP or CvM and is applied after the signal has
been depacketized by the card. Gain isignored for channels used in data connections.

Full Name
Configure gain insertion for channels

Syntax
cnfchgn <channel (s)> <input_gain> <output_gain>

Related Commands

dspchenf

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchgn 14.1-4 2

Description
Configure input gain of —4 db and an output gain of +2 dB for channel 1 of circuit line 1.
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System Response

al pha

%
Channel s Util
14.1 40

14. 2-24 40

TRM  YourlD: 1
Adaptive Gain (dB)
Voi ce In CQut
Enabl ed -4 -2
Enabl ed 0 -2

Di al
Type

I PX 16 8.5 Aug.
Interface Type
User Unconfig
I nband Unconfig

16 1997 09:52 PST

OnHk Cond
A B C D Cit.

? 0?7 - - a

? 0?7 - - a

Last Command: cnfchgn 14.1 -4 2
Next Conmand:
Table 6-12 cnfchgn—Parameters
Parameter Description
channel Specifies the channel or range of channels.
input_gain Specifies the gain, in decibels, to assign to the channel. The rangeis—8 dB to
+6 dB.
output_gain Specifies the gain, in decibels, to assign to the channel. Therangeis—8 dB to

+6 dB.
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cnfcond

Createsaconditioning template that specifiesthebit patternsto be transmitted for each of the T1 and
Eltimeslotsand their A, B, C, and D signaling bitswhilethe channel isinthefailed state. Its purpose
isto prevent the signaling bits from returning to the idle (on-hook) bit pattern during a channel
failureandtoforceaknown bit pattern (usually busy). If aconnection failsand the template has been
specified as the conditioning template for the failed connection, the data parameter in the template
istransmitted in the channels timeslot, and the A, B, C, and D hits are processed according to the
specified parameters.

A two-character sequence in the id parameter field identifies the template. The ‘Data Pattern’ field
displays the pattern transmitted in the channels timeslot. The ‘signaling Pattern’ field displaysthe

pattern transmitted in the channel’s A, B, C, and D signaling bit positions. Each of the A, B, C, and
D signaling bits are specified independently and may be held high or low or toggled to the on-hook
condition for a short time then off-hook (the name of thislatter action isawink). You can control the
timing of the bit-toggling by specifying the duration of winks in increments of 50 msec.

A typical failure response isfor the node to:
1 Transmit idle characters in the channel’s timeslot
2 Signal off-hook for a period of 2 seconds

3 Return permanently to the on-hook condition.

Full Name
Configure conditioning template

Syntax
cnfcond <id> <data> <A hit> <B bit> <C hit> <D bit>

Related Commands
cnfvchtp, dspchenf, dspcond

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfcond Im 01010100 0(40)/1111
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Description
Configure the conditioning template.

System Response

al pha

TRM  YourlD:1 I PX 16 8.5 Aug. 16 1997 09:59 PST

Conditioning criterion Im

Data Pattern

01010100 -

E1l/ T1

Signalling Pattern

A 0(40)/1
B 1
C 1
D 1
Last Command: cnfcond | m 01010100 0(40)/1 1 1 1
Next Conmand:
Table 6-13 cnfcond—Parameters
Parameter Description
id Specifies the identifier of conditioning template. The identifier may be any two
character combination of lowercase | etters (a-z) and numeric digits (0-9).
data Specifies an eight-bit binary string to use instead of the voice in the event the
channel fails.
A bit Specifies the signaling sequence to be transmitted for these bits in the event of a
B bit channdl failure. You can independently set each of these parameters. Each element
) in the sequence is expressed asa 1 or O (to indicate the logic state of the line)
C bit followed by a number in parenthesis to indicate the duration that the state remains
D hit on the channel. The duration number is expressed in 50 msec intervals. If you do

not enter a duration value, the state remains the same indefinitely.

For example, if <B> is set to 1(40); upon achannel failure, the B bit remainsin the
1 state for 2 seconds (40 x 50 msec=2 seconds).

For another example, <C> set to 0 would cause the C bit to be held permanently at
0 during afailed channel condition because no duration value is present.

Note that you can specify a sequence of states by entering several states separated
by dash symbols. The maximum number of statesin asequenceis5. For example,
you could set <A> to 1(40)/0(20)/1 to vary the duration of the O and 1 states.
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cnflnpass

Configures apair of ports so that unprocessed channels go from a primary UVM to a secondary
UV M. Theprimary application of thecnflnpass command isto channelsthat use LD CEL P, although
any type of connection except t-type connections are valid for pass-through. For a description of
pass-through, refer to the UVM description in the Cisco |GX 8400 Series Reference.

To return ports to the default, non-passing configuration, execute the command with a0 as the
second argument.

Full Name
Configure line pass-through

Syntax
To configure pass-through, enter:

cnflnpass <primary line> <secondary line>
To remove pass-through from the primary and secondary lines, enter:

cnflnpass <primary line> 0

Related Commands

dsplnenf

Attributes

Privilege 1-6
Jobs Yes
Log Yes
Node IGX
Lock Yes
Example 1

cnflnpass 13.1 12.1

Description
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Configure line 13.1 to pass any unsupported channelsto line 12.1.System Response

Upon successful execution of the command, the screen displays the slot and line of the passing
channd on the right. The screen a so shows other characteristics of the line.

swl76

LN 1
Loop

Li ne

Last

Next

TN

3.1 Config
cl ock:

fram ng:
codi ng:
CRC:

recv inpedance:
E1/J1 signalling:

encodi ng:

T1 signal ling:

cabl e type:
| engt h:
56KBS Bi t
pct fast

Conmmand:

Command:

Pos:
modem

Super User

E1/ 30
No

On

HDB3

No

75 ohm + gnd
CAS

A- LAW

nmsh
20

cnflnpass 13.1 12.1

I GX 16 8.5 Aug. 26 1997 00:18 GMVI
UVM slot: 13
cnf g: Passi ng
slot.line: 12.1

Notethat, when you remove pass-through by entering a0 for the secondary line, the screen also still
line characteristics but with dashed lines in the column for the secondary (or passing) line.

Table 6-14 cnflnpass—Parameters

Parameter Description

primary line Specifies the channels that the primary card supports. The format is slot.port.
secondary line Specifies the channel s that the secondary card supports. The format isslot.port.
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cnfrcvsig

Configures the receive signaling bits for avoice channel. Channel signaling hit options are t
(transparent), 0, 1, or | (invert). If signaling is set to “not used” (-) by cnfchtp, the following
condition ismaintained: A=1, B=1, C=0, D=1.

Full Name
Configure receive signaling

Syntax
cnfrcvsig <channel(s)> <[A/]Conv> <[B/]Conv> <[C/]Conv> <[D/]Conv>

Related Commands
cnfxmtsig, dspsigqual

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfrcvsig 8.1 A/T B/0C/I D/l

Description

Configure channel 8.1 signaling to transparent for the A bit, inhibited for the B bit, inverted for the
C and D hits.
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug. 23 1997 11:36 MST

Signalling Qualifiers
From 8.1 TXAbit TXBbit TXCbit TXDbit RXAbit RXBbit RXCbit RXDbit
8.1 T T T T T 0 | |
8.2-31 T T T T T T T T

Last Command: cnfrcvsig 8.1 AT B/O CI DI

Next Conmand:
Table 6-15 cnfrcvsig—Parameters
Parameter Description
channel Specifies the channel or range of channelsto receive signaling.
Table 6-16 cnfrcvsig—Optional Parameters
Parameter Description
Al Specifies the conversion applied to the A hit. <Conv> can be one of:
1 bit is asserted.
0: bit isinhibited.
T: bit is passed transparently.
I: bit isinverted.
B/ Specifies the conversion applied to the B hit.
C/ Specifies the conversion applied to the C hit.
D/ Specifies the conversion applies to the D hit.
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cnfvchtp

Configures an interface signaling type for a voice channel. Most standard signaling types are
maintained by the node, but a custom template may be built by the user. Entering the cnfvchtp
command without a specific interface number, the system presents you with alist of valid interface
types and their associated onhook and conditioning information.

To assign an interface type (and its associated onhook and conditioning information) to the channel
or set of channels, enter the number of the desired interface type. As mentioned previously, type “1”
requires user configuration. Interface typeisignored for “d” type connections.

Full Name
Configure interface type for voice channels

Syntax
cnfvchtp <channel(s)> <type> [<A> <B> <C> <D> <cond_code>]

Related Commands
cnfchgn, cnfchdl, dspchenf, dspconst

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfvchtp 7.1.1

Description
Configure the interface type for channel 7.1.1-24.
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System Response

sw109 VT Super User 1 GX 16 8.5 Aug. 20 1997 18:54 PST
CDP Mbdel s All None All
UVM Model s Al | None All

Sanmpl e Delay Bkgnd Echo Suppression V. 25 Xmi t
From7.1.1 VAD Non-VAD Noise HPF Float Function Loss Detect Del ay
7.1.1-24 A8 01 67 ON ON ON ON 64K 5
7.2.1-24 A8 01 67 ON ON ON ON 64K 5

This Command: cnfvchparm7.1.1

Sanpl e delay for VAD connecti ons:

Example 2
cnfvchtp 155-81 X X --b

Description

Configure a user configurable interface type for channel 15.1 to 15.8. The channel configuration
screen shows that channels 5-8 of circuit line 15 now has a user-configured interface type with an
A-bit on-hook value of “X”, aB-bit on-hook value of “ X", an C-bit on-hook value of not used, D-bit
on-hook value of not used, and conditioning template b.

Table 6-17 cnfvchtp—Parameters
Parameter Description
channd Specifies the channel or range of channels for the interface type configuration. For

aCVM or CDR, the format is slot.channel[-channel]. For aUV M, the format for
channd is dot.line.channel[-channel].
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Parameter Description

interface type Specifies the number of the interface type to assign to the channel or range of
channels. These types are listed below. The Onhook column has A bits on the left
and B bits on the right. The conditioning column has different types of
conditioning specified. If you designate interface type number 1 to indicate a
user-configured interface type, the system prompts for: onhook A, onhook B,
onhook C (if applicable), onhook D (if applicable), conditioning A, conditioning
B, conditioning C (if applicable), conditioning D (if applicable), and conditioning
template information.

Interface

Number Interface Type Onhook Conditioning
1 User Config

2 Unconfig ??- - a
3 No Sig 2222 a
4 Force Sig ??- - a
5 2W E&M 0X- - a
6 AW E&M 0X- - a
7 FXO 11- - b
8 FXSGIS 01- - c
9 FXSL/S 0X- - d
10 DPO 0X - - a
11 DPT 0X - - a
12 RPO 0X - - a
13 RPT 0X - - a
14 SDPO 0X - - a
15 DX 0X - - a
16 ETO ?2?- - e
17 PLAR ?2?- - d
18 PLR 0X - - a
19 RD ?27?-- a
20 R1 (SOCOTEL) 0--- e
21 SSDC5A 1101 f
22 R2 (backward) 11 - - e
23 R2 (forward) 10 - - d

When the IPX or IGX receives A, B, C, and D bits corresponding to the onhook
values, that channel isknown to be onhook. If the A, B, C, and D bits do not
correspond to the onhook values, that channd is known be offhook

onhook A A-bit value for the onhook state of a channel or set of channels.
onhook B B-hit value for the on-hook state of a channel or set of channels.
onhook C C-bit value for the on-hook state of a channel or set of channels.
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Parameter

Description

onhook D

D-bit value for the on-hook state of a channel or set of channels. Possible values

are:

WX O B

high

low

don't care
don't know
not used

conditioning template

One of many predefined or user-defined conditioning templates in the range of
00000000 to 11111111. (See dspcond and cnfcond commands). Each interface
type, except for option 1, has a predetermined conditioning template associated
with it. These represent the A, B, C, D bit values as well as the substitute PCM
voice sample sent to the attached equipment in case the voice connection fails for

any reason.
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cnfxmtsig

Allows the node to pass A, B, C, and D channel signaling bits through unchanged, or to invert, or
hold them at a given value for aCDP or CVM line. It affects signaling bits in the transmit direction
(to the PBX or channel bank) in an E1 system. The command configures the transmit signaling.
Channel signaling bit options are T (transparent), 0, 1, or | (invert). If signaling is set to “ not used’
(-) by enfchtp, the following is maintained: A=1, B=1, C=0, D=1.

Full Name
Configure transmit signaling

Syntax
cnfxmtsig <channel(s)> <[A/]Conv> <[B/]Conv> <[C/]Conv> <[D/]Conv>

Related Commands
cnfrcvsig, dspsigqual

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfxmtsig 8.1 a/1 b/0 ¢/1 d/t
Description

Configure the transmit signaling for channel 8.1 to inverted for the A bit, inhibited for the B hit,
asserted for the C bit and transparent for the D bit.
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug. 23 1997 11:38 MST

Signalling Qualifiers
From 8.1 TXAbit TXBbit TXCbit TXDbit RXAbit RXBbit RXCbit RXDbit
8.1 1 0 1 T T 0 | |
8.2-31 T T T T T T T T

Last Command: cnfxntsig 8.1 A/1 B/O C/1 D't

Next Conmand:
Table 6-18 cnfxmtsig—Parameters
Parameter Description
channel Specifies the channel or range of channelsto receive signaling.
Table 6-19 cnfxmtsig—Optional Parameters
Parameter Description
Al Specifies the conversion applied to the A hit. <Conv> can be one of:
1 bit is asserted.
0: bit isinhibited.
T bit is passed transparently.
I: bit isinverted.
B/ Specifies the conversion applied to the B hit.
C/ Specifies the conversion applied to the C hit.
D/ Specifies the conversion applies to the D hit.
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delcon

Removes one or more voice connections from a network. You can delete connections at either end
of the connection.

Do not delete a connection when the node at the other end of the connection is unreachable. The
unreachabl e node does not recognize the deletion. Also, you must not delete a connection to an
unreachable node then connect that deleted channel to another node.

Full Name
Delete connection

Syntax
delcon <channel(s)>

Related Commands
addcon, dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delcon 14.1

Description

Delete connection 14.1. The proposed deletions are highlighted, a prompt requests confirmation of
the deletion. Enter a“y” to ddete the highlighted connections or an “n” to keep the highlighted
connections. The example shows the screen after deletion of 14.1.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 09: 35 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
5.1 bet a 25.1 Ok 256 718 0 L
9.1.100 ganma 8.1.200 Ck fr 0 L
9.2.400 bet a 19. 2. 302 Ok fr 0 L

Last Command: delcon 14.1

Next Conmand:
Table 6-20 delcon—Parameters
Parameter Description
channel(s) Specifies achannel or range of channelsto delete. The format for channel on a

CDP or CVM isslot.channdl
The format for channel on aUVM isdot.line.channel.
For arange of channels, separate the first and last channel with adash (-).
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dspchenf

Displays configuration details for voice, data, or frame relay channels. When you specify a voice
channel with dspchenf, the display shows:

® Percent of channel utilization

® Adaptive voice enable status

® Fax enable status

® Gainin both directions (in decibels)

® Dia Type

® Interface type (such as2w E&M)

® Onhook and conditioning specifications

For the contents of the display when you apply dspchenf to a serial data channel or frame relay
channd, refer to the chapters in this manual that describe those traffic types.

Full Name
Display channel configuration

Syntax
dspchenf <start_channel >

Related Commands
cnfchadv, cnfchdfm, cnfchdl, cnfcheia, cnfchgn, cnfchtp, cnfchutl, cnffrcon

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dpchenf 7.1.1

Description

Display the channel configuration of line 7.1.1-24. Thecardin slot 7isaUVM.
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System Response

sw109 VT Super User 1 GX 16 8.5 Sept. 20 1997 18:59 PST

% Adaptive Gain (dB) Dial Interface OnHk Cond
Channels Uil Voice Fax In Cut Type Type A B C DCit
7.1.1-24 40 Enabled Disabled 0 0 Inband 2WE&M 0 X - - a
7.2.1-24 40 Enabled Disabled 0 0 I nband Unconfig ? ? - - a

Last Command: dspchcnf 7.1.1

Next Command:

Table 6-21 dspchcnf-Parameters
Parameter Description
start channel Specifies the channel to begin the display. The format for aCDP or CVM is

slot.channel. The format for aUVM is slot.line.channdl.
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dspchdlcnf

Displaysdial type configurations for all channels on acircuit line as follows:

Table 6-22 Information in dspchdlcnf Display

Channel Type Dial Type Description

All Dial Type Inband, pulse, or user-configured.

User-configured  signaling delay The signaling delay on a channel. The range is 12—96 milliseconds.

minimum wink

The minimum wink on the channel. The range is 3-765 millisecs.
(Minimum wink does not apply to a CDP or CVM channel.)

interdigit time

Theinterdigit times on a channel. Therange is 3765 millisecs.
(Interdigit time does not apply to a CDP or CVM channel.)

playout delay

The playout delay on achannel. The range is 12-96 millisecs.

Full Name

Display channel dia type configurations

Syntax

dspchdlcnf <start_channel>

Related Commands

cnfchdl

Attributes
Privilege

Jobs
Log
Node

Lock

Example 1

dspchdlcenf 14.1

Description

1-6
No
No
IPX, IGX

No

Display the dial type configuration for all channels beginning with 14.1.
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System Response

al pha TRM  YourlD:1 I PX 16 8.5 Aug. 16 1997 09:45 PST

Channel s Type Si g Del ay Mn Wnk IntDigit Tine Playout Delay
14.1-24 | nband 12 141 300 -

Last Command: dspchdlcnf 14.1

Next Command:
Table 6-23 dspchdlcnf-Parameters
Parameter Description
start channel Specifies the channel at which the display begins. For a CDP or CV M, the format

isglot.channel. For aUVM, the format is slot.line.channel.
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dspchec

Displaysthe Integrated Echo Canceller parameters for one or more voice channel(s). The dspchec
command does not apply to CAS or data channels. The specified channels must be on aCDP, CVM,
or UVM. Table 6-24 lists the displayed parameters and possible values.

Table 6-24 Information in the dspchec Display

Category Possible Value

Echo cancellation Enabled or Disabled

Echo Return Loss (.1 dBs) High/low (lossisin units are 0.1 dBs)
Tone Disabler Enabled or Disabled

Convergence Enabled or Disabled

Non-Linear Processing Enabled or Disabled

Voice Template USA, other

Full Name

Display channel echo canceller configuration

Syntax
dspchec <channel (s)>

Related Commands

cnfchec

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspchec 7.1

Description

Display the echo canceller configuration for channel 7.1.
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System Response

pubsi px1 TN Super User I PX 16 8.5
Echo Echo Return Tone Conver -
Channel s Cancel Loss (.1 dBs) Disabler gence
7.1 Enabled High 60 Enabl ed Enabl ed
7.2-31 Di sabl ed High 60 Enabl ed Enabl ed

Last Command: dspchec 7.1

July 27 1997 06: 10 PDT

Non- Li near Voice
Processing Tnplt
Enabl ed USA
Enabl ed USA

Next Command:
Table 6-25 dspchec—Parameters
Parameter Description
channels Specifies the channel or channelsto display. For aCVM or CDP, the format is

slot.channel(s). For aUVM, the format is dot.line.channel (s).
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dspcon

Displays connection information for a specified channel. The information displayed includes:

The channel numbersfor both the local and remote ends of the connection.

The node names at both ends of the connection.

The routing restriction.

The class of service (COS) of the connection (see cnfcos description for details).

The connection route. listing the end nodes and any intermediate nodes.

The preferred route for the connection (if configured).

The status of the cards associated with the connection.

Any Y-cable conflicts.

The type of the compression, if applicable (VAD, ADPCM, LDCELP, DFM, frame reay).

The connection descriptor (if configured).

The status that may be displayed includes:

OK Connection OK
FAILED Connection failed
Full Name

Display connection

Syntax
dspcon <channel>

Related Commands
cnfchec

6-40 Cisco WAN Switching Command Reference



dspcon

Attributes

Privilege 1-6
Jobs Yes

Log Yes
Node IPX, IGX
Lock No
Example 1

dspcon 6.1

Description

Display connection information for 6.1.

System Response

sw196

Conn:

Owner :

Pat h:

Pref :

sw196

VT Super User 1 GX 16 8.5
6.1 sw83 7.13
LOCAL Restriction: NONE COS: 2 Conpression:
swl96 14-- 6. 1sw86 1.1-- 11sw83
swl96 14-- 6. 1sw86 1.1-- 11sw83
Line 6: K ONHK  sw83 Li ne

Last Command: dspcon 6.1

OCt .

cl6

ADPCM

7: K

19 1997 13:35 PDT

Status: K

Next Conmand:
Table 6-26 dspcon—Parameters
Parameter Description
channel Specifies the channel for the connection details display. The format for channel on

aCDP or CVM isdlot.channel. The format for achannel onaUVM is
slot.line.channel. The command displays connection information for one channel

at atime.
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dspcond

Displaysthe signaling bit patterns from the specified template. Refer to the description of the
cnfcond command for the purpose of the conditioning template.

Full Name
Display conditioning criteria

Syntax
dspcond <identifier>

Related Commands
cnfchtp, enfcond

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspcond a

Description

Display the conditioning template identified as “a.”
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System Response

al pha TRM  YourlD: 1 I PX 16

Conditioning criterion a
Data Pattern

01010100 - E1
01111111 - T1

Signalling Pattern

8.5

Aug

16 1997 09:56 PST

A 0(40)/1
B 1
C 1
D 1
Last Command: dspcond a
Next Command
Table 6-27 dspcond—Parameters
Parameter Description
identifier Specifiesthe identifier of the template.
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dspcons

Displays a summary of the connections on an IPX or IGX node. Table 6-28 shows the fields
displayed in the dspcons screens.

Table 6-28 Information in the dspcons Display

Fields Description

Loca Channel The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.

State The state of the connection(s) as follows:

* OK Routed

* Down Downed

* OK Downed Waiting for onhook to occur to allow courtesy down to take
place for connection(s) that have been courtesy downed
using the dncon command.

» Failed Unrouted, but trying

Type The type of connection (v = voice, d = data, fr = frame relay, atfr = ATM to
frame relay interworking, atfst = ATM to frame relay interworking with
ForeSight, -fail = failed connections; datarate in kbps for data)

Route Avoid The type of lines to avoid when routing (satellite lines, terrestrial lines, lines
with zero code suppression).

Compression The type of compression applied to the connection (PCM, PCM and VAD,
ADPCM, VAD and ADPCM for voice connections), (DFM for data
connections).

COs The Class Of Service.

Owner The end of the connection in control of re-routing.

Descriptor The connection descriptor string (if +d option specified).

L oopback A connection with alocal loopback is indicated by aright parenthesis symbol

between the“Local Channel” and “Remote NodeName” columns. A frame relay
connection with a port loopback isindicated by aright bracket symbol between
the“Loca Channel” and “Remote NodeName” columns. A connection with a
remote loopback is indicated by aright parenthesis symbol before the channel
number in the “Remote Channel” column.

Loca/Remote A-bit

A-hit statuson the local and remote nodes if -abit option selected. Note that -abit
isincompatible with -v, -d, and +d.

Full Name
Display connections

Syntax

dspcons [start_channel] [nodename] [state] [type]
[-g|+d|-v|-d]|-f|-abit|-fabit | -atfr | -siw | -fail | -down]]
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Related Commands
addcon, cnfchadv, chfchdfm, cnfcondsc

Attributes

Privilege
Jobs
Log
Node

Lock

Example 1

dspcons

Description
Display a summary of all connections.

1-6
No
No
IPX, IGX

No

System Response

swl75

Local

Channe

1

PrAPPOOLOLW
PR R R R R

Last

Next

Example 2
dspcons -ahit

PrOWONREPR~AODN

1

TN Super User

Renot e
NodeNane
swW175
swW175
swW175
swW175
swW175
swW175
swW175
swW175

Command: dspcons

Conmand

Renot e
Channe
4

WwWwwwhbha
il o
BWONR AN

1

1

IGX 16

8.5

%)
o
=
o

RQRIAQRQRQARR

Nov. 3 1997 14:01 PST

Type
g729r8
g729ar 8
g729ar 8v
g729r 8v
g729r8
g729ar 8
g729ar 8v
g729r 8v

Conmpress Code COS
LDCELP
LDCELP
LDCELP
LDCELP
LDCELP
LDCELP
LDCELP
LDCELP

Voice Connections 6-45



dspcons

Description
Display connections and abit status.

System Response

sSws3 VT Super User BPX 15 8.5 July 25 1997 11:52 GVI
Local Renot e Renot e Local Renot e
Channel NodeNane Channel State A-bi t A-bi t
4.1.2.1 swhs3 4.3.2.1 (04 K K
4.1.2.2 swhs3 4.3.2.2 (04 K K
4,1.2.3 sw53 4.3.2.3 Gk oK K
4.1.2. 4 swhs3 4.3.2.4 (04 K K
4,1.2.5 sw53 4.3.2.5 Gk oK K
4,1.2.6 sw53 4.3.2.6 Gk oK K
4.1.2.7 swhs3 4.3.2.7 (04 K K
4,1.2.8 sw53 4.3.2.8 Gk oK K
4,1.2.9 sw53 4.3.2.9 Gk oK K
4.1.2.10 swhs3 4.3.2.10 (04 K K
4.1.2.11 swhs3 4.3.2.11 (04 K K
4.1.2.12 swhs3 4.3.2.12 (04 K K

Thi s Command: dspcons -abit

Conti nue?

Table 6-29 dspcons—Optional Parameters

Parameter Description

start channel Specifies the channel to begin the display. The start channel on aCDP or CVM is
specified as dot.channel. The start channel on aUVM is dot.line.channd.

node name Specifies that only connections to this remote node from the local note be
displayed. If no "nodename" is designated, connections from the local node to al
other nodes are displayed.

connection type Specifies that only connections of acertain type be displayed. If you do not add at
least one argument to specify a particular connection type, al connections appear.
When you enter the connection type on the command line, precede it with a
hyphen (-). In some cases, you can add more than one connection type (with a
space between), but not all compound arguments are compatible, so you may not
alway's see the expected combination of types. The connection types are:
-v displays only voice connections.
-d displays only data connections.
-f displays only frame relay connections.
-abit shows A-bit (nni) status.
-fabit shows connections with failed A-bit (nni) status.
-fail shows only failed connections
-g shows only grouped connections
-siw shows service interworking connections.
-atfr shows only network interworking connections.

+d Causes the display to show the user-configured descriptor for the connection

instead of the compression and ownership fields.

6-46 Cisco WAN Switching Command Reference



dspconst

dspconst

Displaysthe status of the circuit line(s) and continues to display the status until the DEL key is
depressed. Whilethe display is on the screen, the status is automatically updated. The update
frequency is one second for each circuit line being displayed. (For example, if only onelineis
displayed, the update frequency is once per second, if three circuit lines are displayed, the update

frequency is once per three seconds). Table 6-30 shows the connection type.

Table 6-30 Types of Connection Status
Symbol Description

+ offhook

- onhook

m slow modem

M fast modem

F FAX

blank channel not connected

Full Name

Display connection state for line connections

Syntax
dspconst [circuit ling]

Related Commands

cnfchtp

Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, 1GX
Lock No
Example 1

dspconst

Description

Display the condition state for the voice channels on the node.
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System Response
al pha TRM  YourID:1 IPX 16 8.5  Aug. 16 1997 09:55 PST

Connection status display

+ of fhook, - onhook, m slow nbdem M fast nodem F FAX
1111111111222222222233
CLN 1234567890123456789012345678901
14 +
Thi s Command: dspconst
Hit DEL key to quit:
Table 6-31 dspconst—Optional Parameters
Parameter Description
circuit line Specifies the number of theline for the channel state display. If you do not specify

aline, all upped circuit lines (up to a maximum of eight at once) are displayed.
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dspsigqual

Displaysthe configuration for the A, B, C, and D bit signaling qualifiers for all channels. The only
parameter is the starting channel. You set the values for these signaling bits with the cnfrcvsig and
cnfxmtsig commands. Note that these signaling bit states are different from the states during circuit
alarm (signaling conditioning).

During normal operation of thevoicecircuit, the A, B, C, and D signaling bits may be held at afixed
value (0 or 1), inverted (1), or passed through transparently (T). For the direction of the signals, the
transmit direction is towards the PBX or channel bank. Receive is from the external equipment.

Full Name
Display signaling qualifiers

Syntax
dspsigqual <start channel>

Related Commands
cnfxmtsig, cnfrevsig

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspsigqual 8.1

Description

Display the channel signaling bit qualifiers for channel 8.1.
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System Response
bet a TRM  YourlD:1 I PX 32 8.5 Aug. 23 1997 11:39 MST
Signalling Qualifiers
From 8.1 TXAbit TXBbit TXChit TXDbit RXAbit RXBbit RXChit RXDbit

8.1 1 0 1 T T 0 | |
8.2-31 T T T T T T T T

Last Command: dspsigqual 8.1

Next Conmand:
Table 6-32 dspsigqual-Parameters
Parameter Description
start channel Specifies the starting channel. On aCDP or CVM, theformat is slot.channel. On a

UV M, the format is slot.line.channel.
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dspsvcst
Displaysthe voice SVC statistics.

Full Name
Display voice SV C statistics

Syntax
dspsvcst

Related Commands

None

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspsvcst

Description

Display the voice SV C dtatistics for the current node.
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System Response

swol TN Super User

Nunmber of Active SVC

Number of SVC Requests

Nunmber of Fail ed Requests

Last Reason for request failure
Nunmber of Conpl eted SVC Rout es
Nunmber of Failed SVC Routes
Nunmber of Del eted SVC(s)

Nunmber of Failed SVC

Max Secs To Perform SVC Route
Avg Secs To Perform SVC Route

Last Conmand: dspsvcst

Next Command:
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prtchcnf

Prints the configuration details for voice channels or data channels. This command uses the same
syntax, and prints the same information asis displayed using the dspchenf command. See the

dspchenf command for syntax and output information.

Full Name
Print channel configurations

Syntax
prtchenf [start_channel]

Related Commands

dspchenf

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtchenf 14.1

Description
Print the configuration values of circuit line 14.1.

System Response

None available because this command produces hardcopy.

Table 6-33 prtchcnf—Parameters
Parameter Description
start channel Specifies the starting channel for the print output. The format is g ot.channel.
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prtchdlcnf
Prints the dial type configurations for channels on acircuit line.
Full Name

Print dial type configuration for channels

Syntax
prtchdlcnf <start_channel>

Related Commands
cnfchdl, dspchenf

Attributes

Privilege 1-6
Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtchenf 14.1

Description
Print the dial type configuration for al channels beginning with 14.1.

System Response
None available as this command produces hardcopy.

Table 6-34 prtchdlcnf-Parameters
Parameter Description
start channel Specifies the starting channel for the print output. The format is slot.channel.
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prtcons

Prints a summary of connections terminated at the IPX or IGX node.

Full Name
Print connections

Syntax
prtcons[start_channel] [nodename] [type] [+d]

Related Commands

dspcons

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtcons

Description

Print a summary of all connections.

System Response
None available as this command produces hardcopy.
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Table 6-35 prtcons—Optional Parameters

Parameter Description

start channel Specifiesthe channel to begin the display. The start channel is specified asfollows:
sot.channel

node name Specifies that only connections to this remote node from the local note be
displayed. If no "nodename” is designated, connections from the local node to al
other nodes are displayed.

connection type Specifiesthat only connections of the specified type appear. If you do not include a

connection-type argument, all connections appear. Connection types require a
hyphen (-). Valid connection type entries are:

-V Displays only voice connections.

-d Display only data connections.

-f Displays framerelay connections.

-nni Displays frame relay network to network connections for failed

connections only.

+d Specifies that the display should show the connection descriptor string in place of
the usua compression and ownership fields.
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CHAPTER 7

Data Connections

(—) (—=)

Data commands apply to the setting up, configuring, and statistical reporting on data connections.
For descriptions of the datacommands on a FastPAD, refer to the FastPAD User’s Guide. Examples
of the tasks described in the chapter are:

® Setting up acircuit line and a data connection
® Configuring data channel redundancy
® Using interface control templates
® Enabling DFM and data channel utilization
® Enabling Embedded EIA operation
® Setting up DDS trunks
The nodes and card sets to which the commands in this chapter apply are:
® Onan IPX node, the card sets are the;
— SDP/SDI
— LDP/LDI
— CDP/BC-T1, BC-E1, or BC-J1
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Setting Up a Data Connection

® OnanIGX node, the card sets are the
— HDM/SDI,
— LDM/LDI
— CVM/BC-T1, BC-E1, or BC-J1
— UVM/UVI-2T1, UVI-2E], or UVI-2J1

Setting Up a Data Connection

To set up adata connection:

Step 1 If necessary, configure the data channel at each end of the connection. Default
configuration parameters exist, so using the following commands are optional. The

designation of adata channel hastheformat slot.port. For example, 6.3 isport 3 onthecard

inslot 6. The items that need configuring depend on the type of data connection. The
configuration commands and their associated parameters are as follows.

Step 2 Add the connection with the addcon command. The above configuration must have been

cnfdclk

cnfcldir

tstport
addyred

cnfict

cpyict

Specifies the clocking for the data channel

Sets the control leads for bidirectional pins 11 and 23 on an
EIA/TIA-232 data channel. The default is input

Use sixth lead feature to provide test port loopback
Enables optional card redundancy. This step requires extra hardware.

Configures an interface control template that determines output lead
behavior for data channels. Output |eads can be either configured as
steady state (on or off) or programmed to follow an input lead. Five
types of templates exist for channels in active, conditioned, looped,
near, and far states.

Copies interface control template information from one channel to
another. This step is optional.

completed at each end before the connection can be added.

Configuring Data Channel Redundancy

You can configure redundant data channels by installing two identical card setsin adjacent slotsand

connecting the cards to the customer’s line through a Y-cable. Applicable commands are”

® Usetheaddyred command to establish the redundant connection between the two card sets.

® Usethedelyred command to remove redundancy from a redundant pair.

® Usethedspyred command to display Y-cable configurations.

® Usetheprtyred command to print Y-cable configurations.
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Using an Interface Control Template

Data channels have an associated default interface control template for each of the active (normal),
conditioned, looped, near and far states. The templates define how the control leads at the data
interface are to be configured (asserted, inhibited, follow alocal source or follow a remote source).
Theinterface control template can be changed by using the cnfict command. Each template and each
control lead must be configured individually. The cpyict (copy interface control panel) can be used
to apply (copy) the settings of atemplate for one datachannel to those of atemplate for another data
channel.

Enabling DFM and Data Channel Utilization

DFM (Data Frame Multiplexing) is a feature on the IPX and IGX nodes in which repetitive data
patterns (such as IDLE codes) are suppressed at the source and regenerated at the remote node. This
feature has the effect of approximately doubling the bandwidth of the data channel.

Note DFM operates on connections with maximum rate of 128 Kbps.

The command for changing the DFM enable-statusfor individua datachannelsiscnfchdfm. Before
you execute this command, make sure the DFM feature has been activated on each applicable node
by Customer Service. You can check the DFM configuration for a channel by using the dspchenf
command. When the DFM feature isfirst activated at a node, it has the following default values:

® Percent of channel utilization is 100%
® Pattern length is 8 hits
®* DFM statusis enabled.

Enabling Embedded EIA Operation on the LDP or LDM

The EIA feature encodes the status of the CTS or RTS lead as the eighth bit in each data byte. The
byte subsequently is processed in accordance with the DFM algorithm, which remains unchanged.

Any DCE and DTE combination at each end isvalid. A typical configuration might havethe LDP at
one end of a connection as DCE (normal clocking) and an LDM at the other end as DTE (looped
clocking). RTSis transmitted in encoded form from the remote end to the local end, and CTSis
transmitted in the other direction. Other EIA leads use the non-interleaved format.

The EIA feature isallowed for all legal baud rates 19.2 kbps and below and is activated by typing
encoding type 7/8E followed by an * Z when adding a connection using the addcon command.
Different channels on the same card may be set up with or without the feature, but all ports on the
card must be configured at or below 19.2 kbps for EIA to be active. Note that you do not have to
enter *Z after 7/8E on the command line because the system automatically entersiit.

Setting Up DDS Trunks

DDS Trunks normally operate at 56 Kbps. The IPX and IGX nodes can provide adirect interface to
aDDS line and provide limited distance access to Data Service Units (DSUs) by using the DDS
format over private lines. The LDI4/DDS back card and LDP (Model B) or LDM front card support
DDS. Each LDI/DDS supports four DDS trunksin DSU or OCU modes.

Data Connections 7-3



Setting Up DDS Trunks

® Usethecnfdchtp command to configure the DDS port. Specify OCU or DSU for the port type.

® Add the connection using the addcon command. When prompted for the rate, enter 2.4 Kbps,
4.8 Kbps, 9.6 Kbps, 19.2 Kbps, or 56 Kbps.
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Summary of Commands

Summary of Commands

Table 7-1 shows the full command name and starting page of each description:

Table 7-1 Data Connection Commands

Mnemonic Description Page
addcon Add connection 7-6
cnfchdfm Configure Data Frame Multiplexing (DFM) 7-11
cnfcheia Configure EIA 7-13
cnfcldir Configure control lead direction 7-15
cnfdchtp Configure data channe! interface type 7-17
cnfdclk Configure data clock 7-20
cnfict Configure interface control template 7-24
cpyict Copy interface control template 7-29
delcon Delete connection 7-31
dspchenf Display channel configuration 7-33
dspcon Display connection 7-35
dspcons Display connections 7-37
dspict Display interface control template 7-40
prtchenf Print channel configuration 7-42
prtcons Print connections 7-43
prtict Print interface control template 7-45
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addcon

Establishes data channel connections between nodesin anetwork. After you add aconnection using
the addcon command, the node automatically routes the connection. The node where you execute
addcon isthe“owner” of the added connections. The concept of ownership isimportant because you
must enter information about automatic rerouting and preferred routing at the node that owns the
connection. See the cnfpref and cnfcos commands for more information on automatic rerouting.
Before the node adds the connection, the proposed connection appears on the screen with a prompt
for you to confirm the addition.

When applied to data connections, the addcon command adds a synchronous data connection to the
network. You can add synchronous data connections to any node slot equipped with either an LDP
or SDP card in an IPX node or an LDM or HDM in an IGX node. Before you add a connection,
determine the desired datarate. To find the data rates that individual cards support, refer to the card
descriptions in the Cisco | GX 8400 Series Reference manual or the Cisco |PX Reference manual.

When connecting sets of data channels, you do not have to specify the full channel set for the local
end of the connection. You have to designate only thefirst channel in the range. For example, to add
connects 27.1-4 at local node alphato channels9.1-4 at beta, you can enter “addcon 27.1-4 beta9.1”.
If Y-cable redundancy has been specified, you can add data connections at only primary card slots
(not at the secondary card slots). See the addyred description for more information. Standard Data
RatesTable 7-2 lists the data rates. The following notations appear with some data rates:

o« * Must be used with 8/8 or 8/8I coding.

 /n  Specifiesapartialy filled packet type: the /n allows partial packets to be sent and so
avoid the delay incurred by waiting to build afull packet

o f Entered after the datarate, an f specifies “fast EIA” (interleaved EIA) for the connection.

e t Indicates “transparent” (CDP or CVM subrate DSOA): if you include the t-option, the
IPX or IGX node does not check for supervisory or control information.

Table 7-2 Standard Data Rates

Standard Data Connection Rates

12 3.6 8 16f 64f 230.4f
1.2/2 3.6/4 8/10 19.2 72 256f
1.2f/1 3.6f/2 8f 19.2f 76.8 288
1.2f/2 3.6f/5 9.6 24 84 336
18 4.8 9.6/10 24f 96 384f
1.8/2 4.8/4 9.6f 28.8 96f 448
1.8f/2 4.8/10 12 28.8f 112 448f
24 4.8f/5 12/10 32 112f 512
2.4/2 6.4 12.8 32f 115. 512f
2.4/4 6.4/4 12.8/10 384 128 672
2.4f/2 6.4/10 12f 48 128f 768
2.4f/5 6.4f/5 14.4 48f 144 2772
32 7.2 14.4/10 56 168 896
3.2/4 7.214 14f 56f 192 1024
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Standard Data Connection Rates
3.2f/2 7.2/10 16 57.6 224 1152
3.2f/5 7.2f/5 16.8 64 230.4 1344+

CDP or CVM super-rate types:(types indicate the number of 56 Kbps or 64 Kbps channels in the super-rate
bundle—See Example 2)

1x56 5x56 1x64 5x64
2x56 6x56 2x64 6x64
3x56 7x56 3x64 764
4x56 8x56 4x64 8x64
CDP or CVM subrate DSOA (transparent data rates)

2.4t 4.8t 9.6t 56t

In“fast EIA” signalling mode, an interleaved byte of EIA signalling information is associated with
every byte of datain apacket. Thisformat is appropriate for applicationswhere EIA lead transitions
must closely synchronize with user data. Fast EIA can apply to data rates up to 512 Kbps.

When user-data arrives with the 7/8 coding format, 7-bit bytes are used to build a packet. The
user-data can have any format and can contain any pattern, including all “0”s. Thesingle“ 1" inserted
in the final bit position ensures that no more than seven consecutive “0" s occur in abyte. The 7/8
coding format is the safest mode to use when the data protocol is unknown.

When user-data arrives with the 8/8 coding format, 8-bit bytes are used to build a packet. The 8/8
coding format is more efficient than the 7/8 format, but the end-user equipment is responsible for
meeting the T1 requirement of no more that 7 consecutive “0”sin a byte. If this requirement is not
met, the IPX or IGX nodeinsertsa“1” to invalidate the data. This mode can be used if the data or
line protocol avoids long strings of zeros. An examplelineisaT1 trunk that uses B8ZS encoding.

When the arriving user-data has the 8/8I coding format, all 8 bits are used to form the bytesin a
packet. The dataisinverted so that 1s are changed to Os, and 1s are changed to Os. The end-user
equipment must guard against data that contains over 7 consecutive “1”s in a byte, which (when
inverted) would violate the T1 transmission requirement. This violation of the T1 transmission
requirement would cause the IPX or IGX nodetoinsert a“1” toinvalidatethe data. Thisformat can
be used for data protocols in which the idle codes are long strings of 0s, and the data bytes are
scrambled.

If the data protocal requires an acknowledgment and is del ay-sensitive avoid routing the connection
over asatelliteline (*sfor avoid). If 8/8 or 8/8I coding isthe selected format, Cisco suggests avoiding
the use of trunkswith zero code suppression (* z for avoid) because it could corrupt the last bit in the
byte.

Full Name
Add a connection

Syntax
addcon <local channel> <remote node> <remote channel> <type> <coding> [avoid]

Related Commands
delcon, dncon, dspcon, dspcons, upcon
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Attributes

Privilege 1-2
Jobs Yes

Log No

Node IPX, 1IGX
Lock Yes
Example 1

addcon 6.1 pubsipx2 11.1 56
Description

Add alow speed data connection of 56 Kbps at 6.1. The connections are highlighted on the screen.
A prompt appears asking you to confirm these connections. Respond “y” for yesto add the
connection. The connections screen then appears showing that data channel 11.1 on node pubsipx2
is connected to channel 6.1 on node pubsipx1. The“56” under the “type” category indicatesthat the
data rate for the channel is 56 Kbps.
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System Response

pubsi px1 TN Super User I PX 16 8.5 July 25 1997 06: 23 PDT
From Renot e Renot e
6.1 NodeNane Channel State Type Conmpress Code COS
6.1 pubsi px2 11.1 Ck 56 778 0

Last Command: addcon 6.1 pubsipx2 11.1 56

Next Command:

Example 2
addcon 5.1 beta 6.1-4 4x64

Description (CDP super-rate connection)

Add a 256 Kbps (4x64) connection from an SDP at node “alpha’ to the CDP at node “beta.” Data
rates come from the Standard Data Rate Connectionsin the preceding pages. The elements on the
command line consist of the following:

addcon slot.port remote nodename slot.start channel at far-end channel rate

Example 3
addcon 5.4-7 beta 6.1-4 4x64

Description (CDP to CDP or CVM to CVM)

Add a256 K bps (4x64) dataconnection fromaCDP (or CVM) at node“alpha’ to the CDP (or CV M)
at node “beta.” The syntax for this example requires that the start and end channel are entered for
both ends of the connection and that the data rate is specified to be the same at both ends. The
channel numbers can be different on each end if they are contiguous.

addcon dot.start channel -end channel remote nodename

dot.start channel -end channel rate
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Table 7-3

addcon—Parameters

Parameter

Description

local channel

Specifies the local channel or set of channelsin the format s ot.port [—port]. (The
brackets indicate you can specify arange of channels.)

remote node

Specifies the name of the node at the other end of the connection.

For a DACS-type connection (where a channel on a node connects to achannel on
the same node), use the local node name for remote node.

remote channel

Specifies the remote channel or set of channels in the format dot.port [—port]. (The
brackets indicate you can specify arange of channels.)

type

Specifies the data connection bit rate, EIA control lead mode, and in some cases,
the number of data bytesin a data packet. Refer to the Standard Data Connection
ratesfor allowable bit rates.

coding

Specifies the data coding format for data transmissions. Valid formats are:

7/8 7 bits of user data plusa"1" inserted in the fina bit position of each
data byte in a data packet. Thisis the default coding.

7/8e Used with LDP or LDM application.

8/8 8 bits of user data for each data byte in a data packet.

8/8l 8 bits of user data for each data byte in a packet. The dataiis inverted

Table 7-4

addcon—-Optional Parameters

Parameter

Description

avoid

Specifies the type of trunk for the connection to avoid. The default is no avoidance.
The choices are:

*s avoid satellite trunks.
*t avoid terrestrial trunks.

*z avoid trunks using zero code suppression techniques that modify any bit
position to prevent long strings of 0s.
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cnfchdfm

Enables or disables Dat Frame Multiplexing (DFM) for individual channels and sets the DFM
parametersfor the channels. The default state whenthe DFM featureisactivated on acardisenabled.
Because DFM is a purchased option, the Cisco Technical Assistence Center (TAC) must activate on
the applicable nodes before you use the cnfchdfm command. The cards that support the use of
cnfchdfm are the SDP and L DP on the IPX node and the LDM and HDM on the IGX node.

The DFM feature must be both installed and enabled. The DFM feature must be installed through
software control at each node terminating the connection. If DFM isnot installed for apertinent node
in the network, the cnfchdfm command has no effect at that node. Furthermore, you must use
cnfchdfm at both ends of the connection to enable DFM.

Full Name
Configure channel DFM

Syntax
cnfchdfm <channel(s)> <7 | 8| 16> [e | d]

Related Commands

dspchenf

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchdfm 5.1 8

Description

Set the DFM pattern length to 8 bits for data channel 5.1.

Data Connections 7-11



cnfchdfm

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 16:21 PST
Maxi mum El A % DFM Pattern DFM

Channel s Update Rate Util Lengt h St at us

5.1 15 100 8 Enabl ed

5.2-4 2 100 8 Enabl ed

Last Command: cnfchdfm5.1 8

Next Command:

Table 7-5 cndchdfm—Parameters

Parameter Description

channd Specifies the channel or range of channels.

7/8/16 Specifies the pattern length in bits for the DFM algorithm. The default is 8 bits
Table 7-6 cndchdfm—Optional Parameters

Parameter Description

e/d Enables or disables DFM. The default is"e." Note that DFM works at rates no

higher than 128 Kbps.
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cnfcheia

Sets the sampling rate for the updating EIA control leads. This rate can be set from 0 (no sampling)
to 20 updates per second and defaultsto 2 seconds. Thisrate governsthe polling interval and packet
generation rate for the EIA |eads associated with the channel.

At 20 updates/sec, the control leads are polled for changes every 50 msec. Therefore, changes
occurring more rapidly than that may not be detected. If there is no changein EIA lead status, no
packet is sent. A minimum of one update per second is sent if the maximum update rate chosen is
from 1 to 20. If the connection is configured in such away that an implied isochronous clock is
detected, the update rate is always 20/sec in the same direction asthat of the clock signal. For 1.544
Mbps data connections, this defaults to 0.

Full Name
Configure EIA update rate for channels

Syntax
cnfcheia <channel(s)> <update rate>

Related Commands

dspchenf

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchela5.1 15

Description

Set the EIA update rate to 15 sec. for data channel 5.1.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 16:20 PST
Maxi mum El A % DFM Pattern DFM
Channel s Update Rate Util Lengt h St at us
5.1 15 100 8 Enabl ed
Last Command: cnfcheia 5.1 15
Next Conmand:
Table 7-7 cnfcheia—Parameters
Parameter Description
channd Specifiesthe channel or range of channels to over which to configure the EIA
update rate.
update rate Specifies the maximum EIA update rate in updates per second.
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cnfcldir

Sets the control lead direction for pins 11 and 23 on the EIA/TIA-232 data channels of an SDP or
HDM card set. Thisallows the control leads to carry “backward” channels. Pins 11 and 23 on an
EIA/TIA-232 interface are bi-directional . The signals on these pins can have various names, such as
Sl, SF, CH, ClI, and QM. To display control lead information about pins 11 and 23, use the dspbob
command. Use the cnfict command to configure the behavior of al output leads.

Full Name
Configure control lead direction

Syntax
cnfcldir <channel> <lead> <direction>

Related Commands
cnfict, dspbob, dspict

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfcldir 3.1 11 input

Description

Configurelead number 11 of channel 3.1 to be aninput. The screen example shows the display after
the system has accepted the input asvalid.
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System Response

pubsi px1 TN Super User I PX 16 8.5 Aug. 14 1997 00: 30 GvVIr
Port: 3.1
Interface: V35 DCE
Cl ocki ng: Nor mal
I nputs from User Equi pnent Qutputs to User Equi pnment
Lead Pin Lead Pin Lead Pin Lead Pin
RTS C CTs D
DTR H DSR E
™D P/'S DCD F
TT uw RI J
™ K
RxD RT
RxC VI X
T™XC Yl a

Last Command: cnfcldir 3.1 11 input

Next Command:

Table 7-8 cnfcldir—Parameters

Parameter Description

channel Specifies the EIA/TIA-232 data channel whose control lead direction to configure.

pin number Specifies the pin number of the control lead. The valid pin numbers are 11 and 23.

direction Specifies the direction of the control lead signal. Valid control |ead directions are:
Input: The control lead acts as an input to the IPX or IGX node. Thisisthe
default.

Output: The control lead acts as an output from the IPX or IGX node.
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cnfdchtp

Configuresa CDP, CVM, or LDP or LDM DDS port interface type to OCU or DSU. When
configuring DDS operations, this command returns an error if executed on a slot with an
EIA/TIA-232 back card. It forces aback card slot from EIA/TIA-232 mode to DDS mode if a back
card isnot installed and there are no connections. Any Y-cableassociationisdeleted inthiscase. The
clocking tracks the DDS port interface type. OCU type interfaces are configured as “looped”, and
DSU type interfaces are configured as “normal”. The default interfaceis“DSU”.

When configuring CDP or CVM operation, this command configures DCE types as “normal”
clocking and DTE types as “looped” clocking. The default typeis DCE. For T1 lines, DSOA on T1
unassigned signalling is configurable. When a connection is not present, voice channels are
converted to data channels.

Full Name
Configure data channel interface type

Syntax
cnfdchtp <channel> <interface type> [unassigned signaling]

Related Commands

none

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfdchtp 31.1 oc
Description

Configure DDS channdl 31.1 as OCU.
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System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 17:30 MST
Dat a Channel : 31.1

I nterface: DDS- 4 OCU Config

Cl ocki ng: Looped

Interface Control Tenplate for Connection while ACTIVE
LeadCut put Val ueLeadCut put Val ue

DSRONCTSON
DCDON

Last Conmand: cnfdchtp 31.1 oc

Next Command:

Example 2
cnfdchtp 22.1 dce

Description
Configure channel 22.1 as DCE with T1 unassigned signalling.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:30 MST
Dat a Channel: 22.1

Interface: M ssing DDSOA DCE Confi guration

Cl ocki ng: Nor nal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
DSR ON CTS ON
DCD ON

Last Command: cnfdchtp 22.1 dce t

Next Command:
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Table 7-9 cnfdchtp—Parameters

Parameter Description

channd Specifies the channd to configure in the format <slot>. <port>.

interface type Specifies the interface type to configure. An LDP or LDM DDS port can be

configured as DSU or OCU (enter ‘ds’ or ‘oc’). A CDP or CVM port can be
configured as DCE or DTE (enter ‘dce’ or ‘dt€’).

Table 7-10 cnfdchtp—Optional Parameters
Parameter Description
channd Specifies the channd to configure in the format s ot. port

unassigned signalling  Specifies an optiona parameter for T1 linesto indicate DSOA or T1 unassigned
signaling. Enter ‘d’ for DSOA or ‘t’ for T1.
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cnfdclk

Configuresthe clocking for adata channel. In general, the clock configuration may be normal, split,
or looped for an SDP or HDM (fewer optionsfor an LDP or LDM). The clock configuration of each
channd of a connection determines how the clock will be propagated through the network, and how
external equipment should be synchronized.

If clocking is not set correctly, there may be no synchronization, and the connection will operate in
aplesiochronous mode. Each dataport can be configured independently to act aseither DCE or DTE
by adjusting the jumper (SDI card) or changing the adapter cable (LDI card) on the data interface

card. The effect of the clocking type designated depends on whether each data port is configured as
DTE or DCE. The following data clocking configurations are possible with the cnfdclk command:

DCE-Configured Data Port: Normal Clocking

When the data port is configured as DCE, selecting a clocking type of “n” (for normal) resultsin
clocking asillustrated below. The IPX or IGX node, acting as DCE, provides both the transmit and
receive data clocks to the user equipment.

Figure 7-1 Normal Clocking on a DCE
P TxC active
User IPX
equipment RXC active
DTE TT (XTC) ignored DCE 3
************************** > N
[%]

DCE-Configured Data Port: Split Clocking

When the data port is configured as DCE, selecting a clocking type of “s” (for split) resultsin
clocking asillustrated below. In “split” clocking, TT may be generated independently of RxC. The
maximum data rate for split clocking is 112 kbps.

Figure 7-2 Split Clocking on a DCE
TxC ignored
( 77777777777777777777777777
User IPX
equipment RxC active
<
DTE TT (XTC) active - DCE 2
&

DCE-Configured Data Port: Looped Clocking

When the data port is configured as DCE, selecting a clocking type of “|” (for looped) resultsin
clocking asillustrated below. The “Terminal Timing” signal, called TT or XTC, issimply RxC
looped back from the user equipment. In this configuration, it isimportant that the two clocks (RxC
and TT) be frequency locked. This clocking configuration is supported for all data rates.
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Figure 7-3 Looped Clocking on a DCE
TxC ignored
( 77777777777777777777777777
User
equipment RXC active
DTE TT (XTC) active

DTE-Configured Data Port: Normal Clocking

When the data port is configured as DTE, selecting a clocking type of “n” (for normal) resultsin
clocking asillustrated below. The IPX node, acting as DTE, receives both the transmit and receive
data clocks from the user equipment. When the user equipment is not referenced to the network
clock, the maximum data rate for this configuration is 112 kbps. The two clocks must be

frequency-locked for proper operation.

Figure 7-4 Normal Clocking on a DTE
TxC active
User
equipment RxC active
DCE TT (XTC) ignored
f 7777777777777777777777777

IPX/IGX

DCE

DTE-Configured Data Port: Split Clocking

When the data port is configured as DTE, sdlecting a clocking type of “s” (for split) resultsin the
clocking asillustrated below. When the user equipment is not referenced to the network clock, the
maximum data rate for this configuration is 112 kbps. The two clocks must be frequency-locked for

proper operation.

Figure 7-5

Split Clocking on a DTE

User
equipment

DCE

TxC ignored

RxC active

IPX/NIGX

DTE

TT (XTC) active

A

DTE Configured Data Port: Looped Clocking

If you specify clocking type of “I” (looped) when the data port isin DTE mode, the result is the
clocking arrangement shown in Figure 7-6. The RXC clock signal isthe TT(XTC) signal looped back
tothe IPX or IGX node by the user equipment. The network supports this clocking configuration for
all datarates. The restrictions to the data clocking schemes are:

IPX/IGX

DTE

S5256

S5257

S5258
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® Except for special cases, isochronous clocking is limited to data rates of 112 Kbpsor less. For
higher datarates, all clocks must be frequency-locked to the network.

® For any port there must be only one isochronous clock in a direction. Any situation where user
equipment provides two clock signals that are not locked is subject to slippage.

® Slippage may also occur in any situation where there are opposing user clocksfor asingle
direction of data.

Figure 7-6 Looped Clocking on a DTE
TxC ignored
7777777777777777777777777 4>
User IPX/IGX
equipment RXC active
DCE | TT (XTC) active DTE 2
)
Full Name

Configure data channel clocking type

Syntax
cnfdclk <channel> <normal/split/l ooped>

Related Commands

none
Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

enfdelk 5.1 n

Description

Configure the clocking for channel 5.1 to normal.
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System Response

al pha TRM  YourlD: 1
Dat a Channel : 5.1
Interface: V35 DCE
C ocki ng: Nor nal

I nterface Control

Lead Qut put Val ue

I PX 16

8.5

Qut put Val ue

Aug. 23 1997 10:41 PST

Tenpl ate for Connection while ACTIVE

RI(J) OFF ON
CTS (D) OoN OFF
DCD( F) OoN
Last Command: cnfdclk 5.1 n
Next Conmand:
Table 7-11 cnfdclk—Parameters
Parameter Description
channd Specifies the channd to configure in the format <slot>. <port>.

normal/split/looped
» nfor Normal
» sfor Split
« | for Looped

Specifies the clocking type to assign to the channel. Valid clocking types are:
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Setstheinterface control template signals. The signal sthat can be set using cnfict depend on the type
of back card used and whether the hardware is configured for DCE or DTE. On an IPX node, the
applicable front cards are the SDP, LDP, FRP, CDP (for data), and FTC (for data). On an IGX node,
theapplicablefront cardsarethe LDM, HDM, FRM, CVM (for data), and FTM (for data). Each data
channd has a default interface control template for its active, conditioned, and looped near and far
states. The cnfict command is used to change a control template. Each interface control lead in each
template isindividually configured.

When Y-cable redundancy isin effect, the control template configuration for the data channels
terminating at the primary slot is also applied to the data channels of the secondary slot. Any
configuration information for the secondary slot isignored. Table 7-12 shows the configurable |eads
and the equivalence between EIA/TIA-232C, EIA/TIA-232D, EIA/TIA-449,V.35, and X.21
interfaces. The leads are configurable for each type of data interface supported by the IPX or IGX
node. The entries under the “IPX/IGX Name”’ column indicate the abbreviations to use when
specifying input or output leads on the command line. A node treats leads impartially for
non-interleaved connections. Any signal received on an EIA pin at one end may be transmitted to
any pin at the other end, up to the maximum of 12 EIA leads on any interface type. For interleaved
EIA connections, refer to the “Fast EIA” column. The column shows which leads are carried in the
interleaved bytes of the data packets. All remaining leadsare carried in standard control lead packets.

Table 7-12 Configurable Lead Names and Functions

Configurable Leads

IPX/IGX EIA/TIA- EIA/TIA-  EIA/TIA-
Source Name 232C 232D 449 V.35 X.21 Fast EIA  Function
DTE RTS CA CA RS C F4 Request to Send
DCE CTS CB CB CSs D F4 Clear to Send
DCE DSR cC CcC DM E F3 Data Set Ready
DCE DCD CF CF RR F F7 Data Carrier Detect (RLSD)
DCE QM QM QM Equalizer Mode
DTE pin11 11 11 Sometimes used for Data
DCE SDCD SCF SCF Secondary Data Carrier Detect
DCE SCTS SCB SCB Secondary Clear to Send
DTE STxD SBA SBA F5 Secondary Transmit Data
DTE NS NS F7 New Sync
DCE SRxD SBB SBB F5 Secondary Receive Data
DCE DCR DCR Divided Receiver Clock
DTE RL RL RL F6 Remote Loopback
DTE SRTS SCA SCA Secondary Request to Send
DTE DTR CD CD TR H F3 Data Terminal Ready
DCE SQ CG CG SQ Signal Quality Detect
DCE RI CE CE IC Jr* Ring Indicator
DTE SF CH CH SF Signal Rate Select (to DCE)
DCE Sl Cl Cl Sl Signaling Rate Select. (to DTE)
DTE BSY BSY IS F1 Busy (In Service)
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Configurable Leads
IPX/IGX EIA/TIA-  EIA/TIA-  EIA/TIA-

Source Name 232C 232D 449 V.35 X.21 Fast EIA  Function
DCE SB TST SB F1 Test Indicator
DTE LL LL F2 Local Loopback
DCE ™ ™ Kt F6 Test Mode
DTE 5SS SS Select Standby
DTE C C Control

DCE I I Indicator

1. Applicable to SDP cards only.

Note that pins 11 and 23 on an EIA/TIA-232 port are bi-directional, and their default directionis
input. Seethe cnfcldir command for information on changing the direction of these pins. The cpyict
command can be used to copy an interface control template from one data channel to another. It can
then be edited using the cnfict command. The dspbob command displays the state of leads at
specified intervals.

Full Name
Configure interface control templates

Syntax
cnfict <port> <template> <output> <source>

Related Commands
addextp, dspict, tstport

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfict 31.1 ¢ SB on

Description
Configure the conditioned interface control template for channel 31.1to SB on (DDS).
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System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 17:30 MST
Dat a Channel : 31.1

I nterface: DDS- 4 OCU Config

Cl ocki ng: Looped

Interface Control Tenplate for Connection while CONDI TI ONED

Lead Qut put Val ue Lead Qut put Val ue
SB ON RI CFF

DSR OFF CTs ON

DCD OFF

Last Command: cnfict 31.1 ¢ sb on

Next Conmmand:

Example 2
cnfict 25.1aCTSon

Description
Configure the active interface control template for channel 25.1to CTS on (EIA/TIA-232).

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:36 MST
Dat a Channel : 25.1

I nterface: El A/ TI A- 232 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead CQut put Val ue
RI OFF DSR ON

CTS ON SRxD ON

DCR OFF DCD ON

SCTS ON SDCD ON

SQ ON

Last Command: cnfict 25.1 a cts on

Next Command:
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Example 3
cnfict 5.1 active CTS on

Description
Configure the active interface control template for channel 5.1 to CTS on (V.35).

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 10:29 PST
Dat a Channel : 5.1

I nterface: V35 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
R (J) OFF DSR (E) ON

CTS (D) ON ™ (K) OFF

DCD (F) ON

Last Command: cnfict 5.1 a cts on

Next Conmand:

Table 7-13 cnfict—Parameters

Parameter Description

port Specifies the data channel or frame relay port whose interface control templateis
to be configured. Entered as <dot.port>. On an IPX node, the applicable cards are
the SDR, LDP, FRP, CDP, and FTC. On an IGX node, the applicable cards are the
LDM, HDM, FRM, CVM, and FTM.

template Specifieswhich interface control template to configure for the channedl and has the

format <a/c/l/n/f>. Vaid entries are listed below: The only valid template for a
framerelay port, X.21 or V.35, isthe ACTIVE template. Also, all the output leads
have steady state values and do not follow local or remote inputs

Entry Template Description

a Active The "active" control templateisin effect while
the data channel is active (normal operation)
i.e. when the connection is routed and not
failed.
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Parameter Description

c Conditioned

The "conditioned" control templateisin effect
when conditioning is applied to the data chan-
nel. The conditioned template is used when the
network detects that it cannot maintain the con-
nection because of card failures or lack of
bandwidth (The connection isfailed.)

I Looped

The "looped" template is in effect when the
datachannel is being looped back in either
direction. The looped template is used when
addloclp or addrmtlp has been used to loop the
connection within the network.

n Near |oopback

The"near" templateisin effect when running a
tstport n or an addextlp n on aport. The port is
configured such that the external near modem
is placed in aloopback.

f Far loopback

The "far" template isin effect when running a
tstport f or an addextlp f on aport. The port is
configured such that the external far-end
modem is placed in aloopback.

output Specifies the output lead. Refer to the Configurable Lead information in the
command description for abbreviations. Configurable output leads vary with the
type of datainterface (EIA/TIA-232, V.35, X.21, or EIA/TIA -449).

source Specifies how the lead is to be configured and has the format <on | off
|local|remote> <input> [delay]. Valid source choices follow:

Source Options

on The output lead is asserted.

off The output lead is inhibited.

I (for local) indicates that the output follows alocal lead.

r (for remote) indicates that the output follows a remote lead.

input  Specifies the name of the local or remote input lead that the out-

put lead follows.

delay  Specifiesthetimein milliseconds that separates the “off” to “on”
lead transitions. Delay is valid only when the output lead isCTS
and theinput lead isloca RTS. “On” to “Off” lead transitions are
not subject to this delay.
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cpyict

Copies all control template information associated with a given channel: the active template
information, the conditioned templateinformation, and thelooped template information for near and
far ends. Once copied, the control template information may be edited with the cnfict command. See
the cnfict command for more information on interface control templates.

On an IPX node, the applicable front cards are the SDP, LDP, FRP, CDP (for data), and FTC (for
data). On an IGX node, the applicable front cards are the LDM, HDM, FRM, CVM (for data), and
FTM (for data).

Full Name
Copy interface control templates

Syntax
cpyict <source port> <destination_port>

Related Commands

cnfict, dspict

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfict 25.1 25.2

Description
Copy the interface control template for data channel 25.1 to channel 25.2.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:40 MST
Dat a Channel : 25.2

I nterface: El A/ TIA 232 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
RI OFF DSR ON

CTS ON SRxD ON

DCR OFF DCD ON

SCTS ON SDCD ON

SQ ON

Last Command: cpyict 25.1 25.2

Next Conmand:
Table 7-14 cpyict—Parameters
Parameter Description
source channel Specifies the data channel or frame relay port whose interface control template

information to copy.

designating channel Specifies the data channel or frame relay port that will receive the copied control
template information.
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delcon

Removes connections from the network. After entry of the channel or range of channelsto delete, a
prompt requests confirmation of the selection. Connections can be deleted from the node at either
end of the connection. Do not del ete a connection when the node at the other end of the connection
is unreachable. The unreachable node does not recognize the deletion. It is especially important not
to delete a connection to an unreachable node and then connect that channel to another node.

Full Name
Delete connections

Syntax
delcon <channel(s)>

Related Commands
addcon, dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delcon 3.1

Description

Delete connection 3.1.
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System Response

pubsi

px1

Local

Chan
1

B00muuooauoww
GO O RRRRRR RN

3.1

nel

TN Super User

Renot e

NodeNane
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1
pubsi px1

This Conmand: delcon 3.1

Renot e
Channe

BUOO DO ®U0ww

2

Del ete these connections (y/n)?

Table 7-15

delcon—Parameters

PRPROOORROORRER

. 102

101

204
203

111

. 222
. 223

I PX 16 8.5 Aug. 14 1997 00:53 GMr

)
o
=
o
<
o°

@

Conmpress Code COS
64 7/ 8
64 7/ 8

'QQRQAQAQKRQLQARRQ

Parameter

Description

channel

Specifies the data channel or channelsto delete. The format isdot.port.
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dspchenf

Displays configuration details for data channels. This command provides information for voice,
Frame Relay, ATM, and data channels. For data connections on the specified card and starting with
the specified channel, the dspchenf command displays the following information:

® Maximum EIA update rate

® Percentage of channel utilization
® DFM pattern length

® DFM status.(enabled or disabled)

The data cards that support this command are the SDP and L DP on the IPX node and the HDM and
LDM on the IGX node.

Full Name
Display channel configurations

Syntax
dspchenf <start_channel>

Related Commands
cnfchadv, cnfchdfm, cnfchdl, cnfcheia, cnfchgn, cnfchtp, cnfchutl, cnffrcon

Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspchenf 3.1

Description

Display the configuration values for data channels starting at 3.1.
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System Response

pubsi px1 TN Super User I PX 16 8.5 Jan. 9 1997 00:04 GJr
Maxi mum El A % DFM Pattern DFM
Channel s Update Rate Util Lengt h St at us
3.1-4 2 100 8 Enabl ed
Last Command: dspchcnf 3.1
Next Conmand:
Table 7-16 dspchcnf-Parameters
Parameter Description
start channel Specifies the starting channel using the format dot.port
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dspcon

Displays connection information for a specified channel. The information displayed includes:

The channel numbers for both the local and remote ends of the connection.
The node names at both ends of the connection.
The routing restriction.

The class of service (COS) of the connection. For an explanation of COS, refer to the chapter
titled “ Optimizing Traffic Routing and Bandwidth.”

The connection route. listing the end nodes and any intermediate nodes.
The preferred route for the connection (if configured).

The status of the cards associated with the connection.

Any Y-cable conflicts.

The compression status (VAD on or off, ADPCM on or off, DFM on or off, frame relay
compression on or off).

The connection descriptor (if configured).

The status that may be displayed includes:

OK Connection OK
FAILED Connection failed
Full Name

Display connection

Syntax
dspcon <channel>

Related Commands
cnfchec
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Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspcon 13.1

Description

Display information for data channel 13.1. This connection is FAILED and “ off hook.”

System Response

pubsi px1 TN Super User I PX 16 8.5 Aug. 14 1997 00: 20 GVI
Conn: 13.1 pubsi px1 13.2 p

Desc: bogus Status: Fail ed
Pat h: Rout e infornation not applicable for I|ocal connections

pubsi px1 Line 13: Failed OFFHK pubsi px1 Line 13: Failed OFFHK

Last Command: dspcon 13.1

Next Command:
Table 7-17 dspcon—Parameters
Parameter Description
channel Specifies the channel. The command displays connection information for one

channd at atime. The format for channel specification is s ot.channel.
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dspcons

Displays a summary of the connections on an IPX or IGX node. Status that may be displayed

includes:

OK

FAILED

Connection OK

Connection failed

Table 7-18 describes the fieldsin the dspcons screens.

Table 7-18 Fields in the dspcons Display

Fields Description

Local Channel The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.

State The state of the connection(s) as follows:

OK Routed

Down Downed

OK Downed Waiting for onhook to occur to allow courtesy down to take
place for connection(s) that have been courtesy downed using
the dncon command.

Failed Unrouted, but trying

Type The type of connection (v = voice, d = data, fr = frame relay, atfr = ATM to
frame relay interworking, atfst = ATM to frame relay interworking with
ForeSight, -fail = failed connections; datarate in kbps for data)

Route Avoid The type of lines to avoid when routing (satellite lines, terrestrial lines, lines
with zero code suppression).

Compression The type of compression applied to the connection (PCM, PCM and VAD,
ADPCM, VAD and ADPCM for voice connections), (DFM for data
connections).

COs The Class Of Service.

Owner The end of the connection in control of re-routing.

Descriptor The connection descriptor string (if +d option specified).

L oopback A connection with alocal loopback is indicated by aright parenthesis symbol
between the“Local Channel” and “ Remote NodeName” columns. A framerelay
connection with a port loopback isindicated by aright bracket symbol between
the“Loca Channel” and “Remote NodeName” columns. A connection with a
remote loopback is indicated by aright parenthesis symbol before the channel
number in the “Remote Channel” column.

Full Name

Display connections

Syntax

dspcons [start_channel] [nodename] [connection type] [+d]
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Related Commands
addcon, cnfchadv, chfchdfm

Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspcons

Description

Display a summary of all connections.

System Response

al pha TRM Your| D: 1 I PX 16 Rev: 8.5 Aug. 16 1997 09: 42 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
5.1 bet a 25.1 Gk 256 718 0 L
9.1 gamma 8.1 Ck v 0 L
9.2 bet a 19.2 Ok v 0 L

14.1 gamma 15.1 k \Y VAD 2 L

Last Conmand: dspcons

Next Command:

Example 2
dspcons +d
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Description

Display the connection with descriptors.

System Response

pubsi px1

Local
Channe
5.1.100
6.1

TN Super User

Renot e

NodeNane
pubsi px3
pubsi px2

Last Conmand: dspcons +d

Renot e
Channe
5.1.200
11. 1

I PX 16

8.5

State
Ok
Ok

July 25 1997 06: 40 PDT

Type
fr
56

Descri pt or

Next Command
Table 7-19 dspcons—Optional Parameters
Parameter Description
start channel Specifies the channel to begin the display. The start channel is specified as follows:
slot.channel | dot.port.dici | slot.vpi.vci
node name Specifies that only connections to this remote node from the local note be

displayed. If no "nodename" is designated, connections from the local node to al

other nodes are displayed.

connection type

Specifiesthat only connections of this type be displayed. If no "connection type" is
designated, all connections appear. When you enter the connection type on the
command line, precede it with a hyphen (-). Valid connection typesto display are:

-V Displays only voice connections.
-d Display only data connections.
-f Displays frame relay connections.

-abit Shows A-bit (nni) status.

-fabit  Shows connections with failed A-bit (nni) status.

+d

Specifies that the display should show the connection descriptor string in place of
the usua compression and ownership fields.
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dspict

Displaysinterface control template information for data channels and frame relay ports. Displayed
information includes:

® The specified channel.
® Thetype of template: a, ¢, I, n, or f.
® The associated output leads and their status:

ON.

OFF.

Following alocal input.
Following a remote input.

For frame relay ports, the entire port configuration screen is displayed (see dspfrport command).
Theinput being followed, where applicable, is specified. Any RTSto CTS delay is also shown.

Full Name
Display interface control template

Syntax
dspict <port> <templ ate>

Related Commands
cnfict, cpyict

Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspict 25.1

Description

Display the active interface control template for 25.1.
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System

bet a
Dat a

Inter
Cl ock

Lead
RI

SCTS
SQ

Last

Response
TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 17:33 MST
Channel : 25.1
face: El A/ TI A 232 DCE
ing: Nor mal
Interface Control Tenplate for Connection while ACTIVE

Qut put Val ue Lead Qut put Val ue

OFF DSR ON

ON SRxD ON

OFF DCD ON

ON SDCD ON

ON
Command: dspict 25.1

Next Conmand:
Table 7-20 dspict—Parameters
Parameter Description
channel Specifies the channel. The format of the channel specification is slot.port.
template Specifies which control template to display for the channel. There are three

templates available for data channels and one available (a only) for frame relay
ports. You also specify which end of the circuit.

a Active control template (normal operation). The only choice for aframe
relay port.
c Conditioned control template (when connection fails).

I L ooped control template (with local or remote loopback).
n Near.
f Far.

Data Connections 7-41



prtchcenf

prtchcnf

Prints the configuration details for voice channels or data channels. This command uses the same
syntax, and printsthe sameinformation as the dspchenf command. See the dspchenf description for
syntax and output information.

Full Name
Print channel configurations

Syntax
prtchenf <start_channel>

Related Commands

dspchenf

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtchenf 14.1

Description
Print the configuration values of circuit line 14.1.

System Response
None available as this command produces hardcopy.

Table 7-21 prtchcnf—Parameters
Parameter Description
start channel Specifies the channd at which the printout begins. The format is slot.channel.
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prtcons

Prints a summary of connections terminated at the IPX or IGX node.

Full Name
Print connections

Syntax
prtcons [start_channel] [nodename] [type] [+d]

Related Commands

dspcons

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtcons

Description

Print a summary of all connections.

System Response
None available as this command produces hardcopy.

Table 7-22 prtcons—Optional Parameters

Parameter Description

start channel Specifies the channel to begin the display. The start channel is specified asfollows:
slot.channel

node name Specifies that only connections to this remote node from the local note be

displayed. If no "nodename" is designated, connections from the local node to al
other nodes are displayed.
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Parameter Description

connection type Specifies that only connections of this type be displayed. If no "connection type" is
designated, all connections display. When you enter the connection type on the
command line, it must be preceded with a hyphen (-). Valid connection typesto

display are:
-V Displays only voice connections.
-d Display only data connections.
-f Displays framerelay connections.
-nni Displays frame relay network to network connections for failed
connections only.
+d Specifies that the display should show the connection descriptor string in place of

the usua compression and ownership fields.
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prtict

Prints the configuration details for voice channels or data channels. This command uses the same
syntax, and prints the same information asis displayed using the dspchenf command. See the

dspchenf command for syntax and output information.

Full Name
Print interface control template

Syntax
prtict <port> <template>

Related Commands
cnfict, cpyict

Attributes

Privilege 1-2

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtict 25.1

Description

Print the active interface control template for 25.1.

System Response
None as this command produces hardcopy.
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Table 7-23

prtict—Parameters

Parameter

Description

channel

Specifies the channel containing the data card. The start channel has the format

slot.port.

template

Specifies which control template to display for the channel. Three templates are
available for data channels. One template (option “a") is available for frame relay
ports. You can also specify the near or far end of the connection.

a

Active control template (normal operation). This choice isthe only
option for aframe relay port.

Conditioned control template (when connection fails).

L ooped control template (with local or remote |oopback).
Near.

Far.
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CHAPTER 8

Frame Relay Connections
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Frame Relay

The Frame Relay commands let you add, configure, delete, and specify statistical reporting for
Frame Relay connections. In addition to describing the commands, this chapter tells you how to:

S5260

® Set up a Frame Relay connection

® Set up a Frame Relay connection group
® Use Frame Relay classes

® Useinterface control templates

® Configure channel utilization

® Set channel priorities

® Display statistics

The Frame Relay commands in this chapter operate on an FRP card set in an IPX node or an FRM
or UFM card set in an IGX node. For the Frame Relay commands that operate on an FRSM in an
MGX 8220 shelf, refer to the Cisco MGX 8220 Command Reference. For the Frame Relay
commandsthat operate on the FastPA Ds and supporting service cards, refer to the FastPAD manuals.

For agreater number of low-speed connections, the Port Concentrator Shelf (PCS) isavailable. The
PCSisan externa devicethat requiresan FRM-2/FRI-2 card set in an |GX node or an FRC-2/FRI-2
in an IPX node. The system recognizes an FRM-2 or FRC-2 and accepts commands for the PCS.
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Note A connection isthe same as a PV C (permanent virtual circuit).
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Physical and Logical Frame Relay Ports

This section describes the command-rel ated issues for physical and logical Frame Relay ports.

Inthe IPX and IGX nodes, the Frame Relay-only cards are the FRP, FRM and UFM card sets. (The
FTM supports Frame Relay, voice, and serial data but is not described in this manual.) In the FRP
and FRM, both physical and logical ports can exist. The UFM has logical ports and physical lines.

Physical and Logical Ports on an FRM

Inthe FRP and FRM card sets, alogical port isaconvention that appliestoaT1 or E1 back card. In
contrast, the ports on an X.21 or V.35 back card are physical. Thereason that T1 and E1 portson an
FRP or FRM card set are logical is that these ports utilize one, bi-directiona connector. To support
therange of possible PV Cs, the traffic passes through ade-multiplexer onaT1 or E1 FRI. Therefore,
although only one connector exists on the card, the Frame Relay commands accept port numbers
1-24 (T1) or 1-31 (E1). When a Frame Relay command takes the parameter slot.port, the port in
this case islogical, and the node tracks it accordingly.

Note Keep in mind the distinction between alogical port and alogical channel: alogical channel
isone or more DSOs.

Logical Ports and Physical Lines on a UFM

On the UFI back cards, the presence of multiple physical lines adds a parameter to the connection
identifier. When you identify a UFM-C channel, usetheformat slot.port line.DS0_range. Dueto the
architecture of the software, port isalogica specification, and line isaphysical specification. The
range of logical portsis 1-250. The number of physical lines (hardware connectors) on the UFI-8T1
and UFI-8E1is 8 (regardless of whether thefront cardisaUFM-4C or UFM-8C). Therange of DS0s
is1-24 for T1 and 1-31 for E1.

For interfaces attached to a UFM-U front card, the range of portsis 1-12 for the UFI-12V.35 or
UFI-12X.21 and 14 for the UFI-4HSS!.

Setting Up a Frame Relay Connection

Frame relay connections can exist between the following cards:
® FRP.FRM, or UFM to any FRP, FRM or UFM.

® UFM toan ASl inaBPX or an ALM/A in an IGX: These paths use service interworking (SIW)
to terminate a connection that is Frame Relay at one end and ATM at the other end.

® FRP,FRM, or UFM and an FRSM (in an MGX 8220 shelf): this path uses network interworking
(NIW) to carry Frame Relay data encapsulated in ATM cells between an IPX or IGX node and
an FRSM.

® FRP, FRM, or UFM to a FastPAD port.

An IPX or IGX node provides a Permanent Virtua Circuit (PVC) Frame Relay Service for
interconnecting user-devices (routers, bridges, and packet switches). The PV Cs are internally
created on the node and rely on FastPacket switching. The user-device connects to the Frame Relay
back card in the node. The back card provides the adaptation layer function to convert between the
Frame Relay format and the FastPacket format.
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In addition to the interface cards just listed, Frame Relay connections require a trunk card. Trunk
cardscanbean NTC or AIT inan IPX node or an NTM, BTM, or ALM/B in an IGX node. Because
Frame Relay is a purchased option, Cisco must enable it on each applicable Cisco WAN Switching
node.

A variety of external user-devices can operate with an IPX or IGX node. The configuration on these
devices must be appropriate for the type of interface on the back card.

Thefollowing command sequence brings up aFrame Relay port and adds aFrame Relay connection.
Step 1 Activate a Frame Relay port with the upfrport command.

Step 2 Usecnffrport to specify the Frame Relay parameters for the Frame Relay service.

An optional command may be applicable to a Port Concentrator Shelf (PCS): you can use
cnffrcport to configure the concentrated link between the PCS and Frame Relay cards.

Step 3 Usethe dspcls command to view the existing Frame Relay classes. Decide on aclassif a
suitable class exists, otherwise create a suitabl e class using the enffrcls command. Use the
class number in the addcon command.

Step 4 Usethe vt command to access the node at the remote end of the proposed Frame Relay
connection, then use the upfrport and cnffrport commands asin steps 1 and 2.

Step 5 Usethe addcon command on the local node to add the Frame Relay connection.

Using Frame Relay Classes

For each Frame Relay connection you add, you must specify a Frame Relay class. A Frame Relay
classisaset of parameters that specify the bandwidth and congestion-prevention characteristicsfor
a connection. Cisco provides 10 predefined classes, but you can modify any of the 10 Frame Relay
classeswith cnffrcls. To see the parametersin all connection classes, execute dspfrcls. A Frame
Relay classisrelevant only at the time you add a connection with addcon. Once the connection
exists, the system uses the parameters but does not keep track of the class number.

Apart from using the cnffr cls command, you can change one or more Frame Relay parameterswith
the addcon command. When you add a Frame Relay connection with addcon, a prompt appears
requesting a Frame Rélay class. At this prompt you can do one of the following:

® Enter the number of a pre-defined class. The rangeis 1-10.
® Enter the number of a class modified with the cnffrcls command. The range is 1-10.

® Override one or more parameters in a connection class by typing the class number—without
pressing the Return key—then continue theline by typing either anew value or an asterisk (*) for
each parameter. Separate each item with a space and no comma.

If you are overriding class parameters, the asterisk causes the connection to use the existing value of
the parameter in that class. Most parameters are bi-directional and have the format
parameter/parameter. If you want to keep a value for both directions, enter asingle *. If you want
to change avalue for only one direction, enter the parameter in the form */new_parameter or
new_parameter/* . When you type individual parameters, you need to enter characters only up to the
last changed item. Before the last item, you must enter new values or * as a place holder.

The parametersin the list that follows make up a Frame Relay class. Collectively, the name of these
parametersis frp_bw. For most parameters, you can specify the value for each direction of the
connection, so most parameter names appear in the format parameter/parameter. ForeSight (FST)
isthe exception because ForeSight automatically appliesto both directions.
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®* MIR/MIR isdefined asfr_ MIR_Tx /fr_MIR_Rx, where fr_MIR is the minimum information
rate for the connection. The range for MIR is 2.4 Kbps—2048 Kbps.

® CIR/CIR isdefined asfr_CIR_Tx and fr_CIR_RXx, where fr_CIR is defined as the committed
information rate guaranteed to the user.

The full range of values for Frame Relay cards is 0-2048 Kbps. Note that a CIR of O isnot a
standard setting. The standard range is 2.4 Kbps—2048 Kbps. CIR = 0 isavalid parameter only
if the connection terminates at both ends on either aUFM, FRM or FRP. Before you can specify
CIR = 0 with either addcon or cnffrcls, you must enable | DE-to-DE mapping with the cnffrport
command. If you do not first enable IDE-to-DE mapping, the range for CIR is 2.4 Kbps—2048
Kbps. Additionally, the CIR = 0 specification is hecessary at only one end of the connection.

The Port Concentrator Shelf does not support CIR = 0. On the FRP-2 and FRM-2 cards sets, the
range for CIR is 2.4 Kbps—2048 Kbps.

® VC_Q/VC_Qisdefined asfr_vc_q Tx/fr_vc_q Rx, wherefr_vc_g Tx isthe transmit VC
maximum queue depth. Specify the VC_Q in bytes within the range 1-65535.

OR

Bce/Beis defined as fr_Bc_Tx /fr_Bc_RXx. If you have selected Frame Relay Forum standard
parameters (through the cnfsyspar m command), the Committed Burst (Bc) parameter is used
instead of vc_qg. Bc isdefined as the amount of data the network can accept over a variabletime
interval Tc for committed delivery on a specific PV C. Specify Bc in bytesin the range 1-65535.
Bc has meaning for only FST connections. The relationship between Bcand VC_Q is:

Bc=VC _Q/ ((1- (CIR/port speed))

® PIR/PIRisdefinedasfr_PIR_Tx/fr_PIR_Rx, wherefr_PIR_Tx isthe peak transmit rate for the
PVC. The PIR range is 2.4-2048 Kbps. You can a so specify the value 0 to cause PIR to default
to the port speed. Thus, you can modify PIR, leave it the same, or set it to the port speed.

OR

Be/Beisdefined asfr_Be Tx /fr_Be Rx. If you have selected Frame Relay Forum standard
parameters (through the cnfsysparm command), the PV C uses Excess Burst (Be) instead of PIR.
Beisthe amount of transmit/receive data above the number of bytes set by Bc if enough extra
bandwidth isavailable. Specify Bein bytes within the range 1-65535. Delivery of Be-datais not
guaranteed. Be has meaning to only ForeSight. The relationship between Be and PIR is;

Be=Bc* ((PIR/CIR) — 1)

® Cmax/Cmax isdefined as fr_cmax_Tx /fr_cmax_Rx, where Cmax is the maximum credits the
connection can accrue. Cmax has the range 1-255 packets per second (pps).

® ECNQ_thresh/ECNQ_thresh are the transmit and receive threshold settings for the explicit
congestion notification control queues. The range for ECNQ _thresh is 1-65535 bytes.

® QIR/QIR isdefined asfr_QIR_Tx /fr_QIR_Rx where fr_QIR isthe quiescent information rate
for the connection, whichistheinitial transmit rate after a period of inactivity on the channdl. If
you do not specify the quiescent receive ratefr_ QIR _RX, the system setsit to the transmit value.
Thevaluesare specified in Kbpsand must bein therange MIR—PIR. In addition, you can specify
the value 0 to default to the MIR. QIR has meaning for only ForeSight connections.

® FST enablesor disables ForeSight for aconnection. Valid entriesare“y” (use ForeSight) or “n”
(do not use ForeSight). If the ForeSight status changes, the network reroutes the connection.

® % utl/% utl are the percentage transmit and receive utilization settingsfor the Frame Relay class.
This value is specified as a percentage in the range 0%—100%.
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Using Interface Control Templates

X.21 portsuse afixed, active control template. | n contrast, although V.35 and V.28 ports use an active
control template, you can set the signals that are active to on or off. These ports cannot use |ooped,
conditioned, near, or far.

Configuring Channel Utilization

You can use the cnfchutl command to enter the expected channel utilization of a Frame Relay circuit
into the system. This command helps the system all ocate the proper bandwidth to the circuit.

Setting Channel Priorities

A Frame Relay connection has either low or high priority. The default islow priority. You can use
cnfchpri to assign a high priority to a circuit or to re—assign a high priority circuit to low priority.

Displaying Statistics

Nodes collect statistics for Frame Relay traffic, channel utilization, and Explicit Congestion
Notification. Use dspchstatsto display these statistics. Useclr chstatsto clear the statistics and start
collecting new statistics. To display Frame Relay usage and error statistics, use dspportstats.
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Summary of Commands

This table lists the full name and starting page of the description for each Frame Relay command.

Mnemonic Name Page
addcon Add connection 8-8
addfrport Add Frame Relay port 817
cnfchpri Configure channel priority 8-20
cnffrcls Configure Frame Relay class 8-22
cnffrcon Configure Frame Relay connection 8-25
cnffrcport Configure Frame Relay port on a Port Concentrator Shelf 8-28
cnffrport Configure Frame Relay port 8-30
cnfict Configure interface control template 8-41
cnfmode Configure mode 8-46
cpyict Copy interface control template 8-49
delcon Delete connection 8-52
delcongrp Delete connection group 8-54
delfrport Delete Frame Relay port 8-56
dnfrport Down Frame Relay port 8-58
dspchenf Display channel configuration 8-60
dspchstats Display channel stetistics 8-62
dspcon Display connection 8-65
dspcongrp Display connection group 8-67
dspcongr ps Display connection groups 8-69
dspcons Display connections 871
dspfrcls Display Frame Relay class 877
dspfrport Display Frame Relay port 8-79
dspict Display interface control template 8-86
dspmode Display mode 8-89
dspmodes Display modes 8-92
dspportids Display port IDs 8-97
dspportstats Display port statistics 8-99
prtchenf Print channel configuration 8-104
prtcongrps Print connection groups 8-105
prtcons Print connections 8-106
prtict Print interface control template 8-108
upfrport Up Frame Relay port 8-109
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addcon

Adds aFrame Relay connection to the network. After you add a connection, the system
automatically routes the connection. The node on which you execute addcon is the owner of the
connection. The concept of ownership is important because you must specify automatic rerouting
and preferred routing information at the node that owns the connection. See the cnfpref and cnfcos
descriptions for information on automatic rerouting. Before it actually adds the connection, the
system displays the parameters you have specified and a prompt for confirmation.

Note For cardswith Y-cable redundancy specified, you can add connections to only primary cards.

Each Frame Rélay connection (and associated user-device) has alocal identification in the form of
aunique DLCI. Thetotal range for DLClsis 1-1023. Typically, DLCIls 16—1007 are available for
local and remote channels. According to ANSI standards, DLCIs 1-15 and 10081022 are reserved.
DLCI 1023 isreserved for LMI signaling.

Only aUFM could come closeto using all DL Cls. The maximum number of connectionsonaUFM
is 1000. The maximum number of Frame Relay connections on an FRC or FRM is 252.

If auser-device can automatically determine the network configuration by using the LMI, you do not
need to specify the DL Clsin the network to the device. If a device cannot interrogate the network to
determine the DLClsin the network, you must specify the network DLCIs to the user-device.

As the following sections describe, you can generally differentiate Frame Relay connections as
normal, bundled, grouped, and frame forwarding. In particular, a Frame Relay connection can also
terminate at a Frame Relay endpoint or an ATM endpoint if the endpoints have firmware to support
this arrangement. A connection that terminates at Frame Relay and ATM endpoints uses service
interworking (SIW).

Service Interworking

Frame relay connections that terminate at ATM endpoints require service interworking (SIW)
support. At the Frame Relay end, service interworking is one of the optional parameters. The line
cards on which you can add serviceinterworking connections are the UFM on an IGX node, ASI on
aBPX node, and FRSM in an MGX 8220 shelf. The Frame Relay endpoint has an identifier in the
format slot.port.DLCI. For SIW connections, the ATM endpoint identifier has the format
slot.port.vpi.vci.

Note You cannot group or bundle SIW connections with non-SIW connections.

Normal Connections

A normal connection isasingle PVC. A Frame Relay PV C can terminate at either a Frame Relay
endpoint or an ATM endpoint.

Bundled Connections

Connection bundling creates a full mesh of connections between two groups of Frame Relay ports
with a single execution of the addcon command. When you add a bundle between two groups of
ports, you create a connection between each port of one group of ports and each port of the other
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group of ports. Each group of Frame Relay ports can include up to four ports. Consequently, the
maximum number of connectionsin abundle is 16 (resulting from afull mesh of connections
between two groups of four ports each). Note that a Port Concentrator Shelf does not support
bundling. Characteristics of connection bundling are:

® The number of ports used at each end of the bundle does not have to be the same.
® All of the ports used in a group must be on the same card.

® Only the FRP Model D and the FRM Model D support connection bundles. The UFM does not
support connection bundling.

® All of the ports used for a bundle must be contiguous. For example, a bundle on a card may not
consist of only ports 1, 3, and 4.

® The syntax for specifying agroup of ports for a connection bundle is slot.port[ xport].

When you create a connection bundle is created with addcon, you do not explicitly specify the
required DL CI at each endpoint of each connection. Instead, the DL Cls are automatically assigned
using global addressing with the Port IDs, which have been previously assigned to the ports.
Conseguently, you must first assign a Port 1D (other than 0) to every port to which you plan to assign
a connection bundle. Use cnffrport to assign a Port ID or dspport to see an existing Port ID.

For example, the command
addcon 6.1x3 alpha7.2x3 1

defines a single connection bundle between alocal group of 3 ports (ports 1, 2, and 3 on card 6) and
aremote group of 2 ports (ports 2 and 3 on card 7). The resulting connection bundle consists of the
following six connections:

local node slot 6.port 1 to node alpha slot 7.port 2
local node slot 6.port 1 to node alpha siot 7.port 3
local node slot 6.port 2 to node alpha siot 7.port 2
local node slot 6.port 2 to node alpha siot 7.port 3
local node slot 6.port 3 to node alpha siot 7.port 2
local node slot 6.port 3 to node alphasiot 7.port 3

Each connection in the bundle is assigned the parameters of the same Frame Relay class (class 1, in
the example above). Notice that no DL Cls were specified for the six connections. The DLCls are
automatically assigned using the Port 1Ds of the ports.

As an example, assume that the following Port | Ds had been previously assigned for the five ports.
port 6.1 Port ID =22
port 6.1 Port ID =534
port 6.3 Port ID = 487
port 7.2 Port ID =92
port 7.3 Port ID = 796
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Asaresult of the addcon command, the six connections that you create are automatically assigned
DL Clsusing global addressing as follows.

6.1.92-7.2.22
6.1.796 —7.3.22
6.2.92-7.2534
6.2.796 —7.3.534
6.3.92—7.2.487
6.3.796 — 7.3.487

The dspcons display shows the entire bundle as a singleitem. Therefore, you cannot see the
automatically assigned DL Cls on the dspcons screen. (The automatically assigned DLCIs in the
preceding list appear in italics.) To see the DLCIs, use dspcon, asin the following example:

dspcon 6.1x3 alpha 7.2x3

The preceding shows one screen for the whole bundle then an additional screen for each connection
in the bundle. The assigned DL Cls appear in these individual connection display screens.

Frame Forwarding Connections

A non-Frame Relay data connection (such asHDLC or SDLC) that is routed through Frame Relay
cards can bypass arouter or take advantage of DFM at higher data rates. The format gl ot.port.*
identifies a frame forwarding connection. An exampleis:

addcon 11.2.* alpha12.3.* 2

The“*" indicates to the node that a DL CI is meaningless.

Maximum Connections Per Port With Signaling Protocols

For any Frame Relay card set that has a maximum frame length of 4510 bytes, the use and type of
signaling protocol you may have (optionally) specified with the cnffr port command resultsinalimit
on the possible number of connections per physica or logica port. The maximum number of
connections per port for each protocol is as follows:

® For Annex A: 899
® For Annex D: 899
® For StrataLMI: 562

The addcon command does not prevent you from adding more than the maximum number
connections on a port. If the number of connections is exceeded, the particular LMI does not work
on the port, thefull status messages that result are discarded, and LM timeouts occur on the port. A
port failure results and subsequently leads to a-bit failures in segments of the connection path.

Full Name
Add connection

Syntax

addcon <local_channel> <remote_node> <remote_channel> [con_type] <frame relay class |
[individual parameters]> [route_avoid]

8-10 Cisco WAN Switching Command Reference



addcon

Note If you request help for addcon at the command line prompt, the Help line shows type as a
parameter. However, when you are using addcon for a Frame Relay connection, the type shown in
the help display is actually the Frame Relay class shown on the preceding syntax line and described
earlier inthesectiontitled “ Using Frame Relay Classes.” As stated in “ Using Frame Relay Classes,”
you can optionally override any or all of the bandwidth parameters and ForeSight enable in the
Frame Relay class by typing the parameters that appear asfrp_bw and avoid in the Help display. See
the forthcoming “Optional Parameters’ table.

Note also that you do not enter the coding parameter shown on the Help line.

Related Commands
delcon, dncon, dspcon, dspcons, upcon

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, (and BPX for service interworking)
Lock Yes

Example 1 (local addressing)
addcon 6.1.100 beta 6.2.200 3

addcon 6.1 101 delta 4.1.102 2
addcon 4.1.100 beta 6.2.101 4
addcon 4.1.200 gamma 5.1.300 1
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Description
Execute the preceding commands at node Alphato configure the following network.
For the alpha/beta connections

alpha ‘ 100 200 ‘ beta

User equipment ‘

’ User equipment

alpha/beta DLCI = 100
alpha/delta DLCI =101

beta/alpha DLCI =200
beta/delta DLCI =101

Port ID(Address) = N/A FRP port 6.1 FRP port 6.2 port ID(Address) = N/A

Port ID(Address) = N/A FRP port 4.1
delta/beta  DLCI =100
delta/alpha DLCI =102
delta/gamma DLCI = 200

FRP port 5.1 port ID(Address) = N/A

gamma/delta DLCI =300

User equipment User equipment o
delta gamma %
Example 2a
addcon 9.1.200 gamma 8.1.300 1
Description

Add a connection between the user-device at apha port 9.1 and the user-device at gamma port 8.1.
The user-device at alpha refers to the connection using local DLCI 200. The user-device at gamma
refersto this connection using local DLCI 300. The DLCIs have only local significance, soaDLCI
must apply to only one connection.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 10: 12 PST
Local Renpt eRenmbt e Rout e

Channel NodeNanme Channel State TypeCConpressi onCode Avoid COS (0]

5.1 bet a 25.1 Gk 256 7/8 0 L

fr
fr
fr
%

9.1.100 ganmma. 8. 1. 200
9.1.200 gamma 8. 1. 300
9.2.400beta 19. 2. 302

Ok
Ok
Ok
14.1 ganma 15.1 Ck

o OO o
| i e

Last Command: addcon 9.1.200 gamma 8.1.300 1

Next Command:
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Example 2b
addcon 9.1.100 beta 6.2.300 2

Description

Add another connection at local port 9.1. A DLCI of 100 isused at the local node. A DLCI of 300
can be used at both beta gamma because the DL CIs have only loca significance.

Example 3(global addressing)

addcon 6.1.80 beta 9.2.79 2
addcon 6.1.81 gamma 4.1.79 1
addcon 4.1.80 beta 6.2.81 5

Description
The network to configure in this exampleis as the follows:
For the alpha/beta connections

alpha ‘ 80 79 ‘ beta

User equipment ‘ ’ User equipment

alpha/beta DLCI =80
alpha/delta DLCI =81

beta/alpha DLCI =200
beta/delta DLCI =101

Port ID(Address) =79 FRP Port 6.1 FRP Port 6.2 Port ID(Address) = 80

Port ID(Address) =81 FRP Port4.1

delta/alpha DLCI =79
delta/beta DLCI =80

’ User equipment ‘ User equipment

delta gamma

S5262

Example 4 (bundle connections)
addcon 8.1x3 alpha 19.2x4 1

Description

Add abundle of connections between Frame Relay ports 8.1-3 on node gamma and 19.2-4 on node
alpha. For this bundle, the network routes traffic between gamma port 8.2 and alpha port 19.2.
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System Response

pubsi px3 VT Super User I PX 8 8.5 Aug. 3 1997 19:41 GJIr
Local Renot e Renot e
Channel NodeNane Channel State Type Conmpress Code COS
8. 1x3 al pha 19. 2x4 Ck fr

This Command: addcon 8.1x3 al pha 19.2x4 1

Add these connections (y/n)?

Example 5 (frame forwarding)
addcon 8.2.* aphal19.2.* 1

Description
Add a frame forwarding connection between the local node’s port 8.2 and 19.2 on node a pha.

System Response

Local Renpt e Renote Rout e

Channel NodeNanmeChannel State Type Conpr essi onCodeAvoid COS (0]
6.1 bet a 25.2 Gk 256 718 0 R
8.1.200 alpha 9.1.100 & fr 0 R
8.2.300 beta 19.1. 101 fr 0 R
15.1 alpha 14.1 k \Y 0 R

This Command: addcon 8.2.* alpha 19.2.* 1

Add these connections (y/n)?
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Example 6 (modifying bandwidth)

addcon 8.3.101 beta 19.3.201 7 * * * * 30/30* * Y 80/80

Description

Parameters specified by Frame Relay class 7 for this connection are modified by substituting 30 for
Cmax in both directions, enabling ForeSight, and reducing percent utilization from 100% to 80%.

System Response

gamma

Local
Channel
6.1
8.1.200
8.2.300
15.1

TRM  YourlD: 1
Renot e Renot e
NodeNane Channel State
bet a 25.2 Ok
al pha 9.1.100 Ck
bet a 19.1.101 (04
al pha 14.1 Ok

Last Conmand: dspcons

IPX 16

Type
256
fr
fr
%

8.5 Aug. 23

Conpr essi on

1997 12:10 CST

Rout e
Code Avoid COS O
718

[eNeNeNe]
0000

Next Command: addcon 8.3.101 beta 19.3.201 7 * * * * 30/30 * * Y 80/80

Table 8-1 addcon—Parameters

Parameter Description

local channel Specifies the local channel to connect in the format:
slot.port.DLCI |x port | .*
On an FRPor FRM, the range for port is 1-24 or 1-31. OnaUFM-C, the range for
port is 1-250. (For connections on a UFM-C, line is not necessary because of the
port-to-line mapping through addfr port). For aUFM-U, the rangefor port is 1-12
for V.35 or X.21 and 1-4 for HSSI. The range for DLCI is 16-1007.

node Specifies the name of the remote node at the other end of the connection.

remote channel Specifies the connection at the far end. For Frame Relay termination points, use:

slot.port.DLCI |x port| .*
If the far end is an ATM termination (as in interworking), use:

slot.port.vpi.vci

where vpi has arange of 0-255, and vci has arange of 1-4095. One exception to
these ranges isthe ALM/A, which has avci range of 0-255. Another exception is
an interface shelf (which use Annex G signaling) in atiered network, as follows:

» For an MGX 8220 shelf, the range for vpi is 5-14. For vci, therange is 16-271.
 For an IPX/AF or IGX/AF shelf, the range for both vpi and vci is 1-255.

Access devices such as the Cisco 3801 use the following format for the remote
channel specification: <dot.port> <access_device_connection_ID>

where slot isthe ot number of the FTC or FTM card, port is the port number, and
access _device_connection_ID isin the range 1-252.
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Parameter Description

Frame Relay class Specifies a Frame Relay class. Entering a Frame Relay class is a shortcut for
specifying bandwidth parameters. You must enter a Frame Relay class, but then
you can modify any of the bandwidth parameters specified by the class. To do so,
do not press Return after you type the class number but continue typing either a
value for the parameter or a* to keep the current value. The system does not
display the parameters, but the description of the frp_bw parametersin the
" Optional Parameters’ table that follows showsthe order and ranges of the
parameters you can specify. For more details on the parameters and the Frame
Relay classes, refer to “Using Frame Relay Classes” earlier in this chapter.

Table 8-2 addcon—-Optional Parameters
Parameter Description
con_type Specifies thetype of ATM-to-Frame Relay serviceinterworking. (If the connection

is Frame Relay-to-Frame Relay, the network selects any necessary interworking.)
The possible con_type entries are atft and atfx. To specify service interworking in
transparent mode, type “ atft.” To specify serviceinterworking in trandation mode,
type “atfx.” In translation mode, a standard set of encapsulation protocols are
trandated. If system software does not recognize an encapsulation protocol for an
atfx connection, it generates one of two Frame Relay endpoint statistics:
rcvFramesD scdUnknownProtocol or xmtFramesDscdUnknownProtocol.

frp_bw Optionally specifiesindividual bandwidth parameters. The parameter name
“frp_bw” isthe label for the bandwidth parameters described here. The dash (/)
between the repeated parameter name shows that you can specify avalue for each
direction. (FST is the exception.) Two parameters can be either the (default) Cisco
versions or the Frame Relay Forum standard parameters. To switch between Cisco
and Frame Relay Forum, use the cnfsysparm command. Note that al parameters
you select with cnfsysparm are network-wide and not confined to the current
connection addition. The switchable parameters are as follows:

Cisco Parameters Standard Parameters

PIR (peak information rate) Be (excess burst)

VC_Q (VC queue depth) Bc (committed burst)

When you are using the Cisco parameter set, the names and order of specification
are asfollows:

MIR/MIR, CIR/CIR, VC_Q/VC_Q, PIR/PIR, Cmax/Cmax
ECNQ_thresh/ECNQ_thresh, QIR/QIR, FST, %utl/%utl
When you are using the parameters with the two Frame Relay Forum versions, the
names and order of specification are as follows:
MIR/MIR, CIR/CIR, Bc/Bc, Be/Be, Cmax/Cmax,
ECNQ_thresh/ECNQ_thresh, QIR/QIR, FST, %utl/%utl

For the definition of each parameter and important information on setting CIR=0,
refer to the section titled “Using Frame Relay Classes’ earlier in this chapter.

avoid Specifies the type of trunk or route to avoid for the connection. The default is no
avoidance. To specify an avoid value, type it after the Frame Relay class or — if
you override the Frame Relay class — after the frp_bw values. Be sure to include
the asterisk (*). The avoid parameters are;

*S Avoid satellite trunks.
*t Avoid terrestria trunks.

*Z Avoid trunks using zero-code suppression techniques that modify any bit
position to prevent long strings of zeros.
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addfrport

Activates alogical Frame Relay port on a channelized FRP, FRM, or UFM card set. Only T1 or E1
lines carry channelized Frame Relay traffic, so the addfrport command does not apply to a Port
Concentrator Shelf or front cardswith aV.35, X.21, or HSSI interface.

Theaddfrport command adds alogical Frame Relay port by using the slot number of the FRM and
the DSO/timesl ots that make up the logica port. On a UFM, the logical ports span the whole range
of physical lines: you associate the logical ports to the lines as needed, then include the DSOs as the
last field of the argument. Table 8-3 lists the error and warning messages for addfrport.

Table 8-3 Frame Relay Port Error and Warning Messages

Messages Reason for Message

"Sotisout of range" Line number not correct for TU/EL.

"Line must first be upped" Lineisdown.

"invalid channel range" Channel is out of therange 1-24 or 1-31 (16 isa
reserved channel for E1).

"Channel is busy" Channel is already assigned to alogical port.

“You cannot use signaling channel 16" (E1) CAS channel 16 included in logica port (E1). CCS
permits the use of channel 16 but notin all
countries.

"Invalid rate" Entered rate is not 56 Kbps or 64 Kbps.

"Thisrate is available for single channel only" Entered rateis 56 Kbps, but multiple channels
specified.

Full Name

Add Frame Relay port TL/EL

Syntax
For FRP or FRM card sets: addfrport <slot.port> [DS0 channel] [56 | 64]

For UFM-C card sets; addfrport <dlot.port> <line.DS0_channel>

Related Commands
upln (upcln is the obsolete name), delfrport, cnffrcport, cnffrport, dspfrport

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
addfrport 21.9-15

Description

Add asingle Frame Relay port that occupies DSOs (timeslots) in the range 9-15. For aT1 line, this
channd rate is 7 x 64 Kbps = 448 Kbps, as the screen example shows. The card is an FRP.

System Response

gamma TRM  YourlD:1 IPX 16 8.5 Aug. 15 1997 17:28 CST

Port configuration for FRP 21

T

rom Chan Speed Interface State
1 9-15 448 FRI T1 | NACTI VE

Last Command: addfrport 21.9-15

Next Command:
Table 8-4 addfrport—Parameters
Parameter Description
slot.port (FRPor FRM  Specifiesthe FRI T1 or E1 line number and the logical port number. For aUFM-U,
series) specifies the physical slot and port. For an example of aT1 or E1: 8.12 is physical
slot.port line.DSO slot 8 and timeslot (or channel) 12.

channd (for UFM-C For the UFM card sets, this parameter specifies the dot and logical port, the

series) physical line (the connector), and one or more contiguous DSO0s. The range of
logical portsis 1-250. The range of linesis 1-4 for the UFM-4C and 1-8 for the
UFM-8C. Note the space between the port and line.

Table 8-5 addfrport—Optional Parameters
Parameter Description
—chan Specifies that multiple DSO/times ots should form one logical port. A “~"

separates the starting and ending DSO0s/timed ots). Timeslots must be contiguous.
An exampleisaddfrport 8.1-5. The system uses the |lowest DS0/timeslot number
asthelogical port number and showsthisin related displays.

rate Specifies the rate of asingle, logical port. By default, asingle logical port (or
channel) is 64K bps. A single DSO (timeslot) may be 56 Kbps or 64 Kbps. If you
do not enter arate, the default is 64 Kbps.
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clrfrcportstats

Clears port statistics for FRM-2 or FRP-2 physical ports connected to aPort Concentrator Shelf. To
see the statistics that you clear with clrfrcportstats, execute dspfrcportstats. The controller card
collects statistics from the FRM-2 or FRP-2 once per minute. Because clrfrcportstats clears
statistics on the controller card, it may not clear statistics generated within the last minute.

Full Name
Clear FRC/FRM port statistics

Syntax
clrfrcportstats <slot.port | *>

Related Commands

dspfrcportstats

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, IGX

Lock No

Table 8-6 clrfrcportstats—Parameters

Parameter Description

slot,port | * Slot and port of the physical port. The range for port is 1-4. An asterisk (*)

specifies all FRC-2/FRM-2 physical ports.
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cnfchpri

Sets the channel priority for a Frame Relay connection. The Channel Priority feature permits some
Frame Relay connections to receive a higher priority within a port queue than other Frame Relay
traffic on a per-connection basis. The default priority islow. You can configure Frame Relay LMI
ports to communicate the priority to arouter. You must change the priority on both ends of a
connection.

Full Name
Configure Frame Relay channel priority

Syntax
cnfchpri <connection> <priority>

Related Commands

dspchenf

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchpri 9.1.100 h

Description
Configure a high priority for Frame Relay connection 9.1.100.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 16: 00 PST
Conn: 9.1.100 ganma 8.1.200 fr
MR CIR VC Q Depth PIR Crmax ECN QThresh QR FST
9.6/9.6 9.6/9.6 5/5 256/ 256 10/10 65535/65535 9.6/9.6 n
% Uil: 100/100
Omner: LOCAL Restriction: NONE COS: 0 Status: K
Group: NONE Priority: H TestRTD: 0 nsec
Pat h: al pha 14--13beta 15- - 15gamma
Pref: Not Confi gured
al pha 9.1.100 ganma 8. 1. 200
FRP: K FRP: K
FRI : K FRI : K

Last Command: cnfchpri 9.1.100 h

Next Conmand:
Table 8-7 cnfchpri—-Parameters
Parameter Description
channels Specifies the channel or range of channels. The format is dot.port.DLCI.
hil The priority: h=high; | = low.
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cnffrcls

Configures a system-wide Frame Relay connection class. Refer to the section titled “Using Frame
Relay Classes” at the beginning of this chapter for adefinition of aFrame Relay class. Thefollowing
are characteristics of this command:

® Network-wide classes should be configured only when all nodes are reachable.
® Beware of conflicting values with existing, joined networks.

® Changing aclass does not affect any existing connections. An altered Frame Relay class affects
only connections that are added using the changed class.

Full Name
Configure Frame Relay class

Syntax
cnffrcls <class_num> [<BW params>] [<description>]

Related Commands
addcon, dspfrcls

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

enffrcls 1 *

Description

Configure Frame Relay class#1 to operate with ForeSight. The list of * parameters |eaves those
parameters unchanged, and “y” enables ForeSight. Because the utilization and description
parameters are not entered, any existing values for these parameters remain in effect.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 16: 05 PST
Frame Rel ay Connection C asses
# MR CR VC Q Depth PIR Cmax ECN QThresh QR FST
.6/9.6 9.6/9.6 65535/65535 128/ 128 10/10 65535/65535 9.6/9.6 vy
% Util: 100/100 Description: “Default 9.6"
2 19.2/19.2 19.2/19.2 65535/ 65535 *|* 10/10 65535/65535 19.2/19.2 n
% Util: 100/100 Description: “Default 19.2"
3 16/ 16 16/ 16 65535/ 65535 *|* 10/ 10 65535/ 65535 16/ 16 n
% Util: 100/100 Description: “Default 16"
4  32/32 32/ 32 65535/ 65535 x| * 10/ 10 65535/65535  32/32 n
% Util: 100/100 Description: “Default 32"
5 56/ 56 56/ 56 65535/ 65535 *|* 10/ 10 65535/65535 56/56 n
% Util: 100/100 Description: “Default 56"
Last Command: cnffrcls 1 * * * * x % * y
Continue (y): vy
System Response (continued)
al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 16: 03 PST
Frame Rel ay Connection C asses
# MR CR VC Q Depth PIR Cmax ECN QThresh QR FST
6 64/ 64 64/ 64 65535/ 65535 *|* 10/ 10 65535/ 65535 64/ 64 n
% Util: 100/100 Description: “Default 64"
7 128/128 128/ 128 65535/ 65535 *|* 10/10 65535/65535 128/128 n
% Util: 100/100 Description: “Default 128"
8 192/192 192/ 192 65535/ 65535 *|* 10/10 65535/65535 192/192 n
% Util: 100/100 Description: “Default 192"
9 256/ 256 256/ 256 65535/ 65535 x| * 10/ 10 65535/65535 256/256 n
% Util: 100/100 Description: “Default 256"
10 512/512 512/512 65535/ 65535 *|* 10/10 65535/65535 512/512 n
% Util: 100/100 Description: “Default 512"

Last Command: cnffrcls 1 * * * * * * x y

Next

Command:
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Table 8-8

cnffrcls—Parameters

Parameter

Description

class number

Specifies the connection class to configure. The range is 1-10.

Table 8-9

cnffrcls—Optional Parameters

Parameter

Description

frp_bw

Optionally specifiesindividual bandwidth parameters. The parameter name
“frp_bw” isthe label for the bandwidth parameters described here. The dash (/)
between the repeated parameter name shows that you can specify avalue for each
direction. (FST is the exception.) Two parameters can be either the (default) Cisco
versions or the Frame Relay Forum standard parameters. To switch between Cisco
and Frame Relay Forum, use the cnfsysparm command. Note that al parameters
you select with cnfsysparm are network-wide and not confined to the current
connection addition. The switchable parameters are as follows:

Cisco Parameters Standard Parameters
PIR (peak information rate) Be (excess burst)
VC_Q (VC queue depth) Bc (committed burst)

When you are using the Cisco parameter set, the names and order of specification
are asfollows:
MIR/MIR, CIR/CIR, VC_Q/VC_Q, PIR/PIR, Cmax/Cmax
ECNQ_thresh/ECNQ _thresh, QIR/QIR, FST, %utl/%utl
When you are using the parameters with the two Frame Relay Forum versions, the
names and order of specification are as follows:
MIR/MIR, CIR/CIR, Bc/Bc, Be/Be, Cmax/Cmax,
ECNQ_thresh/ECNQ _thresh, QIR/QIR, FST, %utl/%utl

For the definition of each parameter and important information on setting CIR=0,
refer to the section titled “Using Frame Relay Classes’ earlier in this chapter.

description

Any text string up to 25 characters terminated by a<RET>. Thisis used to provide
the user with a descriptive identifier for the class.
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cnffrcon

Configures bandwidth parameters or enables ForeSight for an individual connection. Because you

normally specify bandwidth parametersthrough the Frame Relay class or by the option of overriding
bandwidth parameters through specific arguments for addcon, using cnffr con tends to be used for
instances where a single connection’s bandwidth parameters must be customized.

Be sure the MIR you specify is appropriate. If the MIR istoo high, bandwidth iswasted. If it istoo
low, the connection may drop data. The statistics reports are the best source of information to help
you determine the appropriate MIR.

ThePIR usually isset to the port speed. You can specify alower PIR if other constraints on the data
generation rate exist. Be surethe PIR you specify is appropriate. If it istoo low, frames are dropped.
If it istoo high, bandwidth may be wasted unless the network has ForeSight.

The Cmax, VC Q, and ECN Q values should be changed by only knowledgeable users and when
tuning data is available to support the determination of appropriate values. These values affect
system buffering resources, so any change from the defaults requires caution. Refer to the Cisco
WAN Switching System Overview for more details on connection parameters.

If the connection type has ForeSight (FST =), the result of the last test round trip delay command
(Test RTD) isdisplayed. Notethat thisis not the current RTD but the result of thelast, user-specified
test. High or low connection priority is displayed for both standard Frame Relay connections and
ForeSight connections.

The node checks the bandwidth parameters to promote efficient use of network bandwidth. The
following messages refl ect the checks on bandwidth usage.

Error Min cannot exceed peak.

Warning Min exceeds this port's speed.
Warning Sum of mins exceeds port's speed.
Warning Peak exceeds this port's speed.

Warning messages are informational and do not indicate that the command isfailing to execute.
Error messages indicate the command is not executing.

When you specify the frp_bw parameters, enter all changes (or unchanged values indicated by an
asterisk) on the line. You must specify either a change or a place-holder (*) up to at least the last
changed value (after which place-holders are unnecessary). Decide on any changes before starting
this command. The parameters section of this command description lists frp_bw parameters. The
section “Using Frame Relay Classes’ at the beginning of this chapter describes the parameters.

Full Name
Configure Frame Relay Connection

Syntax
cnffrcon <channel> [bandwidth_parameters]

Related Commands
addcon, dspcon
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Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnffrcon 8.1.200

Description
Configure Frame Relay connection 8.1.200.

System Response

ganma TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 17:28 CST
Conn: 8.1.200 al pha 9.1.100 fr
MR CR VC Q Depth PIR Crmax ECN QThresh QR FST
9.6/9.6 9.6/9.6 5/5 256/ 256 10/10 65535/65535 9.6/9.6 n
% Uil: 100/100
Omer: REMOTE Restriction: NONE COS: 0 Status: K
Group: NONE Priority: L TestRTD: 0 nsec
Pat h: gama 15--15bet a 13- - 14al pha
Pref: Not Confi gured
gamma 8. 1. 200 al pha 9.1.100
FRP: (64 FRP: oK
FRI : (64 FRI : oK

Last Conmmand: cnffrcon 8.1.200

Next Command:
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Table 8-10 cnffrcon—Parameters
Parameter Description
channd Specifies the channd to configure connection parameters. The command

configures connection information for one channel at atime. You cannot specify a
set of channels. The channel has the following format:

slot.port.DLCI

Table 8-11 cnffrcon—Optional Parameters

Parameter Description

bandwidth_para- Specifies the bandwidth parametersin the following format:
meters MIR/MIR, CIR/CIR, VC_QNC_Q, PIR/PIR, Cmax/Cmax

ECNQ_thres/ECNQ _thresh, QIR/QIR, FST, %utl/%ut|

See “Using Frame Relay Classes’ in this chapter for information on the bandwidth
parameters. A dash indicates you can specify avaue for each direction. FST is
either ForeSight enable (y) or disable (n). A “*” is a place-holder for a parameter
you do not change.
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cnffrcport

Configures the port speed and percent of utilization on the concentrated link of a Port Concentrator
Shelf (PCS). Thisisnot astandard command. Primarily, you would use cnffrcport to adjust therate
on the concentrated link due to some unusual system configuration.

Because this command applies to the FRC interface (the concentrated link) rather than the user port
for the CPE, the port number and the range of speedsis the same as that of the FRP or FRM card.
Thus, the port numbers are 14 with rates varying from 56 Kbps through 2 Mbps. During port
configuration, aprompt for each parameter appears. To keep the current value of the parameter, press
the Return key without typing anything.

Full Name
Configure Frame Relay port

Syntax
cnffrcport <dlot.port> <percent utilization>

Related Commands
upfrport, dnfrport, dspfrport, dspcd

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnffrcport 6.1 512 88

Description

Reconfigure PCS port 6.1 to have a speed of 512 Kbps and a concentrated link utilization of 88%.
(Notethat executing dspcd for this slot would show aport count of 44, which indicates that the card
set supports a PCS. The Configured Clock of 512 Kbps by itself does not indicate a PCS because a
standard FRP-2 or FRM-2 also supports this rate.
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System Response

m nnow TN Super User I PX 8 8.5 Aug. 30 1997 10:16 PST

Physical Port: 6.1 [ 1 NACTI VE]

Interface: FRI-X21 DCE Configured d ock: 512 Kbps

Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Mn Flags / Franes 1

Port 1D 1022

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts

ECN Queue Threshol d 65535 T391 Link Intg Tiner 10 sec

DE Threshol d 100 % N391 Full Status Poll 6 cyl

Signal I i ng Protocol None EFCI Mappi ng Enabl ed No

Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner No/ O nsec

T392 Polling Verif Tinmer 15 | DE to DE Mapping Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead |

Communi cate Priority No State ON

Upper/Lower RNR Thresh 75% 25% Concentrated Link Util 88%

Last Command: cnffrcport 6.1 512 88

Next Conmand:
Table 8-12 cnffrcport—Parameters
Parameter Description
slot.port Specifies the card dot and port number. Because the port number is that of the
concentrated link rather than the user port number, the range is 14 (not 1-44).
speed Specifies the port clock speed for a2.0 Mbps FRP-2 or FRM-2. The display shows
the configured speed as Configured Clock and the actual speed as Measured Rx
Clock. The available speeds are:
1 port (selected speeds, 562048 Kbps)
2 ports (selected speeds, 56-1024 K bps)
3 ports (selected speeds, 56672 Kbps)
4 ports (sel ected speeds, 56-512 Kbps)
utilization Specifies the percent of utilization of the concentrated link.
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cnffrport

Configuresthe parameters of a Frame Relay port. The cnffr port command appliesto the UFM/UFI,
FRP/FRI, FRM/FRI, and FRM-2/FRP-2. (Note that aless commonly used command also exists for
the concentrated link between the PCS and FRM-2 or FRP-2: cnffrcport.)

During port configuration, a prompt for each parameter appears. To keep the current value of the
parameter, pressthe Return key without typing any characters. When a parameter isnot configurable
for an application, the parameter appears shaded or with dashed lines. You can mix the datarate for
each of the ports if the total for all ports does not exceed the maximum composite data rate that the
card set supports. Table 8-13 shows the supported data rates for individual T1 and E1 lines.

Table 8-13 T1 and E1 Data Rates

Data Rates at 56 Kbps Increments Data Rates at 64 Kbps Increments

56 112 168 224 64 128 192 256
280 336 392 448 320 384 448 512
504 560 616 672 576 640 704 768
728 784 840 896 832 896 960 1024
952 1008 1064 1120 1088 1152 1216 1280
1176 1232 1288 1344 1344 1408 1472 1536
1400 1456 1512 1568 1600 1664 1728 1792
1624 1680 1736 1792 1856 1920 1984 2048

Table 8-14 shows the available data rates on a single, PCS user-port. For the FRP-2 and FRM-2
cards, the maximum composite data rate over the 44 logical, user-portsis 1.792 Mbps.

Table 8-14 PCS Data Rates

Data Rates in Kbps

9.6 14.4 16 19.2 32 384 48 56
64 112 128 168 192 224 256 280
320 336 384

For a PCS, some additional rules for assigning data rates to the 44 ports apply:
® No single user-port should have a speed greater than 384 K bps.

® Thetotal for each group of 11 ports should not exceed 448K bps. The software allows higher
rates, but the system may drop data if user-equipment passes data above the aggregate total of
448 Kbps.

® The port numbers for the 11-port groups are 1-11, 12—22, 23-33, and 34-44.

8-30 Cisco WAN Switching Command Reference



cnffrport

Signaling Protocol Timers

This section introduces the implementation of two signaling timers and related parameters you can
specify through the enffrport command.

Periodically, devices use signaling to request the status of other, connected devices or networks. The
signaling can be a simple confirmation of the other device's existence or more detailed information,
such as the DL Cls, bandwidth, and state of all PV Cs. The signaling described here occurs between:

® The user-equipment and a frame-relay port across the user-to-network interface (UNI)
® Frame relay ports in the network across the network-to-network interface (NNI)

Periodically, Frame Relay ports within the network transmit a Status Enquiry and wait for a Status
response. These exchanges occur across the UNI and the NNI. At the UNI, the user-equipment
periodically sends a series of Status Enquiries and awaits a Status response for each enquiry. At the
NNI of any network, a Frame Relay port can generate Status Enquiries and, at alternate times,
receive Status Enquiries. In thisway, the signaling between networks mirror each other. (Figure 8-1
shows the three possible exchanges.) The timers for Status Enquiry and Status response and other,
related parameters are the:

® Linkintegrity timer—thetime period between each Status Enquiry that either the user-equipment
or a Frame Relay port in the network generates

® Polling verification timer—atime period in which aFrame Rel ay port waitsfor a Status response
to a Status Enquiry that the port generated

® Error threshold—the number of missing or erroneous eventsthat triggers a Port Communication
Failure

® Monitored events count—the number of eventsin a polling cycle

® Full status polling cycle—apolling cyclein which the port that has sent the Status Enquiry waits
for detailed status information

In the preceding list, an event is either a Status Enquiry or a Status response. The meaning of the
event depends on whether the link integrity timer or the polling verification timer iswaiting for the
event. Thelink integrity timer waits for Status responses. The polling verification timer waits for
Status Enquiries.

Most Status Enquiries contain only asegquence number. After sending these simple Status Enquiries,
the polling device checks for the sequence number. Periodically, a full status polling cycletakes
place, in which the polling device waits for all applicable information, such as the status of all
connections that cross the NNI. For signaling across the UNI, the Frame Relay Forum has
recommended a full status polling cycle at every sixth polling cycle. The Frame Relay Forum has
not recommended a frequency for the NNI. The cnffrport command lets you select afrequency in
the range of once every 1-10 polling cycles.

The Frame Relay port or user-device counts auser-specified number of errors out of a user-specified
number of attempts before it signals a Port Communication Failure. These parameters are the error
threshold and the monitored events count, respectively. The defaults for these parameters are 3 and
4, respectively. To usethe defaultsin an example: if 3 out of 4 events are either missing or erroneous
within the specified time period, the port signals a Port Communication Failure (a minor alarm).

An event has a user-specified amount of time to arrive. The allowed time period for the arrival of a
valid event is the number of seconds you assign to atimer. If an enquiry or response is missing or
bad within the timer value, the event isfailed. Again, using al default values in an example: if the
polling verification timer is 15 seconds and no Status Enquiry arrives within that time, the port
recordsamissing Status Enquiry. If no Status Enquiry arrives during the next two 15-second periods,
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the port signals a Port Communication Failure. In the UNI examplein the figure, the third Status
Enquiry does not arrive. Note that each time a Status Enquiry arrives, the polling verification timer
restarts counting at 0 seconds rather than waiting until the specified number of seconds has elapsed.

Whether the port is on a UNI or NNI, the polling verification timer setting must be longer than the
link integrity timer. (Refer to the forthcoming cnffrport parameterstable for values.) You cannot set
the link integrity timer for the user-equipment with cnffrport. Usually, the link integrity timer on
user-equipment is 10 seconds, which you can verify by executing dspportstats and counting the
number of seconds between statistical updates. On the NNI, you can set both timers (they use either
Annex A or Annex D).

Figure 8-1 Signaling Protocol Timing
UNI
FRP, FRM, UFM CPE
Staus enau'®y
Status
-~
Status enau'
Status
-~
Polling verification timer Link Integrity Timer
FRP, FRM, UFM NI Network
gratus ends™
Status _
-~
Status enau'®y
Status
—”
Polling Verification Timer Link Integrity Timer
FRP, FRM, UFM NNI Network

Status enquiry
—”

M
Status enquiry
M

Link Integrity Timer Polling Verification Timer

S5848
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The 1 Mbps FRI

The data rates available with the 1 Mbps FRI are as follows:

Table 8-15 Data Rates for the 1-Mbps FRI

Port Data Rates in Kbpsfor 1Mbps FRI

1024 512 256 128
896 448 224 112
768 384 192 64
672 336 168 56

Therules for assigning data rates to the four ports when using the 1 Mbps FRI are as follows:

® If you assign a data rate of 672 Kbps or higher on any port, you cannot use any other port.

® |f youassign adatarate of between 384 Kbpsand 512 Kbpsto any port, you can specify asecond

port with an available data rate of 512 Kbps or less.

® |f youassign adatarate of 336 Kbpsto any port, you can specify two other portsfor any available

data rates of 336 Kbps or less.

® |f the datarate of any port does not exceed 256 K bps, you can specify all four ports with any

available data rates of 256 Kbps or less.

Full Name

Configure Frame Relay port

Syntax (T1/E1l ports on UFM-C)

cnffrport  <slot.port> <line.DS0_range> <port queue depth> <ecn queue threshol d>

<de threshold> <signaling protocol> [protocol parameters]

Syntax (Unchannelized ports on UFM-U)

cnffrport  <slot.port> <port type> <port queue depth> <ecn queue threshol d>

<de threshold> <signaling protocol> [protocol parameters]

Syntax (T1/E1 ports on FRM or FRP)

cnffrport  <slot.port> <port queue depth> <ecn queue threshold> <de threshold>

<signaling protocol> [protocol parameters]

Syntax (All other ports—for an FRM or FRP)

cnffrport <slot.port> <speed> <port queue depth> <clocking> <de_threshold>
<min-flags-bet-frames> <ECN q_threshold> <port ID> <signaling protocol y/n>

[protocol parameters]
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Related Commands
addfrport, upfrport, dnfrport, dspfrport

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnffrport 3.1 48000 48000 100NN Y 1

Description

Change Frame Relay port 3.1 to have queue depths of 48000. The interface in this exampleisaT1.

System Response

pubsi gx1 TN Super User

Port: 3.1 [ ACTI VE
Interface: FRI-T1

Cl ocki ng: None

Port ID -

Port Queue Depth 48000

ECN Queue Threshol d 48000

DE Threshol d 100 %
Signal | i ng Protocol None
Asynchronous St at us No

T392 Polling Verif Tinmer 15
N392 Error Threshol d 3
N393 Monitored Events Count 4
Communi cate Priority No
Upper/ Lower RNR Thresh 75% 25%
Conmand:

Last cnffrport

Next Conmmand

Example 2

I GX 32 8.5 Sep. 10 1997
]
Configured d ock: 64
Measured Rx Cl ock: None
Mn Flags / Franes 1
Channel Range 1
OAM Pkt Threshol d 3
T391 Link Intg Tiner 10
N391 Full Status Poll 6
EFClI Mappi ng Enabl ed No
CLLM Enabl ed/ Tx Ti ner No/ O
I DE to DE Mapping Yes
Channel Speed 64

3.1 48000 48000 100 n N Y 1

cnffrport 5.1 256 n 12000 10000 100aN N 15343yy100Y 1

Description

16: 25 GVII

Kbps

pkts
sec
cy

nsec

Change queue depths for port 8.1. An explanation of the screen appears after the screen example.
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System Response

padnma VT Super User I PX 8 8.5 Sep.

Port : 5.1 [ACTI VE ]

Interface: FRI-V35 DCE Configured d ock

Cl ocki ng: Nor mal Measured Rx C ock
Mn Flags / Franes

Port ID 0

Port Queue Depth 12000 OAM Pkt Threshol d

ECN Queue Threshol d 10000 T391 Link Intg Tiner

DE Threshol d 100 % N391 Full Status Pol

Signalling Protocol Annex A UN EFCI Mappi ng Enabl ed

Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner

T392 Polling Verif Tinmer 15 | DE to DE Mapping

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead CTs DSR

Communi cate Priority No State ON ON

Upper/ Lower RNR Thresh

Last Command:

Y1

cnffrport

Next Command:

75% 25%

5.1 256 NORMAL 0 12000 10000 100 a NN 15 3 4

The screen in Example 2 shows the following:

 Port Speed (configured,
measured)

» Clocking (type)
* Port ID
» Port Queue Depth

* ECN Queue Depth

» DE Threshold
 Signaling Protocol

» Asynchronous Status

» Polling Verify Timer
 Error Threshold

* Monitored Events Count
» Communicate Priority

* Upper RNR Threshold

* Lower RNR Threshold

e Minimum Flags/Frame

10 1997 16:

Yes/ 100

39 GVIr

Kbps
Kbps

pkts
sec
cyl

nsec

3y y 100

256 Kbps The screen displays both the configured clock speed and the
256 Kbps measured clock speed—256 Kbps for both in this case.

Norma

0

12000

10000

100

Annex A

15

75

1

Of the two clocking types, the interface uses normal clocking.

The optiona Port ID has not been specified.

Depth of port queueisset at 12000 bytes.

Port queue must reach 10000 bytes before FECN and BECN bits are

Set.

Port buffer must be 100% full before DE frames are dropped.

The selected protocol for the UNI.

No asynchronous messages to user-device; wait for polling from

user-device.

15 seconds heartbeat period.

3 failures trigger port communication failure.

4 events are monitored.

Do not communicate port priority to user-device.

75% of buffer capacity triggers receiver not ready condition.

25% of buffer capacity clears areceiver not ready condition.

One flag exists for each FR data frame.
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Example 3
cnffrport 13.1

Description

Configure the parameters for the newly upped V.35 port at 13.1. In this case, the only change isthe
port type: the interface becomes aDTE in this example.

sw180 TN Super User I GX 16 8.5 July 30 1997 00: 09 GMVI
Port: 13.1 [ACTIVE ]

Interface: V35 DCE Configured d ock: 256 Kbps
C ocki ng: Nor nal Measured Rx C ock: 0 Kbps
Port ID 0 Mn Flags / Franes 1

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 10 sec
DE Threshol d 100 % N391 Full Status Poll 6 cyl
Signal I i ng Protocol None EFCI Mappi ng Enabl ed No
Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner No/ 0O nsec
T392 Pol ling Verif Tiner 15 | DE to DE Mappi ng Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead CTs DSR DCD
Communi cate Priority No State ON ON ON

Upper/Lower RNR Thresh 75% 25%

Last Command:

Next Command:

cnffrport 13.1 DTE 256 NORMAL O 65535 65535 100 n N N Y

Note The following table describes both mandatory and optional parameters because some
parameters are mandatory for T1/E1 lines and optional for other line types.

Table 8-16 cnffrport—Parameters

Parameter Description

slot.port Specifiesthe logica port onthe FRP, FRM, or UFM-U in the format d ot.port. For
aTVEllineonan FRM or FRP, port isalogical number. For aUFM-C, the range
for port is 1-250. (See the description of dot.port linein the Cisco IGX 8400
Series Reference manual.) For a Port Concentrator Shelf, port refersto the logical
port in the range 1-44.

port type Specifies whether a port on aUFM-U is DCE or DTE. The prompt appearsif the

(for aUFM-U)

For port typeon a
PCS, see next box.

system detects a UFM-U. The default is DCE. For an FRM or FRP, “port Type” is
display-only because jumper blocks on the back cards set the mode.

When you use cnffrport in ajob, the “ Enter mode (line or port)” prompt
followsslot.port. Note that this mode is the interface type of the Frame Relay port
rather than the mode of the UFM-U. Valid entriesare HSSI, V35, X21, PORT
(PORT isgenerically “unchannelized”), or LINE (LINE indicates T1 or E1). If the
front card is a UFM-U, a subsequent prompt asks you to specify DCE or DTE.

port type

(for aPCS)

(For port type on
aUFM-U, see
preceding box.)

Port type for a PCS tells switch software whether the port is V.35, V.11 or V.28.
Port type for a PCS does not actually configure the port: to configure the port, you
must install the appropriate card in the PCS.

See the port type description for the UFM-U for information on cnffrport in ajob.
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Parameter

Description

interface type

Specifies an interface type for a Port Concentrator Shelf (PCS). This parameter
appears if switch software detects a PCS. It applies to the user interface display
only and not the PCS itself because system software does not detect the interface
type within the PCS. To change the user-interface type, you must change acard in
the PCS.

slot.port line

Specifies the UFM-C dot, port, and line number, where port can be 1-250, and
line can be 1-8. Note that the maximum number of T1/E1 lines per nodeis 32.
This maximum could be, for example, spread over 4 UFM-8C card setsthat utilize
all 8 lines on each back card.

speed

Specifies aport clock speed in Kbpsfor a2.0 Mbps UFM, FRP, or FRM. The
configured speed appears under the Configured Clock heading. The actual clock
rate appears under the Measured Rx Clock heading. Note that this option does not
apply to T1/E1 lines because these line types use 64 or 56 Kbps timeslots. The
range of speeds according to the number of active portsisasfollows:

1 port (selected speeds, 562048 Kbps)
2 ports (selected speeds, 56-1024 Kbps)
3 ports (selected speeds, 56672 Kbps)
4 ports (selected speeds, 56-512 Kbps)

Refer to the table at the beginning of this command description for the available
clock rates for all port combinations.

clocking

Specifies the port's clock type for HSSI, V.35, and X.21 lines. Clocking does not
apply to T1, E1, or Port Concentrator lines. The clock is either normal or looped.

Four combinations of clocking are available for the V.35 ports. Two combinations
of clocking are available for HSSI and X.21. Note that the clock and data direction
in DCE mode is the opposite of the direction for DTE mode. The possibilities are:

* FRPR, FRM, or UFM-U port is DCE with normal clocking (HSSI, V.35, X.21).
* FRP, FRM, or UFM-U port is DCE with looped clocking (V.35 only).
* FRP, FRM, or UFM-U port is DTE with normal clocking (HSSI, V.35, X.21).
* FRP, FRM, or UFM-U port is DTE with looped clocking (V.35 only).

For adescription of looped and normal clocking, refer to the Cisco IGX 8400
Series Reference manual, the Cisco | PX Reference manual, or the Cisco WAN
Switching System Overview.

port ID

Specifies the DLCI associated with the port (0-1024) {0} . A node uses this
number when you add bundled connections. Otherwise, port 1D can be used as a
network destination number in global addressing. The port ID does not apply to
T1, E1, or PCS ports.

port queue depth

Specifies the maximum bytes in the transmission queue at the UFM, FRP, or FRM
port. The range is 065535 bytes. The default is 65535 bytes.

ecn queue threshold

Specifies the threshold at which the system begins to generate explicit congestion
notification (BECN and FECN bits) for the port. The range is 0—65535 bytes. The
default is 65535 bytes.

de threshold

Specifies the port queue depth above which the system discards frames with a set
Discard Eligibility (DE) bit. The range is 0—100%. The default is 100%. A
threshold of 100% disables DE for the port because a queue cannot contain more
than 100% of its capacity.
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Parameter

Description

signaling protocol

Specifiesthe LMI operation mode. Thefirst time you execute cnffrport on a port,
the command line interface displays the following options for this parameter:
“none, StrataLMI, a (for Annex A), and d (for Annex D).” If you enter “a” or “d,”
the subsequent prompt asksif the interface is NNI.

For the initial port specification and subsequent port specifications for a particular
port, you can also use asingle digit from the LMI definition list that follows. The
total industry standard range is 0255, but Cisco WAN Switching nodes recognize
only the following (the default isinternally recognized as LMI1=2):

LMI=0 LMl isdisabled at this port.

LMI=1 Cisco LMI and the asynchronous update processis enabled at this
port. Greenwich Mean Timeis also enabled.

LMI=2 LMl isdisabled at this port.

LMI =3 CiscoLMI isenabled at this port, but asynchronous update process is
disabled.

LMI =4  Theport configurationis UNI using CCITT Q.933 Annex A
parameters.

LMI =5  The port configuration is UNI using ANS| T1.617 Annex D
parameters.

LMI =6  The port configurationis NNI using CCITT Q.933 Annex A
parameters.

LMI =7  The port configurationisNNI using ANS| T1.617 Annex D
parameters.

For any Frame Relay card set that has a maximum frame length of 4510 bytes, the
use and type of asignaling protocol resultsin alimit on the possible number of
connections per port (the port here is either physical or logica). The maximum
number of connections per port for each protocol is as follows:

For Annex A: 899
For Annex D: 899
For Stratal. MI: 562

Neither addcon nor cnffrport prevents you from adding more than the maximum
number of connections on a port. (You might, for example, use cnffrport to
specify an LM 1 when too many connections for that particular LMI already exist.)
If the number of connectionsis exceeded for aparticular LMI, the LMI does not
work on the port, the full status messages that result are discarded, and LMI
timeouts occur on the port. A port failure results and also subsequently leads to
a-bit failuresin other segments of the connection path.

asynchronous status

Specifies whether the node should send unsolicited LMI update messages when
they appear or wait for the user-device to poll. Enter y (yes) or n (no).

polling verify timer

SpecifiesaLink Integrity Verification Timer heartbeat (keep-alive) period. The
rangeis5-30. The default is 15. Set the timer to 5 secs. more than the setting in the
user equipment.

error threshold

Specifiesthe number of failuresinthe monitored events that cause the “keep alive’
processto report an alarm. Thetheoretical rangeis 0-255. The valid rangeis 1-10.
A threshold of O revertsto 1. A threshold greater than 10 revertsto 10.

monitored events
count

Specifies the number of monitored events for the “keep alive” process. It hasa
theoretical range of 0-255 and avalid range of 1-10. A port communication-fail
condition is cleared after this number of successful polling cycles. A value of 0
revertsto 1, and a value more than 10 reverts to 10.
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Parameter Description

communicate priority ~ Specifies whether the system should communicate the SNA priority of the
connections to the user-device on the port. Enter y (yes) or n (no). (SNA priority is
either Hor L.)

upper/lower RNR Specifies the receiver not ready (RNR) thresholds. The upper threshold is the

threshold number of receiver not ready indications from the user equipment before an alarm
is generated for this port. The lower RNR threshold isthe number of indications
from the user equipment before an alarm is cleared. Therangeis 1-255. The
default for the upper RNR threshold is 75. The default for the lower RNR
threshold is 25.

EnableEFCI toBECN  Directs the system to map the Frame Relay BECN hit to the EFCI bitin a
mapping FastPacket.

ForeSight over port Specifies whether the system should use CLLM over the port.

min. flagg/frame Specifies the minimum number of flags between frames when the direction of
transmission is from the node to the user-equipment. Any value greater than O is
valid on the UFM, FRP or FRM. The default is 1. On a Port Concentrator Shelf,
therangeis 1-16.

OAM FastPacket Specifies how many OAM FastPackets must arrive from aremote NNI port before

threshold thelocal port generates “A-bit = 0" in the signaling protocol message to the locally
attached device. The range for this parameter is 0-15 packets. The default is 3
packets. A 0 disables this function. The OAM FastPacket threshold setting applies
to UNI and NNI ports. The following two paragraphs provide a more detailed
explanation of the A-bit and OAM FastPacket threshold usage.

On any Frame Relay port (UNI or NNI) that is using a signaling protocol (Cisco
LMI, Annex A, or Annex D), the FRP or FRM provides a Status message to the
attached equipment in response to a Status Enquiry message or as an
Asynchronous Update. These Status messages contain details about every PVC
configured on the port. In particular, the “PVC Active” bit (the A-bit) represents
whether aPVC is active (A-bit=1) or out of service (A-bit = 0). If the other end of
the connection PV C on a UNI port, the only conditions that can cause the loca
Frame Relay card to send an A-bit=0 are:

» The PVC being “down” (intentionally taken out of service)

» The PVC being failed for any reason (such as a hardware failure, trunk failure
with no ability to reroute, and so on)

If the other end of the PV C terminates on an NNI port, one additional condition
can cause the local UFM, FRP, or FRM to send an A-bit=0 to the local device: if
the remote NNI port on the card receives an A-bit=0 from the remote network over
the remote NN, then the local card can propagate an A-bit=0 out the local port.
The mechanism by which the remote card notifies the loca card of the A-bit=0
coming from the remote network is OAM FastPackets. The local node sends one
OAM FastPacket every 5 seconds for aslong as the A-bit coming from the remote
network is 0.
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Parameter

Description

link integrity timer
(T391)

Specifiestheinterval after which the system sends Status Enquiry messages across
the NNI port. The range for the interval is5-30 seconds. The default is 6 seconds.
Both networks do not need to have the same T391 value.

On aFrame Relay NNI port, the Link Integrity Timer (T391) specifies how often
the UFM, FRP, or FRM generates a Status Enquiry message to the attached
network using the selected NNI signaling protocol (Annex A or Annex D). The
card should receive a Status message for every Status Enquiry message it
transmits. If the Frame Relay card receives either no responses or invaid
responses, a Port Communication Failure results (and causes a minor aarm).
Using the default vaues for N392 Error Threshold and N393 Monitored Events
Count in an example: an error occurs when no response (or abad response) arrives
for 3 out of the last 4 Status Enquiry messages. (The default for N392 Error
Threshold is 3. For N393 Monitored Events Count, the default is 4.)

N392 error threshold  Specifies the number of bad or undelivered responses to Status Enquiry messages
that can occur before the system records a Port Communication Failure. The range
is 1-10. The default is 3. See the description of the link integrity timer parameter
for example usage.

N393 monitored Specifies the number of Status Enquiry messages in a period wherein the system

events count waits for responses to the enquiries. Therangeis 1-10. The default is 4. Seethe

description of the link integrity timer parameter for example usage.

full status polling

Specifies the interval a which the system sends the Full Status Report request for

cycle (N391) all PVCsacrossthe NNI port. Therangeis 1-255 polling cycles. The default is 10
cycles. The Full Status reports the status of all the connections across the NNI.
card type Specifies the card type when you enter the cnffrport command in ajob. This

parameter is not avail able except when you specify cnffrport in ajob by using the
addjob command. During the job specification, you enter the card type just after
the slot.port during the command specifi cation phase of addjob. Valid card types
are“V.35,” “X.21,” “port,” and “line,” where “line” indicatesaT1 or E1 line.

CLLM status Tx
Timer

Specifies an interval for the system to send ForeSight congestion messages across
the NNI. The range is 40 ms—-350 ms. The default is 100 ms. Both networks must
be Cisco WAN Switching networks.

IDE to DE mapping

Specifies whether the destination system should map the internal DE bit (IDE)
status in the FastPacket or ATM cell to the Frame Relay DE bit a the destination.
Enter y (yes) or n (no). If you specify the non-standard case of CIR=0 with either
addcon or cnffrcls, you must first enable | DE to DE mapping. Refer to the section
titled “Using Frame Relay Classes” for important information on setting CIR=0.

interface control Specifies the control leads available on the V.35 and X.21 physical Frame Relay

template ports and the meaning for each lead.

channel range Specifies the DSOs for the T1 or E1 logical port. Thevalue canbe 1 or a
contiguous combination in the range 1-24 for T1 or 1-31 for E1. For example,
7-12 indicates 6 DSOs for the port, starting with DSO 7. Before you use this
command, specify the valid channel range with the addfrport command.

channd speed Specifies the bandwidth available to alogical port. The speed is 64 Kbpstimesthe

number of DSOs you specify with the channel range parameter.
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cnfict
Configures the interface control template signals. Each interface control lead must be individually
configured. (Each data channel has a default interface control template for its active, conditioned,
and looped-near and far states.) The signals available to cnfict depend on the type of back card and
whether the port modeisDCE or DTE. On an |PX node, the applicable front cards are the SDP, LDP,
FRP, CDP (for data), and FTC (for data). On an IGX node, the applicable front cards are the LDM,
HDM, FRM, UFM, CVM (for data), and FTM (for data).
Note The cnfict command isnot valid for V.11 and X.21 interfaces. For FRP V.35 and Port
Concentrator V.35 and V.28 interfaces, only the active template is usable, and you can configure the
leads to on or off.
When Y-cable redundancy isin effect, the control template configuration for the data channels
terminating at the primary slot also applies to the data channels of the secondary slot. Any
configuration information you attempt to apply to the secondary slot isignored. The following lists
which leads are configurable for each type of datainterface supported by the IPX or IGX node. The
entries under the “IPX or IGX Name” column indicate the abbreviations to use when you specify
input or output leads on the command line.
Table 8-17 Configurable Lead Listing

IPX/IGX EIA/TIA- EIAITIA-  EIA/TI- Fast CCITT (ITU-T)

Source Name 232C 232D 449 V.35 X.21 EIA Equivalent Function

DTE RTS CA CA RS C F4 105 Request to Send

DCE CTS CB CB CS D F4 106 Clear to Send

DCE DSR cC CcC DM E F3 107 Data Set Ready

DCE DCD CF CF RR F F7 109 Data Carrier Detect (RLSD)

DCE QM QM QM Equalizer Mode

DTE pin 11 11 11 Sometimes used for Data

DCE SDCD SCF SCF 122 Secondary Data Carrier Detect

DCE SCTS SCB SCB 121 Secondary Clear to Send

DTE STxD SBA SBA F5 118 Secondary Transmit Data

DTE NS NS F7 New Sync

DCE SRxD SBB SBB F5 119 Secondary Receive Data

DCE DCR DCR Divided Receiver Clock

DTE RL RL RL F6 Remote Loopback

DTE SRTS SCA SCA 120 Secondary Request to Send

DTE DTR CD CD TR H F3 108.2 Data Terminal Ready

DCE SQ CG CG SQ 110 Signal Quality Detect

DCE RI CE CE IC Jr* 125 Ring Indicator

DTE SF CH CH SF 111 Signal Rate Select (to DCE)

DCE Sl Cl Cl Sl 112 Signal Rate Select (to DTE)
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IPX/IGX EIA/TIA- EIA/TIA-  EIA/TI- Fast CCITT (ITU-T)
Source Name 232C 232D 449 V.35 X.21 EIA Equivalent Function
DTE BSY BSY IS F1 Busy (In Service)
DCE SB TST SB F1 Test Indicator
DTE LL LL F2 Local Loopback
DCE ™ ™ K** F6 Test Mode
DTE SS SS Select Standby
DTE C C Control
DCE I I Indicator

Asterisks (**) indicate the listing is applicable to only an SDP or HDM card. Pins 11 and 23 on an
RS-232 port are bi-directional, and their default direction isinput. See the cnfcldir command for
information on changing the direction of these pins. The cpyict command can be used to copy an
interface control template from one data channel to another. The template can then be edited using
the cnfict command. The dspbob command displays the state of leads at specified intervals.

The preceding list shows the equivalence between RS-232C, RS-232D, RS-449, V.35, and X.21
interfaces. An IPX or IGX treats |eadsimpartially for non-interleaved connections. Any signal
arriving on an EIA pin at one end may be transmitted to any pin at the other end. An imposed
maximum of 12 EIA leads appliesto any interface type. For interleaved EIA connections, the “ Fast
EIA” column showswhich leads are carried in the interleaved bytesin the data packets. All
remaining leads are carried in traditional control lead packets.

Full Name

Configure interface control template

Syntax
cnfict <port> <template> <output> <source>

Related Commands
addextlp, dspict, tstport

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfict 25.1 actson
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Description

Configuretheactiveinterface control templatefor channel 25.1 to CTS-on. CTS-on meansthat when
the port is active, the CTS lead is asserted.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:36 MST
Dat a Channel : 25.1

I nterface: RS232 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
RI OFF DSR ON

CTS ON SRxD ON

DCR OFF DCD ON

SCTS ON SDCD ON

SQ ON

Last Command: cnfict 25.1 a cts on

Next Conmmand

Example 2
cnfict 9.1 artson

Description

Configure the active interface control template to have RTS-on. This means that when the port is
active. the RTS lead is asserted.
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System Response

al pha TRM  YourID: 1 I PX 16 8.5 Aug. 23 1997 10: 23 PST
Port: 9.1 [ACTIVE ]

Interface: FRI-V35 DTE Configured d ock: 256 Kbps
Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Port ID 7

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol None ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Polling Verif Tiner 15 Interface Control Tenplate

N392 Error Threshol d 3 Lead State

N393 Monitored Events Count 4 RTS ON

Communi cate Priority No DTR ON

Upper/ Lower RNR Thresh 75% 25%

Mn Flags / Franes 1

Last Command: cnfict 9.1 a rts on

Next Command:

Example 3
cnfict 31.1 ndsr on

Description
Configure the near interface control template for 31.1, to DSR on (DDS trunk).

System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 17:38 MST
Dat a Channel : 31.1

I nterface: DDS- 4 OCU Config

Cl ocki ng: Looped

Interface Control Tenplate for Connection while NEAR EXT LOOPED

Lead Qut put Val ue Lead Qut put Val ue
DSR ON CTS ON
DCD ON

Last Command: cnfict 31.1 near dsr on

Next Command:
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Table 8-18 cnfict—Parameters

Parameter Description

port Specifies the data channel or Frame Relay port whose interface control template
you want to configure. Specify the port in the format slot.port

template Specifieswhich interface control template to configure for the channedl and has the
format: a/c/l/n/f. Valid entries are:

Entry Template Description

a Active The “active” control templateisin effect while the
data channel is active (normal operation).

c Conditioned The“conditioned” control templateisin effect when
conditioning is applied to the data channel. The
conditioned template is used when the network
detects that it cannot maintain the connection
because of card failures or lack of bandwidth (The
connection isfalled.)

L ooped The "looped" templateisin effect when the data
channel is being looped back in either direction.
The looped template is used when addloclp or
addrmtlp has been used to loop the connection
within the network.

n Near loopback The “near” templateisin effect when running a
tstport n or an addextlp n on aport. The port is
configured such that the external near modem is
placed in aloopback.

f Far |oopback The “far” template isin effect when running a
tstport f or an addextlp f on aport. The port is
configured such that the external far-end modem is
placed in aloopback.

The only valid template for a Frame Relay port, X.21 or V.35, isthe

ACTIVE template. Also, all the output leads have steady state values and

do not follow local or remote inputs.

output Specifies the output lead to configure. Valid abbreviations for output leads are
listed in the previous parameter (template). Configurable output leads vary
depending on the type of datainterface: RS-232, V.35, X.21, or RS-449.
source Specifies how the lead is to be configured and has the format:

on | off [local|remote  input delay
Delay is an optional parameter. The following lists the valid source choices:

on The output lead is asserted.

off The output lead isinhibited.

I (for local) indicates that the output follows alocal lead.

r (for remote) indicates that the output follows aremote lead.

input The name of the local or remote input lead that the output lead follows.

delay Thetimein millisecondsthat separatesthe “off” to“on” lead transitions.
Delay isvalid only when the output lead is CTS and the input lead is
local RTS. “On” to “Off” lead transitions are not subject to this delay.
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cnfmode

Selects amode of the card for aUFM-U back card. The mode of acard is combination of maximum
port speeds and for specific port numbers. Table 8-19 lists the maximum port speeds and active ports
for each mode. The cnfmode command lets you select 1 of 27 modes for either a UFI-12V.35 back
card or a UFI-12X.21 back card. For a UFI-4HSSI back card, 3 modes are available. Note that you
specify the actual speed of an individual port by using cnffrport. The |GX documentation describes

the application of the modes and the sequence of execution of these commands.

Note that cnfmode and cnfufmumode are the same command.

Table 8-19 Card Modes for Unchannelized Back Cards
V.35 and X.21 Ports HSSI Ports
Group A Group B Group C A
Mode 1 2 3 4 5 6 7 8§ 9 10 11 12 1 2 3
1 3 3 3 3 3 3 3 3 3 3 3 3 8 8 8
2 8 - 8 - 8 - 8 - 8 - 8 - 16 - 16
3 0 - - - 10 - - - o - - - 16 - -
4 8 - 8 - 3 3 3 3 3 3 3 3
5 0 - - - 3 3 3 3 3 3 3 3
6 8 - 8 - 8 - 8 - 3 3 3 3
7 0 - - - 8 - 8 - 3 3 3 3
8 0 - - - 10 - - - 3 3 3 3
9 0 - - - 8 - 8 - 8 - 8 -
10 0 - - - 10 - - - 8 - 8 -
11 3 3 3 3 8 - 8 - 3 3 3 3
12 3 3 3 3 3 3 3 3 8 - 8 -
13 3 3 3 3 10 - - - 3 3 3 3
14 3 3 3 3 3 3 3 3 10 - - -
15 8 - 8 - 3 3 3 3 8 - 8 -
16 3 3 3 3 8 - 8 - 8 - 8 -
17 8 - 8 - 10 - - - 3 3 3
18 8 - 8 - 3 3 3 3 10 - - -
19 3 3 3 3 8 - 8 - 10 - - -
20 3 3 3 10 - - - - -
21 0 - - - 3 3 3 3 8 - 8 -
22 0 - - - 3 3 3 3 10 - - -
23 3 3 3 3 10 - - - 10 - - -
24 8 - 8 - 10 - - - 8 - 8 -
25 8 - 8 - 8 - 8 - 10 - - -
26 0 - - - 8 - 8 - 10 - - -
27 8 - 8 - 10 - - - 10 - - -
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Full Name
Configure mode

Syntax
cnfmode <port> <mode>

Related Commands
cnffrport, dspmode, dspmodes

Attributes

Privilege 1-2
Jobs Node
Log Yes
Node IGX
Lock Yes
Example 1

cnfmode 134
Description

Configure the UFM-U card set in slot 13 to have mode 4. Note that the display shows which ports
are active for each mode number but does not show the current mode of the UFM-U. To see the
current mode of the UFM-U, use dspmode.

System Response

w180 TN Super User I GX 16 8.5 July 30 1997 01:25 GMI

UFMJ MODES AND PORT AVAI LABI LI TY BI TMAP

Mode[ 1]:111111111111 Mode[ 2]:101010101010 Mode[ 3]:100010001000
Mode[ 4]:101011111111 Mode[ 5]:100011111111 Mbde[ 6]:101010101111
Mode[ 7]:100010101111 Mode[ 8]:100010001111 Mode[ 9]:100010101010
Mode[ 10] : 100010001010 Mode[ 11]:111110101111 Mode[ 12]:111111111010
Mode[ 13]: 111110001111 Mode[ 14]:111111111000 Mode[ 15]: 101011111010
Mode[ 16]: 111110101010 Mode[ 17]: 101010001111 Mode[ 18] : 101011111000
Mode[ 19]: 111110101000 Mode[ 20] : 111110001010 Mode[ 21]: 100011111010
Mode[ 22]: 100011111000 Mode[ 23] : 111110001000 Mode[ 24] : 101010001010
Mode[ 25] : 101010101000 Mode[ 26] : 100010101000 Mode[ 27]: 101010001000

Thi s Comnmand: cnfnode 13

Enter The New UFMJ Mbde [1]: 4
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Table 8-20 cnfmode—Parameters

Parameter Description

slot Specifies the dot of the UFM-U card.

mode Specifies the mode of the UFM-U card set. The range for V.35 and X.21 portsis

1-27. Therange for HSSI portsis 1-3. You may have to delete connections and
down one or more ports before you execute cnfmode. To determine if you must
delete connection or for a detailed description of the modes of a UFM-U, see the
Cisco |GX 8400 Series Reference.
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cpyict

Copies all control template information associated with a given channel: the active template
information, the conditioned template information, and the looped template information near, far.
Once copied, the control template information may be edited with the cnfict command. See the
cnfict command for more information on interface control templates.

Full Name
Copy SDP/LDP/FRP interface control template

Syntax
cpyict <source _port> <destination_port>

Related Commands

cnfict, dspict

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cpyict 25.1 25.2

Description
Copy the interface control template on channel 25.1 to channel 25.2.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:40 MST
Dat a Channel : 25.2

I nterface: RS232 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
RI OFF DSR ON

CTS ON SRxD ON

DCR OFF DCD ON

SCTS ON SDCD ON

SQ ON

Last Command: cpyict 25.1 25.2

Next Command:

Example 2
cpyict 25.1 25.2

Description
Copy the Frame Relay interface control template on port 25.1 to 25.2.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 17:40 MST
Dat a Channel : 25.2

I nterface: RS232 DCE

Cl ocki ng: Nor mal

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead Qut put Val ue
RI OFF DSR ON

CTS ON SRxD ON

DCR OFF DCD ON

SCTS ON SDCD ON

SQ ON

Last Command: cpyict 25.1 25.2

Next Command:

8-50 Cisco WAN Switching Command Reference



cpyict

Table 8-21 cpyict—Parameters

Parameter Description

source channel Specifies the data channel or Frame Relay port.

destination channel Specifies the data channel or Frame Relay port you want to receive the copied

control template information.
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delcon

Removes connectionsfrom the network. A prompt appears for confirming the deletion. Connections
can be deleted from the node at either end of the connection. Do not delete a connection when the
node at the other end of the connection is unreachable. The unreachable node will not recognize the
deletion. It is especially important not to delete a connection to an unreachable node and then
connect that channel to another node. Channel connectionsare added to the network with the addcon
command.

Full Name
Delete connections

Syntax
delcon <channel(s)>

Related Commands
addcon, dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delcon 25.1

Description

Delete connection 25.1. The connectionsto delete are highlighted. A prompt asksyou to confirmthe
deletion. Respond with “y” for yes. Connection 25.1 is deleted.
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System Response

bet a

Local
Channel
19.1.101
19. 2. 302
25.2

TRM

Renot e
NodeNane
ganma

al pha
ganma

Last Command:

Your| D: 1

Renot e

Channel
8. 2.300
9. 2.400
6.1

Next Command: del con 25.1

I PX 32

State
Ok
Ok
Ok

Type
fr
fr
256

8.5

Aug. 15

Conpr essi on

1997 15:43 MST

Rout e
Code Avoid CCs

[oNelNe]
—ror QO

718

Table 8-22 delcon—Parameters
Parameter Description
channel Specifies the channel or set of channelsin the following format: slot.port.DLCI.

On an FRPor FRM, the range for port is 1-24 or 1-31. OnaUFM-C, the rangefor
port is 1-250. (For connections on aUFM-C, lineis not necessary because of the
port-to-line mapping through addfr port). For aUFM-U, the rangefor port is 1-12
for V.35 or X.21 and 1-4 for HSSI (unless Y-cable redundancy exists on the HSSI,
in which case port can be only “1"). The range for DLCI is typically 16-1007.
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delcongrp

Deletes agroup. The group must be empty (all connections must first have been removed with the
delcon command). You can delete a group from either the loca or remote end of the group.

Full Name
Delete connection group

Syntax
delcongrp [remote node] <connection group>

Related Commands
dspcongrp, delcon, dspcongrps, dspcons

Attributes

Privilege 1

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delcongrp gamma.l

Description
Delete connection group gamma.l1.
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System Response

bet a TRM  YourlD:1 I PX 32 8.5 Aug. 15 1997 16:19 MST

Rout e
Group Count State Avoid COS FST Omner

Last Command:

Next Command: del congrp gamma. 1

Table 8-23 delcongrp—Parameters

Parameter Description

remote node Specifies the name of the remote node of the connection group.

group number Specifies the number of the group (between 1 and 250) to del ete between the local

and remote nodes.
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delfrport (T1/E1)

Theinformation in this description applies to only Frame Relay portsusingaT1 or E1 line. The
delfrport command deleteslogical portson FRP, FRM, or UFM-C cardsand “unassigns” associated
DS0/timeslots. The deleted DS0/timeslots are avail able for you to assign to new logical ports (with
the addfrport command). The port display (normally visible through dspfrport command) appears
regardless of successful port deletion. The screen displays the defined port numbersfor the specified
line. The following lists the error and warning messages for this command.

Table 8-24 delfrport—Warnings and Error Messages

Messages Reason for Message

"Sotisout of range" Line number is not correct for FRP T1/EL.

"Port does not exist" Logica port number does not exist.

"You must first down the port" Logicd port is up.

"You must first down the port" Specified port is not first DS0O/times ot of logica port.
Full Name

Delete Frame Relay port

Syntax
For FRM or FRP: delfrport <slot.port>

For UFM: delfrport <dlot.port> <line.dsO_range>

Related Commands
addfrport, dspfrport, dnfrport

Attributes

Privilege 1

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delfrport 8.1

Description
Delete Frame Relay port 8.1.
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System Response

alpha TRM YourlD: 1 I PX 16 8.5 Aug.
Port configuration for FRP 8

Erom Chan  Speed |Interface State

1 9-15 448 FRI T1 ACTI VE

20 20-24 320 FRI T1 ACTI VE

Last Command: del frport 8.1

15 1997 17:28 CST

Next Conmand:
Table 8-25 delfrport (T1/E1)-Parameters
Parameter Description
slot Specifies the physical FRP or FRM T1 or E1 line. The range of logical port
numbersis 1-24 for T1 linesand 1-31 for E1 lines.
port Specifies the logical port number of the port to delete.
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dnfrport

Deactivates (“downs") the specified Frame Relay port. Before deactivating a port, you must delete
all connections on the port (see delcon description).

Full Name
Down Frame Relay port

Syntax
For UFM-U, FRM, or FRP: dnfrport <slot.port>

For UFM-C: dnfrport <slot.port> <line.dsO_range>

Related Commands
cnffrport, dspfrport, upfrport

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

delfrport 3.1

Description

Down Frame Relay port 3.1.
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System Response

pubsi gx1 TN Super User I GX 32 8.5 Aug. 14 1997 03:49 GMr
Port: 3.1 [ 1 NACTI VE]
Interface: FRI-T1 Configured d ock: 64 Kbps
Cl ocki ng: None Measured Rx C ock: None

Mn Flags / Franes 1
Port ID - Channel Range 1
Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 10 sec
DE Threshol d 100 % N391 Full Status Poll 6 cyl
Signal I i ng Protocol None EFCI Mappi ng Enabl ed No
Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner No/ O nsec
T392 Polling Verif Tinmer 15 | DE to DE Mapping Yes
N392 Error Threshol d 3 Channel Speed 64
N393 Monitored Events Count 4
Communi cate Priority No

Upper / Lower

RNR Thresh 75% 25%

Last Command: dnfrport 3.1

Next Conmand:

Table 8-26 dnfrport—Parameters

Parameter Description

slot Specifies the slot number of the Frame Relay card with the port to down.

port Specifies the port number to deactivate on the card specified by dot. Onan FRP or
FRM, therangeis 1-24 or 1-31. On aUFM-C, the range is 1-250. On aUFM-U
with aV.35 or X.21 interface, the rangeis 1-12. On a UFM-U with a HSSI
interface, the rangeis 1-4.

line The physical line on UFM-C card sets (not used for UFM-U cards).
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dspchenf

Displays configuration details for voice, data, or Frame Relay channels.

Voice channels display: Utilization, Adaptive Voice, Gain, Dial Type, Interface Type, and
OnHook and Conditioning specifications.

Data channels display: Maximum EIA Update Rate, Percentage Utilization, DFM Pattern
Length, and DFM Status.

Frame relay channels Minimum Information Rate, VC Queue Buffer Size or Bc, Peak

display: Information Rate or Be, Maximum Credits, ECN Queue Buffer Size,

Quiescent Information Rate, ForeSight enabled or not, and
Percentage Utilization.

If the channel specified isavoice channdl, the display includes configuration detailsfor all channels
on the specified circuit line starting with the specified channel. If the channel specified is adata
channdl, the display includes configuration details for all channels on the specified data card (CDP,
SDP or LDP) starting with the specified channel. If the channel specified is a Frame Relay channel,
the display includes configuration detailsfor all channels on the specified FRP port starting with the
specified channd. If you specify a Frame Relay port only with no DLCI, the display includes
configuration details for all channels on the Frame Relay port specified. The display also indicates
either Cisco parameters or standard Frame Relay parameters where appropriate.

Full Name
Display channel configuration

Syntax
dspchenf <start_channel>

Related Commands
cnfchadv, cnfchdfm, cnfchdl, cnfcheia, cnfchgn, cnfchpri, cnfchutl, enffrcon

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspchenf 9.1
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Description
Display configuration values for all channels on Frame Relay port 9.1.

al pha TRM  YourlD:1 I PX 16 8.5 Aug. 15 1997 15:56 PST

Frane Rel ay Channel Configuration Port: 9.1

Channel MR CIR VC Q Depth PIR Cmax ECN QThresh QR FST % Uti |
9.1.100 9.6 9.6 5 256 10 65535 9.6 n 100
Last Command: dspchcnf 9.1
Next Command
Table 8-27 dspchcnf-Parameters
Parameter Description
channel Specifies the channe at which the display begins. The format isslot.port.DLCI.

The DLCI parameter is optional.
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dspchstats

Displays traffic statistics and the statistics collection period for the specified channel. The display
showswhen the statisticswerelast cleared and the time that has elapsed during the current collection
period. The statistical parameters include:

® Number of frames transmitted

® Average frame sizein bytes

® Average frame rate in frames per second

® Number of packets transmitted

® Average packet rate in packets per second

® Percentage utilization of the channel

For each parameter, the values appear in the following categories:

® From the port (received from the attached device into the node)

® To the network (transmitted from the node into the network)

® Discarded (received from the attached device but not transmitted to the network)
® From the network (received from the network into the node)

® To the port (transmitted from the node to the attached device)

® Discarded (received from the network but not transmitted to the attached device)
The dspchstats command also displays ECN (Explicit Congestion Notification) statistics.

* FECN: Lists number of frames sent to the receiving end router with the FECN
(Forward Explicit Congestion Notification) bit set and the ratio of these
frames to the total number of frames sent. Thisis a measure of Frame Relay
congestion and the extent to which the receiving router has been informed of
frames received that encountered congestion.

 BECN: Lists number of frames sent to the transmitting end router with the BECN
(Backward Explicit Congestion Notification) bit set and the ratio of these
frames to the total number of frames sent. Thisis ameasure of Frame Relay
congestion and the extent to which the transmitting router has been informed
of frames received that encountered congestion.

* Min-Pk. bytes  Lists number of bytes received at the receiving end router during the greatest

revd: minute-peak of bytes received.

e minutes Lists number of congested minutes of received data since the command
congested: started.

Full Name

Display Frame Relay channel statistics

Syntax
dspchstats <channel> [interval]
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Related Commands
clrchstats, cnfchstats

Attributes

Privilege 1-6

Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspchstats 5.1.100
Description

Display the channel statistics for connection 5.1.100.

System Response

pubsi px1 TN Super User I PX 16 8.5 Aug. 7 1997 04:04 PDT
Channel Statistics: 5.1.100 Cleared: July 25 1997 06: 07
MR 9.6 kbps Collection Tinme: 12 day(s) 21:48:41 Corrupted: YES
Fr anes Avg Size Avg Util Packet s Avg
(bytes) (fps) (% (pps)
From Port: 0 0 0 0
To Network: 0 0 0 0 58732 0
Di scar ded: 0 0 0 0
From Net wor k: 1 5 0 0 1 0
To Port: 0 0 0 0
Di scar ded: 1 5 0 0 1 0
ECN Stats: Avg Rx VC Q 0 For eSi ght RTD --
M n- Pk bytes rcvd: 0 FECN Franes: 0 FECN Ratio (% 0
M nut es Congest ed: 0 BECN Franes: 0 BECN Ratio (% 0
Franes rcvd in excess of CR 0 Bytes rcvd in excess of CIR 0
Franes xntd in excess of CIR 0 Bytes xnmtd in excess of CIR 0

This Command: dspchstats 5.1.100

Hit DEL key to quit:
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Table 8-28 dspchstats—Parameters
Parameter Description
channel Specifies the channel. The command displays connection information for one

channd at atime, so you cannot specify arange of channels. The format for
channd is dot.port.

Table 8-29 dspchstats—Optional Parameters
Parameter Description
interval Specifies the refresh interval for displaying data. The range is 1-60 seconds. The

default is 1 second.
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dspcon

Displays connection information for a channel. The information displayed includes:

The channel number at both the local and remote ends of the connection
The node name at both ends of the connection

The type or data rate of the connection

The routing restriction

The class of service (COS) of the connection

The connection route, which lists the end nodes and any intermediate nodes
The preferred route for the connection (if configured)

The status of the cards associated with the connection

Any Y-cable conflicts (LDI, CDP for example)

The compression status (VAD on or off, ADPCM on or off, DFM on or off, Frame Relay
compression on or off)

The connection bandwidth parameter values for Frame Relay
The connection descriptor (if configured)

The circuit round trip delay (RTD) if ForeSight is enabled

A failurethat affectsthe connection flashes on the screen. For Frame Relay NNI ports, the NNI value
indicates the A-bit value received over the NNI from the remote network. The possible status

messages are:

+ OK Connection OK.

* FAILED Connection failed.

* MISSING DL CI was deleted in other network at NNI. A previous status report indicated
avalid DLCI present but an updated report did not.

« UNUSED indicates the UNI port does not support reporting of NNI A-bit status.

Full Name

Display connections

Syntax
dspcon <slot.port.DLCI>

Related Commands
addcon, cnfcos, cnfpref, dspcons
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Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspcon 19.1.101

Description
Display connection information for Frame Relay channel 19.1.101.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15:42 MST
Conn: 19.1.101 ganma 8.2.300 fr
MR CR VC Q Depth PIR Crmax ECN QThresh QR FST

9.6/9.6 9.6/9.6 65535/65535 256/ 256 10/ 10 65535/65535 9.6/9.6 n
% Util: 100/100
Omner: LOCAL Restriction: NONE COS: 0 Status: K
Group: NONE Priority: L TestRTD: 0 nsec

Pat h: bet a 15- - 15gamma

Pref: Not Confi gured

beta 19.1.101 gamma 8. 2. 300
FRP: X FRP: X

FRI : oK FRI : K

Last Command: dspcon 19.1.101

Next Conmand:
Table 8-30 dspcon—Parameters
Parameter Description
channd Specifies the channel in the format slot.port.DLCI. The dspcon command displays

information for one connection at atime.
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dspcongrp

Displays detailed information for a connection group.

Full Name
Display connection with a group

Syntax
dspcongrp [remote nodename] <connection group>

Related Commands
delcongrp, delcon, dspcongrps, dspcons

Attributes

Privilege 1

Jobs No

Log No

Node IPX, BGX, IGX
Lock No

Example 1

dspcongrp gamma 1

Description

Display connection group gamma.1. The “g” after the connection type indicates a group.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15:56 MST
Local Renot e Renot e Only in Rout e
Channel NodeNane Channel State Type Group Avoid COS O
19.1.101 gamra 8.2.300 Ok fr(g) gamma.1l 0 L

Last Command: dspcongrp gamma. 1

Next Conmand:
Table 8-31 dspcongrp—Parameters
Parameter Description
remote node Specifies the name of the remote node of the connection group.
group number Specifies the number of the group (between 1 and 250) between the local and

remote nodes to display.
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dspcongrps

Displays current connection groups.

Full Name
Display connection groups

Syntax
dspcongrps [node name | group name]

Related Commands
delcongrp, delcon, dspcongrp, dspcons

Attributes

Privilege 1

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspcongrps

Description

Display all the current connection groups.
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System Response

bet a TRM Your | D: 1 I PX 32
Rout e

Group Count State Avoi d COS FST

gamma. 1 1 Ok 0 n

gamma. 2 6 Ok 0 n

gamma. 3 12 Ok 0 n

Last Conmand: dspcongrps

Next Conmand:

Example 2
dspcongrps alpha

Description

Aug.

Owner
Local
Local
Local

15 1997 15:56 MsT

Display the connection groups between the local node and the remote node alpha.

Example 3
dspcongrps alpha.1l

Description
Display connection group alpha.1.

Table 8-32 dspcongrps—Optional Parameters

Parameter Description

remote node Specifies the name of the remote node.

group number Specifies the remote node name and group number of the connection to display.
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dspcons

Displaysinformation about the connections on an IPX or IGX node. The following tablelists al

possible information headings that appear in the display. The actual headings that appear depend on
the choice of selected optional parameters—including no parameters. Entering the command with

no parameters displays all connections. The screen examplesin this description reflect various
parameter options, including no parameters.

Table 8-33 dspcons Output

Fields Description

Local Channel The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.

State The possible connections states are as follows:

State Description

OK routed, A-bit = 1.

Down downed.

Failed unrouted, but trying; A-bit = 0.

Unused The UNI port does not support reporting of NNI A-bit status.

Type Thetype of connection. For example, this can be Frame Relay, Frame Relay with
interworking, voice, data, and so on.

Only If one parameter pre-empts another, this heading appears with the accepted
parameter type. To name two examples: if the parameter is—d for data or —fail for
failed connections only, this heading becomes either “Only d” or Only fail,”
respectively.

Code The encoding used for data connections (7/8 = data byte is 7 bits of user data plus
a“1” inthelast bit position, 8/8 = data byte is 8 hits of user data, 8/8l = databyte
is 8 hits of inverted user data).

Route Avoid The type of lines to avoid when routing (satellite lines, terrestria lines, lines with
zero code suppression).

Compression The type of compression applied to the connection (PCM, PCM and VAD,
ADPCM, VAD and ADPCM for voice connections), (DFM for data connections).

COs The Class Of Service.

A-bit A-bit status at both ends of the connection.

Descriptor The connection descriptor string.

L oopback Thisis not a heading but rather the standard loopback symbols indicating the
presence of atest loop. See the “ Troubleshooting” chapter for an explanation of
these symbols.

Full Name

Display connections
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Syntax

dspcons [start_channel] [nodename] [+d] [f] [-v] [-d] [-g] [—atfr] [-abit] [fabit] [fail] [-down]

[-siw]

Related Commands
addcon, cnfchadv, chfchdfm

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspcons

Description

Displaysall connections

System Response

Renot e

Channel
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.

sw83 VT Super User

From Renot e
3.1.27 NodeNane
3.1.27 sw86
3.1.28 sw86
3.1.29 sw86
3.1.30 sw86
3.1.31 sw86
3.1.32 sw86
3.1.33 sw86
3.1.34 sw86
3.1.35 sw86
3.1.36 sw86
3.1.37 sw86
3.1.38 sw86
3.1.39 sw86

Thi s Command: dspcons

Conti nue?
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Example 2
dspcons 19.1

Description
Display connections starting with 19.1. This example shows frame and data connections.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15: 37 MST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
19.1.101 gamma 8. 2. 300 Ok fr 0 L
19. 2. 302 al pha 9. 2. 400 (04 fr 0 R
25.1 al pha 5.1 Gk 256 718 0 L
25.2 ganma 6.1 Gk 256 718 0 L

Last Command: dspcons 19.1

Next Command:
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Example 3
dspcons 19.1.101 +d

Description
Display connections starting at 19.1.101 and include any connection descriptors.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15:39 MST
Local Renot e Renot e
Channel NodeNane Channel State Type Descri pt or
19.1.101 ganma 8.2.300 Ck fr I gnati us
19. 2. 302 al pha 9.2.400 Ck fr Xavi er
25.2 ganmma 6.1 Ck 256 Jacques

Last Command: dspcons +d

Next Command:

Example 4
dspcons —f

Description
Display Frame Relay connections only.

System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 15 1997 15: 38 MST
Local Renot e Renot e Only Rout e
Channel NodeNane Channel State f Conpressi on Code Avoid COS O
19.1.101 ganma 8.2.300 Ck fr 0 L
19. 2. 302 al pha 9.2.400 Ok fr 0 R

Last Command: dspcons —f

Next Command:
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Example 5
dspcons -ahit

Description
Display connections and show the status of the A-bit on the local and remote nodes.

System Response

sw83 VT Super User
Local Renot e Renot e
Channel NodeNane Channe
3.1.1 swW86 13.1.1
3.1.2 swW86 13.1.1
3.1.3 swW86 13.1.1
3.1. 4 swW86 13.1.1
3.1.5 swW86 13.1.1
3.1.6 swW86 13.1.1
3.1.7 swW86 13.1.1
3.1.8 swW86 13.1.1
3.1.9 swW86 13.1.1
3.1.10 swW86 13.1.1
3.1.11 swW86 13.1.1
3.1.12 swW86 13.1.1
3.1.13 swW86 13.1.1
Thi s Command: dspcons -abit
Conti nue?

©oO~NOOAWNPRE

IPX 16

8.5

)
o
2
®

RQQAQARKRQRQARKRQLQARR

Aug

Loca
A-bit

RAIFIFAIRARRIFIFIRRR

14 1997 13:02 PST

Renot e
A-bit

RAIFIFAIRARRIFIFIRRR
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Table 8-34

dspcons—Optional Parameters

Parameter

Description

start channel

Specifies the channel to begin the display. Specify start channel in one of the
following formats:

slot.port.DLCI (Frame Relay channel)
remote node.group_name (Frame Relay group connection)

If you do not specify a starting channel, the display begins at the first connection.

node name

Specifies that only connections to this remote node from the local note be
displayed. If no “nodename” is designated, connections from the local node to all
other nodes are displayed.

(connection types)

Specifies that only connections of acertain type be displayed. If you do not add at
least one argument to specify a particular connection type, al connections appear.
When you enter the connection type on the command line, precede it with a
hyphen (-). In some cases, you can add more than one connection type (with a
space between), but not all compound arguments are compatible, so you may not
alway's see the expected combination of types. The connection types are:

-v displays only voice connections.

-d displays only data connections.

-f displays only Frame Relay connections.

-abit shows A-bit (nni) status.

-fabit shows connections with failed A-bit (nni) status.
-fail shows only failed connections.

-g shows only grouped connections.

-siw shows service interworking connections.

-atfr shows only network interworking connections.
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dspfrcls

Displays the configuration of a Frame Relay class. Network-wide classes are available to provide a
shortcut for adding Frame Relay connections. Refer to the section titled “ Using Frame Relay
Classes’ at the beginning of this chapter for a definition of a Frame Relay class.

Full Name
Display Frame Relay classes

Syntax
dspfrcls

Related Commands
addcon, cnffrcls

Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspfrcls

Description

Display the Frame Relay class configurations.

The screen display isthe same as that for the cnffrcls command.
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System Response

sw83 TN Super User I PX 16 8.5 Aug. 23 1997 13:43 GVI

Frame Rel ay Connection C asses

# MR CR VC Q Depth PIR Cmax ECN QThresh

1 9.6/9.6 9.6/9.6 65535/65535 x| * 10/ 10 65535/ 65535
QR 9.6/9.6 FST: n %Uil: 100/100 Description: “Default 9.6"

2 19.2/19.2 19.2/19. 2 65535/ 65535 x| * 10/ 10 65535/ 65535
QR 19.2/19.2 FST: n % Uil: 100/100 Description: “Default 19.2"

3 16/ 16 16/ 16 65535/ 65535 *|* 10/ 10 65535/ 65535
QR 16/ 16 FST: n % Util: 100/100 Description: “Default 16"

4 32/32 32/ 32 65535/ 65535 x| * 10/ 10 65535/ 65535
QR 32/ 32 FST: n % Util: 100/100 Description: “Default 32"

5 56/ 56 56/ 56 65535/ 65535 x| * 10/ 10 65535/ 65535

QAR 56/ 56 FST: n % Uil: 100/100 Description: “Default 56"

This Command: dspfrcls

Conti nue?
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dspfrport

Displaysinformation on Frame Relay cards and physical and logical ports. The applicable card sets
arethe FRP, FRM, and UFM. The content of the information display depends on the arguments you
include with the command. The information can be:

® The status of al Frame Relay portsin anode
® General information on al ports on aselected FRP, FRM, or UFM card
® Configuration information on a single Frame Relay port.

Thefollowing are examples of the dspfrport command syntax:

dspfrport Display the states of all Frame Relay portsin the node.
dspfrport 8 Display the port states for FRPin slot 8.
dspfrport 8.1 Display the configuration for port 1 of the FRP in slot 8.

dspfrport 6.44 Display the configuration for logical port 44 of the FRP-2in slot 6.

Thefollowing isalist of possible displayed port parameters for a single port. For a more detailed
description of these parameters, refer to the cnffrport command.

Table 8-35 Frame Relay Port Parameters

Parameters Parameters

Port number Polling Verification Timer

DLCI number Error Threshold

State: Active or inactive Monitored Events Count

Interface Type: V.35 or X.21, DCE or DTE Priority Communicated

Configured clock speed in Kbps The lead states in the Interface Control Template

Measured clock speed in Kbps Receiver Not Ready Thresholds

The port VC queue depth in bytes Flags per frame

The VC queue ECN threshold in bytes OAM FastPacket Threshold (for NNI ports)

The DE threshold Link Integrity Timer (for NNI ports FRP rev. F/H or
above)

The Signaling Protocol Full Status Palling cycle (for NNI ports)

Asynchronous Status

Full Name

Display Frame Relay port

Syntax
dspfrport [dlot | slot.port]
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Related Commands
cnffrport, upfrport, dnfrport

Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspfrport

Description

Display the port status of the Frame Relay ports in the node.

System Response

al pha TRM  YourlD:1 IPX 16 8.5 Aug. 15 1997 15:48 PST

FRP Port States
Port ID State
9.1 0 ACTI VE
9.2 0 ACTI VE
9.3 0 I NACTI VE
9.4 0 I NACTI VE

Last Conmand: dspfrport

Next Command:

Example 2
dspfrport 5

Description
Display the status of the ports on the FRP in slot 5.
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System Response

pubsi px1 ™ Super User I PX 16 8.5 Sep. 7 1997 02:11 PDT
Port configuration for FRP 5
Por t I D Speed Interface State Pr ot ocol Port Type
1 0 256 FRI - V35 ( DCE) ACTI VE None FR
2 0 256 FRI - V35 ( DCE) I NACTI VE None FR
3 0 256 FRI - V35 ( DCE) I NACTI VE None FR
4 0 256 FRI - V35 ( DCE) | NACTI VE None FR
Last Command: dspfrport 5
Next Command:

Example 3

dspfrport 5.1

Description

Display port status for logical Frame Relay port 5.1. In the example, note the range of channels.

System Response

swl109 VT Super User 1 GX 16 8.5 Aug. 21 1997 18:14 GMVr
Port: 5.1 [ACTIVE ]

Interface: EIB Configured d ock: 960 Kbps
Cl ocki ng: None Measured Rx C ock: None

Port ID - Mn Flags / Franes 1

Port Queue Depth 32000 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 10 sec
DE Threshol d 100 % N391 Full Status Poll 6 cyl
Signal I i ng Protocol None EFCI Mappi ng Enabl ed No
Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner No/ 0O nsec
T392 Polling Verif Tiner 15 | DE to DE Mapping Yes

N392 Error Threshol d 3 Channel Speed 64
N393 Monitored Events Count 4 Li ne Nunber 1
Communi cate Priority No Channel Range 1-15
Upper/ Lower RNR Thresh 75% 25%

Last Command: dspfrport 5.1

Next Command:
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Example 4
dspfrport 5

Description
Display port status for all the Port Concentrator ports at slot 5.

System Response

tecate LAN  Super User I PX 16 8.5 Aug. 6 1997 09:59 PST

Port configuration for FRP 5

Por t I D Speed Interface State Pr ot ocol
1 0 64 V. 35 ( DCE) ACTI VE None
2 0 64 V. 35 ( DCE) ACTI VE None
3 0 38.4 V. 11 (DTE) ACTI VE None
4 0 38.4 V. 11 ( DCE) ACTI VE None
5 0 38.4 V.11 ( DCE) ACTI VE None
6 0 38.4 V. 11 (DTE) ACTI VE None
7 0 19.2 V. 11 ( DCE) ACTI VE None
8 0 19.2 V. 28 ( DCE) ACTI VE None
9 0 19.2 V. 28 (DTE) ACTI VE None
10 0 38.4 V. 28 ( DCE) I NACTI VE None
11 0 38.4 V. 28 ( DCE) I NACTI VE None
12 0 38.4 V. 28 ( DCE) I NACTI VE None

Last Command: dspfrport 5

Conti nue?

Example 5
dspfrport 6.44

Description
Display port configuration for Frame Relay port 6.44 (a Port Concentrator port).
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System Response

si ngha TN Super User I PX 32 8.5 July 7 1997 13:38 GVI

Port: 6.44 [ FAI LED|

Interface: V.11 DCE Configured O ock: 38.4 Kbps

Cl ocki ng: Nor mal Startup Rx O ock: 0 Kbps
Mn Flags / Franes 1

Port ID 0

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts

ECN Queue Threshol d 65535 T391 Link Intg Tiner 10 sec

DE Threshol d 100 % N391 Full Status Poll 6 cyl

Signal I i ng Protocol None EFCI Mappi ng Enabl ed No

Asynchronous St at us No CLLM Enabl ed/ Tx Ti ner No/ O nsec

T392 Polling Verif Tinmer 15 | DE to DE Mapping Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead |

Communi cate Priority No State ON

Upper/Lower RNR Thresh 75% 25%

Last Conmand: dspfrport 6.44

Next Command:
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dspfrcport
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Displays physical port configuration for FRM-2 or FRP-2 ports connected to a Port Concentrator.
Thefollowing isalist of possible displayed parametersfor a port.

Note The screen displayed with this command includes fields for standard Frame Relay portson
the FRM card. Only the fidlds in the following table have meaning for a Port Concentrator.

Table 8-36 dspfrcport—Displayed PCS Parameters

Field Meaning

Interface Always FRI-X.21 DCE for PCS ports.

Clocking Always Normal for PCS ports.

Port Type Specifies port type, always FR (Frame Relay) for PCS ports.

Port ID Specifiesthe DLCI for the port, always 1022 for PCS ports.

Port Queue Depth Specifies the maximum bytes queued for transmission from the FRM-2 or
FRP-2 port. Therange is 0-65535; 65535 is the default.

DE Threshold Specifies the port depth queue above which frames with the Discard

Eligibility bit set will be discarded. Valid entries are 0-100%, with a default
of 100%. 100% effectively disables DE for the port.

Signaling Protocol

For Frame Relay ports, specifies LM operation mode. For PCS ports, thisis
set to None.

Measured Rx Clock

The actual speed of received data as clocked by the FRM-2 or FRP-2. Under
normal operation, this should always display the fixed concentrated link
speed of 512 Kbps. Clock speed is measured by the FRM-2 or FRP-2 once
per minute.

Concentrated Link Util

Current utilization percentage of the concentrated link. Utilization is defined
as the percentage of the fixed link speed (512K) used for data. Since the
maximum allowable aggregate for each link’s 11 portsis 448 Kbps, 88% is
the maximum value for thisfield.

Min Flags/ Frames

Specifies the minimum number of flags per frame. All vaues greater than
zero arevalid; the default is 1.

OAM Pkt Threshold

Specifies the OAM FastPackets used within the local node to transmit the
NNI status from the remote network. The range of values is 0-15 packets.
The default is 3. A 0 disables this function.

Full Name

Display FRC-2/FRM-2 port configuration

Syntax

dspfrcport <slot.port> <interval>

Related Commands

dspfrcport, dspbob
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Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspfrcport 3.1

Description

Display the configuration of port 3.1.

System Response

tecate LAN Super User
Physi cal Port: 3.1
Interface: FRI-X. 21 DCE

Cl ocki ng: Nor mal

Port Type FR
Port 1D 1022
Port Queue Depth 65535
ECN Queue Threshol d 65535
DE Threshol d 100 %
Signal | i ng Protocol None
Asynchronous St at us No

T392 Polling Verif Tiner 15
N392 Error Threshol d 3
N393 Monitored Events Count 4
Conmmuni cate Priority No

Upper/Lower RNR Thresh 75% 25%

Last Command: dspfrcport 3.1

IPX 16 8.5 Aug. 6 1997 10:25 PST
[ ACTI VE]
Configured C ock: 512 Kbps
Measured Rx Cl ock: 512 Kbps
Mn Flags / Franes 1
OAM Pkt Threshol d 3 pkts
T391 Link Intg Tiner 6 sec
N391 Full Status Poll 10 cyl
ForeSi ght (CLLM No
CLLM Status Tx Tiner 0 msec
| DE to DE Mapping Yes
Interface Control Tenplate
Lead |
State ON
Concentrated Link Uil 88%

Next Conmand:
Table 8-37 dspfrport—Parameters
Parameter Description
slot.port Specifies the physical slot and port of the Frame Relay card set. Therangeis 1-4.
interval Specifies the screen update interval in seconds. The default is five seconds
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dspict
Displaysinterface control template information for data channels and Frame Relay ports. The
information includes:

The specified channel.
Thetype of template: a, ¢, I, n, or f.
The associated output leads and their status:

ON.

OFF.

Following alocal input.
Following a remote input.

For Frame Relay ports, the entire port configuration screen is displayed (see dspfrport command).
Theinput being followed is specified, when applicable. Any RTSto CTS ddlay is also shown.

Full Name
Display interface control template

Syntax
dspict <port> <template>

Related Commands
cnfict, cpyict

Attributes

Privilege 1-2

Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspict 25.1a

Description

Display the active interface control template for channel 25.1.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5
Dat a Channel : 25.1

I nterface: RS232 DCE

C ocki ng: Nor nal

Aug.

15 1997 17:33 MST

Interface Control Tenplate for Connection while ACTIVE

Lead Qut put Val ue Lead
RI OFF DSR
CTS ON SRxD
DCR OFF DCD
SCTS ON SDCD
SQ ON

Last Command: dspict 25.1 a

Next Command:

Example 2
dspict 9.1a

Description

Qut put Val ue

ON

ON
ON
ON

Display the Frame Relay data channel 9.1 interface control template.

System Response

al pha TRM  YourID: 1 I PX 16 8.5 Aug. 23 1997 10: 26 PST
Port: 9.1 [ACTIVE ]

Interface: FRI-V35 DTE Configured d ock: 256 Kbps
Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Port ID 7

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol None ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Ti ner 0 msec
T392 Polling Verif Tinmer 15 Interface Control Tenplate

N392 Error Threshol d 3 Lead State

N393 Monitored Events Count 4 RTS ON

Communi cate Priority No DTR ON

Upper/ Lower RNR Thresh 75% 25%

Mn Flags / Franes 1

Last Conmand: dspict 9.1 a

Next Command:
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Table 8-38 dspict—Parameters

Parameter Description

port Specifies the physical slot and port of the Frame Relay card set.
template Specifies the template. Choicesare a, ¢, n, |, and f.
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dspmode

Displays the mode of the card. The mode applies only to a UFM-U back card. The UFM-U back

cardsarethe UFI-12V.35, UFI-12X.21, and UFI-4HSSI . A card mode is acombination of maximum
port speeds and for specific port numbers. Table 8-39 lists the maximum port speeds and active ports
for each mode. For adescription of the UFM-U modes, see the UFM-U description inthe Cisco IGX
8400 Series Reference.

Table 8-39 Card Modes for Unchannelized Back Cards
V.35 and X.21 Ports HSSI Ports
Group A Group B Group C

Mode 1 2 3 4 5 6 7 9 10 11 12 12 3 4
1 3 3 3 3 3 3 3 3 3 3 3 8 8 8 8
2 8 - 8 - 8 - 8 8 - 8 - 16 - 16 -
3 0 - - - 10 - - 0 - - - 6 - - -
4 8 - 8 - 3 3 3 3 3 3 3

5 0 - - - 3 3 3 3 3 3 3

6 8 - 8 - 8 - 8 3 3 3 3

7 0 - - - - 8 3 3 3 3

8 0 - - - 10 - - 3 3 3 3

9 0 - - - 8 - 8 8 - 8 -

10 0 - - - 10 - - 8 - 8 -

11 3 3 3 3 8 - 8 3 3 3 3

12 3 3 3 3 3 3 3 8 - 8 -

13 3 3 3 3 10 - - 3 3 3 3

14 3 3 3 3 3 3 3 10 - - -

15 8 - 8 - 3 3 3 8 - 8 -

16 3 3 3 3 8 - 8 - 8 -

17 8 - 8 - 10 - - 3 3 3 3

18 8 - 8 - 3 3 3 10 - - -

19 3 3 3 3 8 - 8 10 - - -

20 3 10 - - 8 - 8 -

21 0 - - - 3 3 3 8 - 8 -

22 0 - - - 3 3 3 10 - - -

23 3 3 3 3 10 - - 10 - - -

24 8 - 8 - 10 - - 8 - 8 -

25 8 - 8 - - 10 - - -

26 0 - - - 8 - 8 10 - - -

27 8 - 8 - 10 - - 10 - - -
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Full Name
Display mode

Syntax
dspmode <slot>

Related Commands
cnffrport, cnfmode, dspmodes

Attributes

Privilege 1-6
Jobs No
Log Yes
Node IGX
Lock Yes
Example 1

dspmode 13
Description

Display the mode of the UFM-U in slot 13.

System Response

swi180 TN Super User I GX 16 8.5 July 30 1997 01:39 GMI

UFMJ Card Mbde Configuration
Sl ot Nunber Confi gured Mdde Avail abl e Ports Currently Activated Ports

13 1 [111111111111] [ 100000000000]

Last Conmand: dspnode 13

Next Command:
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Table 8-40 dspmode—Parameters
Parameter Description
slot Specifies the dot of the UFM-U card.
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dspmodes

Displaysthe portsthat are active with each mode of an unchannelized UFM. The mode applies only
toaUFM-U back card. The UFM-U back cards are the UFI-12V.35, UFI-12X.21, and UFI-4HSSI.
A card mode is a combination of maximum port speeds and specific port numbers. Refer to the
description of dspmode for the table that lists the maximum port speeds and active ports for each
mode. For a description of the UFM-U modes, see the UFM-U description in the Cisco | GX 8400
Series Reference.

The dspmodes command takes no parameters. Also, note that only the first three modes apply to a
UFI-4HSSI.

Full Name
Display mode

Syntax
dspmode

Related Commands
cnffrport, cnfmode, dspmode

Attributes

Privilege 1-6

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

dspmodes

Description

Display the possible modes.
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System Response

swi180 TN Super User I1GX 16 8.5 July 30 1997 01:39 GMI

UFMJ Card Mbde Configuration
Sl ot Nunber Confi gured Mdde Avail able Ports Currently Activated Ports

13 1 [111111111111] [ 100000000000]

Last Conmand: dspnode 13

Next Conmmand
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dsppcs

Displays status and level information for either a specific Port Concentrator Shelf or all Port
Concentrators attached to the node. When the command has a specific slot number for an argument,
information appears for each concentrated link. The information for each concentrated link is as
follows (see d'so Example 1):

Status, where “OK” means the FRM-2 or FRP-2 is communicating with the PCS, and “Failed”
means the FRM-2 or FRP-2 is not communicating with the PCS on the concentrated link.

® Status, where “OK” means the FRM-2 or FRP-2 is communicating with the PCS, and “ Failed”
means the FRM-2 or FRP-2 is not communicating with the PCS on the concentrated link.

— No Test means no test (tstpcs command) has occurred since last reset.
— Passed means the last PCS test (tstpcs command) detected no errorsin the PCS hardware.
— Failed meansthe last PCStest (tstpcs command) detected errors in the PCS hardware.
— Testing means atest (tstpcs command) is in progress.
® FW Revision isthe firmware revision of the PCS module.
® Boot PROM Dateisthe boot firmware date of PCS module.
® Boot PROM Revision is the boot firmware revision of PCS module.

When the command executes without a specified slot, a general status statement and the firmware
revision for each port appear (see Example 2).

Full Name
Display Port Concentrator Shelf

Syntax
dspport [slot]

Related Commands
cnffrport, dspfrcport, dspfrcbob, dspportstats

Attributes

Privilege 1-3
Jobs No

Log No

Node IPX, IGX
Lock No
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Example 1
dsppcs 6

Description

Display PCS information for port 6.

System Response

si ngha TN

Detail ed Port Concentrator

Li nk Nunber:

St at us:

Test Status:
FW Revi si on:
Boot PROM Dat e:

Boot PROM Revi si on:

Li nk Nunber:

St at us:

Test Status:
FW Revi si on:
Boot PROM Dat e:

Boot PROM Revi si on:

Super User

1
Fai | ed
No Test

2
Fai | ed
No Test

Last Conmand: dsppcs 6

Next Command:

Example 2
dsppcs

Description

Di spl ay For

I PX 32 8.5

FRP in slot 6

Li nk Nunber:

St at us:

Test Status:
FW Revi si on:
Boot PROM Dat e:

Boot PROM Revi si on:

Li nk Nunber:

St at us:

Test Status:
FW Revi si on:
Boot PROM Dat e:

Boot PROM Revi si on:

Display information for all Port Concentrator Shelves.

July 7 1997 14:04 GMr

3

oK
Passed
P3

11/ 9/ 95
P3

4
oK
Passed
P3

11/ 9/ 95
P3
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System Response

si ngha TN Super User I PX 32 8.5 July 7 1997 14:02 GMr

Port Concentrator Status

Sl ot . Port St at us FW Revi si on
6.1 Fai | ed

6.2 Fail ed

6.3 (0.6 P3

6.4 (0.4 P3

Last Command: dsppcs

Next Conmand:
Table 8-41 dsppcs—-Optional Parameters
Parameter Description
slot Specifies slot associated with the ports you want to display.
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dspportids

Displays port IDs. The port 1D is a user-specified identifier for a particular Frame Relay port where
several virtual circuits share the same physical interface. The port ID can be any numeric valuein
therange 1-1024. The command for specifying aport ID iscnffrport. Notethat a Port Concentrator
does not use port I1Ds.

Full Name
Display port IDs

Syntax
dspport IDs

Related Commands

cnffrport

Attributes

Privilege 1-2
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspportids

Description

Display the port I Ds throughout the network.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 15:55 PST
Frame Relay Port |Ds

ID  Node

7 al pha |

9 al pha |

Last Conmand: dspportids

Next Command:
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dspportstats

Displays a summary of port statistics for a Frame Relay port. Statistics include the data byte count
in thetransmit and receive directionsand error counts associated with the port. The display indicates
the date and time the statistics were cleared and the amount of time since the node last cleared the

statistics. Bytestransmitted i ndicates the amount of data transmitted from the port to the user-device.
Bytes received indicates the amount of data received from the user-device at the port.

Corrupted statistics result from channel/port |oopbacks or port tests. A “yes” in this field indicates
that loopback or port tests have occurred since the statistics were last cleared. The statistics for
User-to-Network Interfaces (UNI) ports (connectionsto user-devices) are displayed with one screen.
Thefollowing liststhe usage statistics displayed in screen 1.

Table 8-42 UNI Port Statistics for Frame Relay

Frame Errors LMI Statistics Miscellaneous Statistics

Invalid CRC Status Enquiries Received Average TX Port Q

Invalid Alignment Status Xmit FECN Frames

Invalid Frame Length Update Xmit FECN Ratio (%)

Invalid Frame Format Invalid Requests BECN Frames

Unknown DLCIs Sequence # Mismatches BECN Ratio (%)

Last Unknown DLCI Timeouts Resource Overflow
Signaing Protocol DE Frames Dropped

Network to Network (NNI) ports require two screens to display all the parameters. Thefirst screen
isthe sameasdescribed previously for UNI ports, the second screen is displayed by responding with
a“y” for yesto the Continue? prompt. The second screen compares receive LM statistics with

transmit LM| statistics. The LMI receive statistics are repeated from the middle column of the first
screen and displayed again for easy comparison. The following lists the usage statistics in screen 2.

Table 8-43 LMI Statistics for Frame Relay

LMI Receive Protocol Stats LMI Transmit Protocol Stats
Status Enquiries Received Status Inquiries Transmitted
Status Transmitted Status Received

Asynchronous Status Transmitted Asynchronous Status Received
Sequence # Mismatches Sequence # Mismatches
Timeouts Timeouts

Invalid Frames

Signaling Protocol
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The command displays the following statistics: frame error, LMI, and miscellaneous. A summary
and description of these statistics follows:

Table 8-44 Frame Error Statistics

Frame Error Statistics

Statistics Description

CRC errors Based on a CRC CCITT 16-hit frame check sequence, which isacyclic
redundancy check. If theframe received at aport hasanincorrect CRC, itis
flagged as a CRC error, and the frame is discarded.

Alignment error Frame was not an integral number of bytes.

Frame length errors Frames < 5 bytes or >4096 bytes.

Frame format Occurs when either of the least significant bitsin the first two bytes of the
errors Frame Relay header are set incorrectly. These two bytes are the frame's

addressfield. Thefirst byte's least significant bit is defined to be a zero,
meaning that there is a second byte to the address. The second byte's | east
significant bit is defined to be a one, meaning thisis the last byte of the
address because it's a two byte address field.

Unknown DLCI Occurs when aframe arrives at a Frame Relay port and the DLCI has not
been mapped and the frame is discarded.

Last unknown DLCI Displayed so that the user can see the unknown DLCI.

Table 8-45 LMI Statistics

LMI Statistics

Statistics Description

Status inquiries The number of Status Inquiry messages transmitted and received from the
transmitted/received user-device.

Status transmit/received The number of Status messages sent to the user-device.

Async status Xmit The number of asynchronous status messages sent to the user-device.
Invalid requests The number of invalid requests received from the user-device.

Timeouts The number of LMI protocol timeouits.

Sequence number The number of LMI protocol sequence number mismatches.

mismatches

Signaling protocol The protocol selected for this Frame Relay port interface, Cisco LMI,

Annex A UNI, Annex D UNI, Annex A NNI, or Annex D NNI.
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Table 8-46 Miscellaneous Frame Relay Usage Statistics

Miscellaneous Statistics

Statistics Description
Average queue depth The average fill of the VQ queue at the input of the FRP or FRM.
BECN frames Number Explicit Congestion Notification frames transmitted to the
receiving router.
Number of Explicit Congestion Notification frames transmitted to the
transmitting router.
Percentage of BECN frames sent to the total number of frames sent.
FECN frame The percentage of FECN frames sent to the total number of frames sent.
Rsrc overflow Resource overflow indicates the number of times the port shut down dueto

receive frame buffer overflow or receive queue entries.

DE Frames Dropped

The total number of frames with Discard Eligibility that were discarded.

Full Name

Display Frame Relay port statistics

Syntax

dspportstats <slot.port> [interval]

Related Commands
clrportstats

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock Yes
Example 1

dspportstats 4.1
Description

Display the port statistics for Frame Relay port 4.1.
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System Response

al pha32 LAN  Super User I PX 32 8.5 Aug. 21 1997 12: 44 PST
Port Statistics for 4.1 Cleared: Aug. 21 1997 09:45 Snapshot
Port Speed: 256 kbps Col l ection Tinme: 0 day(s) 02:56:48 Corrupted: NO
Byt es Aver age (kbps) uil (9% Fr ames
From Port: 0 0 0 0
To Port: 0 0 0 0
Frane Errors LM Receive Protocol Stats M sc Statistics
Invalid CRC 0 Status Eng Rcvd 0 Avg Tx Port Q
Invalid Alignnent 0 Status Xmt 0 FECN Fr anes
Invalid Frm Length 0  Asynch Xmt 0 Ratio (%
I nvalid Frm For mat 0 Seq # M smatches 0 BECN Fr anes
Unknown DLCls 0 Ti meout s 0 Ratio (%
Last Unknown DLCI 0 Invalid Req 0 Rsrc Overfl ow
Sig Protocol: None DE Frms Dropd
Last Command: dspportstats 4.1
Continue to next page? (y/n)
Enter “y” to see subsequent screens.
al pha32 LAN  Super User I PX 32 8.5 Aug. 21 1997 12:49 PST
Port Statistics for 4.1 Cl eared: Aug. 21 1997 09: 45
Port Speed: 256 kbps Col lection Tinme: 0 day(s) 03:03:42 Corrupted: NO
Byt es Aver age (kbps) uil (9 Fr ames
From Port: 0 0 0 0
To Port: 0 0 0 0
LM Receive Protocol Stats LM Transmt Protocol Stats CLLM (ForeSight) Stats
Status Eng Rcvd 0 Status Eng Xmt -- Franes Rcvd --
St atus Xmt 0 Status Rcd -- Byt es Rcvd --
Asynch Xmt 0 Asynch Rcvd -- Frames Xm --
Seq # M smat ches 0 Seq # M smat ches -- Byt es Xnt --
Ti meout s 0 Ti meouts -- CLLM Fai | ures --
Invalid Franes 0

Sig Protocol: None

This Command: dspportstats 4.1

Hit DEL key to quit:
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Table 8-47 dspportstats—Parameters

Parameter Description

slot Specifies the Frame Relay card set dot.

port Specifies the port on the back card. The rangeis 14 for the FRI-V.35 or FRI-X.21

back cards. For channelized ports, the range is 1-24 or 1-31 for aFRI-T1 or
FRI-E1, respectively, and 1-250 for a UFI back card.

Table 8-48 dspportstats—Optional Parameters
Parameter Description
interval Specifies therefresh interval timefor data. Therange is 1-60 seconds. The default

interval is 1 second.
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prtchcnf

Prints the configuration details for voice channels or data channels. This command uses the same
syntax, and prints the same information asis displayed using the dspchcnf command. See the
dspchenf command for syntax and output information.

Full Name
Print channel configurations

Syntax
prtchenf [start_channel] (see dspchenf description)

Related Commands

dspschenf

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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prtcongrps
Prints information for all groups of which this node is an endpoint. This command uses the same

syntax, and prints the same information asis displayed using the dspcongr ps command. See the
dspcongrps command for syntax and output information.

Full Name
Print connection group

Syntax
prtcongrps [node name | group name] (see the dspcongr ps command)

Related Commands

dspcongrps

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
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prtcons

Prints a summary of connectionsterminated at the IPX or IGX node. This command uses the same
syntax and printsthe sameinformation asis displayed using the dspcons command. Seethedspcons
command for syntax and output information.

Full Name

Print connection

Syntax
prtcons [start_channel] [nodename] [type] [+d]

Related Commands

dspcons

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
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Table 8-49 prtcons—Optional Parameters

Parameter Description

start channel Specifies the channel to begin the display. Specify start channel in one of the
following formats:
slot.port.DLCI (Frame Relay channel)
remote node.group_name (Frame Relay group connection)
If no starting channdl is specified, the display begins with the first connected
channdl.

node name Specifies that only connections to the remote node from the local note are
displayed. If no “nodename’ is designated, connections from the local node to all
other nodes are displayed.

-V Voice only.

—d Dataonly.

—f Framerelay only.

—atfr I nterworking connections.

- Grouped connections.

+d Connection descriptor.

—abit A-bit status.

—fabit A-bit errors.

—fail Failed connections.

—down Downed connections.

type Types listed in Syntax section. The state that may be displayed for Frame Relay

and NNI connection types includes:
OK:Connection OK, A-bit = 1.
FAILED:Connection failed, A-bit = 0.

MISSING: DLCI was deleted in other network NNI. A previous status report
indicated avalid DLCI present but an updated
report did not.

UNUSED: The UNI port does not support reporting of NNI A-bit status.
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prtict

Prints a data channel's interface control template. The prtict command uses the same syntax and
prints the same information as dspict. See the dspict description for output information.

Full Name
Print interface control template

Syntax
prtict <port> <template>

Related Commands

dspict

Attributes

Privilege 1-2

Jobs Yes

Log No

Node IPX, IGX

Lock Yes

Table 8-50 prtict—Parameters

Parameter Description

port Specifies the physical slot and port of the Frame Relay card set.
template Specifies the template. Choicesare a, ¢, n, |, and f.
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upfrport

Activates aport on aFrame Relay card. The applicable cards are al versions of the FRP, FRM, and
UFM series of cards. If the port has not been configured through the cnffrport command, a set of
default configuration values apply.

With a Port Concentrator Shelf (PCS), upping the first port causes the FRP-2 or FRM-2 to begin
communicating with the four PCS modules and to download code to them if necessary.

Full Name
Up Frame Relay port

Syntax
For UFM-U, FRM, or FRP: upfrport <slot.port>

For UFM-C: upfrport <slot.port> <line>

Related Commands
dnfrport, cnffrport

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
upfrport 9.2

Description

Activate port 2 onthe FRPin dlot 9.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 15 1997 15:51 PST
Port: 9.2 [ACTIVE ]

Interface: FRI-V35 DTE Configured d ock: 256 Kbps
Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Port ID 0

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol None ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Polling Verif Tinmer 15 Interface Control Tenplate

N392 Error Threshol d 3 Lead State

N393 Monitored Events Count 4 RTS ON

Conmmuni cate Priority No DTR ON

Upper/Lower RNR Thresh 75% 25%
Mn Flags / Franes 1
Last Command: upfrport 9.2
Next Conmand:
Table 8-51 upfrport—Parameters
Parameter Description
slot Specifies slot number of the card containing the port.
port Specifies the port. The ranges are:
1-250 onaUFM-C
1-12 on UFM-U with a UFI-12V.35 or UFI-12X.21
1-4 on UFM-U with aUFI-4HSS|
1-4 on an FRP or FRM
1-44 on an FRP-2 or FRM-2.
line Appliesto UFM-C only. The line is the physical connector. The rangeis 1-8 for

T1lor EL
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CHAPTER 9

ATM Connections

A

S5263

This chapter describes the ATM commands that activate and configure ATM connectionsas well as
statistical reporting for these connections at an ATM UNI inaBPX or IGX node. You can add ATM
connectionsto an AS| or BXM in aBPX node or to an ALM/A in an IGX node. Table 9-1 liststhe
ATM UNI card combinations for BPX and IGX nodes. For details regarding ATM commands and
other support on an MGX 8220 shelf, refer to the MGX 8220 documentation.

Table 9-1 ATM UNI Cards

Front Card Back Card

ALM/A BC-UAI-1T3 or BC-UAI-1E3

ASI-T3 LM-2T3 (Two ports)

ASI-E3 LM-2E3 (Two ports)

ASI-155 MMF-2-BC, SMF-2-BC, or SMF LR-2-BC

BXM-T3-8 or BXM-T3-12

BPX-T3/E3-8/12 (a universa back card for BXM-T3 or E3)

BXM-E3-8 or BXM-E3-12

BPX-T3/E3-8/12 (a universa back card for BXM-T3 or E3)

BXM-155-4 MMF-155-4, SMF-155-4, or SMFLR-155-4
BXM-155-8 MMF-155-8, SMF-155-8, or SMFLR-155-8
BXM-622 SMF-622 or SMFLR-622

BXM-622-2 SMF-622-2 or SMFLR-622-2
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Setting Up an ATM Connection

Setting Up an ATM Connection

To set up an ATM connection, perform the following steps:

Step 1 Activate aline with the upln command. Activation makes the line available for you to
configure it and causes statistics gathering to begin. Subsequently, you can begin to add
connections with addcon. You can verify activation with the dsplns command. (See the
chapter titled “ Setting Up Lines’ for descriptions of upln and dspins.)

Step 2 Activatethe ATM port with the upport X.X command, where X.X istheslot and port (1-4)
of the ATM card set.

Step 3 Usethe cnfport command to establish the characteristics for the ATM port.

Step 4 |If asuitableclassisalready configured, noteits number and use this class when adding the
ATM connection with the addcon command. (The dspcls command displays the
parameters for each connection class. The cnfcls command allows an individual classto be
modified.)

Step 5 Usethe vt command to log in to the node at the remote end of the proposed ATM
connection.

Step 6 At the remote node, use the upport and cnfport aslisted in steps 1 and 2 to activate and
configure the remote port.

Step 7 Usethe addcon command at one end of the connection to activate the ATM connection.
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Managing Bandwidth

Managing Bandwidth

There are anumber of commands that assist in managing bandwidth to achieve satisfactory traffic

patterns.

» cnfpref

e dsprts, prtrts

* upcon, dncon

The configure preference command can be used to specify preferred routing for
intra-domain connections. This command can be used to assist in balancing the
load on the network’s trunks.

The display and print routes commands can be used in conjunction with the
cnfpref command to display the current connection routing information.

The up and down connection commands can be used to temporarily down
connections, thus releasing bandwidth for other services. Often it is possible to
down some voice connections to provide more bandwidth for data, frame relay,
or ATM ftraffic.
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Other Commands

Other Commands

The following commands may be useful for establishing connections.

* delcon Deletes a connection from an ATM line.
* dspcons Displays the connections on a specified ATM line.
* dspinutl Displaysthe line utilization for an ATM line.

9-4 Cisco WAN Switching Command Reference



Summary of Commands

Summary of Commands

Table 9-2 shows the name of each ATM connection command and starting page of its description.

Table 9-2 ATM Connection Commands

Mnemonic Description Page
addcon Add connection 9-6
clrchstats Clear channel statistics 9-16
cnfabrparm Configure ABR parameters (applies to BXM) 9-18
cnfcls Configure class 9-20
cnfport Configure port 9-24
cnfportq Configure port queue 9-27
delcon Delete connection 9-29
delcongrp Delete connection group 9-31
dnport Down port 9-33
dspchstats Display channel statistics 9-35
dspcls Display class 9-38
dspcon Display connection 9-40
dspconenf Display connection configuration 9-44
dspcongrp Display connectionsin agroup 9-46
dspcongr ps Display connection groups 9-48
dspcons Display connections 9-50
dsplmistats Display LM gtatistics 9-54
dspport Display port 9-56
dspportq Display port queue 9-59
dspportstats Display Port Statistics 9-61
upport Up port 9-63
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addcon

Establishesan ATM connection between the current node and one or more nodesin the network. You
can add ATM connections at a UNI port on either an ASI or a port-mode BXM inaBPX node or an
ALM/A in an IGX node. When used with the syntax in this chapter, addcon adds either a standard
ATM connection or an ATM-frame relay interworking connection. For a description of the addcon
command as it applies to frame relay connections, voice connections, or serial data connections,
refer to the chapter in this manual that describes the applicable traffic type. For descriptions of the
ATM commands that operate on an MGX 8220 shelf, see the MGX 8220 documentation.

The node on which addcon executesis the “owner” of the connection. Connection ownership is
important because automatic rerouting and preferred routing information for aconnection isentered
on the node that owns the connection. See the cnfpref and cnfcos descriptions for information on
automatic rerouting.

The displayed parameter prompts depend on the connection type. Before the switch actually adds a
connection, the proposed connection appears on the screen with a prompt for confirmation. After
addcon executes, the system software automatically routes the connection. Figure 9-1, Figure 9-2,
and Figure 9-3 are flow diagrams that show the sequence of possible parameter prompts according
to the connection type and whether Usage Parameter Control (UPC) is enabled. The flow diagrams
begin at the point after you have entered thelocal VPI and V ClI, remote node name, remote VPl and
VCI (or DLCI for service interworking), and con_type (VBR, CBR, ABR, ATFR, ATFST, ATFT,
ATFTFST, ATFX, or ATFXFST). The subsequent tables define the parameters and list the defaults
and ranges for each parameter. Refer to the Cisco WAN Switching System Overview and the ATM
Forum specificationsfor more detailson ATM parameters and concepts such asthe | eaky buckets for
controlling cell admissions to the network.

A form of notation appears for some parameters that may need explanation. The notation is either
(0), (1), or (0+1). Thisrefersto the state of the Cell Loss Priority (CLP) bit. The usage of the CLP
bit isin the traffic policing schemes. (0+1) means cells with CLP=0 or 1. (0) means cells with
CLP=0. (1) meanscellswith CLP=1. The CLP bit isused in different contexts. For example, CDVT
(0+1) refersto Cell Delay Variation Tolerance (CDVT) for cellswith CLP=0or 1. CDVT (0) means
CDVT for cells with CLP=0. PCR(0) means PCR for cellswith CLP=0. For a description of CLP
and CDVT usage and policing concepts in general, refer to the Cisco WAN Switching System
Overview and the ATM Forum specifications.

Figure 9-1 Prompt Sequence for a CBR Connection

PCR (0+1) Enable &BSFf_l)

UPC , .
CDVT (0+1)
PCR (0)

Disable CDVT (0)
CLP tagging
Y
RM

%Util

H8160
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Figure 9-2 Prompt Sequence for a VBR/ATFR/ATFT/ATFX Connection
Enable VBR/ATFR
Disable
Y
PCR (0+l) Enable
UPC ¢
FGCRA
CDVT (0+1)
. SCR policing
Disable SCR
MBS
CLP tagging
Y

VC queue max®
EFCI threshold®
IBS*

RM

%Util

H8166

®Prompted only for ATFR connections.

Figure 9-3 Prompt Sequence for a ABR/ATFST/ATFTFST/ATFXFST Connection
Disable ABR/ATFST
| ABR|———>{ veratFr | (hS1)
Enable
Y
PCR (0+1) Enable
uPC ¢
FGCRA
CDVT (0+1)
SCR policing 1. CLP (0), 2. CLP (0+1), 3. off
Disable SCR
MBS
CLP tagging
Y
MCR
ICR
ICR time out
Rate up
Rate down

Rate fast down
Min adjust period
VC queue max
EFCI threshold
CLP high threshold
CLP low threshold
IBS

RM

%Util

H8173
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The following table contains descriptions of the ATM parameters that appear on screen. The
subsequent table gives the defaults, ranges (or values), and granularity for each parameter. The last
section contains screen examples. The preceding flow diagramshelp clarify theinformation in these
forthcoming sections.

Note If the description states the parameter is transmit/receive, the system is prompting for two
values: oneisfor the transmit direction, the other for the receive direction. Also, not all parameters
apply to OC3/STM1, as the text shows.

Table 9-3 addcon—Parameters

Parameter/Prompt  Description

local channel Specifiesthe local dot, port, virtual path identifier (vpi), and virtual connection
identifier (vci) for the connection. The format is dlot.port.vpi.vci. The vpi and vci
ranges are:

The vpi range for aUNI connection is0-255. The vpi range for an NNI connection
is0-1023

The standard range for avci is 1-4095. On an ALM/A, the vci range is 0-255. To
indicate the connection isavirtual path, thevci can be an asterisk (*). For avirtual
path connection, the vci does not provide areevant distinction within the network.

remote node name Specifies the name of the node at the other (or remote) end of the connection.

remote channel Specifies the remote node’s dot, port, vpi, and vci for this ATM connection. The
format is slot.port.vpi.vci. The vpi and vci ranges are as follows:

The vpi range for aUNI connection is0-255. The vpi range for an NNI connection
is0-1023

Therange for avci is 1-4095. The vci can be an asterisk (*) to indicate the
connection isavirtual path (the vci does not provide a distinction within the
network).

For service interworking, the remote channel has the format slot.port.DLCI.
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Parameter/Prompt  Description

connection type Specifies one of the following connection types:
VBR—Variable Bit Rate, appliesto ATM-only connections added at the ASI.
CBR—Constant Bit Rate, appliesto ATM-only connections added at the ASI.
ABR—Available Bit Rate, applies to ATM-only connections added at the ASI.

ATFR—Network interworking for a connection added to a BNI attached to an
MGX 8220 shelf. The near-end frame relay card isthe FRSM inthe MGX 8220.
The far-end isa UFM/FRM/FRP. The ATFR connection type directs the AIT,
BTM, or ALM/B inthe IPX or IGX node to perform network interworking on the
connection.

ATFST—Network interworking for a connection added to a BNI attached to an
MGX 8220. The near-end frame relay card isthe FRSM in the MGX 8220. The
far-end isa UFM/FRM/FRP. The ATFST connection type specifies ForeSight and
directsthe AIT, BTM, or ALM/B inthe IPX or IGX node to perform network
interworking on the connection.

ATFT—Service interworking in transparent mode: this connection type applies to
connections with aframe relay endpoint and an ATM endpoint. You can add the
connection at an ASI for standard ATM connections at the UNI or a BNI that
connectsto an ATM card in an MGX 8220 shelf. The endpoint cards must be
capable of supporting service interworking. On the IGX node, the only card
capable of supporting SIW isthe UFM.

ATFTFST—Same as ATFT except that the connection aso has ForeSight.

ATFX—Service interworking with translation of encapsulation protocols: this
connection type applies to a connection that has a frame relay endpoint and an
ATM endpoint. You can add the connection at an ASI for standard ATM
connections a the UNI or aBNI with a segment terminating on an ATM card in an
MGX 8220. The“X” (“trandation”) means the protocols for encapsul ating
headers are translated.

ATFXFST—Same as ATFX but with ForeSight.

The parameters that follow the con_type entry depend on the chosen connection
type. Refer to the flow diagramsin Figure 9-1, Figure 9-2, or Figure 9-3.

The option for choosing a class number is also available. The classis atemplate
for a connection type. This serves as an dternative to specifying each parameter
for aconnection type. To specify a connection class, enter adigit in the range
1-10. To see the parameter values for a class, use the dspcls commands. To
customize any class template, use cnfcls.

ABR T3/E3: Enables/disables ForeSight. Refer to the flow diagrams on the preceding
pages for help with the following explanation:

If the connection type selected at the “ connection class” prompt was VBR and
ABR isenabled at this prompt, the connection type changesto ABR, and prompts
for ABR parameters subsequently appear. On the other hand, if the selected
connection typeis ABR and ABR isdisabled at this ABR prompt, the connection
type changesto VBR, so only VBR parameters are requested.

ATM Connections 9-9



addcon

Parameter/Prompt

Description

PCR(0+1)

T3/ES3: Specifies the transmit/receive Peak Cell Rate (PCR) for cells leaving the
first leaky bucket on the ASI card with CLP(0+1). Appliesto only CBR
connections.

OC3 (STM1): Specifiesthe transmit/receive Peak Cell Rate (PCR).

Therangeis 10 cells per second up to the maximum linerate. (See table of defaults
and ranges.)

AALS5FBTC

T3/E3: Enables AALS5 Frame-Based Traffic Control (FBTC) agorithm. The
default is the standard Generic Cell Rate Algorithm (GCRA).

AALS5 FBTC controls automatic cell discarding (or tagging) of the remainder of a
frame when one cell from the frame is non-compliant. AAL5 FBTC isa Cisco
enhancement of the ATM-UNI Generic Cell Rate Algorithm (GCRA) for
associating a cell with the frame from which it originated. Cisco supports
configuration on a per-connection basis.

Enabling AAL5 FBTC at one end of a connection automatically enablesit at the
other end of the connection.

CDVT(0+1)

T3/E3 or OC3 (STM1): Specifies the transmit/receive Cell Delay Variation
Tolerance (CDV T) for thefirst leaky bucket, which appliesto cellswith CLP(0+1).
CDVT isthe maximum time for accumulated violations of cell-arrival time
parameters.

PCR(0)

T3/ES3: Specifies the transmit/receive Pesk Cell Rate (PCR) for cells leaving the
second leaky bucket [CLP(0)] onthe ASI card.

OC3 (STM1): PCR(0) not used by ASI-2 OC3 (STM1).

CDVT(0)

T3/ES3: Specifies the transmit/receive Cell Delay Variation Tolerance (CDVT) for
the second leaky bucket. The second bucket appliesto cellswith CLP(0). CDVT is
the maximum time for accumulated violations of cell-arrival time parameters.

OC3 (STM1): CDVT(0) not used by ASI-2 OC3 (STM1) card.

SCR policing

T3/ES3: Specifies the traffic policing for aVBR or ABR connection. The possible
policing configurations are SCR policing of CLP (0+1) (which is selected as
SCR#2), SCR policing of CLP(0) (which is selected as SCR#1), or SCR policing
off (SCR#3). The SCR Policing parameter is not used by ASI-2 OC3 (STM1) card.

T3/E3: Sustainable Cell Rate (SCR) specifies a compliant cell rate threshold for
transmit/receive. SCR is availablewith ABR and VBR connections and is less than
or equal to the Peak Cell Rate (PCR). The ASI-2 OC3 (STM1) card does not use
SCR policing.

MBS

T3/E3 or OC3 (STM1): The transmit/receive Maximum Burst Size for SCR
policing.

CLP setting

T3/E3 and OC3 (STM1): Enables/disables Cell Loss Priority (CLP) tagging. If
CLPtagging isenabled, the CLP bit is set as aresult of a UPC violation.

MCR

T3/ES3: Specifies the transmit/receive Minimum Cell Rate (MCR) for ABR
connections.

ICR

T3/E3: Specifies the transmit/receive Initial Cell Rate. ICR is the rate that occurs
after a period of inactivity on an ABR connection. (This period isthe value of ICR
TO). The cell rate then goes up or down under the control of the ForeSight Rate
Control Algorithm. The range is 0 cps through the line’'s maximum. The ICR
default is arange under the control of the ForeSight Rate Control Algorithm. See
also the descriptions of Rate Up and Rate Dn.

ICRTO

T3/E3: ICR timeout. Specifies aperiod of inactivity before a connection’'s cell rate
isreset to the specified ICR.
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Parameter/Prompt  Description

Rate Up T3/E3: Specifies the increment in cell rate when the rate goes up. This ForeSight
Rate Up increment is in cells per second per adjustment.

Rate Dn T3/E3: Specifies large reductionsin the transmit/receive cell rate. This ForeSight
Rate Down value is a percentage of the current rate.

Rate FastDn T3/ES3: Specifiesarate of decreasein the transmit/receive cell rate when ForeSight

quickly adjusts the rate down. This value is a percentage of the SCR.

Minimum Adjust

T3/E3: Minimum Adjust Period specifies theinterval before the ingress sends rate
adjustments for ABR connections. This isthe time period before either arate
adjustment is made or a message is sent that an adjustment is not necessary. It
serves as a stand-in round trip delay until atrue RTD is measured. Older software
refersto this as Maximum Adjust Rate.

VC Qdepth

T3/ES3: Specifies the maximum ABR V C queue depth for transmit/receive.

EFCI

T3/E3: The transmit/receive percent of ABR VC queue depth that causes EFCI to
be set.

CLP Hi

T3/ES3: Specifies a percent of the transmit/receive ABR VC queue depth. When a
transmit/receive threshold is exceeded, the node discards cells with CLP=1 in the
connection until the VC queue level falls below the depth specified by CLP Lo.

CLP Lo/EPD

T3/E3: Specifies a percent of the transmit/receive ABR V C queue depth (percent
of VC QMax) such that, when the VC queue level falls below thislevel, the node
stops discarding CLP=1 cdlls.

If the cardisaBXM and AAL5 FBTC=yes, the percent of VC QMax equals the
value of Early Packet Discard (EPD). Frame-based Traffic Control (FBTC) is
FGCRA for AALS.

If the card isan ASI, the percent of VC QMax is CLP Lo regardless of the FBTC
setting.

% Util

T3/E3: Specifies the percent of bandwidth utilization for a connection. The
allocation of trunk bandwidth that is based on %util depends on the connection
type, asfollows:

For CBR, the default is 100%, and the bandwidth allocation is PCR(0+1) * %uitil.

For VBR, the default in the command prompt is the minimum of either 100% or
120(SCR/PCR). The bandwidth allocation is PCR(0+1) * %uitil.

For ABR, the default is 100%. The bandwidth allocation is MCR * %ottil .
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Table 9-4 addcon—Parameter Defaults and Ranges
Parameter Range or Value Default Dependency Granularity
ABR enable/disable VBR: disable n/a
ATFR: disable
ABR: enable
ATFST: enable
PCR(0+1) PCRin cellg/sec 10 Range is limited to 7-5333 cps 10 cps
7-96000:T3 for ATFR connections.
7-80000: E3
7-353200: OC3 (STM1)
UPC enable/disable enable n/a
AAL5FBTC enable/disable disable n/a
CDVT(0+1) CDVT, in microsecs. CBR: 10000 1 microsec.
0-250000: T3/E3 and All others: 250000
OC3/STM1
PCR(0) PCRin cellg/sec PCR(0+1) PCR(0) <= PCR(0+1). 10 cps
7-96000:T3
7-80000: E3
CDVT(0) CDVT uSec CDVT(0+1) 1 microsec.
0-250000: T3/E3
SCR policing 1-3 1 n/a
1= CLP(0)
2= CLP(0+1)
3=0ff
SCR SCRin cells/sec Vaue of PCR(0+1) SCR <= PCR(0+1). 10 cps
7-96000:T3 Range is limited to 7-5333 cps
7-80000: E3 for ATFR connections.
7-353200: OC3/STM 1 Upper limit = max line rate.
MBS ASI T3/E3: 10-24000 cells  1000/1000 1 cell
ASI-155: 10-1000 cells
BXM:1-5,000,000 cells
CLPtagging enable/disable enable For SCR Policing CLP(0+1), n/a
tagging always disabled
MCR MCR in cells/sec ABR: 0 MCR <= PCR(0+1). Rangeis 10 cps
0-96000:T3 ATEST: 10 limited to 7-5333 cps for ATFST
0-80000: E3 cons
ICR ICRin cellg/sec Maximum of : ICR>= MCR and 10 cps
0-96000:T3 MCR or ICR <= PCR(0+1). Rangeis
0-80000: E3 PCR(0+1)/10 2(2':;?;?2:;5333 cps for ATFST
ICR time out 1-255 Seconds 10 1 second
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Parameter Range or Value Default Dependency Granularity
Rate up increment In Cells/Sec/Adjust Maximum of : 10cdls

10-96000 10% of MCR

or 2000

Rate down 1-100% 87% 1%
Rate fast down 1-100% 50% 1%
Min. adjust period 20250 msec 40 10 msec
VC Qdepth BXM: 0-61440 ABR: 16000 Does not apply to OC3/STM1 1cell

For ASI-T3/ES: ATFR/ATFST: 1366

ABR: 1-64000 cells

ATFR: 1-1366

For ASI-155: 1-1366
EFCI threshold 1-100% of VC queue depth  ATFR/ATFST: 100% 1%

All others: 30%

CLP high threshold 1-100% of VCqueue depth  80% 1%
CLP low threshold 1-100% of VCqueue depth  35% 1%
IBS ABR: 0-24000 cellsATFR: 0 1cell

1-107 cdls
% utilization 1-100% CBR:100% 1%
Note: For ABR and ABR:100%
VBR-type connections, VBR: minimum of
(including service 120%* (SCR/IPCR(0+1))
interworking or
connections, %uitil isthe 100%
percent of utilization of
the PCR.

Full Name

Add a connection

Syntax

addcon parameters (See flow diagrams in Figure 9-1, Figure 9-2, and Figure 9-3 and the

descriptions Table 9-3 and Table 9-4.)

Related Commands
delcon, dspcons
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Attributes

Privilege 12

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

addcon 4.1.2.1 sw534.1.2.2

Description
Add a connection between 4.1.2.1 on node swstorm and 4.1.4.2 on node sw53.

System Response

swstorm TN Super User BPX 15 8.5 July 26 1997 20: 05 GMVI
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Avoid COS O
4.1.2.1 sws3 4.1.4.2 Ok atfr 0 L

This Command: addcon 4.1.2.1 sws3 4.1.4.2 atfr * * * * % % % x % & x % % %

Add these connections (y/n)?

Example 2
addcon 3.2.9.251 nmsbpx04 5.2.7.251 (with defaults illustrated)

In this case, the screen shows the value for each parameter entered on the command line.
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System Response

nnmsbpx03 TN Super User BPX 15 8.5 Aug. 3 1997 18:02 PDT
Local Renot e Renot e Rout e

Channel NodeNane Channel State Type Avoid COSs O
3.2.9.251 nnmsbpx04 5.2.7.251 Ok abr 0 L

This Command: addcon 3.2.9.251 nnmsbpx04 5.2.7.251 abr e 10 10 1000 e 10 10 10 10
110 87 50 100 64000 100 100 d e 100 90 e

Add these connections (y/n)?
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clrchstats

Clears the gathered statistics for either a specific channel or al channels. When you enter a specific
channdl number, adisplay of the current channel statistics appears. The display asksif you confirm
the choice for clearing. If you enter “*” (all channels) for the channel specification, the display
prompts you to confirm the decision to clear all channel statistics.

Full Name
Clear channel statistics

Syntax
clrchstats <channel | *>

Related Commands

dspchstats

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

clrchstats 3.1.1

Description
Clear channel statistics for 3.1.1.
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System Response

sw83 TN Super User I PX 16 8.5 Aug. 23 1997 19: 24 PST
Channel Statistics: 3.1.1 Cl eared: Aug. 17 1997 08:10
MR 3.8 kbps Coll ection Tinme: 6 day(s) 10:04:58 Corrupted: NO
Fr anes Avg Size Avg Util Packet s Avg
(bytes) (fps) (% (pps)
From Port: 1516586 198 2 35
To Network: 1516215 198 2 35 16678365 30
Di scar ded: 371 198 0 0
From Net wor k: 1518665 197 2 35 16705146 30
To Port: 1518629 198 2 35
Di scar ded: 36 120 0 0 238 0
ECN Stats: Avg Rx VC Q 0 For eSi ght RTD 40

M n- Pk bytes rcvd: 52470 FECN Franes: 0 FECN Ratio (% 0
M nut es Congest ed: 0 BECN Franes: 16 BECN Ratio (% 0
Franes rcvd in excess of CR 0 Bytes rcvd in excess of CIR 0
Franes xntd in excess of CIR 0 Bytes xnmtd in excess of CIR 0
This Command: clrchstats 3.1.1
OK to clear (y/n)?

Table 9-5 clrchstats—Parameters

Parameter Description

channel Specifies the channel whose statistics are cleared.

* Specifies all channel statistics.
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cnfabrparm
Configures ABR parameters for aBXM.

Full Name
Configure ABR parameters

Syntax
cnfcls <slot> <parameters|

Related Commands

addcon

Attributes

Privilege 1-5
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

cnfabrparm 2
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Description
Configure ABR parameters for the BXM in slot 2.

System Response

sw60 TN Super User BPX 15
ABR Configuration for BXMin slot 2

Cl Control Y
Egress ER Stanping : N

Last Command: cnfabrparm2 Y N

Next Command:

8.5 Date/ Tine Not

Set

Table 9-6 cnfabrparm—Parameters
Parameter Description

slot Specifies the card.

Cl Control

Egress ER stamping
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cnfcls

The cnfcls command allows the ten Cisco-supplied class templates for connection configuration to
be modified. (The addcon command can take a class as an input).

When you enter the number of the class to configure, the display shows the current value of each
parameter in the class. For each item in the class, a prompt appears for changing or keeping the
current value.

Full Name
Configure class

Syntax
cnfcls <class number> [optional parameters]

Related Commands

addcon, dspcls

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfcls 10

Description

Configure connection class 10. The command line interface (CLI) displays the current settings and
requests the classtype (see System Response 1). After you enter a class type, the CL1 prompts you
to specify each parameter for the selected class type (ABRSTD as System Response 2 shows).
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System Response 1

sw60 TN Super User BPX 15 8.5 Date/ Tine Not Set

ATM Connection C asses

Class: 10 Type: CBR
PCR(0+1) % Uti CDVT(0+1) Pol i ci ng
4000/ 4000 100/ 100 10000/ 10000 4
Description: "Default CBR 4000"
This Command: cnfcls 10
Enter class type (VBR CBR, UBR, ABRSTD, ABRFST, ATFR):
System Response 2
sw60 TN Super User BPX 15 8.5 Date/ Tine Not Set
ATM Connection C asses
Class: 10 Type: ABRSTD
PCR( 0+1) % Uti | MCR CDVT(0+1) AAL5 FBTC
4000/ 4000 100/ 100 4000/ 4000 10000/ 10000 n

Description: "Default CBR 4000"

This Command: cnfcls 10 abrstd * * * * *

Do you want this change (y/n)?

Table 9-7 cnfcls—Parameters

Parameter Description

class Specifiesthe class to configure. The class numbers are 1-10.
Table 9-8 cnfcls—Optional Parameters

Parameter Description

optional parameters Parameters are specific to the type of connection (VBR, CBR, UBR, ABRSTD,

ABRFST, ATFR). Use dspcls to see the parameters in the classes.
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cnfcon

Configures the ATM bandwidth parameters for a specified connection. The initial cell rate (ICR)
normally isset to the port speed. It may be lower if other constraints exist on the data generation rate.
If ICRistoo low, cells are dropped. If it istoo high, bandwidth may be wasted unless ForeSight is
used. Statistical reports are the best source of information for deciding what to adjust.

If the connection type includes ForeSight (abr enabled), the results of the last test round trip delay
command (tstdelay) appear. Note that thisis not the current RTD but the result of the last test that
ran. Connection priority — high or low — is displayed for standard frame relay connections and
ForeSight connections. Several checks are done on the parameters that specify bandwidth to assist
usersin efficient use of network bandwidth. The following messages describe the performance

evaluation.

e Error Min cannot exceed peak.

» Warning Min exceeds this port's speed.

» Warning Sum of mins exceeds port's speed.
* Warning Peak exceeds this port's speed.

Warning messages are informational only, so the related operation continues. If an error message
appears, the operation does not continue.

Full Name
Configure connection

Syntax
cnfcon <slot.port.vpi.vci> [bandwidth parameters]

Related Commands
addcon, dspcon

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfcon 12.1.1.6
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Description
Configure ASI port 12.1.1.6. Parameter prompts appear.

System Response

a20 LAN  Super User BPX 15 8.5 Aug. 29 1997 11:43 PST

Conn: 12.1.1.6 cal9 4.1.1.6 ABR
Descri ption:

SCR I BS MBS ABR MCR PCR I CR
100/ 100 10/ 10 10/ 10 y 10/ 10 96000/ 96000 10/ 10
ICR TO Rate Up Rate Dn Rate FastDn Max Adj ust VC depth EFCI % Util

10 100 100 100 100 64000/ 64000 100/ 100 100/ 100
CLP CLP Hi CLP Lo

y 100/ 100 90/ 90

This Command: cnfcon 12.1.1.6

MBS (10) nust exceed |BS (10)
Enter the MBS [10/10]:

Table 9-9 cnfcon—Parameters
Parameter Description
channd Specifies the connection to configure. Thiscommand configures one connection at

atime. The channe specification has the following format:
slot.port.vpi.vci

Table 9-10 cnfcon—Optional Parameters

Parameter Description

bandwidth parameters  Refer to the addcon command in this chapter for descriptions and connection
types.
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cnfport

Configuresthe parameters of an ATM port on an ASI card. Press Return to keep the current value of
a parameter. See the parameter table for important information.

Full Name
Configure port

Syntax
cnfport <port> [<params>]

Related Commands
upport, dnport, dspport, dspports

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

cnfport 121N NNHNN

Description

Configure port 12.1 to have an UNI cell header format; not to be an MGX 8220 shelf; not to have a
Metro Cell Header format; shift on HCF; use no protocol; and not to apply %ultil.
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System Response

bat man

Port: 12.

Interface:
Type:
Speed:
Shift:

VBR Queue Dept h:

Pr ot ocol :

Last Command:

TN Super User BPX 15 8.5 Dat e/ Ti ne Not Set

T3-2

UNI %UXil Use: Di sabl ed
96000

SHI FT ON HCF (Normal Operation)

1000

NONE

cnfport 12.1 NN NHNN

Next Command:
Table 9-11 cnfport—Parameters
Parameter Description
slot.port Specifiesthe ASI card slot and port number.
nni/uni Specifies whether the cell header format is NNI or UNI.
axis Specifies MGX 8220 queue depth for each slot.

metro data cell header

Specifies whether the metro data cell header typeis used.

shifth|n

Specifies whether a one-byte shift on the HCF field of the cell header occurs. The
choice of H (shift) or N (no shift) depends on whether the ATM cloud includes
non-Cisco WAN Switching nodes and whether virtual trunking isin operation:
Select H (the default) if the cloud includes non-Cisco WAN Switching nodes or if
only aphysica trunk is configured for the ASI port.

Select N if virtual trunks are configured and the ATM cloud consists of Cisco
WAN Switching nodes only.

protocol

Specifies the use of either an LMI protocol, an protocol, or no specified protocol.
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Parameter

Description

%outil

Enables/disables percent utilization. This parameter supports ATM VBR/ABR
fairnessfor ASI terminated connections and applies to only VBR and ABR
connections. To change the %uitil status of a port, no connections can be currently
terminating on the port. Therefore, if connections terminate on the port, they must
be deleted before cnfport execution then re-added after execution of cnfport.
When this feature is disabled, the port queue bandwidth is cal culated using the
sum of the MCRs or PCRs for the connections terminating on the port. Thisis
identical to the port queue bandwidth calculation prior to the implementation of
the %outil feature.

The port queue bandwidth with %util feature disabled is:

 For ABR connections Port Queue BW = sum (MCR)

* For VBR connections Port Queue BW = sum (PCR)

* For CBR connections Port Queue BW = sum (PCR)

When the %util feature is enabled, the port queue bandwidth is cal culated for ABR
and VBR connections asfollows: for ABR connections, the port queue bandwidth
isthe sum of a percentage of the MCRs for the connections terminating on the
port; for VBR connections, the port queue bandwidth is the sum of a percentage of
the PCRs for connections terminating on the port. The feature is not applied to
CBR connections.

In summary, the port queue bandwidth with feature %util enabled is:

 For ABR connections Port Queue BW = sum (MCR * %ultil)

* For VBR connections Port Queue BW = sum (PCR * %util)

For CBR connections Port Queue BW = sum (PCR)
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cnfportq

Configures queue parameters for a port on an ASI card. Pressing the Return key keeps the current

value for the parameter.

Full Name
Configure port

Syntax
cnfport <port> [<params>]

Related Commands
upport, dnport, dspportq

Attributes

Privilege 2
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

cnfportg 4.2 200 80 60 80 1000 80 60 80 9800 80 60 80

Description

Configure port 4.2 to the parameters indicated. Note that the sequence of three Nsisin response to

guestions about the interface, a cell header, and the presence of an MGX 8220.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 19:11 GMr
Port : 4.2 [ 1 NACTI VE]

Interface: T3-2

Type: UNI

Speed: 96000 (cps)

CBR Queue Dept h: 200

CBR Queue CLP Hi gh Threshol d: 80%
CBR Queue CLP Low Threshold: 60%
CBR Queue EFClI Threshol d: 80%
VBR Queue Dept h: 1000 ABR Queue Dept h: 9800
VBR Queue CLP High Threshol d: 80% ABR Queue CLP High Threshold: 80%
VBR Queue CLP Low Threshold: 60% ABR Queue CLP Low Threshol d: 60%
VBR Queue EFClI Threshol d: 80% ABR Queue EFCI Threshol d: 80%

Last Command: cnfport 4.2 N N N 200 80 60 80 1000 80 60 80 9800 80 60 80

Next Conmand:

Table 9-12 cnfportg—Parameters

Parameter Description

slot.port Specifiesthe ASI card slot and port number.

nni/uni Specifies whether the cell header format is NNI or UNI.

cbr queue parms Specifies the CBR queue parameters of depth, cbr-hi, cbr-lo, and efci. The ranges
are 0 to 24000 for depth and 0 to 100% for all others.

vbr queue parms Specifies the VBR queue parameters of depth, vbr-hi, vbr-low, and efci. The
ranges are 0 to 24000 for depth and 0 to 100% for all others.

abr queue parms Specifiesthe ABR queue parameters of depth, abr-hi, abr-low, and efci. The ranges

are 0 to 24000 for depth and 0 to 100% for all others.
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delcon

Removes connections from the network. The same command with differing syntax may be used to
delete voice connections, data connections, frame relay connections, or ATM connections. The
syntax in this section deletes an ATM connection. You can verify connection deletions by using the
dspcons command.

Full Name
Delete connections

Syntax
delcon <channel(s)>

Related Commands
addcon, dspcon, dspcons

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

delcon 4.1.1.4

Description

Delete connection 4.1.1.4. The connectionsto delete are highlighted, and a prompt appears asking
you to confirm the deletion. Respond with “y”, for yes, and Connection 4.1.1.4 is deleted.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 20: 36 GMI
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Avoid COSs O
4.1.1.4 caz0 12.1.1.4 (04 CBR 0 R
4.1.1.5 caz0 12.1.1.5 (04 VBR 0 R
4.1.1.6 caz0 12.1.1.6 (04 ABR 0 R
4.1.1.7 caz0 12.1.1.7 (04 VBR 0 R
4.2.1.1 caz0 12.2.1.1 (04 CBR 0 L
4.2.1.2 caz0 12.2.1.2 (04 VBR 0 L
4.2.1.3 caz0 12.2.1.3 (04 ABR 0 L

Last Command: delcon 4.1.1.4

Del et e connections? (y)

Next Command
Table 9-13 delcon—Parameters
Parameter Description
channel Specifiesthe channel or set of channelsfor deleting connections. <channel> is

specified in the following format:
slot.port.vpi.vci
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delcongrp

Deletes agroup. The group must be empty (all connections must first have been removed with the
delcon command). The group can be deleted from either the local or remote end of the group.

Full Name
Delete connection group

Syntax
delcongrp <connection group>

Related Commands
dspcongrp, dspcongrps

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

delcongrp bpx4.1

Description

Delete connection group bpx4.1.
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System Response

bpx1 TN Super User BPX 15 8.5
Rout e

Group Count State Avoid COS FST Omner

bpx4. 1 0 Local

Thi s Command: del congrp bpx4.1

Delete this group (y/n)?

Aug.

14 1997 20:12 PST

Table 9-14 delcongrp—PArameters
Parameter Description
connection group The connection group has the following format:

remote node name.group number
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dnport

Deactivates (or “downs”) the specified ATM port. Before downing a port, you must remove all

connections from the port.

Full Name
Down port

Syntax
dnport <port>

Related Commands
cnfport, dspport, upport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

dnport 4.2

Description

Down port 4.2.
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System Response

cal9 VT Super User
ASI Port States
Port State

4.1 ACTI VE
4.2 I NACTI VE

Last Conmand: dspports

Next Command: dnport 4.2

23 1997 19:49 Gwvr

Table 9-15 dnport—Parameters
Parameter Description
port Specifies the slot number and port number in the format slot.port.
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dspchstats

Displays statistics for a channel. The system periodically updates the display until you pressthe
Delete key. An optional parameter for dspchstats is an interval between screen updates.

Full Name
Display channel statistics

Syntax
dspchstats <channel> [interval]

Related Commands

clrchstats

Attributes

Privilege 5

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspchstats 4.1.50.1

Description

Display the channel statistics for connection 4.1.50.1.
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System Response

ni ght TN Super User BPX 15 8.5 July 17 1997 02: 46 GMVI
Channel Statistics for 4.1.50.1 Cleared: July 13 1997 02:53 (|)

MCR: 0 cps Coll ection Tinme: O day(s) 18:10:22 Corrupted: NO
Traffic Cells CLP Avg CPS %util Discards: Cells
From Port : 14710 0 0 0 VcQ > CLP: 0
To Network : 14710 --- 0 0 VcQ Full 0
From Net wor k: 14710 0 0 Qoin Full: 0
To Port : 14710 14710 0 0 Qin> CLP: 0

Fai | ed : 14710

OAM Cells Rsr cOVL 0

VC Q : 0 Tx QAM : 29608 NonConpl i ant : 0

Rx EFCI 0 Rx AIS : 14710

Tx EFCI : 0 Rx FERF: 0 For eSi ght Cells

Rx BCM : 0 Adj Up : 0

Tx BCM : 0 Adj Dn : 0

AAL-5 Franes: 0 Adj Fdn: 0

This Command: dspchstats 4.1.50.1

Hit DEL key to quit:

Example 2
dspchstats 131.100 10

Description

Display statistics for connection 13.1.100 with a 10-second interval between screen updates. The
cardinslot 13isan ALM/A.

System Response

swi42 TN Super User I GX 16 8.5 July 31 1997 14: 38 PDT
Channel Statistics: 13.1.100 Cleared: July 31 1997 11:50 (1)
MCR: 150 cps Col l ection Tinme: 0 day(s) 00:00: 00 Corrupted: NO
Cells Avg Util
(cps) (9
From Port: 0 0 0
To Net wor k: 0 0 0
Di scar ded: 0 0 0
From Net wor k: 0 0 0
To Port: 0 0 0
Di scar ded: 0 0 0

This Command: dspchstats 13.1.100

Hit DEL key to quit:
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Table 9-16 dspchstats—Parameters

Parameter Description

channel Specifies the channel for statistics display.

Table 9-17 dspchstats—Optional Parameters

Parameter Description

interval Specifies the interval between updates of the statistics display. Theintervalsarein

seconds. If you specify an interval, you either can press Delete to terminate the
command or wait until the command times out.
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dspcls

Displaysthe current parameters for a connection class template. The number of classesisten. The
parameters and the valuesfor each varieswith thetype of connection (CBR, VBR, ABR, and ATFR).

Full Name
Display connection class

Syntax
dspcls <class number>

Related Commands
addcon, cnfcls, dspcon, dspcons

Attributes

Privilege 1-2

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcls 1

Description

Display the parameters for configuration class 1.
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System Response

TN Super User

BPX 15 8.5 July 28 1997 13:22 GMr

ni ght
ATM Connecti on Cl asses
Class: 1
Type: VBR
UPC SCR I BS MBS ABR PCR ABR PCR
y 500/ 500 10/ 10 1000/ 1000 - 500/ 500 -/ -
I CR ICR TO Rate Up Rate Dn Rate FastDn Max Adj ust CDVT[in cells]
-/ - - - - - - 64000/ 64000
EFCI % Wil FGCRA MFS CLP CLP Hi CLP Lo BCM
-/ - y 100/ 100 100/ 100 n/n

100/100 100/100 n/n

Description: “Default VBR 500"

Last Command: dspcls 1

Next Command:

Table 9-18 dspcls—Parameters
Parameter Description
class number Specifies the class whose current parameters you want to see.  Values are 1-10.
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dspcon

Displays connection information for a specified channel. The information displayed includes:

The channel numbersfor both the local and remote ends of the connection.
The node names at both ends of the connection.

The type or data rate of the connection.

The routing restriction.

The class of service (COS) of the connection.

The connection route, listing the end nodes and any intermediate nodes.
The preferred route for the connection (if configured).

The status of the cards associated with the connection.

Any Y-cable conflicts.

The compression status.

The connection bandwidth parameter val ues.

The connection/type descriptor (if configured).

The circuit round trip delay (if ForeSight is enabled).

Any failures that affect the connection flash on the screen. For frame relay NNI ports, the NNI value
indicates the A-bit value received across the NNI from the remote network. The status that may be
displayed includes:

OK Connection OK

FAILED Connection failed

MISSING VPI.VCI was deleted in other network at NNI. A previous status report
indicated avalid VPI.VCI present but an updated report did not.

UNUSED indicates the UNI port does not support reporting of NNI A-bit status

Full Name

Display connections

Syntax
dspcon <channel>

Related Commands
addcon, cnfcon, dspcon
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Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcon 12.1.1.5

Description
Display connection information for channel 12.1.1.5 (a VBR connection).

System Response

ca20 LAN  Super User BPX 15 8.5 Aug. 29 1997 10:44 PST
Conn: 12.1.1.5 cal9 4.1.1.5 VBR Down
SCR MBS PCR ABR PCR UPC FST CLP %uti |
1000/ 1000 10/ 10 500/ 500 --f-- y 100/ 100

Omer: LOCAL Restriction: NONE COCS: 0
Group: NONE TestRTD: 16705 nsec

Pat h: Downed by user
Pref: Not Confi gured

ca20 ASI - T3 oK cal9 ASI - T3

Line 12.1 : K Line 4.1 :

Last Command: dspcon 12.1.1.5

Next Command:

Example 2
dspcon 12.1.1.4

Description
Display connection information for channd 12.1.1.4 (CBR).
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System Response

ca20 LAN Super User BPX 15 8.5 Aug. 29 1997 10:42 PST
Conn: 12.1.1.4 cal9 4.1.1. 4 CBR St atus: Down
PCR CDVT MCR ABR PCR UPC FST CLP % util
100/ 100 10/ 10 --/-- --/-- y n y 100/100
Omner: LOCAL Restriction: NONE COS: 0
Group: NONE TestRTD: O nsec
Pat h: Downed by user
Pref: Not Confi gured
ca20 ASI - T3 (64 cal9 ASI - T3 (64
Line 12.1 : K Line 4.1: K
Last Command: dspcon 12.1.1.4
Next Conmand:
Example 3
dspcon 1.1.1.1
Description

Display connection information for channd 1.1.1.1 (aVBR connection).

System Response

swh3 TN Super User BPX 15 8.5 Nov.
Conn: 1.1.1.1 swhs3 1.2.1.1 \%
PCR(0+1) % Uil CDVT(0+1) FBTC SCR
50/ 50 100/ 100 250000/ 250000 n 50/ 50
Pat h: Route information not applicable for local conn
sw53 ASI - T3 K sw53 ASI - T3
Line 1.1 : K Li ne
OAM Cel | RX: O ear NNI
NNI oK
Last Command: dspcon 1.1.1.1
Next Conmand:
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Example 3
dspcon 3.1.1.1

Description
Display connection information for channel 3.1.1.1 (an ABRSTD connection).

System Response

sw60 TN Super User BPX 15 8.5 Date/ Tine Not Set
Conn: 3.1.1.1 sSw60 3.1.1.1 abrstd St at us: OK
PCR(0+1) % util MCR CDVT(0+1) FBTC FST VSVD FCES
96000/ 96000 100/ 100 96000/ 96000 10000/ 10000 n n n y
Pat h: Rout e infornation not applicable for I|ocal connections
swe0 BXM oK

Line 3.1 : K
OAM Cell RX: O ear
NNI NG ¢

Last Command: dspcon 3.1.1.1

Next Conmand:
Table 9-19 dspcon—Parameters
Parameter Description
channd Specifies the channd for which to display connection details. The command

displays connection information for one channel at atime. You cannot specify a set
of channels. Channel is specified in the following format:

slot.port.vpi.vci
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dspconcnf

Displaysthe following information for a connection’s configuration:

The channel numbersfor both the local and remote ends of the connection.
The node names at both ends of the connection.

The preferred route for the connection (if configured).

The bandwidth parameter values for ATM connections.

V C queue depth.

The connection type (if configured).

Other values (see example screen).

Full Name
Display connection configuration

Syntax
dspconcnf <channel>

Related Commands
addcon, dspcon, dspcons, delcon

Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock No
Example 1

dspconenf 3.1.1.1
Description

Display the configuration for 3.1.1.1.
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System Response

sw60 TN Super User BPX 15 8.5 Date/ Tine Not Set

Conn: 3.1.1.1 sw60 3.1.1.1 abrstd
Descri ption:

PCR(0+1) % Uti | MCR CDVT( 0+1) AAL5 FBTC
96000/ 96000 100/ 100 96000/ 96000 10000/ 10000 n

Last Command: dspconcnf 3.1.1.1

Next Command:
Table 9-20 dspconcnf-Parameters
Parameter Description
channel Specifies the channel for which to display connection configuration. The

command displays connection information for one channel at atime. You cannot
specify aset of channels. Channel is specified in the following format:

slot.port.vpi.vci
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dspcongrp
Displays the connections in a particular group. The information consists of:
® Each connection in the group
® The node name at the remote end of the connection
® The state of the connection
® The connection type
® Therouting restriction (route avoid)
® Theclass of service (COS) of the connection
® The owner of the connection

Failuresthat affect aconnection appear flashing on screen. For framerelay NNI ports, the NNI value
indicates the A-bit value received across the NNI from the remote network.

Full Name
Display connection group

Syntax
dspcongrp <connection group>

Related Commands
addcon, cnfcon, dspcon

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcongrp sw86.14

Description

Display the connections in the group named sw86.14.
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System Response

swdl

Local
Channel
1.

13.
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.
13.

PREPEPPRPPRPRERERPPRPRER

1.
. 210

PREPEPPRPRERERPPRPRER

209

211
212
213
214
215
216
217
218
219

. 220
. 221

TN Super User

Renot e
NodeNane
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86
sw86

Renot e

Channel
12.
12.
12.
12.
12.
12.
12.
12.
12.
12.
12.
12.
12.

Thi s Command: dspcongrp sw86. 14

1.

PREPEPPRPRERERPRPRPRER

1.
. 210

PREPEPPRPRERPRPRPRERER

BPX 15

209

211
212
213
214
215
216
217
218
219
220
221

8.5

9]
o
2
o

RQQAQRARQRQARKRQAIARR

Aug. 29 1997 17:43 PST

Type

abr-Gp
abr-Grp
abr-Grp
abr-Grp
abr-Gp
abr-Gp
abr-Grp
abr-Grp
abr-Grp
abr-Grp
abr-Grp
abr-Grp
abr-Grp

Rout e
Avoi d COs

o eleoNoNolNolNeolNoNolNolNolNelNo
DOVDVXDVOVDDOVDDOVDDOUDOVDIODIODODIUO

Conti nue?
Table 9-21 dspcongrp—Parameters
Parameter Description
group Specifies the group whose members are listed. The name can be obtained from the

dspcongrps command.
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dspcongrps
Displaysalist of all grouped connections on the current node. The optional parameter narrows the

scope of thelist to grouped connections either on a named node or in anamed group. Thedisplayed
information consists of:

® The node name and the count that each group represents for that node
® The number of connections in each group

® The state of the connection group

® Any specified route to avoid

® The Classof Service for the group

® Whether the connections have ForeSight

® Whether the owner of the group is aremote node or the local node

Full Name
Display connection groups

Syntax
dspcongrps [node name | group name]

Related Commands

dspcongrp

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcongrps

Description

Display all grouped connections.

9-48 Cisco WAN Switching Command Reference



dspcongrps

System Response

swdl TN Super User BPX 15 8.5 Aug. 29 1997 16:51 PST
From Rout e
sw86. 28 Count State Avoid COS FST Oaner
sw86. 28 16 Ck 0 y Renot e
sSwB6. 29 16 Ok 0 y Renot e
sw86. 30 16 Ck 0 y Renot e
sw86. 31 16 Ck 0 y Renot e
sw86. 32 16 Ck 0 y Renot e
Last Conmand: dspcongr ps
Next Conmand:
Table 9-22 dspcongrps—Optional Parameters
Parameter Description
node name or Restricts the groups displayed to either a node name or a connection group name.
group name
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dspcons

Displaysinformation about the connections on an IPX, IGX, or BPX node. (For information about
dspcons for an MGX 8220 card, refer to the Cisco MGX 8220 Command Reference.)

Table 9-23 lists all possibleinformation headingsthat appear in the display. The actual headings that
appear depend on the choice of selected optional parameters—including no parameters. The screen
examples reflect various optional parameters.

Note Thisdescription containsall parameters that are displayed even though some parameters are
meaningless on a BPX.

Table 9-23 Headings in Connection Display
Fields Description
Local Channel The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.
State The state of the connection(s) are as follows.
State Parameter
OK routed
Down downed
Failed unrouted, but trying
Type The type of connection (vbr, cbr, abr, atfr, or atfst).
Route Avoid The type of lines to avoid when routing (satellite lines, terrestria lines, lines with
zero code suppression).
COs The Class Of Service.
Owner The end of the connection in control of re-routing.
Full Name

Display connections

Syntax

dspcons [start_channel] [nodenameg] [+d] [-f] [-v] [-d] [-g] [-atfr] [-abit] [-fabit] [-fail] [-down]

where

start_channel isthe starting channel to display.

nodename specifiesthat connections for only the named node appear in the display.

+d specifiesthat the display show the optional descriptor for the connection.
The command that specifies the descriptor (cnfcondsc) is obsol ete.

-f specifies that the display show frame relay connections only.

-V specifies that the display show only voice connections.
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-d specifies that the display show only data connections (in Kbps).

-g specifies that the display show only grouped connections. (Note that the
addgrpcon and grpcon commands are obsolete.)

-atfr specifies that the display show frame relay to ATM interworking
connections (as well as atfr with ForeSight).

-abit specifiesthat the display show status of the A-hit.

-fabit specifies that the display show only connections with failed A-bits.

-down specifies that the display show only downed connections.

Note Some parameters may cause other parameters not to appear. Therefore, if you specify all
parameters, some do not appear.

Related Commands
addcon, delcon

Attributes

Privilege 16

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcons 4.1.1.4

Description

Displaysall connections starting with 4.1.1.4.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 19:44 GVI
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Avoid COSs O
4.1.1.4 caz0 12.1.1.4 Ok CBR 0 R
4.1.1.5 caz0 12.1.1.5 (04 VBR 0 R
4.1.1.6 caz0 12.1.1.6 (04 ABR 0 R
4.1.1.7 caz0 12.1.1.7 (04 VBR 0 R

Last Conmand: dspcons

Next Command:

Example 2
dspcons -ahit

Description
Display the A-bit status for all connections starting with 1.1.3.66.
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System Response

swdl

Local
Channel

1.

PREPPPRPRERERPRPRPRER

—
=

1.

PRrRrRrPRpPRrRRPRRERR
WWwwwwwwwwww

3.

66
67
68
69
70
71
72
73
74
75
76
77

.78

TN Super User

Renot e
NodeNane
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl
swdl

PREPPRPPRPREPERPRPRPRRRER

Command: dspcons -abit

1.

PRRrRrPRPRRRRRERR
WWwwWwwwwwwww

Renot e
Channel
3.

66
67
68
69
70
71
72
73
74
75
76
77

.78

BPX 15

8.5

9]
o
2
o

RQQAQRARQRQARKRQAIARR

Aug.

RAIFIFAIRARRIFIFIRRR

14 1997 10:32 PST

RAIFIFAIARRIIFIRRR

Conti nue?

Table 9-24 dspcons—Optional Parameters

Parameter Description

start channel Specifies the beginning channel to display. The start channel format is:
slot.port.vpi.vci
If no starting channdl is specified, the display begins with the first connected
channdl.

node name Specifies that connections to a specific remote node are displayed.

+d Connection descriptor

-g Grouped connections

-atfr Frame relay to ATM interworking connections

-abit A-bit status

-fabit Connections with A-bit errors

-fail Failed connections

-down Downed connections
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dsplmistats
Displays LMI statistics for a specified channel.

Full Name
Display connections

Syntax
dsplmistats

Related Commands

Attributes

Privilege 1-6

Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dsplmistats 1.1

Description

Display LM statistics for channel 1.1.1.1.
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System Response

swdl

VPI . VCI :
Invalid Pdu

Invalid Pdu Len
Unknown Pdu Type
Unknown | E Type
Bad Transaction

St at us
St at us
St at us
St at us
St at us
Updat e
Updat e
St at us

Enq
Enq

Ack
St at us
St at us
Ack

TN

0.0

TX:

PHIZZAZRRRAD

Super User

[eNeNeNe]

0
77715
77711
77897
77897

1505
1507
2042
2042

Last Command: dsplmistats 1.1

Annex G LM Statistics for slot:1 port:1

BPX 15 8.5 Aug. 29 1997 14: 44 PST
Lm enabl ed Lm polling enabl ed
Status Polling Tiner (T396) : 10
Status Enquiry Timer (T393) : 10
Max Status Enquiry Retry (N394): 5
Update Status Tinmer (T394) : 10

Max Update Status Retry (N395) : 5
Spc Pol ling Tiner :

Spc Retry Tiner

Spc Retry Counter

Node Status Retry Tiner
Node Status Retry Counter
Node Status Polling Tiner

~NOOPRrow

Next Conmand:
Table 9-25 dsplmistats—Parameters
Parameter Description
channd Channel is specified in the following format slot.port
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dspport

Displays one of three choices; the state of all ATM portsin anode, general information on all four
portson asdected ASI card, or detailed status on asingle specified ATM port. The more specific the
port addressin the command, the moredetail is provided. Thefollowing are examplesof thedspport
command:

 dspport displays states of all ATM portsin the node
» dspport 8 displays the port statesfor ASI in slot 8

» dspport 8.1  displaysthe configuration for port 1 of the ASl in slot 8

A full description of these parametersis provided in the cnfport command.

Full Name
Display port

Syntax
dspport [slot | slot.port]

Related Commands
cnfport, upport, dnport

Attributes

Privilege 1-2
Jobs No
Log No
Node BPX
Lock No
Example 1

dspport

Description

Display the port status of ASls on the node.
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System Response
al9 VT SuperUser BPX 15 8.5  Aug. 23 1997 18:52 GMI

ASI Port States
Port State
4.1 ACTI VE

Last Conmand: dspport

Next Command:

Example 2
dspport 4

Description
Display the port statuses for the ASI in slot 4.

System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 18:53 GMI
Port configuration for ASI 4

Por t Chan Speed Interface State Pr ot ocol Type
1 1 96000 (cps)  T3-2 ACTI VE NONE UNI

Last Command: dspport 4
Next Conmand:
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Example 3
dspport 4.1

Description
Display the status of ASI port 4.1.

System Response

swstorm TN Super User BPX 15 8.5 July 26 1997 17:57 GMI
Port : 4.1 [ACTI VE ]

Interface: T3-2

Type: UN

Speed: 96000 (cps)

VBR Queue Dept h: 10800

Pr ot ocol : NONE

Last Command: dspport 4.1

Next Conmand:
Table 9-26 dspport—-Optional Parameters
Parameter Description
slot.port Specifies the slot number and port to display.
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dspportq

Displaysthe port queue configuration for an ASI card. If you enter this command without a

parameter, the display showsalist of portson all ASI cards and the status (Active/Standby) of each.
If you enter only the slot, the display shows alist of ports, the speed of each, itsinterface type, and
gueueinformation. If you enter the slot and port number, the display shows the detailed information

shown in the example figure.

Full Name
Display port queue configuration.

Syntax
dspportq [slot | slot.port]

Related Commands

cnfportq

Attributes

Privilege 1-2
Jobs No
Log No
Node BPX
Lock No
Example 1

dspportq 4.1

Description

Display the port queue configuration for 4.1.
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System Response

swstorm TN Super User BPX 15 8.5 July 26 1997 18:01 GMVI
Port: 4.1 [ACTI VE ]

I nterface: T3-2

Type: UNI

Speed: 96000 (cps)

CBR Queue Dept h: 200

CBR Queue CLP Hi gh Threshol d: 80%

CBR Queue CLP Low Threshold: 60%

CBR Queue EFClI Threshol d: 80%

VBR Queue Dept h: 10800 ABR Queue Dept h: 0
VBR Queue CLP High Threshol d: 80% ABR Queue CLP High Threshold: 80%
VBR Queue CLP Low Threshold: 60% ABR Queue CLP Low Threshol d: 60%
VBR Queue EFClI Threshol d: 80% ABR Queue EFCI Threshol d: 80%

Last Command: dspportq 4.1

Next Conmand:
Table 9-27 dspportg—Optional Parameters
Parameter Description
slot or slot.port Specifies either the slot number or the dot and port number.
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dspportstats

Displaysasummary of port statisticsfor the ATM port specified. Theseincludethe cell count inthe
transmit and receive directions, and error counts associated with the port. The display indicates the
date and timethat the statistics were cleared and the statistics collection time sincethel ast clearance.
Cellstransmitted indicates the amount of data transmitted out the port to the user device. Cells
received indicates the amount of data received from the user device at the port. Corrupted statistics
result from channel/port loopbacks or port tests. A yesin this field indicates that such loopback or
port test have occurred since the statistics were last cleared.

Full Name
Display port statistics

Syntax
dspportstats <port> [interval]

Related Commands

clrportstats

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspportstats 4.1

Description
Display the statisticsfor ASI port 4.1.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 18:55 GMI
Port Statistics for 4.1 Cl eared: Aug. 23 1997 18:19
Port Speed: 96000 cps Col l ection Tinme: 0 day(s) 00:00: 00 Corrupted: NO
Cells CLP (EFCl)
Rx Port: 1274609 1032194 0
Tx Port: 1274607 1032192 0
Cel | Buf Ol : 0
Unknown Addr: 0
Last Unknown Addr:
Tx Payl oad Err Cnt: 0
Tx Hdr Err discard: 0
Nonzero GFC Count: 0

This Command: dspportstats 4.1

Hit DEL key to quit:

Table 9-28 dspportstats—Parameters

Parameter Description

slot.port Specifies the ATM card set and port number.

Table 9-29 dspportstats—Optional Parameters

Parameter Description

interval Specifies the refresh interval time for data. It can be specified between 1 and 60

seconds. The default interval is 1 seconds.
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upport

Activatesasingleport onan ASl. If the port has not been configured, the default configuration values
are used to configure the port.

Full Name
Up port

Syntax
upport <slot.port>

Related Commands
dnport, cnfport, upln

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

upport 4.2

Description

Activate port 2 on the ASI in slot 4.
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System Response

cal9 VT Super User BPX 15 8.5 Aug. 23 1997 19:17 GMr
Port : 4.2 [ACTI VE ]

Interface: T3-2

Type: UNI

Speed: 96000 (cps)

CBR Queue Dept h: 200

CBR Queue CLP Hi gh Threshol d: 80%
CBR Queue CLP Low Threshold: 60%
CBR Queue EFClI Threshol d: 80%
VBR Queue Dept h: 1000 ABR Queue Dept h: 9800
VBR Queue CLP High Threshol d: 80% ABR Queue CLP High Threshold: 80%
VBR Queue CLP Low Threshold: 60% ABR Queue CLP Low Threshol d: 60%
VBR Queue EFClI Threshol d: 80% ABR Queue EFCI Threshol d: 80%

Last Command: upport 4.2

Next Conmand:
Table 9-30 upport—Parameters
Parameter Description
slot.port Specifies the slot number of the ASI card and the port to activate.
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CHAPTER 10

Optimizing Traffic Routing and
Bandwidth

To achieve peak network performance, the routing of traffic and use of available bandwidth is
configurable. The information used in configuring traffic routing and bandwidth is gathered from
historical network trends. The tasks required to optimize the network are: specifying channel
utilization, specifying the class of service, and managing bandwidth. Thesetasks are discussed in the
paragraphs that follow.

Specifying Channel Utilization

Usethe cnfchutl command to specify the expected utilization of Frame Relay, data, or voice channel
as a percentage of the channel’s total capacity. The specified value can be in the range of 0% to

100%. 100% isthe default for dataand Frame Relay channels. The default for voice channelsis 40%.
To display the utilization of a particular trunk, use the dsptrkutl command. This command displays
adetails on the packets transmitted over the trunk. The user can specify the ratein seconds at which
the screen is updated. Use the dspload command to display the load for a specified trunk at a node.

Specifying Class of Service

Use the cnfcos command to specify aclass of service (COS) for a Frame Relay, data, or voice
channd. Theclass of serviceisthe delay in seconds before the network reroutes a connection in the
event of atrunk failure. Therange is 0-15. By spreading out the COS numbersto vary the rerouting
delay, one class of channels has a chance to reroute before the another class starts to reroute.
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Managing Bandwidth

Managing Bandwidth

There are anumber of commands that assist in managing bandwidth to achieve satisfactory traffic

patterns.

upcon, dncon The up and down connection commands can be used to temporarily down
connections of aspecified COS, thus releasing bandwidth for other services.
Oftenit is possible to down some voice connections to provide more
bandwidth for data and Frame Relay connections.

cnfpref The configure preference command can be used to specify preferred routing
for intra-domain connections. This command can be used to assist in
balancing the load on the network’s trunks.

dsprts, prtrts The display and print routes commands can be used in conjunction with the

cnfpref command to display the current connection routing information.

Summary of Commands

Table 10-1 shows the full command name and starting page for each description.

Table 10-1 Bandwidth Management Commands

Command Description Page
cnfchutl Configure channel utilization 10-3
cnfcmb Configure combined timeout parameters 10-7
cnfcos Configure class of service 10-9
cnfpref Configure preferences 10-11
dncon Down connections 10-14
dspload Display load 10-17
dspospace Display open space for routes 10-20
dsprts Display routes 10-22
dsptrkutl Display trunk utilization 10-24
prtrts Print routes 10-27
upcon Up connections 10-29
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cnfchutl

Informs the system software of the expected utilization rate of connections with traffic-dependent
compression algorithms (voice connections with VAD, data connections with DFM, Frame Relay
connections, FastPAD voice connections with ATC-8K, ATC-12K, ATC-16K, or CELP-8K
compression). The software load model then takes the user-specified rate of the connection and
modifies it by using the percent of utilization you specify with cnfchutl. The resulting rate is used
in calculationsfor loading trunks. The load model uses these figures instead of calcul ated estimates
from real traffic patterns.

On aFastPAD channel, the compression rate adapts to the congestion level within the network. The
configured compression rate indicates the maximum rate for the channel. FastPAD channels detect
FAX signals and adapt their rates for FAX transmittal. For the full benefits of the compression
algorithms to be used, the default utilizations should be modified after traffic studies have been
performed. Also, traffic studies of Frame Relay connections should be used to determine optimum
utilization settings. When calculating loads in a network, the load all ocated to a connection is:

channd utilization x full load for the connection type

For example, with achannd utilization of 50% and a full load of 480 packets per second, the load
allocated to a connection is:

0.50 x 480 pps = 240 pps

For data connections with DFM turned off, for voice connections with VAD turned off, and for all
FastPAD data connections, the bandwidth allocated is always the maximum bandwidth for the
connection type. In other words, the utilization, although configurable, isignored for avoice channel
without VAD, a data channel without DFM and all FastPAD data channdls.

If you use cnfchutl to increase the utilization of aconnection, the system verifiesthat the additional
bandwidth is available on the connection's current route. If the bandwidth isnot avail able, the system
attempts to reroute the connection. If no other route is found, the connection is failed.

If you use cnfchutl to decrease the utilization of a connection, the system makes the bandwidth
available to other connections that require a route. The screen displayed by the cnfchutl command
depends upon whether a data channel, voice channel, or Frame Relay channel is specified.

Full Name
Configure channel utilization

Syntax
cnfchutl <channel(s)> <% _util>

Related Commands
dspchenf
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Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfchutl 5.1 40
Description
Set utilization on data channel 5.1 at 40%.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 10:45 PST
Maxi mum El A % DFM Pattern DFM

Channel s Update Rate Util Lengt h St at us

5.1 15 40 8 Enabl ed

5.2-4 2 100 8 Enabl ed

Last Command: cnfchutl 5.1 40

Next Command:

Example 2
cnfchutl 14.1 55

Description
Set utilization on voice channel 14.1 at 55%.
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System Response

al pha TRM  YourID: 1 I PX 16 8.5 Aug. 16 1997 10:10 PST

% Adaptive Gain (dB) Di al OnHk Cond
Channels Uil Voice In Cut Type Interface Type A B C D Cit.
14.1 55 Enabl ed -4 - User Unconfig ? 0?7 - - a
14. 2-24 40 Enabl ed 0 - I nband Unconfig ? 0?7 - - a
Last Command: cnfchutl 14.1 55
Next Command:

Example 3

cnfchutl 8.1.100 60

Description

Set utilization on Frame Relay channel 8.1.100 at 60%.

System Response

al pha TRM  YourlD: 1

Frane Rel ay Channel

From M ni mum Peak AvgFr ane
8.1.100 9.6 * 70
8.1.301 9.6 * 70

Last Command: cnfchutl 8.1.100 60

Next Conmand:

I PX 16

Configuration Port: 8.

8.5 Aug. 23 1997 10:45 PST
Cmax VC Q ECN Q % Util
10 65535 65535 60
10 65535 65535 100
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Table 10-2 cnfchutl-Parameters
Parameter Description
channd Specifies the channel for configuring utilization. The channel can bein voice, data, Frame Relay, or

Fast PAD voice or data. The format for channel depends on the technology, as follows:

Voice connection: slot.channel

Data connection: dot.port

Frame relay connection: slot.port.DLCI

Access device connection: slot.port.device 1D
FastPad voice connection: slot.port.subport
FastPAD data connection: slot.port.subslot.subport

percent utilization Specifies the percentage of utilization of the channdl. Theisrange 0-100. The default value for data
or Frame Relay is 100%. The default value for voice is 40%.
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cnfcmb

Configuresatime the node waitsfor asecond packet to become availablefor placinginan ATM cell.
You can usethe cnfemb command to control the time that the nodewaitsfor individual traffic types.
When you enter avalue for a parameter, switch software multiplies the value by 125 microseconds

to derive the timeout.

Full Name
Configure combine timeout parameters

Syntax
cnfcmb <parameter number> <value>

Related Commands

dspchenf

Attributes

Privilege service
Jobs Yes

Log No
Node IPX, IGX
Lock Yes
Example 1

cnfemb 11

Description

Change the timeout for voice packets from the default of 2 * 125 microsecondsto 1 * 125

microseconds.
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System Response

pubsi gx1 TN Super User 1 GX 32 8.5.5b Sep. 17 1997 23:38 PDT
System W de Conbi ne Ti meout Paraneters
1 Packet Conbining Tineout for Voice (125 usec *)...................... 2
2 Packet Conbining Tinmeout for Time Stanped Traffic (125 usec *)....... 2
3 Packet Conbining Tinmeout for High Priority Traffic (125 usec *)...... 0
4 Packet Combining Tinmeout for Non Time Stanped Traffic (125 usec *)... 2
5 Packet Conbining Tinmeout for Bursty Data 1 Traffic (125 usec *)...... 255
6 Packet Conbining Tinmeout for Bursty Data 2 Traffic (125 usec *)...... 255
Thi s Command: cnfcnb
Whi ch paranmeter do you wish to change: 11
Table 10-3 cnfcmb—Parameters
Parameter Description Default
1 Timeout for Voice (multiplied by 125 microseconds) 2
2 Timeout for Time Stamped Traffic (multiplied by 125 microseconds). 2
3 Timeout for High Priority Traffic (multiplied by 125 microseconds) 0
4 Timeout for Non Time Stamped Traffic (multiplied by 125 microseconds) 2
5 Timeout for Bursty Data 1 Traffic (multiplied by 125 microseconds) 255
6 Timeout for Bursty Data 2 Traffic (multiplied by 125 microseconds) 255
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cnfcos

Determinesthe priority for rerouting a connection. You determine the priority by specifying adelay
before the network reroutes one or more failed connections. The COS appliesto:

® A single connection
® A range of connections
® A connection group

When connections have failed (typically dueto atrunk failure), the network reroutesthem according
to prioritiesthat are set primarily by the class of service (COS). The value of COS isthe number of
seconds the network waits before it begins to reroute the connection, so the COS determines the
rerouting order for connections owned by anode. The range of possible COS valuesis 0-15.

The number of connectionsin a network has an effect on the increment between COS values you
should use. For larger numbers of connections, you should allow more time to reroute the
connections in a class. To facilitate the greater time required to reroute larger numbers of
connections, usealarger increment between COSvalues. Inalarger network, for example, you could
specify COS values that are 3 seconds apart (such as 0, 3, 6, 9, 12, and so on, for example). For a
network with less traffic, assign COS valuesin increments of 1 or 2. This strategy ensures that all
connections of a given COS reroute before the connections with the next COS start to reroute.

Full Name
Configure class of service for connections

Syntax
cnfcos <group | channel (s)> <cos>

Related Commands

dspcons

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfcos5.10

Description

Set the COS for channel 5.1to 0.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 10: 12 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS
5.1 bet a 25.1 Ok 256 718 0
9.1.100 gamma 8.1.200 Ck fr 0
9.2.400 bet a 19. 2. 302 Ok fr 0
14.1 gamma 15.1 Ck \Y 0

Last Command: cnfcos 5.1 0

QO

Next Conmand:
Table 10-4 cnfcos—Parameters
Parameter Description
channels Specifies the voice, data, Frame Relay, or Fast PAD voice/data channel (s), where channel is one of the
following:

* Voice connections: dot.channel

* Serial data connections: dot.port

» Frame Relay connections: slot.port.DLCI

» FastPAD switched voice connections: dot.port
 FastPAD voice connections: slot.port.subslot

» FastPAD data connections: slot.port.subsl ot.subport

cos Specifies the class of service number to assign to the channel, range of channels, or connection group.
The range is 015 seconds, so the rerouting priority isinversely proportional to the COS (alow COS
va ues means a high routing priority).
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cnfpref

Specifies the preferred route for a connection, connection group, or range of connections. Enter
cnfpref only at anode that is an end point of the connection. This command applies only to
connections that exist within adomain. Do not attempt to execute cnfpref on connections that exist
between domains.

The preferred route for a connection is used when possible. If the preferred route is different from
the existing route, the connection automatically moves to the preferred route whenever network
conditions allow (for example, when trunks are out of alarm and sufficient bandwidth exists).

Full Name
Configure preferred route for connections

Syntax
cnfpref <channels> <route> [d]

Related Commands

dsprts

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnfpref 14.1 13/beta 15/gammad
Description

Select the preferred route for channel 14.1 to be through beta trunk 13 to betathen to gammatrunk
15. For gamma, the “d” in the command specifies that the route is directed.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 10: 22 PST
From 14. 1 Rout e
14.1

al pha 14--13beta 15- - 15gammma
Pref: (D) al pha 14--13bet a 15- - 15gammma

Last Command: cnfpref 14.1 13/beta 15/ gam=a d

Next Command:

Example 2
cnfpref 6.4

Description

Remove the preferred route for channel 6.4.

Example 3
cnfpref * +

Description

Designate the current routing of al locally owned connections to be the preferred routing. Using a
“-" instead of a“+” in the command would remove the preferred routing designation of all locally
owned connections.
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System Response

al pha

Chan/ G p
5.1

Pref :
9.1.100

Pref :
9.1.200

Pref :
9.2.400

Pref :

Last Command:

Rout e

al pha
al pha

al pha
al pha

al pha
al pha

al pha
al pha

Next Command:

Table 10-5

cnfpref-Parameters

TRM

Your| D: 1
10-- 7beta
10-- 7beta
14--13beta
14--13beta
10-- 7beta
10-- 7beta
10-- 7beta
10-- 7beta

cnfpref * +

I PX 16
15- - 15gamma
15- - 15gamma
15- - 15gamma
15- - 15gamma

8.5 Aug. 23 1997 10:48 PST

Parameter

Description

channels

Specifies the channd or range of channels for preferred route configuration. The channel specifier has
one of the following formats

Voice connection: slot.channel

Data connection: dot.port

Frame Relay connection: slot.port.DLCI

FastPAD voice connection: dot.port.subport

FastPAD data connection: dot.port.subslot.subport

A “*” gpecifiesall locally owned connections and applies only to the“+” and “-".

route

Designates the preferred route for the connection(s) to take through the network. The route is designated
by one or more “trunk/node name” pairs. At a given node alpha, for example, entering a route of
"12/delta 6/epsilon”, would route the connection from a phato delta via delta's trunk 12. The connection
would then go from delta to epsilon viaepsilon'strunk 6. A "+" causes the connection's current route to
become the preferred route. A "-" removes the connection's preferred route designation.

Table 10-6

cnfpref-Optional Parameters

Parameter

Description

d

Specifies directed routing. If the preferred routeis not available, the connection is failed.
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dncon

Deactivates (downs) a connection, bundle of connections, a connection group or all connectionina
COS or COS range. The dncon command temporarily removes one or more connections from the
network. This command is useful for temporarily removing voice connections when additional
bandwidth is necessary for other types of connections.

Connections can be downed immediately or with courtesy. Even with immediate downing, aprompt
appears that requests confirmation. With courtesy downing, the system waits until the connectionis
onhook before downing the connection. Courtesy downing is possible only if the onhook status has
been configured with the cnfvchtp command. Courtesy downing is not available for FastPAD
connections because the signaling information between the end points is not visible to the IPX or
IGX node. The upcon command reactivates the voice connections. The up/down status of the voice
connections appearsin the“ State” column of the dspcons screen. Table 10-7 showseachitemin the
State column.

Table 10-7 Connection Status

State Description

"OK" (routed) Connection is activated and able to carry traffic.

"Down" Connection has been added to the network database but is not activated and is not
ableto carry traffic.

"OK(Dn)" Waiting for onhook to occur to allow courtesy down to take place for connection(s)
that have been courtesy downed using the dncon command.

"Failed" Unrouted, but trying to reroute.

Full Name

Down connection

Syntax
dncon { <group | local_chan(s)> | COS <cos _range>} {i | ¢}

Related Commands

upcon
Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
dncon14.1c¢c

Description

Down connection 14.1 with courtesy.

Example 2
dncon 14.1i

Description

Down connection 14.1 immediately.

Example 3
dncon cos 4-8c

Description

Courtesy down on-hook connections network-wide with COS 4 through 8. This command marks all
connectionsthat may be courtesy downed at onetime and does hot monitor new connectionsor those
that later fit the COS.

Example 4
dncon 3.1.1001

Description

Immediately down connection 3.1.100.

System Response

pubsi gx1 TN Super User I GX 32 8.5 Aug. 26 1997 16:51 GMI
Local Renot e Renot e

Channel NodeNane Channel State Type Conmpress Code COS
3.1.100 pubsi gx1 3.2.200 Ok fr

3.2.200 pubsi gx1 3.1.100 Ck fr

Thi s Command: dncon 3.1.100

Down t hese connections (y/n)?
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Example 5
dncon cos4-8i

Description

Immediately down all connections network-wide with COS 4 through 8. This command executes
once, so if individual connections are subsequently upped or new connections added in this COS
range, they remain up.

Example 6
dncon cos 14.1.3

Description
Down FastPAD voice connection 14.1.3.

Example 7
dncon cos 14.1.1.5

Description
Down FastPAD data connection 14.1.1.5.

Table 10-8 dncon—Parameters
Parameter Description
channels or group Specifies agroup, achannel, or arange of channels to down.
cos range Specifiesthe COS or COS range. Therangeis 0-15.
Table 10-9 dncon-Optional Parameters
Parameter Description
ilc Specifies immediate downing (i) of the specified connections or courtesy downing (c) of the specified
connections.
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dspload

Displaysboth the used and avail abl e bandwidth (both in the transmit and receive directions) for each
trunk at the specified node. The“transmit” direction isfromthe node specified and to the node at the
other end of the trunk. In the screen display, the numbers of disabled trunks appear in dim, reverse
video on the screen.

The dspload display reflects the static load model stored by the node and used to determine the
bandwidth available for new connections and reroutes. The display does not represent changes due
to the dynamic utilization of the trunks. Some types of connections, such as voice connections using
adaptive voice and data connections using Data Frame Multiplexing (DFM), suppress packets. In
contrast, Frame Relay connections may generate additional packets when bandwidth permits.

When this command is executed at alocal nodein structured networks, theinformation displayed is
for any node on the intra-domain lines belonging to the same domain. When this command is
executed at ajunction node, the information displayed is for all inter-domain lines between all
junction nodes. The node uses the terminating and through routed connections' calculated load to
calculate the trunk load. The connection type (v, ¢, a, or d) or baud rate (9.6 Kbps, 56 56 Kbps, and
so0 on) and other factors determine its basic load. The calculated trunk load is a so modified by the
cnfchutl command for connections that use VAD, DFM, or Frame Relay.

A certain amount of bandwidth isreserved for each trunk (using cnftrk). The reserved bandwidth is
available only for high priority packets (e.g. PCC traffic). The node cannot route connections using
this reserved bandwidth. The following loading, in packets per second, is calculated for each trunk
in each direction:

total trunk capacity = current load + open space + statistical reserve

If the dspload arguments include a trunk number, detailed information for each of the packet types
on that line appears. See Example 2. Additional categories of information for Frame Relay loads on
the trunk include Cmax In Use, Cmax Available, and Cmax Capacity.

Full Name
Display connection loading

Syntax
dspload [nodename] [line number] [ |-l ]

Related Commands

dspplnutl

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
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Example 1
dspload

Description
Display the load for al trunks that terminate on the current node.

System Response

al pha TRM  YourlD:1 IPX 16 8.5 Aug. 16 1997 11:54 PST

Packet Line |oads for node 'al pha'

Units Used Avai |l abl e Reserved
PLN Xmt Rcv Xt Rcv Xt Rcv Xt Rcv
10 Pkts Pkts 1760 1744 8304 8320 600 600
14 Pkts Pkts 504 504 6896 6896 600 600

Last Conmand: dspl oad

Next Command:

Example 2
dspload 10

Description

Display the load for the trunk in slot 10 of the current node.

System Response

swi51 TN Super User 1 GX 16 8.5

Configured Packet Line Loading: PLN swl51 10--10 swl50

Cnmax In Use Cmax I n Use

Xmt A RcvA XntB RcvB
0 0 0 0
20 20 0 0

Aug. 26 1997 17:05 GMr

Load Type Xm-p Rev-p I cl
NTS 2016 2016 Conid In Use 11
TS 432 432 Coni d Avail abl e 1760
Voi ce 208 208 Total Capacity 1771
BData A 0 0

BData B 0 0 Line type is Terrestrial
CBR 0 0 Li ne supports BData Load
VBR 0 0 Li ne does not use ZCS
ABR 0 0 Traffic class:

Total In Use 2656 2656 V TS NTS FR FST CBR VBR ABR
Reserved 992 992

Avai |l abl e 76352 76352

Total Capacity 80000 80000

Last Conmand: dspl oad 10

Next Command:
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Table 10-10 dspload—Optional Parameters

Parameter Description

nodename Specifies the node. If anodeis not specified, the display shows loading on the local node.

The node must be in the domain where the command is entered unless the node is a junction nodes. If the
specified node is ajunction node, the display shows loading for junction domain lines.

line number Specifies the physical line whose loading information is displayed.

Ij Specifies either alocal or ajunction node.
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dspospace

Displays the open space for a connection route.

Full Name
Display open space for aroute

Syntax
dspospace <connection | group>

Related Commands

none
Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspospace 4.1.1
Description

Display the open space for the ATM-Frame Relay connection 4.1.1. The lineinterface card isa
UFM-8C.
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System Response

swll0 TN Super User
Open Space for 4.1.1

Domai n

Local : sw110 8--10. 3sw86

ms_cur _pkts: 524272
sm cur_pkts: 4368

Last Command: dspospace 4. 1.

Next Command:

Table 10-11 dspospace—Parameters

I1GX 16 8.5 Jan. 22 1997 19:11 GVI

Snapshot

6.2-- 6.1sw81
ms_cur_cel l's: 12576
smcur_cells: 11296

Parameter Description

connection Specifies the connection.
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dsprts

Displays the routes used by all connections at a node. The display shows the trunk numbers and
names of al nodesin the path. For FastPAD connections, the displayed connection routes terminate
atthePX or IGX nodes. A blinkingtrunk indicatesafailed line. A tildetrunk (~) indicates asatellite
line.

Full Name
Display connection routing

Syntax
dsprts[start group | chan] [nodename]

Related Commands

cnfpref

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dsprts

Description

Display the connection routes.
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System Response

al pha

Chan/ G p
5.1

Pref :
9.1.100

Pref :
9.2.400

Pref :
14.1

Pref: (D)

Last

TRM  YourlD: 1

Rout e

al pha 10-- 7beta
Not Confi gured

al pha  14--13beta
Not Confi gured

al pha  14--13beta
Not Confi gured

al pha  14--13beta
al pha 14--13beta

Command: dsprts

I PX 16
15- - 15gamma
15- - 15gamma
15- - 15gamma

8.5 Aug. 16 1997 12:50 PST

Next Conmand:
Table 10-12 dsprts—Optional Parameters
Parameter Description

start group or channel

Specifies the starting group or channel with which to begin the display. Channel

displays are in numeric order. If you do not specify a starting channel, the display
begins with the first connected channel. Specify the start channel in one of the

following formats:

» \Voice connection: slot.channel

 Data connection: slot.port

 Frame relay connection: slot.port.DLCI

* Access device connection: slot.port.device 1D

* FastPad voice connection: slot.port.subport

» FastPAD data connection: slot.port.subslot.subport

node name

Specifies that connections from only the local node to the current node are displayed.
If no nodename is entered, connections from the local node to all other nodes are

displayed.
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dsptrkutl
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Displays dynamic utilization information for a specified trunk. The trunk must be upped and added
to use this command. The following lists the trunk utilization and terminated connection parameters
included in the display. The parameter values are updated according to the specified or default
interval and the screen remains displayed until the DEL key isdepressed. Disabled trunks have their
trunk number displayed in dim, reverse video on the screen.

Table 10-13

Trunk Utilization Parameters and Statistics

Trunk Utilization Parameters

and Statistics

Description

Elapsed Time (seconds)

Elapsed time in seconds.since the command was started

Total Packets Transmitted

Number of packets transmitted during the elapsed time.

Overall Packet Rate

Number of packets transmitted per second during the
(pkts/sec)el apsed time.

Overall utilization

Bandwidth used, expressed as a percentage of the available bandwidth
during the elapsed time. Thisis: 100 x ("Total packets
transmitted")/("Elapsed Time" x bandwidth (in packets per second)).

Peak Interval Utilization

Bandwidth used, expressed as a percentage of the available bandwidth
during the peak interval. Thisis: 100 x ("Total packets
transmitted")/(" Peak Interval" x bandwidth (in packets per second)).

Last Interval (seconds)

Elapsed time, in seconds, for the last screen update interval.

Interval packets generated

Number of packets transmitted during the last interval.

Interval packet rate (pkts/sec)

Number of packets transmitted per second during the last interval.

Interval utilization

The used bandwidth expressed as a percentage of the available
bandwidth during the last interval. The derivation of interval
utilization is as follows:

100 x (“Interval packets transmitted”) / (“Last Interval” x bandwidth
(in packets per second)).

Total Connections

Total number of connections routed over the trunk.

Terminated/Via

Terminated: Number of connections routed over the trunk that
terminate at this node.
Via: Number of connections routed over the trunk that do

not terminate at this node.




dsptrkutl

Table 10-14 Terminated Connection Statistics

Terminated Connection
Statistics

Description

Voice terminated

Number of voice connections terminated at this node that are routed
over histrunk.

Data terminated

Number of data connections terminated at this node that are routed
over this trunk.

Frame relay terminated

Number of Frame Relay connections terminated at this node that are
routed over this trunk.

Num voi ce offhook

Number of voice connections off-hook that are terminated at this node
and routed over thistrunk.

Connection Type

Voice connection types: ¢, a, v, p or t.

Connection Num

Number of terminated voice connections of each type:

c,aV,pandt.
Modem On Number of terminated connections with modem detected.
Modem V.25 Number of terminated connections with V.25 modem detected.
VAD Enabled Number of terminated connections with VAD enabled.
Full Name

Display trunk utilization

Syntax

dsptrkutl <trunk number> [interval]

Related Commands
dspload, dspchhist, dsptrkhist

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock Yes

Example 1

dsptrkutl 5.3

Description

Display trunk utilization for port 3 of the BNI in slot 5. The node is aBPX.
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System Response

bootzilla TN Super User BPX 15 8.5 Aug. 27 1997 15:21 GMr

TRK 5.3 Utilization Display

El apsed tine (seconds) 160. 1 Term nated Connection Statistics
Total cells transmtted 30 Voi ce term nated 0
Overall cell rate (cells/sec) 0 Data term nated 0
Overall utilization 0% ATM and FR term nat ed 1584
Peak interval utilization 1% Num voi ce O f Hook 0
Last interval (seconds) 5.1
Interval cells generated 0 Connecti on Mbdem Mbdem VAD
Interval cell rate (cells/sec) O Type Num On V.25 Enabl ed
Interval utilization 0% c 0 0 0 0
a 0 0 0 -

Termi nat ed Connecti ons 1584 \Y 0 0 0 0
Vi a Connections and G oups 0 p/t 0 0 0 -
This Command: dsptrkutl 5.3
Hit DEL key to quit:

Table 10-15 dsptrkutl-Parameters

Parameter Description

trunk number Specifies the number of the trunk in the format dot.trunk. If the card has only one

trunk, you can enter just the dot.

Table 10-16 dsptrkutl-Optional Parameters

Parameter Description

interval Specifies the number of seconds between screen updates. The range is 1-60. The

default is5.
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prtrts

Prints the connection routes for channels on the IPX or IGX node. It uses the same syntax and prints
the same information as the dsprts command. See the dsprts description for output information.

Full Name
Print connection routes

Syntax
prtrts [start_channel] [dest_nodename]

Related Commands

dsprts

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prirts

Description

Print connection routes.

System Response
None available as command produces hardcopy.
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Table 10-17 prtrts—Optional Parameters

Parameter Description

start channel Specifies the channel with which to print. Channels are printed in numeric order. If no starting channel is
specified, the display beginswith the first connected channel. Start channel is specified in one of the
following formats:

sot.channel voice connection.

dot.port data connection.

dot.port.DLCI Frame Relay connection.
remote node.groupname Frame Relay connection group.
dot.port.subport FastPad voice connection.
dlot.port.subsl ot.subport FastPAD data connection.

destination node name Specifies the printing of connection routes from only the local node to the current node. Without a
specified node name, the printout shows connections from the local node to all other nodes.
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upcon

Ups (activates) a connection, bundle of connections, group of connections, or all connectionswith a
COS or COSrange. When a connection is upped, the system tries to route. If the connection cannot
immediately be routed, the connection is failed and generates a major alarm. The State display
column in an upcon or dspcons screen has the following meaning:

e “OK” (routed).
* “Down” (downed).
* “OK(Dn)" (waiting for onhook to occur to alow courtesy down to take place for

connection(s) that have been courtesy downed using the dncon command.

o “Failed” (not routed, but trying).

Full Name
Up aconnection

Syntax
upcon {<group | local_chan(s)> | COS <cos_range>}

Related Commands
dncon, dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

upcon 5.1

Description

Activate connections 5.1.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11:33 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS
5.1 bet a )25.1 Ok 256 718 0
9.1.100 gamma 8.1.200 Ck fr 0
9.1.200 gama 8.1.300 Ok fr 0
9. 2. 400 bet a 19. 2. 302 Gk fr(Gp) 0
14.1 ) gamma 15.1 Ck \Y 0

Last Command: upcon 5.1

Next Command:

Example 2
upcon 9.1-4

Activate arange of connections 9.1-4

Example 3
upcon alpha

Activate a Frame Relay group connection

Example 4
upcon 9

Activate all downed connections with a COS of 9

Example 5
upcon cos 9-12

Activate all downed connections with a COS of 9-12

upcon—Parameters

e QO

Parameter Description
group or channel(s) Specifies agroup, achannel, or arange of channels to activate.
COS/cosrange Specifiesthe COS or COS range. Therangeis 0—15.
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CHAPTER 11

Synchronizing Network Clocks

This chapter describes how to synchronize a network and the commands related to synchronization.

Understanding Network Synchronization

Available clock sources are defined within the network as primary (p), secondary (s), or tertiary (t).
This hierarchy is based on clock source stability. Each trunk that can pass clock synchronization is
defined. Each network node’s clock is based on the most stable clock source. If multiple, equal clock
sources are available, each node chooses the closest one (measured in number of hops).

Clock sources can be changed by you or automatically by anode. If there are no primary, secondary,
or tertiary clock sources defined or working in a network, then the internal oscillator of one node is
automatically selected as the active network clock source.

Whenever a clock source changes—because of alinerepair or an operator’'s command, for
example—the node ensures that the clock path remains hierarchical. Also, whenever a subnetwork
is merged with another subnetwork, each node in the new network verifiesthat it has the nearest,
most stable clock that is available.

A continuous clock test compares the frequency of the node clock source to areference on the
control card. If it detects a clock source outside preset frequency limits, the controller declares the
source defective and selects another source.

Defining Clocks and Lines

Ordinarily, anetwork’s clock sources and line characteristics are configured as part of the node
installation process. Thereafter, clock sources are redefined when a network isreconfigured or aline
status is changed.

Clock sources are manually defined as primary, secondary, or tertiary. The definition depends on the
stability of the clock source. Considerations for assessing and defining clock sources include:

® Stratum level of each clock source

® Reliability of each clock source (Figure 11-1 illustrates clock source reliability)
® Network configuration (topology, backbone, ring, star, mesh, and so on)

® Auvailability of multiple clock sourcesin a plesiochronous network

A plesiochronous network is a network in which there are two or more independent, active clock
sources. For example, a network in which multiple vendors provide multiple lines that require clock
mastership can be a plesiochronous network. The following depicts clock source reliability.
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Defining Clocks and Lines

Figure 11-1 Clock Provided by Vendor
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Figure 11-2 Clock Source in Node
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If the packet lines in the T1 span between nodes alpha and delta are defined to pass
clock synchronization, then node delta could attempt to synchronize with primary clock
source A as well as with primary clock source B, since the distance in hops (as opposed
to miles or kilometers) is the same: one.

If the packet lines in the T1 span from node alpha to node delta are defined not to pass
clock synchronization, then a plesiochronous network would result.
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Synchronizing the Network

One trunk parameter isthe ability to pass aclock. A line passes a clock if the clock information
transmitted from one end arrives as the identical clock at the other end. Normal T1 or E1 lines pass
clock. Linesthat do not normally pass clock include:

® Satdlitelines.
® Linesthat passthrough a DACS (Digital Access Cross-connect Switch).
® Subratelines

A long-distance line that passes through another provider’s network may or may not pass clock. The
default ability for an IPX or IGX trunk is to pass clock. The following applies to clocks and lines:

® Defining atrunk as aclock source isincompatible with defining it as passing clock.
® Inan IPX/IGX/BPX network, aclock source functions as a source for the entire network.

® A trunk should be defined as a clock source only if a DACS-type device connects to the trunk.

Synchronizing the Network

Network synchronization includes specification of primary, secondary, and tertiary clock sources.
The latter two sources serve as backups in case of clock failures. The cnfclksrc command specifies
the source of a clock and can remove a previously specified clock source. Multiple primary sources,
multiple secondary sources, and multiple tertiary sources are allowed.

The designation of the clock source depends on the stratum (or stability) of the clock source. Each
nodein the network synchronizesto the nearest (fewest number of hops) primary clock source. If no
primary sourceisavailable, the nearest secondary clock sourceis used, and so on. If no other source
isavailable, the network synchronizes to the internal oscillator of one of the nodes in the network.
The following commands manage the network clocks.

» cnfclksrc, Specifies a primary, secondary, or tertiary clock source in a network.
 dspclksrcs, Displaysall the currently defined clock sources.

 dspcurclk, Displaysthe current clock source that the network is currently using.

» clrclkalm, Clears an alarm associated with aclock source. The cause of an alarm usually

clock source that fails or is outside of the frequency limits. You must clear a
clock alarm before the corresponding clock source is usable.

Summary of Commands

Table 11-1 shows the name and starting page for the description of synchronization commands.

Table 11-1 Commands for Clock Synchronization

Command Description Page
clrclkalm Clear clock alarm 11-4
cnfclksrc Configure clock source 11-5
dspclksrcs Display clock source 11-7
dspcurclk Display current clock 11-9
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clrclkalm

Clearsthe alarm status of aclock source after a problem is cleared. (The alarm can be a“Bad Clock
Source” or “Bad Clock Path.”) Before the node can use the original clock source, you must clear the
alarm with clrclkalm. The system displays no messages after execution.

Full Name
Clear clock alarm

Syntax
clrclkalm <line type> <line number>

Related Commands
cnfclksrc, dspclksrcs, dspelns, dspeurclk, dsptrks

Attributes

Privilege 1-5

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

clrclkalm ¢ 12

Description

Clear aclock alarm on circuit line 12.

Example 2
clrclkam p 12

Description

Clear clock alarm on trunk 12.

Table 11-2 clrclkalm—Parameters

Parameter Description

clp Specifiesthe type of line. A "c" indicates acircuit line. A "p" indicates atrunk.
line number Specifies the number of the circuit line or trunk.
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cnfclksrc

Specifies a network-wide clock source. The clocking scheme ensures that all nodes in the network
automatically synchronize to the nearest, most stable clock available. After you specify a clock
source, the location and type of the network clock source goes out to all nodesin the network. This
synchronization remains in effect despite line failures, power outages, controller card switchovers,
line repairs, and the joining of subnetworks and al other network topology changes. Each nodein
the network maintains alist of the available clock sources for the network.

A clock source can be either circuit line (C), atrunk (P), or an external source (E). The clock type
can be primary (P), secondary (S), or tertiary (T). To remove a clock source, enter itstype as “r” at
the end of the cnfclksrc command line.

Designation of the clock type depends on the stratum (or stability) of the clock source. In alarge
network, for example, you could designate all stratum 2 clocks as“primary,” all stratum 3 clocks as
“secondary,” and all stratum 4 clocks as “tertiary.” The network regards all primary clocks as equal
in the network clocking hierarchy, regards all secondary clocks as equal, and regards all tertiary
clocks as equal. Each node synchronizes to the highest stratum clock source that is available. If
multiple, equal clock sourcesare avail able, the node synchronizesto the sourcethat is physically the
closest. If none of the sourcesisavailable, the network synchronizesto the internal oscillator of one
of the nodesin the network. When you are planning clock sources, consider the following:

® Thedspclksrcs command displays al clock sourcesin anetwork. The dspcurclk command
displaysthe clock source that a specific nodeis currently using and the path between the source
and the local node.

® To avoid unnecessary clock disruptions, configure all primary clock sourcesfor the network first.
® A linemust be upped and not in an alarm before you can configure it as a network clock source.

® Before you define atrunk as a clock source, use cnftrk to specify that the trunk does not pass
synchronization.

Full Name
Configure network clock source

Syntax
cnfclksrc <line type> <line number> <source type> [freg]

Related Commands
dspclksrcs, dspcurclk

Attributes

Privilege 1

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes
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Example 1
cnfclksrcc 15 p

Description

Configurecircuit line 15 as a primary clock. The network clock sources screen shows that circuit
line 15 has been configured as a primary clock source for the network.

System Response

bootzilla TRM Your| D: 1 I PX 32 8.5 Aug. 15 1997 15:31 MST
Net wor k Cl ock Sources

Primry
bootzilla CLN 15

Secondary
None

Tertiary
None

Last Command: cnfclksrc ¢ 15 p

Next Conmand:

Table 11-3 cnfclksrc—Parameters

Parameter Description

line type Specifies whether the clock source is atrunk (p), circuit line (c), or external (e).

line number For a network clock source of either acircuit (c) or trunk (p), this specifies the back
slot location of the source. For external clock sources (€), enter either front card slot 1
or 2 aslong as either dot has a card. Thisexternal source designation appliesto IPX,
IGX, and BPX nodes.

source type Specifies where the clock fitsin the hierarchy: p = primary; s = secondary; and t =
tertiary. To remove the clock source configuration for the current type and line, enter
an“r”

Table 11-4 cnfclksrc—Optional Parameters

Parameter Description

freq Specifies the frequency of the clock source. An entry is necessary only if theline

typeisan external line. The supported frequencies are 1.544 MHz and 2.048 MHz.
Enter a“1” for 1.544 MHz or a“2” for 2.048 MHz.

11-6 Cisco WAN Switching Command Reference



dspclksrcs

dspclksrcs

Displaysall clock sources for the network. The display for unreachable or failed clock sources
flashes on and off.

Full Name
Display network clock sources

Syntax
dspclksrcs

Related Commands
cnfclksrc, dspcurclk

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspclksrcs

Description

Display the network clock sources.
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System Response
boot zi | | a TRM  Your!D: Nunba 1 IPX 32 85  Aug. 15 1997 15:32 MBT

Net wor k Cl ock Sources

Primry
bootzilla CLN 15

Secondary
None

Tertiary
None

Last Command: dspcl ksrcs

Next Conmmand
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dspcurclk

Displaysthe current clock source. The display for dspcurclk contains the following information:
® Source Node: The node in the network where the clock source originates.

® SourceLine: the type of line used as the clock source and its back slot number (for example,
“CLN 15", TRK 22, “EXTERNAL 2", or “INTERNAL").

® Clock Type: the clock type configured for the source clock (primary, secondary, or tertiary). If
the source clock for the node isan internal oscillator, no clock typeis given.

® Clock Frequency: the received clock frequency as measured by the local NPC/BCC.

® Path to Source: the path from the current node to the node of the originating clock source. This
includes all intermediate nodes and trunks.

Full Name
Display current clock sources

Syntax
dspcurclk

Related Commands
cnfclksrc, dspclksrcs

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspcurclk

Description

Display the current clock source.
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System Response

bootzilla TRM  YourlD: 1 I PX 32

Current C ock Source

Sour ce Node: gama
Sour ce Line: I nt er nal
Cl ock Type:

Cl ock Frequency: 1544015

Path to Source:
bootzilla 9--10gamma

Last Command: dspcurclk

Next Command:
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CHAPTER 12

Managing Jobs

A job is auser-specified string of commands. A job can automatically execute on a pre-arranged
schedule or upon an event trigger. This chapter describes the commands that let you:

® Createajob

® Runajob

® Stopajob

® Display one or more jobs
® Editajob

® Deleteajob

® Createajobtrigger

The system assigns a number to anew job. This job number identifies the job and isarequired
parameter for most job control commands. Upon new job creation, the current privilege level is
automatically saved asthe privilege level of the job. Only commands that are available at your
privilege level can bein your job specification. For example, auser whose highest privilege level is
3 cannot include the addtrk command in a job because addtrk requiresalevel 1 privilege. This
privilege requirement also applies to other job functions, such as running, editing, or stopping ajob.

Not all Cisco WAN switch commands can execute as a part of ajob. For this reason, the Attributes
section of each command description in this manual states whether the command can functionin a
job.

Creating (Adding) a Job

Consider the following before creating a job:

® Theaddjob command creates anew job. When you use addjob, the system promptsfor optional
and required arguments. Unlike other commands, the addjob command begins with optional
parameters. A job can run when you execute the runjob command or at atime and date you
specify with addjob. Note that the system increments the job number, but you can assign ajob
description to indicate the function of the job. The following list describes the addjob
parameters:

— Description (optional): this can contain up to 16 characters and include spaces.

— Execution time (optional): if you specify an execution time, thefirst (unprompted) parameter
to enter isfour digitsindicating the year. The system subsequently prompts for the month,
day, hour, minute, and (optional) second of the start time for the job.

Managing Jobs 12-1



Running a Job

— Interval (optional): the Interval prompt appears only if you have specified an execution time.
Thefirst interval prompt is for the units. The choices are days, hours, and minutes. The
system subsequently prompts for a number of these units.

— Command (required): without a command specification, the addjob command terminates,
so thisis how you exit addjob. After each command and its parameters, the system prompts
for an action to take if afailure occurs (see the addjob description for details).

Because commands in ajob do not immediately execute, the system does not check the validity
of the commands and parameters to the same degree as it does for standard command entry. For
example, if you enter dncd for a card slot that is out of range, the system flags the error, but it
does not flag a card that is missing from avalid card slot.

Running a Job

Thefollowing steps aid in running ajob:

Use therunjob command to run ajob manually. Specify the job number to run.
Whileajob isrunning, “executing” flashes in the upper-left area of the screen.

Therunjob command runs ajob regardless of the assigned execution time. The runjob
command does not change the specified execution time.

Therunjob command itself can bein ajob. Therefore, running one job can cause another job to
start. The limitation to thisis that ajob cannot cause itself to run. For example, Job 1 cannot
contain the command “runjob 1.” Also, Job 1 cannot have the command “runjob 2" if Job 2
contains the command “runjob 1.”

After runjob executes, the screen displays the results for each command in thejob.

Stopping a Job

Thefollowing steps aid in stopping a job:

Use the stopjob command to stop arunning job. The template for the current job appears on the
screen along with the prompt, “ Stop this and all currently executing jobs (y/n)?’

The stopjob command works only on ajob that is running. Because stopping ajob can leave a
task partially completed, use stopjob with caution.

Displaying Jobs

For displaying one or all jobs:

Use the dspjob command to display the status of ajob. This command displays the template for
the specified job and includes the results of the last run for each command in the job.

To display details of all current jobs, use the dspjobs command.
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Editing a Job

Thefollowing information applies to job editing. Before using an edited job, test it to ensure that it
works.

® Usetheeditjob command to edit job parameters.

® When you enter the editjob command, the template of the specified job appears. The system
prompts you to keep or change each item in the template. To change an item, type over the
existing information, then press Return. (You can use any of the control keysto edit existing
information.) To keep the same specification for a parameter, press Return at the prompt.

® Toinsert anew command between existing commandsin ajob, press the * key while holding
down the Control key. A new line opens above the command that is currently highlighted. Enter
the new command at the “Enter Cmd” prompt.

® For deleting acommand from ajob, two methods are available. One way isto backspace over the
command when it appears on the command line then press the Return. The other way isto press
the “x”-key while holding down the Control key.

® When commands are added to or deleted from ajob, the system re-numbers the remaining
commands.

Deleting a Job

Use the deljob command to delete ajob. You cannot delete ajob that is running. If necessary, stop
the job with the stopjob command before deleting it.

Creating a Job Trigger

Thefollowing information applies to creating ajob trigger:
® Usetheaddjobtrig command to configure ajob to run if alinefailure or repair-alarm occurs.

® Thetemplate on the screen promptsfor alinetype (“p” for packet line, “c” for circuit line, or “d”
foraT3 (DS3) line).

® Thetemplate on the screen promptsfor the slot number of the line on which an alarm triggersthe
job.

® Inthecaseof atrigger on aDS3 line, specify the East (“€”) or West (“w”). For example, “w f”
specifies atrigger on the West line occurring on afailure.

® The prompt requests you to specify whether the trigger should occur on thefailure (“f”) or repair
(“r") of aline.
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Summary of Commands

Table 12-1 shows the full command name and starting page for the description of each command.

Table 12-1 List of Job Commands

Mnemonic Description Page
addjob Add job 12-5
addjobtrig Add job trigger 12-8
deljob Deletejob 12-10
deljobtrig Delete job trigger 12-12
dspjob Display job 12-14
dspjobs Display jobs 12-16
editjob Edit job 12-18
prtjob Print job 12-18
prtjobs Print jobs 12-21
runjob Run job 12-22
stopjob Stop job 12-24
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addjob

This command creates a new job. When you create a new job with addjob, your privilege level
becomes the privilege level of the job itself. When adding commands to the job, you cannot add a
command that requires a privilege higher than your privilege level. Furthermore, you must have a
privilege level at least as high asthe job to run the job (with runjob, for example).

The system does not check commands validity with respect to the current state of the network or for
relationships to other commands in the job. To ensure that it works as expected, try running the job
with runjob.

Full Name
Add ajob

Syntax
addjob [description] [execution time, execution interval] <commands>

Related Commands
deljob, dspjob, dspjobs, editjob, prtjob, runjob, stopjob

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

addjob

Description

The system response is a series of prompts requesting details of the job. The system requests a job
description (or name), an execution time for the job, aunit for the interval at which thejobistorun
(hours, for example), the number of units in the interval, the commands to execute, and what to do
with the result.
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al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 14:15 PST
Job 1 t est
Last Execution Results: None Status: ldle
Next Execution Tine: 08/17/97 20:20: 30 Interval: 1 days
1. prtlog
- Failure Reaction: Repeat 2 Tines and Abort Exec. Results: None

Last Conmand: addj ob

Next Command:

In this example, anew job isbeing created. Thejob number is“1.” Thejob description (or name) is
“test.” Thejob isscheduled to run on August 17, at 2:20:30 PM and every day thereafter at the same
time. Thecommand in thejob is prtlog. If thiscommand fails when thejob runs, it triestwice again
and aborts if unsuccessful.

The“Enter Cmd” prompt at the bottom of the screen indicates you can enter the next command for
the job. To exit addjob, press the Return key without entering a command.

Table 12-2 addjob—Parameters
Parameter Description
command Specifies the syntax for acommand to include in the job. The number of commands

that can be included in ajob islimited only by available memory.

Not all commands can beincluded in ajob. A job cannot contain commands that are
above your privilegelevel. For example, if you have privilegelevel 3, your job cannot
include the addtrk command because this command requires privilege level 1.

failure reaction Specifies the desired reaction to the failure of acommand in the job. Each command
in the job must have afailure reaction. The failure reaction is specified in the
following format <c | a| rc | ra> <number of repetitions>. In this format:

¢ specifies that the job continues running.
a specifies that the job must abort.

r ¢ specifies that the command should retry for the specified number of times and
continue running the job even if the command fails during the retries.

ra specifies that the command should retry for the specified number of times and
abort the job if the command always fails during the retries.
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Table 12-3

addjob—Optional Parameters

Parameter

Description

job description

A user-specified description of the job. This description can be up to 16 characters,
including spaces.

execution time

Specifies the date and time to run the job. Without an execution time, the job can
begin running only by the runjob command.

Execution time is specified in the following format. (The seconds parameter is
optional.)

year (four digits)

month (two digits)

day

hour (0-23)

minute

[seconds]

execution interval

Specifies an interval between job repetitions. The three possible execution intervals
are:

d (days)

h (hours)

m (minutes)
Theinterva range is 1 minute to 45 days. If you do not specify an execution interval,
the job runs once at execution time. If you specify an execution interval (d, h, or m),
you must also specify the number of unitsin theinterval.
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addjobtrig

Configures ajob to run if afailure or repair occurs on acircuit line, trunk, or T3 (DS3). A line
acquires “failed” status when an alarm condition isinvoked. A “repair” of aline occurs when the
alarms on the line are removed. Jobs can be triggered upon either afailure or repair of aline.

The command also configures a job to allocate or release bandwidth from other connections. This
bandwidth decision depends on whether the EIA lead statusis “up” or “down.”

Full Name
Add ajob trigger

Syntax
addjobtrig <job_number> <line_type> <line_specifier> <fail/repair>

Related Commands
addjob, dspjob, dspjobs

Attributes

Privilege 1-5

Jobs No

Log No

Node IPX, IGX, BPX

Lock Yes

Examples

addjobtrig lpiaf trigger job 1 when TRK 14 fails
addjobtrig 3cl5r trigger job 3 when CLN 15 repairs
addjobtrig 2plar trigger job 2 when TRK 14 repairs
addjobtrig 3d27Ef trigger job 3 when DS3 27 E (East) fails
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al pha TRM  YourlD: 1 I PX 16 8.5

Job Description Next Execution St at us

1 t est 08/ 17/97 11:00: 00 Idle
Trigger 1 - CLN 14 REPAI R

Last Command: addjobtrig 1 c 14 r

Next Command:

Example 2

addjobtrig1c14r

Description

Trigger job 1 whenever arepair of line 14 occurs.

Aug. 16 1997 14:22 PST

I nterval
1 days

Access G oup
Goup 1

Table 12-4 addjobtrig—Parameters

Parameter Description

job number Specifies the number of the job to trigger.

linetype Specifies the type of line. A “p” indicates a trunk (TRK) or packet line. A “c”
indicates aline (or “circuit” line). A “d” indicatesaDS3 line.

line specifier Specifies the slot number for TRK and CLN lines, or the slot number and DS3
indicator (E or W) for DS3 lines.

fail/repair Specifies whether the trigger occurs on the failure or repair of aline.

fail/repair If the card isan SDP, LDP, HDM, or LDM, the fail and repair triggers occur only on

the transitions of RTS (regardless of whether the port is DCE or DTE). If you select
“fail,” the trigger isthe transition of RTS from “on” to “off.” If you select “repair,”
the trigger is the transition of RTS from “ off” to “on.”

To enable triggering on leads other than RTS, use the cnfict command.
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deljob

Deletes ajob. To delete a job, you must have a privilege level at least as high asthe job itself. A job
that is currently running cannot be deleted. If necessary, use stopj ob to stop the job so that you can
delete it.

Full Name
Deleteajob

Syntax
deljob <job_number>

Related Commands
addjob, dspjob, dspjobs

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

deljob 4

Description

Delete job 4.
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pubsi gx1 TN Super User 1 GX 32 8.5 Sep. 3 1997
Job 4
Last Execution Results: None Status: Locked
Next Execution Time: Interval :
1. prtlog
- Failure Reaction: Abort Exec. Results:
2: dncd 6
- Failure Reaction: Repeat 12 Tines and Abort Exec. Results:
3: dncd 6
- Failure Reaction: Repeat 12 Tinmes and Continue Exec. Results:

This Command: deljob 4

Delete this job (y/n)?

19: 54 GvIr

None

None

None

Table 12-5 deljob—Parameters
Parameter Description
job number Specifies the number of the job.

Managing Jobs 12-11



deljobtrig

deljobtrig

Deletes ajob trigger. The deljobtrig command deletes one trigger at atime. If you delete ajob by
using the deljob command, all associated job triggers are deleted.

Full Name
Deleteajob trigger

Syntax
deljobtrig <job_number> <trig_num>

Related Commands
addjobtrig, dspjobs

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

deljobtrig 11
Description

Deletejob trigger 1 for job 1.
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pubsi gx1 TN Super User I GX 32 8.5 Sep. 3 1997 18:19 GMT
Job Descri ption Next Execution St at us I nterval Access Group
1 testl Idle Super User
Trigger 1 - PLN 2 FAI LURE

2 Idle Super User
3 test3 09/02/97 11:11:11 Idle 1 days Super User
4 Idle Super User
5 Idle Super User
6 Idle Super User
This Command: deljobtrig 1
Enter trigger nunber:

Table 12-6 deljobtrig—Parameters

Parameter Description

job number Specifies the number of the job.

trigger number Specifies the number of the trigger to delete.
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dspjob
The dspjob command displays the following information about a job.
® Job number and description
® Next execution date and time
® Status
® Thetimeinterval between successive executions of thejob
® Theresults of the last execution of the job

This command requires at least the same privilege level as the person who created the job.

Full Name
Display jobs

Syntax
dspjob <job_number>

Related Commands
addjob, deljob, dspjob

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspjob 2

Description

Display job number 2.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 14:17 PST
Job 1 t est
Last Execution Results: None Status: ldle
Next Execution Tine: 08/17/97 20:20: 30 Interval: 1 days
1. prtlog
- Failure Reaction: Repeat 2 Tines and Abort Exec. Results: None

Last Command: dspjob 1

Next Conmand:
Table 12-7 dspjob—Parameters
Parameter Description
job number Specifies the the number of the job to display.
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dspjobs
Displaysthe following information on each job:
® Job number
® Job description
® Next execution date and time
® Execution interval between jobs
® Access Group: The privilege leve required to run or display the job

To see details of an individual job, use the dspjob command.

Full Name
Display jobs

Syntax
dspjobs

Related Commands
addjob, deljob, dspjob

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspjobs

Description

Display a summary of all jobs stored at the node.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5
Job Descri ption Next Execution St at us
1 t est 08/ 17/ 97 20: 20: 30 Idle

Last Conmand: dspj obs

Next Command:

Aug. 16 1997 14:16 PST

I nterval
1 days

Access G oup
Goup 1
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editjob

Allows you to change any of the following itemsin ajob:

The job description

Execution time

Execution interval

Individual commands in the job

Failure reactions for each command

After you enter the editjob command, the system displays the template for the job. With editjob,
you can edit, delete, or add acommand. Each item in the template is successively displayed on the
command line so that you can confirm or change the item. You cannot change the privilege level of
ajob.

Thefollowing isalist of actions you can take with editjob:

To change an item in the job template, enter or type over the existing information on the
command line and press the Return key.

Use any of the control keysto change information on the command line. To keep the same value
of an item, press the Return key at the prompt.

To add a new command between existing commands in ajob, hold down the Control key while
you pressthe” key. A new line appears above the command that is highlighted. Enter the new
command after the “Enter Cmd:” prompt and press Return.

To add a new command to the end of ajob, press the Return key after the last command in the
job template.

To delete acommand from ajob, either backspace over the command when it appears on the
command line and press the Return key, or hold down the Control key while you press the

“X"—key.

To end the editing session, press the Return key when prompted for anew command or pressthe
Del key.

When commands are added to or deleted from a job, the system re-numbers the commands. To test
an edited job, run it with the runjob command.

Full Name
Editajob

Syntax
editjob <job_number>

Related Commands
addjob, deljob, dspjob, dspjobs, runjob
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Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, 1IGX, BPX
Lock YES
Example 1

editjob 1

Description

Edit job 1. The template for job 1 appears on the screen. The system displays the existing job
description, which you can change or keep. To keep it, press Return. The system then displays the
execution time. To change it to August 17, 1997 at 11:00:, for example, enter:

19978171100

If no other items need changing, press the Return key.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 14:19 PST
Job 1 prtlog
Last Execution Results: None Status: Editing
Next Execution Tine: 08/ 17/97 11:00:00 Interval: 1 days
1. prtlog

- Failure Reaction: Repeat 2 Tines and Abort Exec. Results: None
2:

Last Conmand: editjob 1

Next Conmand:
Table 12-8 editjob—Parameters
Parameter Description
job number Specifies the number of the job to edit.
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prtjob

Prints the following information about a specific job:

Job number

Job description

Next execution date and time

Status

Interval. The time interval between successive executions of the job

Execution. The results of the last execution of the job

To print ajob, you must have at least the same (or higher) privilege level as the person who wrote
the job). See the addjob description for more information. The prtjob command uses the same
syntax and prints the same information the dspjob command.

Full Name
Print job

Syntax
prtjob <job_number>

Related Commands

dspjob

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX, BPX
Lock Yes
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prtjobs
Prints the following information about all existing jobs:
® Job number
® Job description
® Next execution date and time.Status
® Execution interval between jobs
® Access Group: The privilege leve required to run or display the job

For a printout on a single job, use the prtjob command. This command uses the same syntax, and
prints the same information asis displayed using the dspj obs command. See the dspj obs command
for syntax and output information.

Full Name
Print jobs

Syntax
prtjobs

Related Commands

dspjobs

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes
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runjob

Runsajob. The runjob command runs ajob regardl ess of its execution time. Therunjob command
does not change a Job’s assigned execution time.

When you enter runjob, the system displays the job template and prompts, “Run thisjob (y/n)?’
Enter “y” to start the job. Enter “n” to exit runjob. Four seconds pass before a job begins running
after you enter “y.” Pressing any keys briefly suspends ajob, and four seconds of no keyboard
activity must pass before the jobs resume. While ajob is running, the system highlights the current

command and updates command results.

You can include the runjob command in ajob. Therefore, running one job can cause another job to
run. The only limitation is that ajob cannot cause itself to run. For example, Job 1 cannot include
the command “runjob 1.” Also, Job 1 cannot include the command “runjob 2" if Job 2 contains the
command “runjob 1.”

Full Name
Runajob

Syntax
runjob <job_number>

Related Commands
addjob, dspjobs, editjob, stopjob

Attributes

Privilege 1-6

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

runjob 1

Description

Runjob 1.
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al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 14:23 PST
Job 1 t est
Last Execution Results: None Status: ldle
Next Execution Tine: 03/17/96 11:00:00 Interval: 1 days
1. prtlog
- Failure Reaction: Repeat 2 Tines and Abort Exec. Results: None

This Command: runjob 1

Run this job (y/n)?

Table 12-9 runjob—Parameters
Parameter Description
job number Specifies the number of the job to run.
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stopjob

Stops all running and all waiting jobs. When you enter the stopjob command, the system prompts,
“Stop al running and waiting jobs (y/n)?’ Enter a“y” to stop running jobs and prevent all waiting
jobs from beginning. Enter an “n” to exit stopjob. Because the stopj ob command can leave atask
partially executed, use stopjob with caution. You must have at |east the same or higher privilege
level of the creator of the jobs you want to stop.

Full Name
Stop job

Syntax
stopjob

Related Commands

runjob

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

stopjob

Description

Stop all jobs currently running or queued to run on the node. Confirm by entering: y.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 14:24 PST
Job 1 t est
Last Execution Results: None Status: ldle
Next Execution Tine: 03/17/96 11:00:00 Interval: 1 days
1. prtlog
- Failure Reaction: Repeat 2 Tines and Abort Exec. Results: None

Thi s Command: stopj ob

Stop all running and waiting jobs (y/n)?

Managing Jobs 12-25



stopjob

12-26 Cisco WAN Switching Command Reference



CHAPTER 13

Managing the Network

This chapter tells you how to use network administration commands. Examples of the tasks these
commands perform are: creating a password, setting the network date and time, and adding a user.

Signing on to the System

Signing on to a node is a two-step process that requires you to enter aUser ID and a password. The
system or network administrator can provide aUser 1D and password to you. The user ID can be up
to 12 characters. To protect the security of the system, you should change your password regularly.
Only your system administrator can change the User ID. To sign on to a node:

Step 1 Enter your user ID at the system prompt “Enter User ID.”

Step 2 Enter your password at the “Enter Password” prompt. For initial sign-on, enter the
password that the system administrator provides. You can change the password with the
cnfpwd command.

After you sign on, the system is ready and so prompts you for the next command.

Signing Off the System

When you have completed a session and want to sign off, use the bye command. This command
returns the display to theinitial system sign-on prompt. If you enter the bye command when you
have avirtual terminal connection to another node, the bye command ends the virtual terminal
session and returnsto thealocal session. To end the local session and thus sign-off the system, again
enter the bye command.
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Creating a New Password

Creating a New Password

To change the password, takes the step in the list that follows. given to you by your System
Administrator, or to change your present password to a different one, perform the following. To
ensure the security of your system, your password should be changed on aregular basis. See the
System Administrator for the recommended frequency of change.

Step 1 Enter the cnfpwd command. The system prompts for your current password.
Step 2 Enter your current password. The system prompts for a new password.

Step 3 Enter anew password. Passwords must have 615 characters. The system prompts you to
confirm the new password by typing it again.

Set Date and Time

Date and time are network-wide parameters. You can set the time zone for each node. The cnfdate
command lets you set both time and date. The cnftime command lets you set the time for the entire

network.

Summary of Commands

Table 13-1 shows the full name and starting page for the description of each network management

command.

Table 13-1 Commands for Managing a Network

Command Description Page
adduser Add user(s) 13-3
cnfdate Configure date 135
cnfpwd Configure password 13-7
cnfsnmp Configure SNM P parameters 13-8
cnfstatmast Configure statistics master SV+ address 13-9
cnfsysparm Configure system parameters 13-10
cnftime Configure time 13-15
deluser Delete user 13-17
dspnwip Display network IP interface 13-19
dsppwd Display password 13-20
dspsnmp Display SNMP parameters 13-22
dspsnmpstats Display SNMP statistics 13-24
dspusers Display users 13-26
dspusertask Display user task 13-27
dspusertasks Display all user tasks 13-29
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adduser

Addsauser to the network. Thefirst timethe new user ID isused for logon, aprompt appears asking
the user to change from the default password to a new password which they enter using the cnfpwd
command. Users with privilege levels 1 through 5 may add users with lower privilege levels. Since
privilege level 6 has no user levels below it, level 6 cannot add any users.

Full Name
Add auser

Syntax
adduser <user_id> <privilege level>

Related Commands
cnfpwd, deluser, dspusers

Attributes

Privilege 1-5

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

adduser sarah 5

Description

Add a user sarah with privilegelevel 5.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13:48 PST
Your | D 1
Sar ah 5

Last Conmmand: adduser Sarah 5

Next Conmand:
Table 13-2 adduser—Parameters
Parameter Description
userid Specifies the name of the user to add.
privilege level Specifies the privilege level to grant to the added user. The range of levelsis 1-6,

where 1 isthe highest level and 6 isthe lowest.
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cnfdate

Sets the date and time for the entire network. The node broadcasts the specified date and time to
every node in the network. The time displayed at each node is consistent with the time zone where
the node resides. (See the cnftmzn description.) For the first-time configuration of the date and time
inanetwork, cnfdate requires all the parameters except for second. The default for second isO. If a
date and time already exist in the network, the defaults are the existing values at the moment you
enter the cnfdate command. Note that changes to date and time alter the timestamps on StrataView
Plus statistics.

Full Name
Configure data and time

Syntax
cnfdate <year> <month> <day> <hour> <minute> [second)]

Related Commands
cnftime, cnftmzn

Attributes

Privilege 1

Jobs No

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

cnfdate 1997 12 16 1354 11
Description

Set thetime to 1:54:11 in the afternoon, August 16 1997. The system prompts:
“Warning: Changing time of day affects StrataView statistics timestamps

Continue?’
Enter “y” to continue or “n” to abort.” Upon a“y” response, the system further prompts with: “Hit
RETURN to change clock, DEL to abort.”
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13:54 PST
Your | D 1
Sar ah 5

Last Command: cnfdate 1997 12 16 13 54 11

Warning: Changing time of day affects StrataView statistics tinmestanps

Cont i nue?
Table 13-3 cnfdate—Parameters
Parameter Description
year Specifies the year.
month Specifies the month. Therange is 1-12.
day Specifies the day. The range depends on the month and can be 0-31.
hour Specifies the hours. Therangeis 0-23. For example, enter 6 AM as6 and 6 PM as 18.
minute Specifies the minute of the hour. The range is 0-59. The default is 0.
Table 13-4 cnfdate—Optional Parameters
Parameter Description
second Specifies the seconds. The range is 0-59. The default is 0.
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cnfpwd

Changes the password associated with a UserlD. To change a password, you must log into the node
with the Userl D whose password you want to change. Passwords are case-sensitive.

In astructured network, each domain requires you to have a password. In each domain, your
password and associated privilege level can bethe same of different from thosein the other domains.
For each domain, you can change the password at any node within the domain, including ajunction

node.

Full Name
Configure password

Syntax
cnfpwd <old password> <new password>

Related Commands
dsppwd, adduser, deluser, dspusers

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfpwd

Description

Change your password.

Table 13-5 cnfpwd—Parameters

Parameter Description

old password Specifies the old password.

new password Specifies the new password. Passwords must have 615 characters. Only letters,
numbers, “_", and “-" are allowed in a password. Spaces are not allowed.
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cnfsnmp

Configures the SNMP GET and SET community strings.

Full Name
Configure SNMP parameters

Syntax
cnfsnmp <GET community string> <SET community string>

Related Commands
dspsnmp, dspsnmpstats

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfsnmp

Description

Configurethe SNMP GET and SET community string parameters.

Table 13-6 cnfsnmp—Parameters

Parameter Description

get community string  Specifiesthe GET community string.

set community string  Specifies the SET community string.
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cnfstatmast

Configures an IP address for the Statistics Master process in StrataView Plus. The cnfstatmast
command defines the | P address for routing the messages to and from the Statistics Master in
StrataView Plus.

The Statistics Master process requests and receives network statistics by using TFTP Get and Put
messages. These TFTP messages pass between the node and the Statistics Master over |P Relay. See
the cnfnwip description for details on setting a node address.

Full Name
Configure statistics master SV + address

Syntax
cnfstatmast <IP Address>

Related Commands
cnfnwip, dspnwip

Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfstatmast 199.35.96.217
Description

Configure 199.35.96.217 as the | P address for the Statistics Master.

Table 13-7 cnfstatmast—Parameters
Parameter Description
ip address Specifies the |P address for the Statistics M aster. | P addresses have 32-bits. The

format of an IP addressis x.x.x.x, where x is avalue in the range 1-255.
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cnfsysparm

Configuresvarioussystem (or network) parameters. Network-wide parametersare configurable only
when all nodes in the network are reachable. The parameters you specify with this command apply
throughout the network regardless of the node where you execute the command. Take special note
of the consequences of how you resolve conflicting val ues when networks are joined.

Each parameter is selectable by its index number. The paragraphs that follow describe each
parameter by index number. Table 13-8 lists the defaults and ranges for each parameter.

Note Using cnfsyspar m requires caution because network rerouting or loss of datamay result from
changes in system parameters. If necessary, consult with the TAC before you use cnfsysparm.

The following paragraphs describe the user-configurable system parameters by index number.

® 1: Maximum Time Stamped Packet Age is the maximum age atime-stamped packet can have

before the switch discardsit. If networks are joined and the Maximum Time Stamped Packet Age
in the networks differ from each other, the lower value becomes the maximum.

2: Fail Connections On Communication Break - Determines whether connections are
conditioned if the node at the other end of the connection becomes unreachable. If networkswith
different settings are joined, the resolution is to enable this parameter for the new network.

3—7: Maximum Network Delay for various types of compressed voice and high-speed data
connections using SDP/LDP on an IPX node or LDM/HDM on an IGX node. When the total
gueueing delay on a route exceeds this value, connection traffic cannot use the route. The units
of measure are milliseconds. When networks with different values are joined, the lower value
becomes the Maximum Network Delay.

8-12: Maximum Network Delay for compressed voice and high-speed data connections. When
the total queueing delay on a route exceeds the specified number of milliseconds, a connection
traffic cannot use the route. When networks with different values are joined, the higher value
becomes the Maximum Network Delay. Applicable cards are the UVM, CDP, or CVM.

13: Enable Discard Eligibility (DE) bit for frame relay connections. Framesreceived with DE set
have been sent on connections where the PIR has been exceeded and are eligible to be discarded.
Enabling DE automatically enables CLP. CLP is disabled when Discard Eligibility is turned off
except on the bursty data B queue when ForeSight is enabled.

14: Use Frame Relay Standard Parameters Bc and Be allows you to substitute the Frame Relay
Forum standard Bc for VC Q depth and Be for PIR when you configure frame relay ports and
connections. (The affected commands are cnffrport, addcon for Frame Relay, and cnfcon.)
Screen displaysfor frame relay ports and connections reflect the choice for this parameter. Note
that, if you change this parameter, a network-wide reset to the default values takes place for all
frame relay classes, and the terminal displays a warning that the reset occurred.

Obsolete: 15-20: Maximum Local Delay for Interdomain UVM, CDP, or CVM to UVM, CDP, or
CVM connectionsis similar to parameters 8-12 described above. These parameters are specify
the maximum delay at the local domain in astructured network. These delays can be set only on
a domain-by-domain basis (not end-to-end).

21: FastPAD Jitter Buffer Size is the size of the buffer for neutralizing jitter in connections that
terminate on a FastPAD. The units of measurement are milliseconds.
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® 22: Number of Consecutive Invalid Login Attempts to Cause Major Alarm specifies the number
of failed login attempts that causes a major alarm. The default of 0 means that failed login
attempts do not cause an alarm.

® 23: Enable Connection Deroute Delay is an enable that causes the network to wait a period of
time before rerouting connections because of an error on atrunk. With Enable Connection
Deroute Delay enabled, the network does not immediately reroute connections when statistical
errors are occuring or when atrunk momentarily movesinto afailure state then returnsto normal
operation. Thisfeatureisrelevant when rerouting the connectionsis more of adisruption than the
errors caused by the intermittant trunk.

® 24: Frame Relay VCs Polling Rate is the period between the start of polling cycles for both ATM
and Frame Relay virtual connections. The possible values are 5, 10, and 15 seconds. Asthe
number of connectionsin anetwork grows, greater intervals between cycles may be appropriate.
The suggested intervals for the numbers of connections are;

— 5 minute polling for up to 4000 connections
— 10 minute polling for up to 8000 connections
— 15 minute polling beyond 8000 connections.

® 25: Port Polling Rate is the time between the start of polling cycles for interval statistics. The
possible values are 5, 10, and 15 minutes. (To specify the particular statistics, use the statistics
manager in StrataView Plus.) Asthe number of connectionsin anetwork grows, greater intervals
between cycles may be appropriate. The suggested intervals for the numbers of connections are:

— 5 minutesfor up to 300 connections
— 10 minutes for up to 500 connections

— 15 minutes for more than 500 connections.

Table 13-8 Defaults and Ranges of cnfsysparm Parameters

System Parameters
Index System-Wide Parameter Default Range
1 Max Time Stamped Packet Age (in milliseconds). 40 1-60
2 Fail Connections On Communication Break. No yorn
3 Max Network Delay for “v” connections (in milliseconds). 14 1-255
4 Max Network Delay for “c” connections (in milliseconds). 27 1-64
5 Max Network Delay for “d” connections (in milliseconds). 14 1-255
6 Max Network Delay for “a’ connections (in milliseconds). 27 1-255
7 Max Network Delay for High Speed Data connections (in milliseconds). 40 1-255
8 Max Network Delay for CDP or CVM to CDP or CVM “v" connections (in milliseconds). 64 1-255
9 Max Network Delay for CDP or CVM to CDP or CVM “c” connections (in milliseconds). 64 1-64
10 Max Network Delay for CDP or CVM to CDP or CVM “t & p” connections (in milliseconds). 64 1-255
11 Max Network Delay for CDP or CVM to CDP or CVM “a’ connections (in milliseconds). 64 1-255
12 Max Network Delay for CDP or CVM to CDP or CVM High Speed Data connections (in 64 1-255

milliseconds).
13 Enable Discard Eligibility (DE). No yorn
14 Use Frame Relay standard parameters Bc and Be. No yorn
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System Parameters (Continued)

Index System-Wide Parameter Default Range
15 Obsolete: Max Local Delay for Interdom CDP to CDP “v" connections. 27 1-255
16 Obsolete: Max Local Delay for Interdom CDP to CDP “c” connections. 27 1-64
17 Obsolete: Max Local Delay for Interdom CDP to CDP “t & p” connections. 27 1-255
18 Obsolete: Max Local Delay for Interdom CDP to CDP “a’ connections. 27 1-255
19 Obsolete: Max Local Delay for Interdom CDP to CDP High Speed Data connections. 27 1-255
20 Obsolete: Max Local Delay for Interdom High Speed Data connections (in milliseconds). 28 1-255
21 FastPAD De-jitter Buffer Depth (in milliseconds). 15 0-255
22 Number of Consecutive Invalid Login Attemptsto Cause Major Alarm. 0 39
23 Enable Connection Deroute Delay. Yes yorn
24 Frame Relay VCs Polling Rate is the number of minutes between polling cycles for both ATM and 5 5, 10,
Frame Relay virtua connectionsin the network. or 15
25 Port Polling Rate is the is the number of minutes between polling cycles for interval statistics gathered 5 5, 10,
for al portsin the network. or 15

Full Name
Configure system parameters

Syntax
cnfsysparm <index> <value>

Related Commands

none
Attributes

Privilege 1

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnfsysparm

Description

Configure system-wide parameters. In response to the prompt “ Continue” at the bottom of the
display enter a“y” or press Return to display the second screen or enter “n” not to display the next

screen. If you enter an “n,” the prompt line requests an index number.
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System Response

swli71 VT Super User 1 GX 16 8.5 Cct. 14 1997 17:37 GMI
System W de Paraneters

1 Max Tine Stanped Packet Age (NMBEC) ......... ... 32
2 Fail Connections On Conmunication Break ........................... No
3 Max Network Delay for 'v' connections (mBec)....................... 14
4 Max Network Delay for 'c' connections (MmBEC)............uuuuunnnnn. 27
5 Max Network Delay for 't' & 'p' connections (msec)................. 14
6 Max Network Delay for 'a' connections (msec)....................... 27
7 Max Network Delay for High Speed Data connections (msec)........... 32
8 Max Network Delay for CDP-CDP 'v' connections (nmsec)............... 32
9 Max Network Delay for CDP-CDP 'c' connections (nmsec)............... 32
10 Max Network Delay for CDP-CDP 't' & 'p' connections (nsec)......... 32
11 Max Network Delay for CDP-CDP 'a' connections (nsec).............. 32

Thi s Conmand:

Continue? n

System Response

In response to the “ Continue” prompt at the bottom of the display, enter an “n,” then enter a“1” to
enter the maximum allowabl e age for a time-stamped packet.

cnfsysparm

swli71 VT Super User 1 GX 16 8.5 Cct. 14 1997 17:37 GMI
System W de Paraneters

1 Max Tine Stanped Packet Age (NMBEC) ....... ... 40
2 Fail Connections On Communication Break ........................... No
3 Max Network Delay for 'v' connections (mBec)....................... 14
4 Max Network Delay for 'c' connections (MmBEC)............uuuuunnnnn. 27
5 Max Network Delay for 't' & 'p' connections (msec)................. 14
6 Max Network Delay for 'a' connections (msec)....................... 27
7 Max Network Delay for Hi gh Speed Data connections (msec)........... 32
8 Max Network Delay for CDP-CDP 'v' connections (nmsec)............... 32
9 Max Network Delay for CDP-CDP 'c' connections (nmsec)............... 32
10 Max Network Delay for CDP-CDP 't' & 'p' connections (nsec)......... 32
11 Max Network Delay for CDP-CDP 'a' connections (nsec).............. 32

Thi s Command:

cnfsysparm 1

Enter new value (in Decinal):

Enter the number of the parameter you wish to change, along with the value. For example, to change
the Maximum Time-Stamped Packet Age (1) from 40 milliseconds to 42 milliseconds, enter:

142
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Note If you changeitem 15, the following prompt appears on the screen:
Changing this parameter will reset Frame Relay classes to their defaults. Continue (y/n)?
Changing parameter 15 requires achangein the Frame Relay classes. Since Frame Relay classesare

not associated with a specific port (or port speed 0), no translation can be made. The values for Bc
and Be, or VC Q depth and PIR are reset to their default values.

Table 13-9 cnfsysparm—Parameters
Parameter Description
index Specifies anumerica value that refers to the specific parameter to be changed.

Index numbers and descriptions of the system-wide parametersare in the table that
precedes the command summary.

value Specifies anumerica vaue that applies to the selected parameter. See Table 13-8.
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cnftime

Sets the time for the entire network. The time is broadcast to all nodesin the network. The time
displayed at each node is adjusted for the node's time zone. (See the cnftmzn command for more
information.) This command can only be executed if the date for the network has already been
configured using the cnfdate command. If hour, minute, or second is not entered, the current value
is kept.

Full Name
Configuretime

Syntax
cnftime <hour> <minute> <second>

Related Commands
cnfdate, cnftmz

Attributes

Privilege 1

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnftime 19 31 00
Description

Configuretimeto 7:31 in the evening. The system displays two warning prompts before it changes
the time.
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pubsi gx1 TN Super User I GX 32 8.5 Sep. 5 1997 19:31 GVI

This Command: cnftime 19 31 00

Warning: Changing time of day affects StrataView statistics tinmestanps
Hit RETURN to change clock, DEL to abort

Table 13-10 cnftime—Parameters
Parameter Description
hour Sets the time for the entire network. The time is broadcast to all nodes in the

network. The time displayed at each nodeis adjusted for the node'stime zone. (See
the cnftmzn command for more information.) Thiscommand can only be
executed if the date for the network has already been configured using the cnfdate
command. If hour, minute, or second is not entered, the current value is kept.

min Specifies the current minute. The rangeis 0-59.

sec Specifies the current second. The rangeis 0-59.
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deluser

Deletes auser from the network. A user can delete users at any lower privilege level.

Full Name
Delete a user

Syntax
deluser <user_id>

Related Commands
adduser, dspusers

Attributes

Privilege 1-5

Jobs No

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

deluser john

Description

Delete user “john.”

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13:52 PST
Your | D 1
Sar ah 5

Last Command: del user John

Next Command:
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Table 13-11 deluser—Parameters
Parameter Description
userid Specifies the name of the user to delete from the network.
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dspnwip

Displaysthe | P addressfor each node in the network. The |P addressis used to route TFTP messages
transferring bulk statistics between the node and the StrataView Plus Statistics Master.

Full Name

Display network IP interface

Syntax
dspnwip

Related Commands

cnfwip

Attributes
Privilege
Jobs

Log

Node

Lock

Example 1
dspnwip

Description

1-6

No
No
IPX, IGX, BPX

No

Display network | P addresses.

axi onl

Active Network | P Address:
Active Network | P Subnet Mask:

TN

bootzilla

NodeNane | P Addr ess

axi onil 169.
169.
169.
axi on 169.
axi onB 169.

axi onil 169.

Last Command:

Next Command:

134.
134.
134.
134.
134.
134.

90.
90.
90.
90.
90.
90.

111
105
101
102
103
106

dspnwi p

169. 134. 90. 106
255.255.255. 0

Sep. 5 1997 18:18 GMT
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dsppwd

Displays the password of the current user or any user at any lower privilege level.

Full Name
Display password

Syntax
dsppwd <user_id>

Related Commands
adduser, cnfpwd, deluser, dspusers

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dsppwd yourid
Description

Display the password for user YourlD.
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System Response

al pha TRM  YourlD:1 I PX 16 8.5

The password for YourIDis liftoff

Thi s Command: dsppwd Yourl| D

This screen will self-destruct in ten seconds
Next Command: dsppwd Your| D

Table 13-12 dsppwd—-Parameters

Aug.

16 1997 13:56 PST

Parameter Description

userid Specifies the user whose password is displayed.
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dspsnmp

Display the following SNMP parameters for the current node:
® Get Community String

® Set Community String

® Trap Community String

® SNMP Set Request Queue Size

® SNMP Queued Request Timeout, in seconds

® SNMP Trap Event Queue Size

Full Name
Display SNMP parameters

Syntax
dspsnmp

Related Commands
cnfsnmp, dspsnmpstats

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspsnmp

Description

Display the SNMP parameters for the current node.
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System Response

swol TN Super User I PX 8 8.5 Aug. 29 1997 13:45 GVI
Get Community String: NOACCESS

Set Community String: NOACCESS

Trap Community String: NOACCESS

SNWP Set Request Queue Size: 110

SNWMP Queued Request Ti nmeout (secs): 30

SNVP Trap Event Queue Size: 100

Last Conmand: dspsnnp

Next Command:
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dspsnmpstats
Displaysthe following SNMP statistics for the node:

SV C Requests Received, the number of SV C request received.
SV C Current Queue Length, the number of outstanding SV C requestsin the queue.

SV C Maximum Queue Length, the high watermark of the number of outstanding SV C requests
in the queue.

SV C Requests Timed Out, the number of SV C requests that have timed out.

Current Trap Managers, the number of managers (up to 10) that are currently registered, their IP
addresses and UDP ports.

Traps Transmitted, the number of traps transmitted.
TRAP Current Queue Length, the number of outstanding traps in the queue.

TRAP Maximum Queue L ength, the high watermark of the number of outstanding trapsin the
queue.

TRAP Queue Events Discarded, the number of traps discarded due to queue overflow.

Overflow Traps Transmitted, the number of overflow traps transmitted due to queue overflow.

Full Name
Display SNMP parameters

Syntax
dspsnmpstats

Related Commands
cnfsnmp, dspsnmp

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No
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Example 1
dspsnmpstats

Description

Display SNMP statistics for the current node.

System Response

swol TN Super User I PX 8 8.5 Aug. 29 1997 13:21 GVI
SVC Requests Recei ved: 256 Traps Transm tted: 256

SVC Current Queue Length: 0 TRAP Current Queue Length: 0

SVC Maxi mum Queue Lengt h: 0 TRAP Maxi mum Queue Lengt h: 0

SVC Requests Timed Qut: 0 TRAP Queue Events Discarded: 196864

Overflow Traps Transm tted: 100925440

Current Trap Managers: 0/ 10 Snnmp_Trap_Db Ptr: 30DDCD02

Last Conmand: dspsnnpstats

Next Command:
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dspusers

Displays users. The privilege levelsin the display are restricted to those of the current user and any
privileges below the current user.

Full Name
Display users

Syntax
dspusers

Related Commands
adduser, deluser, dspusers

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspusers

Description

Display the users on a network.

13-26 Cisco WAN Switching Command Reference



dspusertask

dspusertask

Displaysinformation about the current user-task. The displayed information varies with the user
task. For example, information about avt session dightly differsfrom atel net session. The command
takes a user task number as an argument. If the user task number is unknown, enter the command
without anumber to see alist of possible user tasks and the current user task. The types of user tasks
are asfollows:

® User, which can be the control terminal user, auxiliary port user, or StrataView
® A telnet session

® A virtual terminal session (vt)

® An SNMP agent

® Ajob

Full Name
Display user task

Syntax
dspusertask [user task number]

Related Commands
adduser, cnfpwd, deluser, dspusers, dsppwd

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1 step 1
dspusertask

Description

Display user task information—without specifying atask in this case. Thisexample showsacasein
which the user has started a vt session on a node. See also step 2 of this example.
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System Response

sSw78 VT Super User BPX 15 8.5 Jan. 31 1997 15:52 PST

H*
—
7
~

PURPOSE USER | D # TASK PURPOSE USER | D
USR1 control port none 13 VT-5 VT none
USR2 auxilry port none 14 VT-6 VT none
USR3 | an port(SV) none 15 SNWP agent n/ a
TN-1 lan (tel net) none 16 JOBS runs jobs n/a
TN-2 lan (tel net) none
lan (telnet) none
TN-4 lan (tel net) none
TN-5 lan (tel net) none
VT-1 VT: swidl Super User < You
VT-2 VT none
VT-3 VT none
VT-4 VT none

P PP OO~NOUOMWDNPRE!
=
w

N = O

Thi s Command: dspusertask

Pl ease Enter User Nunber:9

Example 1 step 2
9

Description

This example shows the screen after the you enter a9 at the prompt in the previous screen, acasein
which you already started a vt session on anode. Note that the display showsthe statusasa vt slave,
and the node on which the vt session originated is sw81.

sSw78 VT Super User BPX 15 8.5 Jan. 31 1997 15:53 PST

Task: VT-1

Logged in as: SuperUser

VT master: no

VT sl ave: yes Master node is: swil
VT pendi ng: no

Public 1lock: no
Private | ock: none

No command is currently running.
Previ ous command: dspusertask 9

Last Command: dspusertask 9

Next Command
Table 13-13 dspusertask—Parameters
Parameter Description
user task number Specifies the number of the user task whose information is displayed.
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dspusertasks

Displays general information about all current user-tasks. The types of user tasks are as follows:
® User, which can be the control terminal user, auxiliary port user, or StrataView

® A telnet session

® A virtual terminal session (vt)

® An SNMP agent

® Ajob

Full Name
Display user tasks

Syntax
dspusertasks

Related Commands
adduser, cnfpwd, deluser, dspusers, dsppwd, dspusertask

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX, BPX
Lock No

Example 1

dspusertasks

Description

Display user task information.
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System Response

swi51 TN Super User I1GX 16 8.5 Aug. 14 1997 18:02 GMr

H*

TASK PURPOSE USER | D # TASK PURPCSE USER | D
USR1 control port SuperUser 13 VT-5 VT none
USR2 auxilry port none 14 VT-6 VT none
USR3 | an port(SV) none 15 SNWP agent n/ a
TN-1 lan (tel net) none 16 JOBS runs jobs n/a
TN-2 lan (tel net) SuperUser < You

lan (telnet) none

TN-4 lan (tel net) none

TN-5 lan (tel net) none

VT-1 VT none

VT-2 VT none
VT-3 VT none
VT-4 VT none

P PP OO~NOUOMWDNPRE!
=
w

N = O

Last Conmand: dspusertasks

Next Command:
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CHAPTER 14

Troubleshooting Commands

Table 14-1 lists the troubleshooting commands.

Table 14-1 Troubleshooting Command List

Command Full Name Page
addalmslot Add alarm dot 14-3
addextlp Add externa loopback 14-5
addloclp Add loca loopback 14-7
addlocrmtlp Add loca -remote loopback 14-12
addrmtlp Add remote loopback 14-14
clrchstats Clear channel statistics 14-19
clrclkalm Clear clock alarm 14-21
clrclnalm Clear circuit line alarm 14-23
clrclnerrs Clear circuit line errors 14-25
clreventq Clear the events queues 14-29
clrinalm Clear lineaarm 14-23
clrinerrs Clear lineerrors 14-25
clrlog Clear log 14-33
clrmsgalm Clear message dlarm 14-35
clrportstats Clear port statistics 14-37
clrslotalms Clear dot alarms 14-39
clrsloterrs Clear dot errors 14-40
clrtrkalm Clear trunk alarm 14-41
clrtrkerrs Clear trunk errors 14-44
clrtrkstats Clear trunk statistics 14-46
cnfbus Configure Bus 14-47
cnflnalm Configure line alarm 14-49
cnfslotalm Configure slot alarm 14-55
cnftrkalm Configure trunk alarm 14-57
dellp Delete | oopback 14-59
dncd Down card 14-61
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Command Full Name Page
dspalms Display alarms 14-62
dspbob Display Breakout Box 14-65
dspbuses Display Buses 14-68
dspcinerrs Display circuit line errors 14-70
dspeventq Display the event queue names and the data in each. 14-73
dspfrcbob Display FRC-2/FRM-2 breakout box 14-75
dsplog Display event log 14-77
dsplnalmenf Display line alarm configuration 14-79
dsplnerrs Display line errors 14-82
dsppwr Display power 14-84
dspslotalms Display slot alarms 14-89
dspsloterrs Display slot errors 14-91
dspslotstatenf Display slot statistics configuration 14-94
dsptrkerrs Display individua or al trunk errors. 14-96
prtclnerrs Print circuit line errors 14-100
prtinerrs Print line errors 14-102
prtlog Print log 14-101
prttrkerrs Print trunk errors 14-103
resetcd Reset card 14-104
resetpc Reset Port Concentrator 14-106
switchcc Switch controller card 14-107
tstcon Test connection 14-109
tstconseg Test connection segment 14-113
tstdelay Test delay 14-116
tstpcs Test Port Concentrator Shelf 14-119
tstport Test port 14-120
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addalmslot

Enables the MAJOR and MINOR alarm indicators on an Alarm Relay Card (ARC) or Alarm Relay
Module (ARM). It aso configuresthe slot to support external alarmsfrom the Alarm Relay Interface
(ARI) back card. You can use this command at any node that can provide external alarm indications
to an alarm reporting system. The ARC or ARM can reside in any front slot but usually residesin
the right-most slot.

Full Name
Add alarm dot

Syntax
addalmsl ot <slot number>

Related Commands
delalmslot, dspalms

Attributes

Privilege 14
Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

addalmslot 16
Description

Enable alarm reporting from slot 16 in a node.
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System Response

bet a TRM  YourlD: 1 I PX 32 8.5 Aug. 3 1997 14:27 MST
Al arm summary (Configured alarmslots: 16)

Connections Fail ed: None

Groups Fail ed: None

PLN Al ar ns: 1 Major

CLN Al ar ns: None

Cards Fail ed: 1

M ssing Cards: None

Renpt e Node Al ar ns: 1 Major

Last Conmmand: addal nsl ot 16

Next Command:
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addextlp

Places an external deviceinloopback mode. Theaddextlp command appliesto existing connections
on an SDP, HDM, LDP, or LDM. A “near” |loopback causesthe NEAR EIA template to be applied.
A ‘far’ loopback causesthe FAR EIA template to be applied to the data port. The loopback remains
in place until removed by the dellp command.

The dspcons command shows which connections are in loopback mode. Specifying an “n” after the
channel indicates a near |oopback, and an “f” indicates afar |oopback. Because addextlp takesthe
specified connections out of service, use it only when aservice disruption istolerable.

Full Name
Add External Loop to Connection

Syntax
addextlp <channel><n|f >

Related Commands

dellp, dspcons

Attributes

Privilege 1-2
Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

addextlp 5.1 n

Description

Place the device connected to channel 5.1 in near loopback.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 12:53 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS
N5. 1 bet a 25.1 Ok 256 718 0
9.1.100 gamma 8.1.200 Ck fr 0
9.2.400 bet a 19. 2. 302 Ok fr 0
14.1 gamma 15.1 Ck \Y 0

Last Command: addextlp 5.1 n

QO

Next Conmand:
Table 14-2 addextlp—Parameters
Parameter Description
channd Specifies the channel to loopback in the format slot.port.
n/f Specifies whether the loopback is near or far. An “n” specifies near; an “f”

specifiesfar. For anon-DDS port, the near or far modem is placed in loopback; if it
supports this function. For aDDS port, the external DDS deviceis placed in CSU
loopback. Local channels must be configured as OCU in order to place them in
external loopback.
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addloclp

The addloclp command places the following types of channelsin local loopback mode:

Voice

Data

Frame relay port
Frame relay connection
ATM connection

Access device port

For voice connections, addloclp creates a signal path from a channel or group of channels on an
incoming line then back out to the line. External test equipment can test the integrity of the path at
the T1 DSO levd. Figure 14-1 shows alocal loopback on a voice channel.

Figure 14-1 Local Loopback on a Voice Channel

Local IPX

External
test
equipment |«

Circuit T1 line

BC-T1 NTC

CDP

S5309

For data connections, addloclp createsasignal path from the incoming data port or set of ports back
to these same port(s) through the local CDP/CVM, SDP/HDM, or LDP/LDM. External test
eguipment can then test the integrity of the path. Figure 14-2 illustrates alocal loopback on a data
connection.
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Figure 14-2 Local Loopback on a Data Connection

SDI  SDP

External
test
equipment |«

Data lines

\ LD LDP
External

test
equipment |«

S5310

A local loopback can simultaneously exist at both ends of a connection. However, alocal loopback
and a remote loopback cannot co-exist on a connection. (See the addr mtlp description for more
information.)

Prior to executing aloopback, the IPX or IGX node performs signal and code conditioning to remove
the connection from service. The loopback remainsin place until removed by the dellp command.
Only existing connections can be looped back. Use the dspcons command to see which connections
are looped back. A flashing right parenthesis “)” or left parenthesis “(* is used in the connections
display to indicate aloopback. The direction and location of the parenthesi s depends on whether the
loopback islocal or remote and which end of the connection was used to establish the loopback. A
local loopback initiated from the local end of the connection looks like thisin the connections

display:
Local Channel Remote Node Remote Channel

12.1 alpha 15.1

A local loopback initiated from the remote end of the connection looks like this:
Local Channel Remote Node Remote Channel

12.1 alpha 15.1

Inframerelay connection loopback mode (DL Cl included in command), all packetsfrom thefar-end
of the connection are dropped. The far-end system software isinformed of the loopback. In port
loopback mode (port specified without aDLCI), al packets for this port are dropped and each
opposite end is informed of the loopback mode. The format dot.port is used in port mode to loop
just the port. The datais looped directly in the FRI back card, so no data reaches the MUXBUS or
CELLBUS. The format slot.port.DLCI isused in connection (channel) mode to loop a specific
channdl. Note that this can affect up to 252 connections (channels) in port loopback mode.

Because the addloclp command causes the connection(s) to be removed from service, loopbacks
should be used only when a service disruption can be tolerated. Remote |oopbacks are established
with the addr mtlp command. Both local and remote loopbacks are removed by the dellp command.
L oopbacks for data channels can also beinitiated by pressing a button on the front of the associated
data card.
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Frame Relay Local Loops with Port Concentrator

When aframe relay port or connection islocated on a Port Concentrator instead of directly on an
FRP or FRM card, the data test path is different. When just the <port> parameter is used, incoming
dataislooped back out on the Port Concentrator port:

Figure 14-3 Local Loop on Port Concentrator

IPX

PCS FRP

<

Incoming data is looped back
on port specified in command

S5311

Thisloop disrupts all frame relay connections on the port that is under test.

When a connection is specified by <port.dici> parameters, the connection is looped back at the
FRM-2 or FRP-2 interface with the IGX or IPX card bus:

Figure 14-4 Local Loop on FRM-2 or FRP-2

IPX

PCS FRP

S5312

As shown, thistest verifies the operation of all componentsfrom the Port Concentrator to IPX/IGX
interface with the FRP-2 or FRM-2 card.

This tests interrupts only the specified connection on the Port Concentrator port.

Full Name
Add local loopback to connections on a port

Syntax
addloclp channel

Related Commands
addrmtlp, dellp, dspcons, dspfrport
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Attributes
Privilege

Jobs
Log
Node

Lock

Example 1
addloclp 14.1

Description

1-2
Yes
Yes
IPX, IGX, BPX

Yes

The connections screen appears with connection 14.1 highlighted. The system prompts to confirm
the loopback. To confirm it, enter y.

System Response

Next Command

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11:03 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS
5.1 bet a )25.1 Gk 256 718 0
9.1.100 ganmma 8.1.200 Ck fr 0
9.1.200 gama 8.1.300 Ok fr 0
9. 2. 400 bet a 19. 2. 302 GOk fr(Gp) 0
14.1 ) gamma 15.1 Ck \Y 0

Last Command: addloclp 14.1

r-rrrerr QO

Next Conmand:
Table 14-3 addloclp—Parameters (voice)
Parameter Description
slot Specifies the slot number of the card containing the port to loop at the local node.
channd (s) Specifies the channd or set of channelsto loop at the local node.
port Where applicable for the connection type, specifies the port.
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Table 14-4 addloclp—Parameters (data)

Parameter Description

slot Specifies the slot number of the card containing the port to loop at the local node.

port Specifies the local port to loop at the local node.

Table 14-5 addloclp—Parameters (Frame Relay)

Parameter Description

slot Specifies the slot number of the FRP card containing the port to be looped at the
local node.

port Specifies the local port to loop at the local node.

Table 14-6 addloclp—Parameters (Frame Relay connection)

Parameter Description

slot Specifies the slot number of the FRP card containing the port to loop at the local
node

port Specifies the local port to loop at the local node.

DLCI Specifies the Data Link Connection Identifier (DLCI) number of the channel to
loop at the local node.

Table 14-7 addloclp—Parameters (ATM connection)

Parameter Description

slot Specifies the slot number of the ATM card containing the port to loop at the local
node

port Specifies the local port to loop at the local node.

VpI.VCi The vpi rangeis 07, and the vci range is 1-255. An asterisk (*) indicates avirtua

path
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addlocrmtlp

Adds support of alocal-remote loopback for testing multi-segment connectionsin atiered network.
The effect is to instruct the remote node to set up a remote loopback. The addlocr mtlp command
must be executed prior to using tstcon and tstdelay for multi-segment connections. For interface
shelves, you can execute addlocr mtlp on either the interface shelf (after telnetting to it). After
testing is complete, remove the local-remote loop by executing dellp. A parenthesis on the screen
shows the loop’s endpoint.

Full Name
Add local-remote loopback in atiered network

Syntax
addlocrmtlp <channel(s)>

Related Commands
tstcon, tstdelay, dellp, dspcons, dspfrport

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node BPX, IPX/AF, IPX, IGX
Lock Yes

Example 1

addlocrmtlp 5.1.3.100

Description
The connections screen appears with the connection highlighted and a prompt for confirmation.
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System Response

pubsbpx1 TN Super User BPX 8.5 July 13 1997 14:41 PDT
Local Renot e Renot e
Channel NodeNane Channel State Type Conmpress Code COS
5.1.3.100 ( pubsbpx3 7.1.2.49 Gk aftr 0

This Command: addl ocrntlp 5.1.3.100

Loopback these connections (y/n)?

Table 14-8 addlocrmtlp—Parameters
Parameter Description
channel§(s) The connection endpoint on the local node.
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addrmtlp

The addrmtlp command places the following types of channels in remote loopback mode:

For voice connections, addr mtlp loopstheinformation stream from the designated channel or group
of channels on an incoming circuit line across the network and loops it back to the circuit line by
way of the remote CDP or CVM. External test equipment can then test the integrity of the path at
the T1 DSO level. The following illustrates a remote loopback on a voice channel.

Voice

Data

Frame relay port

Frame relay connection

ATM connection

Figure 14-5

External
test
equipment

Remote Loopback on a Voice Channel

For data connections, addrmtlp transfers the information stream from the designated channels
through the network and loopsit back to the data port(s) through aremote SDP, HDM, LDM, or LDP.
External test equipment can then test the integrity of the path. The following illustrates a data

«<
Data line

Local IPX

Remote IPX

connection remote |oopback.
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Figure 14-6
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Remote Loopback on a Data Connection
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Remote IPX
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SDP/LDP
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Prior to executing the loopback, the IPX or IGX node applies signalling template bit patternsto the
A, B, C, and D signalling bitsat the remote end to remove the connection from service. Theloopback
remains in place until removed by the dellp command. Only existing connections (those that have
been entered with the add-on command) can be looped back. You cannot establish a remote

loopback on a connection that is already looped back, either locally or remotely. (See the addloclp

command for more information on local loopbacks.)

Usethe dspcons command to see which connections arelooped back. A flashing | eft parenthesis* (*
or right parenthesis “)” is used in the connections display to indicate a loopback. The direction and
location of the parenthesis depends on whether the loopback islocal or remote and which end of the
connection was used to establish theloopback. A remote loopback initiated from thelocal end of the

connection looks like this:

Local Channel

3.2

Remote Channel

alpha

Remote Node

121

A remote loopback initiated from the remote end of the connection looks like this:

Local Channel

3.2

Remote Node

alpha

Remote Channel

121

For remote loopback of frame relay connections, note that in remote loopback mode, if the transmit
minimum bandwidth exceeds the receive minimum bandwidth, then loopback data may be dropped.
For this reason, the connection speeds will be checked and the user will receive the following

message if there is a problem:

“Warning—Receiver's BW < Originator's BW-Data may be dropped.”

Because the addrmtlp command causes the connection to be removed from service, loopbacks
should be used only when aservice disruption can betolerated. Local loopbacks are established with
the addloclp command. Both local and remote loopbacks are removed by the dellp command.
L oopbacks for data channels can aso be initiated by pressing a push-button on the front of the
associated data card.
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Remote Loopbacks and the Port Concentrator Shelf

For frame relay remote loops, DLCI MUST be specified; entering only port number only generates
an error message.

Unlike local loopbacks, remote loopbacks are not supported for frame relay ports; connections must
be specified. Dataincoming on the frame relay port islooped at the remote end FRM-2 or FRP-2
card.

Figure 14-7 Frame Relay Remote Loops

IPX IPX
FRP : FRP

As shown, this test verifies the operation of IPX/IGX network components up to the interface with
the remote-end FRM-2 or FRP-2. This test interrupts data traffic for only the connection specified
by DLCI.

A

S5315

If a port concentrator is attached to the FRM-2 or FRP-2, the only differencein the loop isthat the
port specified to loop datais on the Port Concentrator:

Figure 14-8 Frame Relay Remote Loops with Port Concentrator

IPX IPX

PCS FRP % Network >—— 1>FRP PCS
\h\\‘\‘/ﬁf/ﬁ,/

A

S5316

Full Name
Add remote loopback to connections

Syntax
addrmtlp (see parameter tables)

Related Commands
addloclp, ddlp, dspcons
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Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

addrmtlp 5.1

Description

The connections screen appears with connection 5.1 highlighted. The system promptsto confirmthe
loopback. To confirmit, enter y. A flashing parenthesis“)” appearsin the “Remote Channel” column
of the connection to indicate that the connection islooped back.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 12:57 PST
Local Renot e Renot e Rout e
Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
5.1 bet a )25.1 Gk 256 718 0 L
9.1.100 ganma 8.1.200 Ck fr 0 L
9.2.400 bet a 19. 2. 302 Ok fr 0 L
14.1 ganma 15.1 Ck \Y 0 L

Last Command: addrntlp 5.1

Next Conmand:
Table 14-9 addrmtlp—Parameters (voice)
Parameter Description
slot Specifies the slot number of the card containing the port to loop at the local node.
channd (s) Specifies the channd or set of channelsto loop at the local node.
port Where applicable for the connection type, specifies the port.

Troubleshooting Commands 14-17



addrmtlp

Table 14-10 addrmtlp—Parameters (data)

Parameter Description

slot Specifies the slot number of the card containing the port to loop at the local node.

port Specifies the local port to loop at the local node.

Table 14-11 addrmtlp—Parameters (Frame Relay connections)

Parameter Description

slot Specifies the slot number of the FRP card containing the port to loop at the local
node

port Specifies the local port to loop at the local node.

DLCI Specifies the Data Link Connection Identifier (DL CI) number of the channel to

loop at the local node.

Table 14-12 addrmtlp—Parameters (ATM)

Parameter Description

slot Specifies the slot number of the card containing the port to loop at the local node.
channd (s) Specifies the channd or set of channelsto loop at the local node.

port Where applicable for the connection type, specifies the port.

VpI.VCi Specifies vpi/vci.
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clrchstats

Clearsthe channel utilization statistics for either all frame relay channels or a specified frame relay
channdl. Statistics generated within the last one minute are not cleared.

Full Name
Clear channel statistics

Syntax
clrchstats <channel | *>

Related Commands

dspchstats

Attributes

Privilege 1-5

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrchstats 9.2.400

Description
Clear the statistics of channel 9.2.40.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13:24 PST
Channel Statistics for 9.2.400 Cl eared: Aug. 16 1997 13:23
MR 9.6 kbps Coll ection Tinme: O day(s) 00:02:42 Corrupted: NO
Fr anes Avg Size Avg Util Packet s Avg
(bytes) (fps) (% (pps)

From Port: 0 0 0 0
To Net wor k: 0 0 0 0 0 0
Di scar ded: 0 0 0 0
From Net wor k: 0 0 0 0 0 0
To Port: 0 0 0 0
Di scar ded: 0 0 0 0 0 0

ECN Stats: Avg Rx VC Q 0 For eSi ght RTD --
M n- Pk bytes rcvd: 0 FECN Franes: 0 FECN Ratio (% 0
M nut es Congest ed: 0 BECN Franes: 0 BECN Ratio (% 0

This Command: clrchstats 9.2.400

K to clear (y/n)?

Table 14-13 clrchstats—Parameters
Parameter Description
channd Specifies the frame relay channel in the format slot.port.DLCI. A “*” specifiesall

channels.

14-20 Cisco WAN Switching Command Reference



clrclkalm

clrclkalm

Clears the alarm condition attached to a clock source, either circuit line or trunk. The clock test runs
continuously in a node, comparing the frequency of the node's clock source to a reference on the
NPC/BCC/CC/control card. If aclock sourceisfound to be outside preset frequency limits, itis
declared defective and another clock sourceis selected. In order for the node to return to the original
clock source, the alarm must be cleared using the clrclkalm command. The alarm may be either a
“Bad Clock Source” or “Bad Clock Path” aarm.

Full Name
Clear clock alarm

Syntax
clrclkalm <line type> <line number>

Related Commands
cnfclksrc, dspclksrcs, dspelns, dspeurclk, dsptrks

Attributes

Privilege 1-5
Jobs No

Log Yes
Node IPX, 1IGX
Lock Yes
Example 1

clrclkalm ¢ 12
Description

Clear aclock alarm on circuit line 12

Example 2
clrclkalm p 12

Description
Clear aclock alarm on packet line 12
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Table 14-14 clrclkalm—Parameters

Parameter Description

clp Specifiesthetypeof line. A "c" isentered for acircuit line, and a"p" is entered for
atrunk.

line number Specifies the number of the circuit or trunk.
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clrclnalm

Clears the alarms associated with acircuit line. Since the statistical alarms associated with acircuit
line have associated integration times, they can keep amajor or minor alarm active for some time
after the cause has been rectified. Thiscommand allowsthese alarmsto be cleared, allowing any new
alarms to be quickly identified. The clrclnalm command can only clear alarms caused by the
collection of statistical data. Alarms caused by a network failure cannot be cleared. For example, an
alarm caused by acollection of bipolar errors can be cleared, but an alarm caused by a card failure
cannot.

Full Name
Clear circuit lineaarm

Syntax
clrclnalm <line_number> <fail_type>

Related Commands
dspclns, dspclnerrs

Attributes

Privilege 1-5
Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrclnalm 14 2

Description

Clear the minor alarm caused by frame dlips on circuit line 14.
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System Response

al pha

Vi ol ati on
1) Bpv

2) Fs

3) Oof

4) Vpd

5) Tsdp
6) Ntsdp
7) Pkterr
8) Los

TRM  YourlD: 1

I PX 16

8.5 Aug. 16 1997 13:10 PST

Li ne Al arm Confi guration

M nor

Rat e AlarmTinme dear
10E-7 10
.01% 10
.0001% 10
2% 5
.01% 5
.01% 5
.01% 10
.0001% 10

33333333
5533533535555
W W wWwWwwwww
33333333
5533535353555

This Command: clrclnalm 14 2

Maj or

Rat e AlarmTinme dear
10E- 3 10 sec 10 sec
.1% 10 sec 10 sec
.01% 10 sec 10 sec
5% 60 sec 10 sec
.1% 60 sec 10 sec
.1% 60 sec 10 sec
.1% 125 sec 10 sec
.01% 10 sec 10 sec

Cont i nue?
Table 14-15 clrclnalm—Parameters
Parameter Description
line number Specifies the number of the line.
failure type Specifies the type of alarm to clear.
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clrclnerrs

Clears the errors associated with a circuit line. Since the statistical alarms associated with a circuit
line have associated integration times, they can keep amajor or minor alarm active for some time
after the cause has been rectified. Thiscommand allowsthese alarmsto be cleared, allowing any new
alarms to be quickly identified. The clrclnerrs command can clear only those alarms that the
collection of statistical data has caused. Alarms caused by a network failure cannot be cleared by

clrclnerrs.

Full Name
Clear circuit line errors

Syntax
clrclnerrs [<line_number>]

Related Commands
dspclnerrs, prtclnerrs

Attributes

Privilege 1-5

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrclnerrs

Description

Clear circuit lineerror counts. In responseto the prompt, enter “y” toreset all circuit lineerror counts

to“0.”
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System Response

al pha TRM  YourlD:1 I PX 16 8.5 Aug. 16 1997 13:12 PST

Total Errors

From Code Frame Qut of Loss of Frane CRC Qut of
CLN Errors Slips Frames Signal BitErrs Errors Mranmes Al S 16
14 0 0 0 - 0 - - -

Last Command: clrclnerrs

Next Command:
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clrclnalm

Clears the alarms associated with acircuit line. Since the statistical alarms associated with aline
have associated integration times, they can keep amajor or minor alarm active for some time after
the cause has been rectified. This command allows these alarms to be cleared, allowing any new
alarms to be quickly identified.

The clrclnalm command can only clear aarms caused by the collection of statistical data. Alarms
caused by a network failure cannot be cleared. For example, an alarm caused by a collection of
bipolar errors can be cleared, but an alarm caused by a card failure cannot.

Full Name
Clear circuit lineaarm

Note clrclnalm and clrlnalm are the same commands.

Syntax
clrclnalm <line_number> <fail_type>

Related Commands
dsplns, dsplnerrs

Attributes

Privilege 1-5

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
clrinalm 14 2

Description

Clear the minor alarm caused by frame dlips on 14. The 2 indicates frame slips.

System Response

al pha

Vi ol ati on
1) Bpv

2) Fs

3) Oof

4) Vpd

5) Tsdp
6) Ntsdp
7) Pkterr
8) Los

TRM  YourlD: 1

IPX 16

8.5 Aug. 16 1997 13:10 PST

Li ne Al arm Confi guration

M nor

Rat e AlarmTinme dear
10E-7 10 m m
.01% 10 m i
.0001% 10
2% 5
.01% 5
.01% 5
.01% 10
.0001% 10

3333333
5533533535555
W W WwwWwwwww
3333333
5533535353555

This Command: clrclnalm 14 2

Maj or

Rat e AlarmTinme dear
10E- 3 10 sec 10 sec
.1% 10 sec 10 sec
.01% 10 sec 10 sec
5% 60 sec 10 sec
.1% 60 sec 10 sec
.1% 60 sec 10 sec
.1% 125 sec 10 sec
.01% 10 sec 10 sec

Conti nue?
Table 14-16 clrclnalm—Parameters
Parameter Description
line number Specifies the number of the line.
failure type Specifies the type of alarm to clear.
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clreventq

Clears high water marks for fail handler event queues.

Full Name
Clear event queues from the fail handler

Syntax
clreventq

Related Commands

dspeventq

Attributes

Privilege 1-6

Jobs No

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

clreventq

Description

Clear the fail handler event queue.
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System Response

swl51 TN Super User 1 GX 16 8.5 Sep. 12 1997 19:18 GMr
QUEUE LENGTH THROTTLI NG
NUM NAMES MAX  HI GH CURRENT PO NT
1 Fail_Xd 26 1 7000
2 Fail_ Q 25 0
3 M_Sv_Q0] 300 9 0 270
4 sv_mt_bufq 9 0

This Command: clreventq

K to clear H GH counts(y/n)?
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clrlnerrs

Clears accumulated line error counts for all lines on anode.

Full Name
Clear line errors

Syntax
clrlnerrs[<line_number>]

Related Commands
dsplnerrs, prtinerrs

Attributes

Privilege 1-5

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrlnerrs

Description

Clear the line error counts. In response to the prompt enter “y” to reset al line error countsto “0.”
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System Response

al pha TRM  YourlD:1 I PX 16 8.5 Aug. 16 1997 13:12 PST

Total Errors

From Code Frame Qut of Loss of Frane CRC Qut of
CLN Errors Slips Frames Signal BitErrs Errors Mranmes Al S 16
14 0 0 0 - 0 - - -

Last Command: clrclnerrs

Next Command:
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clrlog

Clears the event log. When the log is cleared, one entry remains, “Info Log Cleared”. Before the
event log is cleared, a prompts you to confirm. See the dsplog command for more information on
the event log.

Full Name
Clear event log

Syntax
clrlog

Related Commands

dsplog

Attributes

Privilege 1-5

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrlog

Description

Clear the event log. When the log is cleared, one entry remains, “Info Log Cleared.” Enter “y” to
confirm.
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System Response

swi51

Most

Cl ass
I nfo

Maj or
I nfo

I nfo

Cl ear
M nor
I nfo
Cl ear
I nfo
Maj or
I nfo
Cl ear
Maj or

TN Super User 1 GX 16

recent log entries (nost recent at top)

Descri ption

User SuperUser |ogged out (Local)
LN 5.6 Loss of Sig (RED)

User SuperUser |ogged out (Local)
Clock switch to oscillator of SCC
LN 5.6 OK

LN 5.6 Qut of Milti-Franmes

Clock switch to LINE 5.6

LN 5.6 OK

Clock switch to oscillator of SCC
LN 5.6 Loss of Sig (RED)

Clock switch to LINE 5.6

LN 5.6 OK

LN 5.6 Loss of Sig (RED)

This Command: clrl og

OK to clear (y/n)?
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Dat e

09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96
09/ 12/ 96

Ti me

18:
18:
18:
18:
18:
18:
18:
18:
17:
17:
17:

17
17

18:
12:
11:
10:
05:
03:
03:
02:
59:
59:
59:
1 59:
1 58:

12 1997 19:19 GV

57
22
17
46
11
27
12
42
24
24
20
20
51



clrmsgalm

clrmsgalm

Clears the minor alarm due to an alarm message received at an alarm collection port.

Full Name
Clear message alarm

Syntax
clrmsgalm

Related Commands
dspalms, dsplog

Attributes

Privilege 1-5

Jobs No

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

clrmsgalm

Description

Clear aminor alarm due to an alarm message.
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System Response

al pha TRM  YourlD:1 I PX 16 8.5 Aug. 23 1997 10:59 PST

Last Command: clrnsgal m

No nmessage al arm set
Next Conmand:
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clrportstats

Clears the statistics for any port on an FRP. This includes the data byte count in the transmit and
receive directions and error counts associated with the port. Statistical accumulation then resumes

for that port.

Statistics collecting takes place once per minute, so clrportstatsmay not clear statisticsthat areless

than one minute old.

Full Name
Clear port statistics

Syntax
clrportstats <port | *>

Related Commands

dspportstats

Attributes

Privilege 1-5

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

clrportstats 9.1

Description

Clear the port statistics for port 1 on an FRP card in slot 9. Type “y” to confirm.
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System Response

al pha TRM
Por t

Port Speed: 256 kbps

From Port:

To Port:

Frame Errors
Invalid CRC
Invalid Alignnent
Invalid Frm Length
Invalid Frm For mat
Unknown DLCl s

Last Unknown DLC

Thi s Command:

Statistics for 9.1

Your| D: 1

Byt es

[eNelNoNeNelNo)

Col l ection Tine:

I PX 16

Cl eared: Aug.

Aver age (kbps)

0
0
LM Recei ve Protocol
Status Eng Rcvd
Status Xmt
Asynch Xmt
Seq # M smatches
Ti meout s
Invalid Req

Sig Protocol: None

clrportstats 9.1

OK to clear port statistics (y/n)?
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8.5

util

Stats

[eNeloNeNolNe)

Aug. 23 1997 10:57 PST

11 1997 15:32
11 day(s) 19:22:09

(% Franes
0
0
M sc Statistics
Avg Tx Port Q
FECN Fr anes
Ratio (%
BECN Fr anes
Ratio (%
Rsrc Overfl ow
DE Frns Dropd

Corrupted: YES

[eNeoNeNeNoNoNo]



clrslotalms

clrslotalms

Clears the alarm messages associated with the alarms displayed for the Display Slot Alarms
command. Alarm messages are cleared for the specified slot only. These counters should be cleared
before beginning any monitoring session. This command prompts the user with a“ OK to Clear?’
message before actually clearing the counters. Use dspslotalms to observe the slot alarms. Refer to
the dspslotalms command for a description of the counters cleared by the clrslotalms command.

Full Name
Clear slot alarms

Syntax
clrslotalms parameters

Related Commands

dspslotalms

Attributes

Privilege 1-5
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

clrdotalms 3
Description

Clear alarm on slot 3.

Table 14-17 clrslotalms—Parameters
Parameter Description
slot number Specifies shelf slot in the BPX node.

Troubleshooting Commands 14-39



clrsloterrs

clrsloterrs

Clearsthe countersfor the error countsdisplayed for the Display Slot Errors command. Counters are
cleared for the specified sl ot only. These counters should be cleared before beginning any monitoring
session. Thiscommand promptsthe user with a“ OK to Clear?’ message before actually clearing the
counters. Use dspsloterrsto observe the slot errors. Refer to the dspsloterrs command for a
description of the counters cleared by the clrsloterrs command.

Full Name
Clear dot errors

Syntax
clrsloterrs <slot number | *>

Related Commands

dspsloterrs

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

clrdoterrs 3

Description
Clear the slot errorsin slot 3.

Table 14-18 clrsloterrs—Parameters
Parameter Description
slot number Specifies the shelf slot in the node.
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clrtrkalm

Clears statistical alarms associated with either aphysical or virtual trunk. Sincethe statistical alarms
associated with atrunk have associated integration times, they can keep amajor or minor alarm
active for some time after the cause has been rectified. The clrtrkalm allows these alarmsto be
cleared, allowing any new alarmsto be quickly identified.

The clrtrkalm command can only clear alarms caused by the collection of statistical data. Alarms
caused by a network failure cannot be cleared. For example, an alarm caused by a collection of
bipolar errors can be cleared, but an alarm caused by a card failure cannot.

Full Name
Clear trunk alarm

Syntax
clrtrkalm <trunk number> <failure type>

Related Commands
dsptrks, dsptrkerrs

Attributes

Privilege 1-5

Jobs No

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

clrtrkalm

Description

Statistical trunk alarms are cleared.
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System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 15:15 MST
PLN Type Current Line Alarm Status G her End

7 E1l/ 32 Clear - Line K al pha. 10

9 T1/ 24 Clear - Line K gamra. 10

13 T1/ 24 Clear - Line K al pha. 14

15 T1/ 24 Clear - Line K gamma. 15

20 T3/3 Clear - ATM M ssing -

Last Command: clrtrkalm

Next Command:

Example 2
clrtrkalm 7 4

Description

Clear the minor alarm type 4 caused by dropped voice packets on trunk 7. Respond to the
“Continue?’ prompt with “y” (for yes) to clear and display the remaining alarms.

System Response

bet a TRM  YourID: 1 I PX 32 8.5 Aug. 15 1997 15:15 MST
PLN Type Current Line Alarm Status G her End

7 E1l/ 32 Clear - Line K al pha. 10

9 T1/ 24 Clear - Line K gamra. 10

13 T1/ 24 Clear - Line K al pha. 14

15 T1/ 24 Clear - Line K gamma. 15

20 T3/3 Clear - ATM M ssing -

Last Command: clrtrkalm?7 4

Next Command:
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Table 14-19 clrtrkalm—Parameters

Parameter Description

trunk number Specifies the trunk. Note that, for virtual trunks, no virtual trunk parameter is
required—just slot.port. The format is either slot (for a single-trunk card) or
dlot.port.

failure type Specifies the type of alarm to clear.
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clrtrkerrs

Clearsthe statistical error countersat the node for the specified physical or virtual trunk. You should
do this before you begin any monitoring session and periodically thereafter to determine exactly
when atrunk problem begins. Use dsptrkerrsto observe errors without clearing counters.

Full Name
Clear trunk errors

Syntax
clrtrkerrs <trunk_number | *>

Related Commands
dsptrkerrs, prttrkerrs

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

clrtkerrs *

Description

Clear dl trunk errors.
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System Response

pubsbpx1 TN  Super User BPX 15 8.5 Sep. 12 1997 19: 37 PST

Total Errors

Code Rx Cell Qut of Loss of Frane HCS Tx Cell Cell Cel |

TRK Errors Dropped Frames Signal BitErrs Errors Dropped Errors Oofs
1.1 0 0 0 0 - 0 0 - -
1.2 0 0 0 0 - 0 0 - -

This Command: clrtrkerrs *

Clears errors on all trunks. Continue (y/n)?

Table 14-20 clrtrkerrs—Parameters
Parameter Description
trunk number Specifies the trunk counter to clear.

Troubleshooting Commands 14-45



clrtrkstats

clrtrkstats

Clears the node counters used for the Display Trunk Statistics. Counters are cleared for a physical
or virtual trunk. These counters should be cleared before beginning any monitoring session. Thisis
similar to theclrtrker rscommand for errors. Thiscommand promptsthe user witha“ OK to Clear?’
message before actually clearing the counters. Use dsptrkstats to observe the trunk statistics. See
the dsptrkstats command for a description of the counters cleared by the clrtrkstats command.

Full Name
Clear trunk statistics

Syntax
clrtrkstats <trunk number>

Related Commands

dsptrkstats

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node BPX
Lock Yes

Example 1

clrtrkstats

Description

Clear the statistics on trunk 3.

Table 14-21 clrtrkstats—Parameters

Parameter Description

trunk number Specifies the trunk. Note that, for virtual trunks, no virtual trunk parameter is
required—just sot.port. The format is either slot (for asingle-trunk card) or
slot.port.
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cnfbus

Selects the active System Bus. It should only be necessary to use this command when aproblem is
suspected with the currently active System Bus. As a safeguard against bus failure, each IPX node
is equipped with redundant System Buses, Bus A and Bus B. Either bus can be configured as the
active bus and the remaining bus is reserved as standby. Use the dspbuses command to display the
current bus configuration when configuring the buses with the cnfbus command.

Full Name
Configure active bus

Syntax
cnfbus <a/b/t>

Related Commands
dspbuses

Attributes

Privilege 1-3

Jobs Yes

Log Yes
Node IPX, IGX

Lock

Example 1
cnfbus t

Description
Configure the system busto toggle.
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System Response

pubsi gx1 TN Super User 1 GX 32 8.5 Sep. 12 1997 19:42 GMJr
Bus Info
Bus Bandwi dt h usage in Fast packets/second (‘Snapshot)
Al l ocated = 20000 ( 2%

Avai |l abl e = 1148000 (98%

Bus A: Standby - K
Bus B: Active - K

Last Command: cnfbus t

Next Conmand:
Table 14-22 cnfbus—Parameters
Parameter Description
a Select Bus A asthe active bus.
b Select Bus B as the active bus.
t Toggles between buses. It changes the standby bus to the active bus and the active

bus to the standby bus
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cnflnalm

Sets the trunk and line alarm values for failures that are statistical in nature. Statistical alarms are
declared by the switch software when a cards supporting these trunks or lines report too many errors.
The switch declares an alarm if the detected error rate equals the cnflnalm parameter error ratefor
the period of time designated by the alarmtime parameter. Error rates that exceed the specified error
rate cause an alarm in a proportionately shorter period of time. An alarm is cleared when the error

rate remains below the rate specified by error rate for aperiod of time designated by the clear time.

You can configure the thresholds for alarms caused by the collection of statistics but not for the
alarms caused by a network failure. For example, you can configure the threshold for an aarm

caused by acollection of bipolar errors, but you cannot configure an alarm caused by a card failure.

Six parameters exist for each failure type—three for minor alarmsand three for major alarms. When
configuring any item for aminor or major alarm, you must enter avalue. You can enter anew value
or enter the current value.

Table 14-23 describes the parameters for cnflnalm. For each failure type listed in Table 14-23, the
alarm classes, the possible error rate options, and default alarm times and clear times are listed in
Table 14-24. Table 14-25 describesthe error rate options listed in Table 14-24.

Full Name
Configure line alarms

Syntax
cnflnalm <fail_type> <alarm_class> <rate> <alarm_time> <clear_time>

Related Commands
clrclnalm, clrtrkalm, dspclnerrs, dsplnalmenf, dsptrkerrs

Attributes

Privilege 1-3
Jobs No

Log Yes
Node IPX, IGX
Lock Yes
Example 1

cnflnam 27 1 4 4 3
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Description

Set Alarm Type 27, the Minor alarm time threshold, to 4 minutes. In this example, the cnflnalm
command is followed by the alarm type (27), the alarm minor or major (1 for minor, 2 for major),
the current rate (which is the default of 0.001%, (which isa 4), the new value for Alarm Time of 4
minutes (which isa“4” entry), and the existing Alarm Clear time of “3.”

System Response

pubsi gx1 TN Super User 1 GX 32 8.5 Aug. 20 1997 17:19 GMI

Li ne Al arm Confi guration

M nor Maj or

Vi ol ati on Rat e Alarm Tinme d ear Rat e Alarm Time d ear

25) Rxbdapd .001% 5 mn 3 mn .1% 60 sec 10 sec
26) Rxbdbpd .001% 5 mn 3 mn .1% 60 sec 10 sec
27) Rxhppd .001% 4 min 3 mn .1% 60 sec 10 sec
28) Atnmhec .1% 10 min 3 mn 1% 120 sec 10 sec
29) FSyncErr .01% 10 min 3 mn .1% 200 sec 10 sec
30) Rxspdm .01% 4 mn 2 mn .001% 30 sec 5 sec

Last Command: cnflnalm27 1 4 4 3

Next Command:
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Table 14-23 cnflnalm—Parameters
Parameter Description
Failure type Specifies the failure type. The list that follows gives the number for each failure

type. (Itemswith an asterisk pertain to ATM only.)
Bpv—ABipolar violations

Fs—Framesdlip

oof—Out of frame

Vpd -Voice packets dropped (TX)

Tspd—Time stamped packets dropped (TX)
Ntspd—Non-time stamped packets dropped
Pkterr—Packet error

Los—L oss of signal

© 00 N o o B~ W N P

Fer—Frame error

10 CRC—Cyclic Redundancy Check

11 Pkoof—~Packet out of frame

12 Oom—Out of multi-frame

13 Aisl6—Alarm information signa—E1/E3 Only

14 Bdapd—Bursty data A packets dropped

15 Bdbpd—Bursty data B packets dropped

16 Badclk—Bad clock

17 Pccpd—PCC packets dropped

18* Lcv—Line code violations

19 * Pcvl—P-bit parity code violations

20 * Pcvp—C-bit parity code violations

21 * Bcv—PL CP BIP-8 code violations

22 * Rxvpd—Receive voice packets dropped

23 * Rxtspd—Receive time stamped packets dropped
24 * Rxntspd—Receive non-time stamped packets dropped
25 * Rxbdapd—Receive bursty data A packets dropped
26 * Rxbdbpd—Receive bursty data B packets dropped
27 * Rxhppd—Receive high priority packets dropped
28 * Atmhec—Cell header HEC errors

29 * Plcpoof—PLCP out of frame

30 * 30—Rxspdm: Receive spacer packets dropped

alarm class Specifies the class of alarm to be configured for the specified alarm type. Valid
alarm classes are:

* Minor darm
* Magjor darm

rates Specifies the error rate at which the error must occur before an alarmis declared.
The choices for error rates vary depending on the failure type and the alarm class.
The choices are called out as Error Rate Options. The default error rates are
indicated. With the exception of aVpd (voice packets dropped) failure, you enter
the number corresponding to the error rate. For Vpd (voice packets dropped)
failures, you enter a percentage for the dropped packet rate in the range 1%—10%.
See Table 14-24 for failure type and Table 14-25 for error rate options.
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Parameter Description
alarm time Specifies the time that a condition must exceed a threshold before an darmis
declared. For minor aarms, the alarm time has a range of 3—10 minutes. For major
alarms, the alarm time has a range of 10-250 seconds.
clear time Specifies the time that the condition must exceed the selected threshold before the
alarm iscleared. For minor alarms, the clear time has arange of 3-10 minutes. For
major alarms, the clear time has a range of 10-250 seconds.
Table 14-24 Failure Type Parameters
Failure Type Alarm Class Error Rate Options * Alarm Time Clear Time
Option B
1-Bpv 1-minor Default=4 10 Minutes 3 Minutes
2- major Default =2 10 Seconds 10 Seconds
Option A
2-Fs 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =2 10 Seconds 10 Seconds
3-Oof 1-minor 1: 1% 10 Minutes 3 Minutes
2:0.1%
3: 0.01%
4: 0.001%
5: 0.0001% (Def.)
2-major 1: 1% 10 Seconds 10 Seconds
2:0.1%
3: 0.01% (Def.)
4: 0.001%
4-Vpd 1-minor Any dropped packet 5 Minutes 3 Minutes
2-major rate from 1% to 10% 60 Seconds 10 Seconds
Option A
5- Tspd 1-minor Default = 3 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
6—Ntspd 1-minor Default =3 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
7- Pkterr 1-minor Any error count 10 Minutes 3 Minutes
2-major from 1-10,000 125 Seconds 10 Seconds
Option A
8-Los 1-minor Default =5 10 Minutes 3 Minutes
2-major Default = 3 10 Seconds 10 Seconds
Option A
9- Fer 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =2 200 Seconds 10 Seconds
Option A
10- CRC 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =2 200 Seconds 10 Seconds
Option A
11—Pkoof 1-minor Default =3 10 Minutes 3 Minutes
2-major Default =2 200 Seconds 10 Seconds




cnflnalm

Failure Type Alarm Class Error Rate Options * Alarm Time Clear Time
Option A
12- Oom 1-minor Default=4 10 Minutes 3 Minutes
2—-major Default =2 10 Seconds 10 Seconds
Option A
13- Aisl6 1-minor Default =5 10 Minutes 3 Minutes
2—-major Default =3 10 Seconds 10 Seconds
Option A
14-Bdapd 1-minor Default=4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
15- Bdbpd 1-minor Default =4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
16-Badclk 1-minor Default =2 10 Minutes 3 Minutes
2-major Default =1 50 Seconds 10 Seconds
Option A
17—Pccpd 1-minor Default =4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option B
181 cv 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =1 10 Seconds 10 Seconds
Option B
19-Pcvl 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =1 10 Seconds 10 Seconds
Option B
20—Pcvp 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =1 10 Seconds 10 Seconds
Option B
21-Bcv 1-minor Default = 3 10 Minutes 3 Minutes
2-major Default =1 10 Seconds 10 Seconds
1-10%
22-Rxvpd 1-minor Default =1% 5 Minutes 3 Minutes
1-10%
2-major Default = 4% 60 Seconds 10 Seconds
Option A
23-Rxtspd 1-minor Default = 3 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
24-Rxbdapd 1-minor Default =3 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
25Rxbdbpd  1-minor Default =4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
26—Rxntspd 1-minor Default =4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
Option A
27-Rxhppd 1-minor Default =4 5 Minutes 3 Minutes
2-major Default =2 60 Seconds 10 Seconds
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Failure Type Alarm Class Error Rate Options * Alarm Time Clear Time
Option A
28-Atmhec 1-minor Default =4 10 Minute 3 Minutes
2—-major Default =2 120 Seconds 10 Seconds
Option A
29-Plcpoof 1-minor Default=4 10 Minutes 3 Minutes
2-major Default =2 200 Seconds 10 Seconds
Option A
30-Rxspdm 1-minor Default=4 4 Minutes 2 Minutes
2-magjor Default =2 10 Seconds 5 Seconds
Table 14-25 Parameters for Error Rate Options
Error Rate Options
Option Alarm Class Error Rate
A 1 - minor 1-1% 2-1% 3-.01% 4-001% 5-.0001%
2 - major 1-1% 2-1% 3-.01%
B 1- minor 1-10E-4 2-10E-5 3-10E-6 4-10E-7 5-10E-8
2 - major 1-10E-2 2-10E-3 3-10E-4 4-10E-5 5-10E-6
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cnfslotalm

Configures the alarm parameters for the various card types. Upon command entry, the system
displays a screen with a choice of 8 card-alarm types. It then displays “Enter Type’ and waits for a
number in the range 1-12. Upon entry of the alarm type, the system displays the error rates of the
selected type.

Full Name
Configure slot alarm parameters

Syntax
cnfslotalm <fail _type> <alarm_class> <rate> <alarm_time> <clear_time>

Related Commands

dspslotalms

Attributes

Privilege 1
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

cnfslotalm 10

Description
Configure the alarm parameters.
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System Response

pubsbpx1

TN Super User

Sl ot Al arm Types

1)
2)
3)
4)
5)
6)
7
8)
9)

St andby PRBS Errors
Rx Invalid Port Errs
Pol I A Parity Errors
Pol I B Parity Errors
Bad Grant Errors
Tx Bip 16 Errors
Rx Bip 16 Errors
Bf rane parity Errors
Sl U phase Errors

10) Rx FIFO Sync Errors

Thi s Conmand:

cnfslotalm

Enter Type:

BPX 15

The screen display after selecting alarm type 10:

BPX 15

8.5

11) Pol |

8.5

Sep.

12 1997 19:43 PST

Ck Errors
12) CK 192 Errors

Sl ot Alarm Configuration

pubsbpx1 TN Super User
M nor

Viol ation Rat e
1) SPRBS .1% 10 nin
2) InvP .1% 10 nin
3) Poll A .1% 10 nin
4) Pol | B .1% 10 nin
5) BGE .1% 10 nin
6) TBip .1% 10 nin
7) RBip .1% 10 nin
8) Bfrm .1% 10 min
9) SIU .1% 10 nin
10) RFifo .1% 10 nin

Last Command: cnfslotal m 10

Next Command
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AlarmTinme dear

Rat e

1%
1%
1%
1%
1%
1%
1%
1%
1%
1%

Sep. 12 1997 19:47 PST

Maj or

AlarmTinme dear

100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
100 sec 100 sec
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cnftrkalm

Configurestrunk alarm reporting. When trunks are upped and added to the network, alarm reporting
automatically is enabled. The cnftrkalm command lets you disable alarms on a trunk. Disabling
alarms may be useful, for example, for trunks that are connected to the node but not yet in service or
if the node is experiencing occasional bursts of errors but is still operational. (When the alarms are
enabled, they cause an alarm output from the DTI Group Alarm Connector (if present) and an alarm
indication on the StrataView Plus terminal.)

Full Name
Configure trunk alarms

Syntax
cnftrkalm <trunk number> <e | d>

Related Commands
dspalms, dsptrks

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

cnftrkam 14 d

Description

Disabletrunk alarms on trunk 14, which has amajor alarm. After using this command to disable the
alarms, theonly indication that the alarms have been disabled isto observethe dspalms screen while
atrunk alarm exists. The dspalms screen displays the word “disabled” after “PLN Alarms.”
Therefore, when you disable trunk alarms, be sure to note this action so you remember to enable
alarms after the cause of the trunk failure has been corrected.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13:04 PST
From Type Current Line Alarm Status G her End
14 T1/ 24 Maj or - Tx NTS Packets Dropped beta. 13

Last Command: cnftrkalm 14 d

Next Command:

Example 2
cnftrkalm 14 e

Description
Enable the alarms after they have been disabled.

Table 14-26 cnftrkalm—Parameters
Parameter Description
e|d Enable or disable trunk alarms.
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dellp

Deletes an external, local, remote, or local-remote (tiered nets) loopback form the designated
channdl, set of channels, or port. After the loopback is deleted, any conditioning applied during the
loopback process is removed and service is restored. Local loopbacks are added with the addloclp
command, and remote |oopbacks are added with the addr mtlp command. External loopbacks are
added with the addextlp command. A loca loop can be deleted only from the node that added it.
However, aremote loop can be deleted from the node at either end of the connection. Local-remote
loopbacks are added with the addlocrmtlp command. Note that with local-remote loopbacks,
execution of dellp is mandatory after testing is complete, otherwise continuity errorswill follow.

Full Name
Delete loopback from connections or a port

Syntax
dellp <channel(s)>

Related Commands
addextlp, addloclp, addlocrmtlp, addrmtlp

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

dellp5.1.121

Description

Delete the loopback on channel 5.1.121. The connections screen appears with connection 5.1.121
highlighted. (The highlighting is not visible in the screen example, but the loop symbols indicates

Wy, n

loopback.) The display prompts you to confirm deletion of the loopback. To confirm, enter “y.
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System Response

pubsi px1

Local
Channel
5.1.121
5.1.122
5.2.111
5.2.112
8.33.133
8.34.134
8. 45. 155
8. 45. 156

TN Super User

Renot e Renot e
NodeNane Channel

) pubsi px1 8.
pubsi px1 8.
pubsi px1
pubsi px1
pubsi px1 (
pubsi px1
pubsi px1

8
8
5.
5
5
pubsi px1 5

This Command: dellp 5.1.121

Del ete these | oopbacks (y/n)?

Table 14-27

dellp—Parameters

33.133
34.134

.45. 155
.45.156

1.121

.1.122
.2.111
.2.112

I PX 16

8.5.00

)
o
=
o

RQRARIRQRQIARR

Type
atfr
atfr
atfr
atfr
atfr
atfr
atfr
atfr

May 29 1997 19:16 PDT

Conpr ess

Code COS

Parameter

Description

channels

Specifies the channd or set of channelswhose loopback isto be deleted. The
format for channel depends on the type of connection, as follows:

Voice connection: dot.channel
Data connection: slot.port
Framerelay connection: sot.port.DLCI
ATM connections: dot.port.vpi.vci
Access device: slot.port.connection_ID
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dncd

Downs (or deactivates) a card. When you down acard, it is no longer available as a node resource.
You should down acard before you remove it from a card cage. Before it actually downs an active
card, the node determinesif a standby card is available. If no standby card is present, the node gives
you an opportunity to abort the command. If a standby card of the same type is available and you
execute dncd, the standby card is activated. If no standby card is available and you execute the
command, amajor alarm results. To activate a downed card, use the upcd command.

Note If you remove a card from a card cage without first executing dncd, no warning appears.

You cannot down a control card (NPC, NPM, or BCC). Use switchcc for control cards.

Full Name
Down card

Syntax
dncd <slot number>

Related Commands
dspcds, resetcd, upcd

Attributes

Privilege 1-3

Jobs Yes

Log Yes

Node IPX, IGX, BPX
Lock Yes

Example 1

dncd 9

Description

Down card 9.

Table 14-28 dncd-Parameters

Parameter Description

slot number Specifies the slot number of the card to be downed.
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dspalms

Displays major and minor alarmsthroughout the network and more specific alarmsat the local node.
The dspalms command displays the following information:

® The number of failed connections on the node.

® The number of sources failed.

® The number of major and minor circuit line alarms on the node.
® The number of major and minor trunk alarms on the node.

® The number of failed cards on the node.

® The number of missing cards on the node.

® The number of alarms on other nodesin the network.

® When the StrataView Plusterminal is at ajunction (physically, or vt), the number of junction
node alarmsis displayed.

® The number of unreachable nodesin the network.

® The power supply and power monitor failures on the node.

® Busfailures (either “Failed” or “Needs Diagnostics”).

® FR Port Communication Failed (OAM Packet Threshold exceeded).
® FR NNI A-bit Alarms (connections with A bits=0).

® Any aarmonthe ASM card if the nodeis a BPX.

Trunk alarms are differentiated between those trunks that are disabled and trunks that are not
disabled. For more details on each type of alarm, use the “display” command associated with each
failed item. Table 14-29 shows the display commands that shows error information.

Table 14-29 Commands That Display Error Information
Command Description

dspcds Displays cards in the node, with "F" for failures.
dspclns Displays circuit lines.

dspcons Displays connections.

dsplog Displays events affecting the node.

dspnds Displays unreachable nodes within a network.

dspnw Displays the network topology and includes alarm status of each node in the network.
dsptrks Displays trunks.

dsppwr Displays power supply status and internal temperature.
Full Name

Display current node alarms

Syntax
dspalms
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Related Commands
dspcds, dspclns, dspcons, dsplog, dspnw, dsptrks, dsppwr

Attributes
Privilege

Jobs
Log
Node

Lock

Example 1
dspalms

Description
See asummary of all alarms affecting the node.

1-6
No
No
IPX, IGX, BPX

No

System Response

swi81

TN Super User

BPX 15 8.5 Cct. 2 1997 12:26 GVl

Al arm summary (Configured alarmslots: None)

Connections Fail ed: None
Groups Fail ed: None
TRK Al ar ns: None

Li ne Al arns: None
Cards Fail ed: None

Sl ots Al ar ned: None

M ssing Cards: 1

Renpt e Node Al ar ns: 2 Mnors
Interface Shelf Alarns: None
ASM Al ar ns: None

Last Conmand: dspal ns

Next Command:

Example 2
dspalms
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Description
The current alarms on aBPX.

System Response

sSws3 TN Super User BPX 15 8.5 July 21 1997 15:18 GMVI
Al arm summary (Configured alarmslots: None)

Connections Fail ed: 100

Groups Fail ed: None

TRK Al ar ns: None

Li ne Al arns: None

Cards Fail ed: None

Sl ots Al ar ned: None

M ssi ng Cards: None

Renpt e Node Al ar ns: 1 Unreachable, 5 Majors, 5 Mnors
Interface Shelf Al arns: 2 Unreachables, 2 Mnors

ASM Al ar ns: None

Last Conmand: dspal ns

Next Command:

SW MAJOR ALARM
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dspbob

Shows the current state of all inputsfrom user equipment to the node the state of all outputs from the
node to the user equipment. The display isreal-time and updated at a user-specified interval. The
display refreshes at the designated interval until the Delete key is pressed or until it times out. See
the cnfict description for information on configuring data interfaces. When used with Frame Relay
T1/E1 applications, dspbob displays the message “This FRP does not support V.35 ports.”

Displaying Signal Status for Port Concentrator Ports

If an FRM-2 or FRP-2 card connects to a Port Concentrator Shelf (PCS), up to 44 ports can be
specified with the port parameter. Inthis case, dspbob displaysthe signal statusfor ports onthe PCS.
The PCS relays any changes in signal statesto the FRM-2 or FRP-2, so a slight delay occurs when
signals are updated.

When used for PCS ports, dspbob has an optional parameter of measuring port clock speed.
Selection of this parameter temporarily interruptsall traffic on thelogical port. The eventsthat take
place upon input of this parameter are:

1 Theportisdisabled.
2 Twoinvalid frames are timed as they go out the port.

3 The port isreactivated.

Full Name
Display breakout box

Syntax
dspbob <port> [interval] [(measure clock speed) y | n ]

Related Commands
cnfict, dspcon, dspict

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock Yes
Example 1

dspbob 5.1
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Description
See the breakout box display for channel 5.1.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11:29 PST
Port: 5.1
Interface: V35 DCE
Cl ocki ng: Nor mal (255999 Baud)
I nputs from User Equi pnent Qutputs to User Equi pnment
Lead Pin State Lead Pin State Lead Pin State Lead Pin State
RTS C O f CTs D On
DIR H O f DSR E On
XD P/S ldle DCD F O f
TT U W Unused Ri J O f
™ K O f
RxD R T Idle

RxC V/ X Active
TxC Y/ a Active

Thi s Command: dspbob 5.1

Hit DEL key to quit:

Example 2
dspbob 9.1

Description
See the breakout box display for frame relay connections.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11:29 PST
Port: 9.1
Interface: FRI - V35 DTE
Cl ocki ng: Nor mal
I nputs from User Equi pnent Qutputs to User Equi pnment
Lead Pin State Lead Pin State Lead Pin State Lead Pin State
CTs D O f RTS C On
DSR E O f DTR H On
DCD F O f LT L O f
(TM n o f (RLB) N o f

Thi s Command: dspbob 9.1

Hit DEL key to quit:

Table 14-30 dspbob—Parameters

Parameter Description

slot Specifies the slot number of the card containing the port whose input and output
pins are to be displayed.

port Specifies the data port or frame relay port whose input and output pins are to be
displayed.

Table 14-31 dspbob—Optional Parameters

Parameter Description

interval Specifies the time in seconds, between updates of the breakout box display. The
range isfrom 1 to 60 seconds. If no interval is specified, the display is updated at
five second intervals. Do not use an interva of "1" second in abusy network.

measure clock speed For Port Concentrator Shelf (PCS) only, directs the system to measure the clock
speed.

If aPort Concentrator port is selected, the last measured clock speed is displayed
on the Clocking line. When Measure Clock Speed is entered as an optional
parameter, the clock is measured first, and the results are displayed. Clock speed
measurement for PCS portsis described in the Cisco WAN Switching System
Overview information for the PCS.
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dspbuses

Displaysthe status of the System Buses on an IPX or IGX node. As a safeguard against bus failure,
each nodeis equipped with redundant System Buses. Bus A and Bus B. Either bus can be configured
astheactive buswith the other bus as standby. The cnfbus command is used to switch the active bus.
Each System Bus contains the following buses: Control Bus, Time Division Multiplex (TDM) bus,
clock bus and power bus. In addition to showing which System Bus is active and which is standby,
the dspbuses command also shows which sub-bus needs diagnostics or has failed. Bus statusis
displayed at the bottom of the screen. Table 14-32 shows the possible status displays and their
meaning.

Table 14-32 Possible Bus Status Displays

Status Description

OK Bus operation satisfactory

Failed TDM A failed TDM Bus

Failed CNTL A failed Control Bus

Needs Diagnostics TDM The TDM bus needs diagnostics
Needs Diagnostics CNTL The Control Bus needs diagnostics

Theremaining MUXBUS or CELLBUS bandwidth available to assign to cards and circuitsis
displayed. Thisis primarily used when configuring the AIT card on the IPX node or BTM card on
the IGX node. The user can assign MUXBUS or CELLBUS bandwidth for the IPX or IGX node,
respectively. Available bandwidth fallsinto two categories, namely, dedicated and pooled. Dedicated
bandwidth is reserved by the system for specific purposes, such as Statistical Reserve for PCC
traffic. Pooled bandwidth can be assigned to any use but primarily is used for an ATM trunk.

MUXBUS or CELLBUS bandwidth is assigned in quantities of “switches,” “dlices,” and “circuits”
and the avail able bandwidth is displayed in three rows accordingly. A single DSO circuit occupies
333 packets/second of MUXBUS or CELLBUS bandwidth, a“dlice’ of bandwidth is equivalent to
three DSO circuits for atotal of 1000 packets/second. And a switch is 8 slices for atotal of 8000
packets/second of bus bandwidth. In a newly installed node with no cards and no circuits installed,
the total bus bandwidth that is available to be assigned is listed in the right column of the following
table, which isthe sum of the dedicated and pooled bandwidth. As cards and circuits are added to
the node, the available bandwidth decreases accordingly.

Table 14-33 Bandwidth Units and Capacity

Unit of BW Quantity MUXBUS/CELLBUS Capacity
switch 8 dices or 8000 packets/sec. 20

slice 3 DS0's or 1000 packets/sec. 160

DSO 333 packets/sec. 480

Full Name

Display status of buses
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Syntax
dspbuses

Related Commands

cnfbus

Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspbuses

Description

Display status and bandwidth avail able. The status of Bus A and Bus B isdisplayed. In thisexample,
both busesare OK and B isthe active Control bus (normal operationisfor bus A to bethe active bus).

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 16 1997 13: 34 PST
Bus Info
Avai |l abl e MUXBUS bandwi dt h (snapshot)

Dedi cated Pooled Units

0 13 8000 pkts/sec
5 104 1000 pkts/sec
22 312 dsO circuits
Bus St at us

Bus A: Standby - K
Bus B: Active - K

Last Conmand: dspbuses

Next Conmmand
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dspclnerrs

Displaysthe accumulated error count sincethe last time errorswerereset. Table 14-34 liststhetypes

of circuit line errors. The clrclnerrs command clears the error counters for circuit lines.

Note The dsplnerrsand dspclnerrs commands are the same.

Table 14-34

Errors Displayed by the dsplnerrs Command

Type

Explanation

Bipolar errors

Number of timesthat two consecutive pulses had the same polarity (appliesto
AMI coding only).

Frame slips Number of times a frame was discarded to re-establish synchronization.
Out of frames Number of times aloss of-frame synchronism was detected on this circuit line.
Loss of signal Number of times the signal level at the circuit line input went below the minimum

acceptable level.

Frame bit errors

Number of timesthe frame bit failed to alternate (frame error).

CRC errors

Number of timesthe generated CRC character did not match the received CRC
character (applies only if CRC checking is enabled).

Out of MFrames

Number of times a multiframe synch error was detected (E1 lines only).

AlS- 16

Number of timesthe Alarm Information Signal (Blue signal) was received.

Full Name

Display circuit line errors

Syntax

dspclnerrs[dlot | slot.lin€]

Related Commands

clrclnerrs, prtclnerrs
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Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspclnerrs

Description

Display a summary of all circuit line errors.

System Response

swl51 TN Super User 1 GX 16 8.5 June 20 1997 12:45 GMI

Total Errors

Code Frane Qut of Loss of Frane CRC Qut of
CLN Errors Slips Frames Signal BitErrs Errors Mranmes Al S-16
9 0 - 0 0 - 0 - -
5.1 0 - 0 0 - 0 - -
12 0 0 0 0 - 0 - -
5.2 0 - 0 0 - 0 - -

Last Conmand: dspclnerrs

Next Command:

Example 2
dspclnerrs 5.1

Description
Display the circuit line errors for line 5.1 on the UFM card in slot 5.
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System Response

swi51 TN Super User I GX 16 8.5 June 20 1997 12:38 GMr
Circuit Line 5.1 Status:Mjor - Qut of Frm (RED) Clrd: 06/20/96 12:08: 38
Type Count ETS St at us Type Count ETS St at us

Bi pol ar Err 0 0 Loss of Sig (RED) 0 -

Frane Slips - - Al'S (BLU) 0 -

Qut of Frns 0 0 Qut of Frms (RED) 2 -

Loss of Sig 0 0 Frm Err Rat e( RED) - -

Frane BitErrs - - Al S-16 ( RED) - -

CRC Err 0 0 Rnt  Oof ( YEL) 0 -

Al S-16 - - Qut of Mns (RED) -

Qut of Mns - - Rt Com ( YEL) - -

Local CGA (RED) - -
Renote CGA (YEL) - -

Last Command: dspclnerrs 5.1

Next Command:
SwW MAJOR ALAR
Table 14-35 dspclnerrs—Optional Parameters
Parameter Description
slot or For most circuit lines, the dlot number is the line number. To use this optiona
dotline parameter on a UFM, enter one of the line numbers. With no optional parameter

specification, a summary screen for all line errors appears.
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dspeventq

Display information about any configured event queues from the fail event handler.

Full Name
Display event queue

Syntax
dspeventq

Related Commands

clreventq

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dspeventq

Description

Display the contents of the fail event handler on the current node.
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System Response

swstorm TN Super User BPX 15 8.5
QUEUE LENGTH THROTTLI NG
NUM NAMES MAX  HI GH CURRENT PO NT
1 Fail_Xd 4 1 14000
2 Fail_ Q 4 0
Last Command: dspeventq

Next Command:
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dspfrcbob

Displaysthe current state of the signals on the FRM-2 or FRP-2 physical port. The display is
real-time and updated according to the interval parameter. The display refreshes at a user-specified
interval until either the Delete key is pressed or until atimeout occurs.

This command does not show inputs from the user equipment. It shows inputs from the Port
Concentrator module to the FRI-2.

For the Inputs from the User Equipment, the display shows the signals as either On, Off, Active, or
I nactive For the Outputsto User Equipment, the display showsthe signals as either On, Off, Active,
or Inactive. X.21 State Names and Leads for DTC and DCE interfaces are also displayed as ON or
OFF.

Full Name
Display FRC/FRM breakout box

Syntax
dspfrcbob <slot.pot> <interval>

Related Commands
dspbob, dspfrcport

Attributes

Privilege 1-3
Jobs No

Log No
Node IPX, IGX
Lock Yes
Example 1

dspfrcbob 5.2

Description

Display the signals states for port 2 in slot 5.
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System Response

bootzilla LAN  SuperUser I PX 32 8.5 Aug. 4 1997 15:09 GMr
Physical Port: 5.2

I nterface: FTI - X21 DCE
C ocki ng: Nor nal (512224 bps)

I nputs from User Equi pnent Qutputs to User Equi pnment

Lead Pin State Lead Pin State Lead Pin State Lead Pin State
C 3/10 On | 5/12 On

T 2/9 Active R 4/ 11 Active

X. 21 State Nane DTE Lead T C DCE Lead R |

1 Ready 1 OFF 1 OFF
13 S Send Data D ON 1 OFF
13 R Receive Data 1 OFF D ON
13 Data Transfer D ON D ON
This Command: dspfrcbob 6.2 1
Hit DEL key to quit:
Table 14-36 dspfrcbob—Parameters
Parameter Description
slot.pot Specifies the slot and port of an FRM-2/FRC-2 physical port. Port rangeis 1-4.
interval Specifies the screen update interval in seconds. The default is 5 seconds.
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dsplog

Displaystheevent log for anode. Events aff ecting the node are displayed in chronol ogical order with
the most recent events at the top of thelog. Events from the FastPAD are integrated into thelog. The
display includes a description of the event, the date and time of the event, and the alarm class of the
event. A “Continue?’ prompt is displayed if more than one screen is required to display all the log
entries. Events generating alarms are marked “Major” or “Minor”, and events clearing alarms are
marked “Clear.”

Full Name
Display event log

Syntax
dsplog

Related Commands

clrogs

Attributes

Privilege 1-6
Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dsplog

Description

Display the event log for the node.
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System Response

al pha

Most
Cl ass
I nfo
I nfo
Maj or
I nfo
I nfo
I nfo
I nfo
I nfo
Cl ear
Maj or
Cl ear

TRM  YourlD: 1 I PX 16 8.5

recent log entries (nost recent at top)

Descri ption

User YourlD | ogged in (Local)

St andby NPC 2 Updat e Conpl et ed

PLN 14 Tx NTS Packets Dropped

CDP 7 Inserted

NPC 2 Restarted due to a NPC Sw tchover
Clock switch to oscillator of ganmma via PLN 10
CDP 7 Renoved

NPC 2 Renpved - Activated NPC 1

PLN 14 Line K

PLN 14 Tx NTS Packets Dropped

PLN 14 Line K

Thi s Command: dspl og

Conti nue?

14-78 Cisco WAN Switching Command Reference

Aug.

16 1997 13:35 PST

Dat e

03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95
03/ 16/ 95

Ti me

13:
13:
13:
13:
13:
13:
13:
13:
13:
13:
13:

31:
31:
150
27:
27:
27:
27:
27:
27:
27:
26:

27

41
14

41
39
31
31
31
30
05
55



dsplnalmenf

dsplnalmcnf
Displays alarm configuration by alarm type. Each alarm type includes:
® The minor alarm threshold
® The minor alarm time
® The minor alarm clear time
® The maor alarm threshold
® Themaor aarmtime
® Themaor alarm clear time

The alarm threshold, alarm time, and alarm are set in the cnflnalm command. See the cnflnalm
command for descriptions of these parameters.

Full Name
Display line alarm configuration

Syntax
dsplnal menf

Related Commands
cnflnalm, dspclnerrs, dsptrkerrs

Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dsplnalmenf

Description

View the line alarm threshold configured for a node.

Troubleshooting Commands 14-79



dsplnalmcenf

System Responses

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 10:51 PST
Li ne Al arm Confi guration
M nor Maj or

Vi ol ati on Rat e Alarm Tinme d ear Rat e Alarm Time d ear
1) Bpv 10E-7 10 min 3 mn 10E-3 10 sec 10 sec
2) Fs .01% 10 min 3 mn .1% 10 sec 10 sec
3) Oof .0001% 10 min 3 mn .01% 10 sec 10 sec
4) Vpd 2% 5 mn 3 mn 5% 60 sec 10 sec
5) Tsdp .01% 5 min 3 mn .1% 60 sec 10 sec
6) Ntsdp .01% 5 min 3 mn .1% 60 sec 10 sec
7) Pkterr .01% 10 min 3 mn .1% 125 sec 10 sec
8) Los .0001% 10 min 3 mn .01% 10 sec 10 sec

Thi s Command: dspl nal nenf

Conti nue?

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 10: 51 PST

Li ne Al arm Confi guration
M nor Maj or

Vi ol ation Rat e Alarm Tinme dear Rat e Alarm Time d ear
9) Fer .01% 10 min 3 mn .1% 200 sec 10 sec
10) CRC .01% 10 min 3 mn .1% 200 sec 10 sec
11) Pkoof .01% 10 min 3 mn .1% 200 sec 10 sec
12) OCom .001% 10 min 3 mn .1% 10 sec 10 sec
13) Aislé6 .0001% 10 min 3 mn .01% 10 sec 10 sec
14) Bdapd .001% 5 mn 3 mn .1% 60 sec 10 sec
15) Bdbpd .001% 5 mn 3 mn .1% 60 sec 10 sec
16) Badcl k .1% 10 min 3 mn 1% 50 sec 10 sec

Thi s Command:

Conti nue?
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al pha

Vio
17)
18)
19)
20)
21)
22)
23)
24)

lation
Pccpd
Lcv
Pcvl
Pcvp
Bcv
Rxvpd
Rxt spd
Rxnt spd

TRM  YourlD:1 I PX 16 8.5 Aug. 23 1997 10:52 PST

Rat e
.001%
10E-6
10E-6
10E-6
10E-6

1%
.01%
.01%

Li ne Al arm Confi guration

M nor Maj or

AlarmTinme dear Rat e AlarmTinme dear

5 nmn 3 nmn .1% 60 sec 10 sec
10 min 3 nn 10E- 2 10 sec 10 sec
10 min 3 nn 10E- 2 10 sec 10 sec
10 nmin 3 nn 10E- 2 10 sec 10 sec
10 nmin 3 nmn 10E- 2 10 sec 10 sec
5 nn 3 nn 4% 60 sec 10 sec
5 nmn 3 nmn .1% 60 sec 10 sec
5 nn 3 nmn .1% 60 sec 10 sec

Thi s Command: dspl nal ncnf

Cont i

nue?

Vio
25)
26)
27)
28)
29)
30)

Last

Next

lation
Rxbdapd
Rxbdbpd
Rxhppd
At mhec
Pl cpoof
Rxspdm

TRM  YourlD:1 IPX 16 8.5 Aug. 23 1997 10:52 PST

Rat e
. 001%
. 001%
. 001%
1%
.01%
.01%

Li ne Al arm Confi guration

M nor Maj or

AlarmTime dear Rat e Alarm Tine d ear

5 nn 3 nn .1% 60 sec 10 sec
5 nn 3 nmn .1% 60 sec 10 sec
4 mn 3 nn .1% 60 sec 10 sec
10 nmin 3 nmn 1% 120 sec 10 sec
10 nmin 3 nn .1% 200 sec 10 sec
4 mn 2 nmn .001% 10 sec 5 sec

Conmmand: dspl nal nenf

Command:
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dsplnerrs

Displaysthe accumulated error count since the last time errors were reset. Table 14-37 liststhe error
types displayed. The clrinerrs command clears the error counters for circuit lines by resetting al
error countsto 0.

Table 14-37 Line Error Types

Type

Explanation

Bipolar errors

Number of timestwo consecutive pul ses have the same polarity (occurs only
when the line uses AMI coding).

Frame slips Number of timesaframe is discarded to re-establish synchronization.
Out of frames Number of times aloss of-frame synchronism is detected on thisline.
Loss of signal Number of timesthe signal level at the circuit line input went bel ow the minimum

acceptable level.

Frame bit errors

Number of timesthe frame bit failed to alternate (frame error).

CRC errors

Number of timesthe generated CRC character did not match the received CRC
character (applies only if CRC checking is enabled).

Out of MFrames

Number of times a multiframe synch error was detected (E1 lines only).

AlS- 16

Number of timesthe Alarm Information Signal (Blue signal) was received.

Full Name

Display line errors

Syntax

dsplnerrs [line_number]

Related Commands
clrclnerrs, prtclnerrs

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
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Example 1
dsplnerrs

Description
Display the circuit line errors for al lines.

Table 14-38 dsplnerrs—Optional Parameters
Parameter Description
line number Specifies the circuit for the error count display. Otherwise, a summary screen for

all lines appears.
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dsppwr

The dsppwr command displays the current status of the power supplies and the temperaturein the
cabinet.

Full Name
Display power

Syntax
dsppwr

Related Commands

resetcd

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1GX, BPX
Lock No

Example 1

dsppwr

Description

Display the power status and temperature inside the current IPX node.
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System Response

pubsi px1 TN Super User I PX 16 8.5
Power Supply Status

Moni t or St at us Revi si on
Installed Active FP

Power Supply Type +5v +12v  -12v -48v Tenp

A Empty
B Enpty
C AC 400W 1 PX Gk Gk Gk Gk
D AC 400W I PX Gk Ck Gk Gk

Last Command: dsppw

Next Conmmand

Example 2
dsppwr

Description

Aug. 8 1997 04:24 PDT

Cabi net Tenperature

26 78
C 60 | | 140 F
e || a
n 50 |--] 122 h
t || r
i 40 | | 104 e
g [ n
r 30 | | 86 h
a || e
d 20 | | 68
e - t

Display the power status and temperature inside the current IGX node.

System Response

swi51 TN Super User 1 GX 16 8.5
Power Supply Status
Monitor Rev AK, Ser # 247582 - Status: Active

AC Supply St at us
875W (0.4
875W XK
Enmpty

Enmpty

Enmpty

Enmpty

TMOoOO >
NDNNRFP PP

Last Command: dsppw

Next Conmmand

Aug. 23 1997 11:50 GMr

Cabi net Tenperature

30 86
C 60 | | 140 F
e || a
n 50 |--] 122 h
t || r
i 40 | | 104 e
g [ n
r 30 | | 86 h
a || e
d 20 | | 68
e - t
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Example 3
dsppwr

Description
Display the power status and temperature inside the current BPX node.

System Response

bootzilla TN Super User BPX 15 8.5 May 17 1997 11: 06 GV
Power St at us Cabi net Tenperature

ASM St atus: Active 21 69
Power vol tage A/ B: 0/ 49 V C 60 | | 140 F
e | a
PSU Ins Type Rev SerNum Failure n 50 |--] 122 h
A N NA NA NA N A t | r
B Y 2?2?22 00 ...... None i 40 | | 104 e
g [ n
Fan Status r 30 | | 86 h
a | e
FAN 1 2 3 d 20 | | 68 i
0000 3300 3240 RPM e t

Last Command: dsppw

Next Command:
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dspslotalmcnf
Displaysthe dlot alarm configuration for the BPX node.

Full Name
Display slot alarm configuration.

Syntax
dspslotalmenf [slot]

Related Commands

dspslotalms

Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock No
Example 1

dspslotalmenf 7

Description
Display the slot alarm configuration for the BPX.
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System Response

Dl.jea

Vi ol ation

1)
2)
3)
4)
5)
6)
7
8)
9)

Last

Next

Table 14-39

SBus

I nvP
Pol | A
Pol | B
BGE
TBi p
RBi p
Bf rm
Sl U

Conmmand:

Command:

TRM  Super User BPX 15 8.5 Aug. 30 1997 12:04 GMr

Rat e
.01%
.01%
.01%
.01%
.01%
.01%
.01%
.01%
.01%

dspsl ot al ntnf

Sl ot Alarm Configuration

M nor Maj or

AlarmTinme dear Rat e AlarmTinme dear
10 min 3 nn .1% 10 sec 10 sec
10 min 3 nmn .1% 10 sec 10 sec
10 min 3 nn .1% 10 sec 10 sec
10 min 3 nmn .1% 10 sec 10 sec
10 nmin 3 nn .1% 10 sec 10 sec
10 min 3 nmn .1% 10 sec 10 sec
10 nmin 3 nn .1% 10 sec 10 sec
10 min 3 nmn .1% 10 sec 10 sec
10 nmin 3 nn .1% 10 sec 10 sec

~

dspslotstatcnf-Optional Parameters

Parameter

Description

slot number

Specifies the slot number of the card to be displayed.
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dspslotalms

Displays statistical alarms associated with the SIU on each BPX card. The dspslotalms command
displaysasingle line for each slot in alocal BPX node occupied by a card. Both the card type and
the current card alarm status appears. If acard is operating normally, the display shows*“ Clear - Slot
OK.” If fault conditions continue to cause the slot errors to exceed a preset threshold, the column
labeled Current Card Alarm Status reflects this fact. The clrslotalms command clears these alarm
messages if the alarm condition has disappeared. For alist of slot errors, see the dspsloterrs
description.

Full Name
Display dlot darms

Syntax
dspslotalms

Related Commands

dspsloterrs

Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock No
Example 1
dspslotalms 1
Description

Display the status of the card in slot 1.
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System Response

Dl.jea TRM  Super User BPX 15 8.5 Aug. 30 1997 12: 00 GVI
Slot Type Current Slot Alarm Status
7 BCC Clear - Slot K

11 BNI-T3 Clear - Slot K

Last Conmand: dspsl otal ms

Next Command:

Table 14-40 dspslotalms—Parameters
Parameter Description
slot number Specifies the slot number of the card to display.
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dspsloterrs

Displays statistical alarms associated with the SIU on each BPX card. The dspsloterrs command
takes a slot number as an optional parameter: if you enter dspsloter rs without a slot number, the
display showsasingle line for each slot with statistics that have accumulated for all slots.

Both the card type and current status are displayed. If a card is operating normally, the status is
“Clear - Slot OK.” If fault conditions persistently cause the slot errors (described in the Display Slot
Errors command) to exceed a preset threshold, this fact is displayed under the column label ed
Current Card Alarm Status. The clrslotalm command clears the alarm messages if the alarm
condition has been cleared. Table 14-41 describes the errorsis the display.

Table 14-41 Errors Displayed by the dspsloterrs Command

Error

Description

Standby Bus Errors

Indicates a background test over the standby bus produced an error.

Invalid Port Errors

Indicates port number was out of the range 1-3.

Polling Bus A Errors

Parity error occurred on this polling bus.

Polling BusB Errors

Parity error occurred on this polling bus.

Bad Grant Errors

Error indicates arbiter did not issue a grant to send data before atime-out.

Tx BIP-16 Errors

Data frame transmitted had a checksum error.

Rx BIP-16 Errors

Data frame received with a checksum error.

SIU Phase Errors

Serial Interface Unit on the card did not detect the frame synch properly.

Bframe Errors

Errors detected in the BPX frame on the StrataBus or in a memory operation.

Full Name
Display dlot errors.

Syntax
dspsloterrs [slot]

Related Commands

dspslotalms
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Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock No
Example 1

dspsloterrs 7
Description

Display the alarm statistics for the card in slot 7 of the BPX.

System Response

pubsbpx1 TN Super User BPX 15 8.5 Aug. 6 1997 17:54 PDT
BCC 7 Status: Cear - Slot K Clrd: Date/Time Not Set
Type Count ETS St at us Type Count ETS St at us

Stby PRBS Errs
Rx Invid Prt Errs
Pol | Bus A Parity
Poll Bus B Parity
Bad Grant Errs
Tx BIP-16 Errs
Rx BIP-16 Errs
SI U Phase Errs
Bfrm Par. Errs
Rx FI FO Sync Errs
Poll Cdk Errs

CK 192 Errs

[eNeoNeoNeNoNoNoNolNoNoNoNo)
[eNeoNeoNeoNoNoNoNolNoNoNoNo)

Last Command: dspsloterrs 7

Next Command:

Example 2
dspsloterrs

Description
Display the error statusfor all dots.
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System Response

pubsbpx1 TN Super User BPX 15 8.5 Aug. 6 1997 18:01 PDT
Summary of Slot Errors

Invid Poll Poll Tx Rx B- Rx
St dby Rx A Bus B Bus Bad BIP- BIP- SIU Frame FIFO Poll CK-
PRBS Port Par Par Grant 16 16 Phase Par Sync Ck 192
Slot Errs Errs Errs Errs Errs Errs Errs Errs Errs Errs Errs FErrs

1 0 0 0 0 0 0 0 0 0 0 0 0
5 0 0 0 0 0 0 0 0 0 0 0 0
7 0 0 0 0 0 0 0 0 0 0 0 0

Last Conmand: dspsloterrs

Next Command:
Table 14-42 dspsloterrs—Optional Parameters
Parameter Description
slot number Specifies the slot number of a card for the display.
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dspslotstatcnf
Displays the enabled statistics for the specified slot.

Full Name
Display statistics enabled for aslot.

Syntax
dspslotstatenf [slot]

Related Commands

dspslotalmenf
Attributes

Privilege 1-6
Jobs No
Log No
Node BPX
Lock No
Example 1

dspslotstatenf 7

Description
Display thresholds for slot 7.
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System Response

Dl.jea TRM  Super User BPX 15 8.5 Aug. 30 1997 12: 03 GMI

Statistics Enabled on Slot 7

Statistic Samples Interval Size Peaks Omner

St andby PRBS Errors 60 0 4 NONE Autonatic
Rx Invalid Port Errors 60 0 4 NONE Autonatic
Polling Bus A Parity Errors 60 0 4 NONE Autonatic
Polling Bus B Parity Errors 60 0 4 NONE Autonatic
Bad Grant Errors 60 0 4 NONE Autonatic
Transmt Bip 16 Errors 60 0 4 NONE Aut omatic
Receive Bip 16 Errors 60 0 4 NONE Aut omatic
Bf rame parity Errors 60 0 4 NONE Aut omatic
Sl U phase Errors 60 0 4 NONE Autonatic

Last Command: dspslotstatcnf 7

Next Command:
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dsptrkerrs

Displays the accumulated line error counts, by failure type, for the specified trunk(s). If no trunk
number is entered, a one-line summary of errorsfor all trunks at the local node is displayed. If a
specific trunk number is entered with the command, a detailed analysis, including error threshold
(ETH), isdisplayed. Disabled trunks have their trunk number displayed in dim, reverse video on the
screen. The clrtrkerrs command resets al error countsto 0. Table 14-43 contains a brief description

of each error.

Table 14-43 Description of the Errors in the dsptrkerrs Display
Line Type Error Explanation
All except ATM  Bipolar errors Number of times two consecutive pul ses have the same polarity
(AMI coding only).
Frame dips Number of times aframe is discarded to re-establish
synchronization.
Out of frames Number of timesaloss of-frame synchronism isdetected on this
circuit line.
Loss of signd Number of timesthe signal level at the circuit line input went
bel ow the minimum acceptable level.
Frame bit errors Number of times the frame bit failed to alternate (frame error).
CRC errors Number of timesthe generated CRC character did not match the
received CRC character (applies only if CRC checking is
enabled).
Out of MFrames Number of times a multiframe synch error was detected (E1
lines only).
AlIS- 16 Number of times the Alarm Information Signal (Blue signal)
was received.
Only ATM Out of Frames Number of timesamomentary loss of-DS3 frame alignment was
detected.
Loss of sync (XX) Number of times aloss of-DS3 frame alignment lasting more
than XX seconds was detected.
Packet Error Number of CRC errors for a packet address.
Line Code Errors Number of B3ZS code errors detected.
P-bit Parity Errors Number of parity errors for the DS3 parity bit (P-hit) sequence.
C-bit Parity Errors Number of parity errorsfor the DS3 control hit (C-bit) sequence.
Comm Fails Number of BCC failed to communicate to the other node.
Loss of signd Number of times the signal level at the trunk line input went
bel ow the minimum acceptable level.
Only ATM AIS(BLU) Number of times the Alarm Information Signal (Blue signal)

was received.

Out of MFrames

Number of times aloss of-frame synchronism in the DS3
multiframe alignment was detected.

Remote Oof

Number of times the DS3 remote alarm (indicating remote end
was out of frame alignment) was received.
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Full Name
Display trunk errors

Syntax

dsptrkerrs[slot | slot.port]
or
dsptrkerrs <dlot.port> (for virtual trunks)

Related Commands
clrtrkerrs, prttrkerrs

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, 1IGX, BPX
Lock No

Example 1

dsptrkerrs

Description

Display a summary of all trunk errors at the local node.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5
Total Errors

Code Rx Pkts Qut of Loss of Frane CRC
PLN Errors Dropped Franes Signal BitErrs Errors
10 - - 0 0 0 0
14 0 0 0 - 0 -
Last Comnmand: dsptrkerrs

Next Command:

Example 2
dsptrkerrs 16

Description
Display a detailed description of the errors for trunk 16.

System Response

D2. i px4 TRM  YourlD: 1 I PX 16 8.5
Packet Line 16 Status: Cear - Line K

Type Count ETS St at us Type

Bi pol ar Err 0 0 Comm Fail s

Qut of Frns 0 0 Loss of Sig(RED)
Loss of Sig 0 0 Al'S (BLU)
Frane BitErrs 0 0 Qut of Frns (RED)
Tx Voice Pkt Drp 0 0 Rt Oof (YEL)
Tx TS Pkt Drp 0 0 Packet Oof s ( RED)
Tx Non-TS Pkt Drp 0 0 Rmt Alarns (YEL)
Tx NPC Pkt Drp 0 0

Tx Bdata A Pkt Drp 0 0

Tx Bdata B Pkt Drp 0 0

Packet Err 4 1

Packet Oof s 0 0

Last Command: dsptrkerrs 16

Next Conmand:
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0
218M

Clrd: Date/Tinme Not Set

Count ETS

16 1997 13:13 PST

Packet
Oof s

Aug. 4 1997 16:34 PST

St at us



dsptrkerrs

Table 14-44 dsptrkerrs—Parameters

Parameter Description

trunk number Specifies atrunk for the error display. Without a trunk number, a summary for all
physical trunks appears. To display error statisticsfor virtual trunks, however, you
must specify atrunk number in the form slot.port. For all physical trunk types, the
trunk number is optional: entering dsptrkerrs without atrunk number lists all
trunks with errors. For standard trunks, the form of a specific trunk is slot for
single-trunk cards or slot.port for multi-trunk cards.
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prtcinerrs

Printsthe accumulated error count since the last time errorswere reset. Thiscommand usesthe same
syntax and prints the same information as is displayed using the dspclnerrs command. The
clrclnerrscommand clears the error counters for circuit lines by resetting all error countsto 0.

Full Name
Print circuit line errors

Syntax
prtclnerrs

Related Commands
clrtrkerrs, prttrkerrs

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, IGX
Lock Yes
Example 1

prtclnerrs

Description

Print a summary of all trunk errors at the local node.

System Response
None available as command produces hardcopy.
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prtlog

Prints the event log for a node. Events affecting the node are displayed in chronological order with
the most recent events at the top of the log. The printout includes a description of the event, the date
andtime of the event, and the alarm class of the event. Thiscommand uses the same syntax and prints
thesameinformation asis displayed using the dsplog command. See the dsplog command for output
information.

Full Name
Print event log

Syntax
prtlog

Related Commands

dsplog

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1IGX, BPX
Lock Yes

Example 1

prtlog

Description

Print the event log for a node.

System Response
None available as command produces hardcopy.
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prtinerrs

Printsthe accumulated error count since the last time errorswere reset. Thiscommand usesthe same
syntax and printsthe sameinformation asisdisplayed using the dsplnerrscommand. Theclrinerrs
command clears the error counters for circuit lines by resetting all error countsto 0.

Full Name
Print line errors

Syntax
prtinerrs

Related Commands

dsplnerrs

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1IGX, BPX
Lock Yes

Example 1

prtinerrs

Description

Print errorsfor all upped lines on anode.

System Response
None available as command produces hardcopy.
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prttrkerrs

Prints a summary of the trunk error counts for both physical and virtual trunks on the local node.
Thisisthe same information asis displayed using the dsptrkerrs command. See the dsptrkerrs
command for output information.

Full Name
Print trunk errors

Syntax
prttrkerrs

Related Commands

dsptrkerrs

Attributes

Privilege 1-6

Jobs Yes

Log No

Node IPX, 1IGX, BPX
Lock Yes

Example 1

prttrkerrs

Description

Print a summary of trunk errors.

System Response
None available as command produces hardcopy.
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resetcd

Resets the hardware and softwarefor acard. The resetcd command lets you cause a switch between
aprimary and redundant service card that have been configured for Y-cable redundancy. (Normally,
afailure would cause a switch between Y-cabled cards, but you may want to cause the switch to
remove the active card to upgrade its hardware, for example.)

Do not usereseted on an active NPC, NPM, or BCC because resetting an active controller card
interrupts traffic while it boots. (Resetting a controller card does not destroy configuration
information.) If aredundant controller card is present and you want to switch between controllers,
use the switchcc command to switch the active controller card to standby and the standby controller
cardto active. You can subsequently reset the standby controller without bringing it to the active state
(and therefore not disrupt service).

The resetcd command takes an argument to indicate a hardware or failure reset. A hardware reset
(reseted h) isequivalent to physically removing and reinserting the front card and causesthe card’s
logic to bereset. When you reset the hardware of an active card other than a controller card (an NPC,
NPM, or BCC), astandby card takes over if oneis available. A failurereset (resetcd f) clearsthe
card failures associated with the specified slot. If aslot contains afront card and back card, resetcd
resets both cards.

Full Name
Reset card

Syntax
resetcd <slot_num> <reset_type>

Related Commands

resetcd

Attributes

Privilege 1-3

Jobs Yes

Log Yes

Node IPX, 1GX, BPX
Lock Yes

Example 1

resetcd

Description

Reset the card in slot 23.
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System Response

No display produced.

Table 14-45 resetcd—Parameters

Parameter Description

slot number Specifies the card number to be reset.

H/F Specifieswhether the hardware or failure history for the card isto be reset. An “H”

specifies hardware; an “F” specifies failure history.
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resetpc

The resetpc command resets a PCS attached to a specified FRM-2 or FRP-2 physical port.
Concentrated links, logical ports, and al connections are temporarily suspended while the PCS
hardware performs a warm boot.

Once the PCS re-establishes communication with the FRM-2 or FRP-2, logical ports are
reconfigured and connections repaired. A series of messages describing each of the concentrated
links failing and being re-established is generated.

Full Name
Reset Port Concentrator

Syntax
resetpc <slot.port>

Related Commands

tstpcs, dsppcs

Attributes

Privilege 1-3

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

resetpc 2.3

Description

Reset the card in slot 23.

System Response
No display produced. (Use dsppcs to check status.)

Table 14-46 resetpc—Parameters
Parameter Description
slot.port Specifies the card and port number to reset.
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switchcc

Switches the standby BCC or NPC (or NPM) card to active and the active card to standby. If a
standby BCC is not available, the command is not executed. If astandby BCC is available but not
ready to go active, aprompt asks you to confirm or abort the switch. This command was previously
called switchpcc. Executing switchce has the following effect:

® Control istransferred to the standby controller card.
® Any job currently running is aborted.
® The user islogged off.

Immediately after the switch, the controller card that was previously active reverts to a download
mode. Thisisindicated by the flashing front panel FAIL lamp. The system software image that is
always stored in ROM is downloaded to RAM in the event that the system software was corrupted.

After thisis completed, the configuration database is downloaded from the newly active controller
card to complete the download. This process takes a number of minutes so this controller card not
available for standby operation until this download process is completed. The switchcc command
resultsin avery brief interruption of all traffic. Consequently, you should use switchcc only when
the network can tolerate a brief interruption.

Full Name
Switch control card

Syntax
switchec [f]

Related Commands

dspcd, dspcds

Attributes

Privilege 1-3

Jobs Yes

Log No

Node IPX, IGX, BPX
Lock Yes
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Example 1
switchecc

Description
Change the active NPC/BCC to standby, and the standby NPC/BCC to active.

System Response
No display produced.
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tstcon

Thetstcon command tests the integrity of an IPX or IGX data path by inserting node-generated test
data. The connection service is affected for only a few seconds during the test. Only existing
connections can be tested. One channel at atime istested to minimize disruption. Because service
isdisrupted for a short time, no conditioning is applied during the test. If afailure is detected, the
fault isisolated to areplaceable IPX or IGX node, and the standby card (if available) automatically
goes into service. During fault isolation, conditioning is applied to both ends of the connection.

In addition to IPX and IGX routing nodes, the tstcon command can test an |PX that has been
configured as an interface shelf (IPX/AF) in atiered network but only after alocal-remote |loopback
has been set up with the addlocr mtlp command. After testing is complete, the |loopback established

with addlocrmtlp must be removed by dellp.

Table 14-47 describes the results of tstcon execution.

Table 14-47 Results of tstcon Execution

Result Description

Completed Total number of tests that were run.

Aborted Number of tests that did not run because the connection was not testable because
of loopbacks or missing or failed hardware.

Failures Number of tests that failed.

Repaired Number of connections that failed a previous test and have passed the current test.

If you enter arange of channels (with connections and some without), the unconnected channels are
skipped. You can enter the tstcon command on the node at either end of the connection. Unlike the
addloclp and addr mtlp commands, tstcon does not require external test equipment. Connections

cannot be tested with the tstcon command if they are currently looped back with either the addloclp
or addrmtlp commands.

Table 14-48 describes examples of the tstcon command with various arguments. Table 14-49 and
Table 14-50 describe the required parameters and optional parameters in these examples.

Table 14-48 Examples of tstcon Specification

Command Description

tstcon * Test all connections.

tstcon * f Test all frame relay connections.

tstcon * v x Test all voice connections, abort on first failure.
tstcon 1.3 Test connection on channel 1.3.

tstcon 4.2.200 Test connection on channel 4.2.200.

tstcon 1.13-16 Test connections on channels 1.13-16.

tstcon 3.21-24 x

Test connections on channels 3.21-24, abort on first failure.

tstcon 3.11-20 v

Test voice connections only on channels 3.11-20.

tstcon 3.11-20 v X

Test voice connections only on channels 3.11-20, abort on first failure.

tstcon 3.21-22v 5

Test voice connections only on channels 3.21-22 and repeat the test 5 times.

tstcon 3.14-15d x 5

Test data connections on channels 3.14-15: repeat test 5 times. Abort on failure.
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For V.35 ports configured for DTE, the following three bulleted items apply:

® Model D FRP - along with software Rel. 8.1 or higher, supports Foresight dynamic congestion
avoidance feature. The Model D FRP is required for the AIP application in system software
release 7.1. The enhanced V.35 loop back test is available with this card when using Firmware
Revision F and system software 7.1.

® A loop back test pattern signal (Test Mode) is transmitted to amodem or NTU toinitiate aloop
back. Some modems and NTUs recognize this code but do not return the TM signal even though
aloop has been set up. The FRPs, with the exception of the Model D Firmware Rev. F, wait to
receive the TM signal from the external equipment before the data test is performed. If the FRP
Model D Firmware Rev. F receivesthe TM signal return, it responds. If FRP Model D Firmware
Rev. F does not receive the TM signal, it waits 10 secs and then sends the test pattern. If the
external equipment is inoperative or disconnected, the test fails. After the test is completed,
transmission of the codesisterminated and the circuit returnsto normal operation. The test result
is displayed on the node’s terminal tstport screen.

® Some external equipment support loopback testing but do not recognize the loop test pattern
signal (Test Mode) in the data stream. The FRP/FRI toggles the V.35 LLB (local loop back) or
the LRB (remote loop back) leads and then sends the test pattern after the time-out period (10
secs). If the external equipment isinoperative or disconnected, the test fails. The IPX or IGX
control terminal displays the result of tstport execution.

Full Name
Test connections

Syntax
testcon <channel (s)> [-nolp] [type] [failure abort] [repeat count]

Related Commands
dspcons, dspcons

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

tstcon 9.1.100
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Description

Test connection 9.1.100. The connections screen appears with the connection for channel 9.1.100
highlighted. The system promptsto confirmthetest. A “T” after channel under test indicatesthat the
test is currently running on that channel. When the first test is compl eted, a message appears
indicating the results of the tests. As each test is completed, the T movesto the next channel to be
tested and the message is updated to include the cumulative results of the tests. When thetest is
completed for all the specified connections, the “T” disappears and the message indicates the total
number of tests and the cumulative results of the test.

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11: 04 PST

Local Renot e Renot e Rout e

Channel NodeNane Channel State Type Conpressi on Code Avoid COS O
51T bet a )25.1 Ok 256 718 0 L
9.1.100 ganma 8.1.200 Ck fr 0 L
9.1. 200 ganmma 8.1.300 Ck fr 0 L
9. 2. 400 beta 19.2.302 Gk fr(Gp) 0 L
14.1 ganma 15.1 Ck \Y 0 L

Last Command: tstcon 9.1.100

Tests: Conpleted = 1, Aborted = 0, Failed = 1, Connections Repaired = 0
Next Conmand:

Table 14-49 tstcon—Parameters

Parameter Description

channels Specifies the specifies the channel or set of channels whose connections are to be
tested. An "*" specifies adl connections. Channel is specified in one of the
following formats:

slot.channel voice connection
slot.port data connection
slot.port.DLCI frame relay connection
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Table 14-50

tstcon—-Optional Parameters

Parameter

Description

-nolp

No automatic loopback. This parameter applies only to local-remote loopbacks
and is mandatory for testing a multi-segment connection in atiered network.

type

Restricts the test to the designated connection type. Valid connection types are
listed below. If no connection type is designated, all connections are tested.

v Tests only voice connections.
d Tests only data connections.
f Tests only frame relay connections.

Abortsthetest as soon asafailureis detected. If an "x" isnot entered, all specified
connections are tested regardless of the test results for each individual connection.

repeat count

Specifiesthe number of timesthetest isto be repeated. The range is 1-50. If no test
count is specified, the test is run once.
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tstconseg

Externally tests the integrity of a connection by inserting OAM segment loopback cells. The
connection service is affected for only afew seconds while the data path is under test. To minimize
this disruption, each channdl istested individually. This means only one connection at atimeis
removed from service. Because service isdisrupted for only a short time, no conditioning is applied
during the test.

The tstconseg command can also test the connection to an IPX node that has been configured asan
interface shelf (IPX/AF) in atiered network but only after alocal-remote loopback has been set up
with the addlocr mtlp command. After testing is complete, the loopback established with

addlocr mtlp must be removed by dellp.

Table 14-51 describes the reported results of tstconseg execution.

Table 14-51 Results of the tstconseg Display

Result Description

Completed Total number of tests that were run.

Aborted Number of tests that did not run because the connection was not testabl e because
of loopbacks or missing or failed hardware.

Failures Number of tests that failed.

Repaired Number of connections that failed a previous test and have passed the current test.

Full Name

Test connection segment

Syntax
tstconseg <channel> <iteration count> [A | @

Related Commands
dspcons, dspcons

Attributes

Privilege 1-5
Jobs Yes
Log Yes
Node BPX
Lock Yes
Example 1

tstconseg 11.2.10.17
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Description

Test connection segment 11.2.10.17. The connections screen appears with the connection for
channd 11.2.10.17 highlighted. The system prompts to confirm that the test should begin. A “T”
after the channel under test indicates the test is currently running on that channel. When thefirst test
is complete, a message appears indicating the results of the tests. Aseach test is completed, the T
moves to the next channel to be tested and the message is updated to include the cumulative results
of the tests. When the test is completed for all the specified connections, the“T” disappears and the
message indicates the total number of tests and the cumulative results of the test.

System Response

nnmsbpx23 TN Super User BPX 15 8.5 Aug.
Local Renot e Renot e
Channel NodeNane Channel State Type
11.2.10. 17 nnmsbpx23 11.1.11. 17 (04 at f st

This Command: tstconseg 11.2.10.17 1

Perform a tstconseg on this connection (y/n)?
nnmsbpx23 TN Super User BPX 15 8.5 Aug.
Ext ernal Connection Segnment Test

Status: Test Conplete

Connection ID Test Count Fai l ure Count Success Count

11.2.10.17 1 1 0

Last Command: tstconseg 11.2.10.17 1

Next Command:
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Table 14-52 tstconseg—Parameters

Parameter Description

channd Specifies the slot.port.vpi.vci of the channel to be tested.

iteration Number of times to repeat the test.

Table 14-53 tstconseg—Optional Parameters

Parameter Description

Ala Specifies that the test be aborted if an error occurs (not case sensitive).
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tstdelay

Puts the remote end of the connection into a loopback state, requests the FRP (frame relay) or ASI
(ATM) to generate a test packet, calculates the round trip delay (RTD), and displays the round trip
delay. Thisdelay includesthe FRP or ASI and trunk queuing and processing delays throughout the
network. The measured delay using tstdelay differs from the ForeSight RTD, which uses a
high-priority packet and does not include processing and queuing delays. Using the tstdelay
command requires that the FRPisat least aModel D. Thistest interrupts transmission on the
connection during the test. Test results appear at the bottom of the screen (this may include atimeout
message, asin Example 1).

Testing an IPX or IGX node that has been configured as an interface shelf requires execution of

addlocr mtlp prior to tstdelay and atstdelay parameter that applies only to tiered networks (see
optional parameter table). After testing is complete, the loopback established with addlocr mtip
must be removed by dellp.

Full Name
Test Frame Relay connection delay

Syntax
tstdelay <slot.port.DLCI> [count] | tstdelay <slot.port.vpi.vci> [-nolp] [count] [y]

Related Commands
addlocrmtlp, dellp, dspcons, dspcons

Attributes

Privilege 1-5

Jobs Yes

Log Yes

Node IPX, 1IGX, BPX
Lock Yes

Example 1

tstdelay 9.1.100

Description

Test the delay on frame relay channel 9.1.100.
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System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Aug. 23 1997 11: 05 PST
Conn: 9.1.100 ganma 8.1.200 fr
M R CIR VC Q Depth PI R Cnax ECN Qrhr esh QR FST
9.6/9.6 9.6/9.6 5/5 256/ 256 10/ 10 65535/65535 9.6/9.6 n
% Wil: 100/100
Omner: LOCAL Restriction: NONE COS: 0 Status: Failed Test

Group: NONE Priority: H TestRTD: 0 nsec

Pat h: al pha 14--13beta 15- - 15gamma

Pref: al pha 14--13beta 15- - 15gamma

al pha 9.1.100 ganma 8. 1. 200
FRP: X FRP: X

FRI : (64 FRI : (64

Last Command: tstdelay 9.1.100

Test delay tinmed out
Next Command

Example 2
tstdelay 9.1.1.1

Description

Test thedelay on ATM connection 9.1.1.1. Thefirst prompt that followsinitial command entry isfor
whether the ForeSight RTD should be included. The second prompt is for confirming that the test
should proceed.

System Response

bpx1 TN Super User BPX 15 8.5 Aug. 31 1997 13:45 PST
Conn: 9.1.1.1 ] bpx6 11.1.1.1 abr Status: K

SCR MBS MCR ABR PCR UPC FST CLP % uti
4000/ 4000 1000/ 1000 4000/ 4000 4000/ 4000 y 'y y 100/100

Omner: REMOTE Restriction: NONE COS: 0O
Group: NONE ForeSightRTD: 40 nsec TestRTD: 10 nsec

Pat h: bpx1 1.3-- 3.3bpx6
Pref: Not Confi gured

bpx1 ASI - T3 o K bpx6 ASI - T3 NG ¢
Line 9.1 : K Line 11.1 : K
OAM Cell RX: O ear

Last Command: tstdelay 9.1.1.1 n

Round trip delay is 10 nsec
Next Command
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Table 14-54 tstdelay—Parameters

Parameter

Description

channel

Specifies the channel of the connection to be tested. It can be aframe relay
connection specified as slot. port. DLCI or an ATM connection specified as
slot.port.vpi.vci.

Table 14-55 tstfdelay—Optional Parameters

Parameter

Description

-nolp

No automatic loopback. This parameter applies to only local-remote loopbacks
and is mandatory for testing a multi-segment connection in atiered network.

repeat count

Specifies the number of times the test is to be repeated. The range is 1-50. If you
do not specify a count, the test runs once.

ForeSight RTD (y/n)

Specifies that the ForeSight RTD isincluded and appliesto ATM connections
only.

14-118 Cisco WAN Switching Command Reference



tstpcs

tstpcs

The tstpcs command tests the data path for PCS ports for a selected module. The port parameter
specifies the particular PCS module. The port parameter specifies an FRM-2 or FRP-2 physical port
to which one of the PCS modules connects.

Upon command entry, each of the 11 portsfor the PCS goes into aloop state. In this state, data goes
to each port and loops back to the PCS module. Test frames go to a port and are checked for integrity
when they return. The test frames also go out on the port.

During thistest, any frame relay connection data received by the FRM-2 or FRP-2 destined for one
of the portsis discarded. The other three Port Concentrator modul es are unaffected. After the test,
the port isreturned to its previous configuration.

The PCStestsavailable RAM, and sets each of the 11 portsinto aloop mode. Ten frames of data are
sent to each port and checked to make sure the same frames are received in entirety and order.

During atest, the dsppcs screen shows “ Testing” then either “ Passed” or “Failed.” The test takes
about 15 seconds.

Full Name
Test Port Concentrator Shelf

Syntax
tstpcs <slot.port>

Related Commands

dsppcs, resetpc

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes

Table 14-56 tstpcs—Parameters

Parameter Description

slot.port Yot isthe location of an FRM-2 or FRP-2 card. Port selects the physica port to
which a PCS module connects. The range for port is 1-4.
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tstport

Executes a port loopback test on the specified data port. Using tstport without the optional
parameter performs an internal test. The loopback for the internal test is performed on the IPX or
IGX back card and is used to test just the IPX or IGX front and back cards. The test disables the
communications for that port and the back card is placed into aloopback mode. The applicable card
setsfor the tstport command are the FRP, FRM, SDP, HDM, LDP, and LDM. The card under test
sends several frames of data to the port on the interface card, loops them back, and checks their

integrity.

If connections exist on the port being tested, the dspcons screen appears. If no connections are
present, the dspfrport screen appears. A flashing ‘T’ in the connections screen indicates those
connections affected by the test. Either a“(“ character or a“)” character indicates the loopback in
the dspfrport. If alocal or remote test fails, the port itself is automatically tested (internal) to
determine if the IPX or IGX node caused the failure. The following are example command lines:

tstport 5.3 internal loopback port test—thisis the default loopback
tstport 5.3 n near external port loopback test
tstport 5.3 f far external port loopback test.

For aframerelay port or an LDP or LDM port, an external loopback may be placed at the near (local)
or far (remote) modem during the test. For a DDS port, the external loopback isa CSU or DSU
loopback at the remote DSU device. If an external port loopback test fails, theinternal port loopback
test is executed to determineif the IPX or IGX node caused the failure. The cnfict command can be
used to specify the interface control lead template used to condition the output control leads during
loopback.

Thelocal and remote modem tests that test the near end and far end modems or NTUs require the
IPX or IGX back card to operate as a DTE, so the modem acts asa DCE in this case. The back card
asserts the local or remote loopback pin of the V.35 port. For X.21 ports, which do not have a
loopback pin defined, the back card sends aloopback command in the data stream to causethe NTU
to go into loopback mode. The test then begins.

Theloopback test operation sends several frames of test data, receives them back, compares them,
and verifies their integrity. The loopback pin subsequently returnsto theinactive state, and the
modems return to normal operation. The local or remote test works with only those modems that
recognize alocal and remote loopback command.

Before starting atest, the user must be sure the cabling is correct for the specific equipment. The test
conventions are described in CCITT V.54 and X.21 specifications. Only the near (n) and far (f)
options are available for the Model C SDP. If the near or far testsfail, no internal test is executed on
the SDP to isolate the problem. The SDPis not failed due to atstport failure.

Full Name
Test port

Syntax
tstport <dot.port> [n | f]

Related Commands
cnfict, dspcons, dspfrport
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Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
Example 1

tstport 9.1

Description

Perform an internal port test on aframe relay port.

System Response

al pha TRM  YourlD: 1
Conn: 9.1.100 gamma
MR CIR VC Q Depth

9.6/9.6 9.6/9.6 5/5
% Util: 100/100

I PX 16 8.5 Aug. 23 1997 11:27 PST

8.1.200 fr

PIR Cmax ECN QThresh QR FST
256/ 256 10/10 65535/65535 9.6/9.6 n

Omner: LOCAL Restriction: NONE COS: 0 Status: Failed Test
Group: NONE Priority: H TestRTD: 0 nsec

Pat h: al pha  14--13beta
Pref: al pha  14--13beta

al pha 9.1.100
FRP: (0.4
FRI : XK

Last Command: tstport 9.1

15- - 15gamma
15- - 15gamma

gamma 8. 1. 200
FRP: oK
FRI : oK

No external clock is detected for DTE

Next Conmmand

Example 2
tstport 32.1 n

Description

Perform alocal (near end) loopback test on port 32.1 (requires port to be configured as DTE).
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Example 3
tstport 32.1 f

Description

Perform aremote (far end) loopback test on port 32.1 (requires port to be configured
asDTE).

Example 4
tstport 9.1

Description
Perform atest of an FRP port.
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CHAPTER 15

Access Device Commands on a Node

This chapter describes the commands that apply specifically to the Cisco access devices (such asthe
Cisco 3801). The commands in this chapter apply to the trunk between the FTC or FTM card setin
an IPX or IGX node and an access device.

The contents in this chapter are as follows:

® Introduction

® Descriptions of access device procedures
® Descriptions of access device commands

In addition to commands that are unique to the Cisco access devices, alarger number of commands
are common to the Cisco access devices and the FastPAD series of access devices. The descriptions
for these common commands appear on-line in the 8.2 FastPAD User’s Guide in the section titled
“FastPAD Connections.”

The commands you enter at the terminal attached to the access device itself are |OS commands.
Refer to the documentation for the access device for descriptions of the |IOS commands.

Introduction

This chapter describes the commands that apply to an access device. When you use other, common
commands such as addcon, dspcon, cnfchutl, and so on, use the following syntax to, for example,
specify the access device when adding a connection:

addcon dlot.port.connection_ID,
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where glot.port.connection_ID isthe slot and port number of the FTC or FTM and connection_ID is
the connection identifier.
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Summary of Commands

Summary of Commands

Table 15-1 shows the name and starting page for the description of each command.

Table 15-1 Access Device Commands

Command Full Name Page
addad Add access device 15-4
addcon Add connection' 15-6
cnfademtmr Configure access device congestion management timer 15-8
cnfadcon Configure access device connection (bandwidth) parameters 15-10
delad Delete access device 15-13
dspads Display (all) access devices 15-15
dspcon Display a connection 15-17
dspcons Display connections 15-19
resetad Reset access device 15-22
restartad Restart access device protocol handshake 15-23
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addad

Adds an access device to a node.

Full Name
Add access device

Syntax
addad <slot.port> <access device ID> <DLCI> [ IP address] [ number of mask bits]

Related Commands

dspads

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
addad 12.3 3990 0

Description
Add an access device at slot 12, port 3. The accessdevice ID is 3. The DLCI is 990.

System Response

duvel TRM  Super User I PX 16 8.5 Mar. 28 1997 08:19 GJr
Access Devices Information
Sl ot. Port Nanme ID DLCl Type Al arm | P Address
12.1 7 990 UNREACHABLE
12.3 sbrin02 3 990 3800 OK 192. 168. 6. 162/ 24

Last Command: dspads
This Command: addad 12.2 4 990
Enter Cong Mgnt. Tiner (0O=Disabled or 4-350 in 10ns units): O

Last Conmand: addad 12.3 3 990

Next Conmand:
Table 15-2 addad—Parameters
Parameter Description
slot.port Specifies the dot and port number of the trunk to add.
access _device ID Device ID of the access device. Therange for the ID is 0-255.
DLCI The available range is 16-1007.
Table 15-3 addad-Optional Parameters
Parameter Description
IP address The |P address of the access device is optional. If you enter an IP address, it

overrides the | P address that currently exists on the access device.

number of mask bits ~ The number of bitsin the IP subnet mask.
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addcon

Adds a connection between an access device and another endpoint. You add connections between
the following endpoints:;

® FTM/FTCand FTM/FTC
® FTM/FTC and FRM/FRP
® CVM/CDPand FTM/FTC

Note that, if one end of the connectionisa CVM or CDP, you must add the connection at the
CVM/CDP.

Three connection types are possible for an access device. After you have specified the local and
remote connection identifiers, the interface prompts you for aconnection type. The type dependson
the endpoint cards, as follows:

® For FTM/FTC and FTM/FTC endpoints, the connection type is “session.”
® For FTM/FTC and FRM/FRP endpoints, you specify the type as aframe relay class.
® For CYM/CDP and FTM/FTC endpoints, the connection typeis “voice.”

Full Name
Add a connection

Syntax
The syntax depends on the endpoint cards.

FTM/FTCto FTM/FTC:

addcon <slot.port.connection_| D> <remote node> <d ot.port.connection_|D>
FTM/FTC to FRM/FRP:

addcon <slot.port.connection_| D> <remote node> <dot.port.DLCI>
CVM/CDPto FTM/FTC:

addcon <slot.port> <remote node> <dlot.port.connection_ID> [compression algorithm]

Related Commands

dspads

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1

addcon 4.3.31 sw25 4.1.31

Description

Add alocal connection from 4.3.31 to 4.1.31.

System Response

sw25

From

4.3.31
4.3.31
4.3.32
4.3.33

Thi s Command

TN Super User IPX 8
Renot e Renot e
NodeNane Channel
sw25 4,1.31
sw25 4,1.32
sw25 4.1.33

Add these connections (y/n)?

8.5 May 26 1997 00: 26 GMVI

State
Ok
Ok
Ok

addcon 4. 3.31 sw25 4.1.31 session

Type Conmpress Code COS
sessi on

f st

f st

Table 15-4 addcon—Parameters

Parameter Description

slot.port Specifies the dot and port number of the trunk to add.

connection_ID Specifies a connection identifier. The range for the connection_ID is 1-252.

DLCI (only for FR
or FRM endpoints)

P The available range is 16-1007.

Table 15-5 addcon—-Optional Parameters
Parameter Description
compression The optional compression algorithm can be one of the following:
algorithm . al6
o a24
o a32
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cnfadcmtmr
Configures the congestion management timer. The timer is applicable only if ForeSight is active.

The configuration management timer specifies how often rate-adjustment messages are passed
between the FTC or FTM and the access device. This timer mechanism lets the congestion
management provided by ForeSight extend to access devices. If you enter a0 for the value, the
interface card and device do not exchange rate adjustment messages.

Full Name
Configure access device congestion management timer

Syntax
cnfademtmr <slot.port> <Cong. Mgmt. Timer>

Related Commands

addad, dspads

Attributes

Privilege 1

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
cnfademtmr 4.3 350

Description

Configure the congestion management timer for port 3 of the card in slot 4 for 350 milliseconds.

System Response

sw25 TN Super User

Front Card BackCard

Type Rev Type Rev
1 NPC BFF
2 Enpty reserved for NPC
3 CDP BFC E1 AD
4 FTC CF15 FPC-V35 AA
5 AT AJF AT-T3 AE
6 NIC EUW E1 AN
7 Enpty
8

FTC BH) FPCG-V35 AA

This Command: cnfadcntnmr 4.3

St at us
Active

Active
Active
Active
Active

St andby

IPX 8

8.5 Apr. 1 1997 11:17 GVI

Enter Cong Mgnt. Tiner (0=Disabld or 40-350 in 10ns units): 350

Table 15-6 cnfadcmtmr—Parameters
Parameter Description
slot.port Specifies the dlot and port number.

Cong. Mgmt. Timer The setting for the timer. The number you enter is actualy amultiplier for the base
of 10 milliseconds, so the granularity is automatically 10 milliseconds. The range
for the multiplier is 4-350, so the range for the timer is 40-3500 milliseconds.

The default (no user-input) is 100 ms.

To disable the timer, enter a 0.
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cnfadcon

Configures bandwidth parameters for the trunk connection between an access device and the FTC
or FTM. The parameters for cnfadcon are bi-directional. (Type a slash between the parameter for
each direction.) The first parameter is from the node to the access device. The second parameter is
from the access device to the node. An asterisk (*) indicates that the value is to remain unchanged
for that direction. The only parameter that is not bi-directional is FST (ForeSight enable =*“y” or
“n").

The command line interface does not prompt for individual bandwidth parameters. Therefore, refer
to the cnfadcon options table to see the order in which you type the parameters.

Full Name
Configure access device connection

Syntax
cnfadcon <slot.port> <bw_parameters>

Related Commands
dspcon, cnffrcon, cnfcon

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes

15-10 Cisco WAN Switching Command Reference



cnfadcon

Example 1
cnfadcon 4.2 76.8/76.8

Description
Configure the device trunk at port 2 of the card in slot 4 to have MIR (and so on) of 76.8 Kbps.

System Response

sSw25 TN Super User IPX 8 8.5 Apr. 2 1997 18:44 GvVIr
Conn: 4.2.100 ] sw25 4.3.101 sessi on 76 Kbps
Status: K
MR CIR VC Q Depth PI R Cmax ECN Qrhr esh QR
76.8/76.8 76.8/76.8 600/ 600 76.8/76.8 1/1 300/ 300 76.8/76.8
Priority: H Test RTD: 0 msec FST: n %Util: 100/ 100
Pat h: Rout e infornation not applicable for I|ocal connections
sw25 FTC: oK sw25 FTC: K
FPC: oK FPC: K
Access Device: K Access Device: K

Last Command: cnfadcon 4.2.100 76.8/76.8

Next Command:
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Table 15-7

cnfadcon—Parameters

Parameter

Description

slot.port

Specifies the dot and port on an FTC/ FTM for an access device connection.

bw_parameters

The bandwidth parameters are as follows:

* MIR/MIR isdefined asfr_MIR_Tx /fr_MIR_Rx, where fr_MIR isthe
minimum information rate for a connection. The range is 2.4 Kbps—2048 Kbps.

* CIR/CIR isdefined asfr_CIR_Tx and fr_CIR_RX, where fr_CIR is defined as
the committed information rate guaranteed to the user. The CIR rangeis
2.4 Kbps-2048 Kbps.

* VC_Q/VC_Q isdefined asfr_vc_q Tx/fr_vc_q Rx, wherefr_vc_qTx isthe
maximum transmit V C queue depth. The VC_Q range is 1-65535 bytes. (An
alternative to this parameter is possible, as the description of Bc shows.)

or

Bc/Bce isdefined asfr_Bc_Tx /fr_Bc_Rx. B¢ has meaning for only ForeSight
connections. If you have selected Frame Relay Forum standard parameters
(through the cnfsyspar m command), the Committed Burst (Bc) parameter
appears instead of VC_Q. Bc is the amount of data the network can accept over
avariable time interval (Tc) for committed delivery on a specific PVC. The
range for Bc is 1-65535 bytes. The relationship between Bcand VC_Qiis.

Bc=VC_Q/ ((1 - (CIR/port speed))

* PIR/PIR isdefined asfr_PIR_Tx /fr_PIR_RXx, where fr_PIR_Tx isthe peak
transmit rate for the PVC. The PIR range is 2.4-2048 Kbps. You can a'so
specify the value 0 to cause PIR to default to the port speed. Thus, you can
modify PIR, leave it the same, or set it to the port speed. (An alternative
specification for this parameter is possible, as the description of Be shows.)

or

Be/Beisdefined asfr_Be_Tx /fr_Be_Rx. If you have selected Frame Relay
Forum standard parameters (through the cnfsyspar m command), the PV C uses
Excess Burst (Be) instead of PIR. Be is the amount of transmit/receive data
above the number of bytes set by Bc if enough bandwidth is available. Specify
Bein byteswithin the range 1-65535. Delivery of Be-data is not guaranteed. Be
has meaning to only ForeSight. The relationship between Be and PIR is:

Be=Bc* ((PIR/CIR) — 1)

* Cmax/Cmax is defined as fr_cmax_Tx /fr_cmax_Rx, where cmax is the
maximum credits the connection can accrue. The Cmax range is 1-255 packets
per second (pps).

» ECNQ_thresh/ECNQ_thresh are the transmit and receive threshold settings
for the explicit congestion notification control queues. The range for
ECNQ _thresh is 1-65535 bytes.

* QIR/QIR isdefined as fr_QIR_Tx /fr_QIR_RX, where fr_QIR isthe quiescent
information rate for a connection, which istheinitial transmit rate after a period
of inactivity on the channel. If you do not specify the quiescent receive rate
fr_QIR_RX, the system sets it to the transmit value. The values are specified in
Kbps and must bein the range MIR—PIR. In addition, you can specify the value
0 to default to the MIR. QIR has meaning for only ForeSight connections.

» FST enables or disables (purchased) ForeSight option for a connection. Valid
entriesare“y” (use ForeSight) or “n” (do not use ForeSight). If the ForeSight
status changes, the network reroutes the connection.

15-12 Cisco WAN Switching Command Reference



delad

delad

Deletes an access device from anode. Before you can delete an access device, you must remove all
connections from the device by using the delcon command.

Full Name
Delete access device

Syntax
delad <slot.port>

Related Commands

addad, dspads

Attributes

Privilege 1-2

Jobs No

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
delad 31.1

Description
Delete the access device at 31.1.

System Response

I PX TRM  Super User

Access Device | nformation

I PX 32 8.5 Date/ Time Not Set

Slot.Port Nanme IDDLCI Port_ID Aarm
31.1 adl 1 17 0 K
31.2 ad2 2 18 0 &K
31.3 ad3 3 19 0 &
31.4 ad4 4 20 0 &K
This Comand: delad 31.1
Del et e access device (y/n)?
Table 15-8 delad—Parameters
Parameter Description
slot.port Specifies the dlot and port number.
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dspads

Displays all access devicesin the node. The dspads command takes no parameters. The displayed
information consists of the following:

The IPX or IGX dlot and port that connect to each access device

The name of the access device

The access device ID number of the channel between the interface card and the device
The DLCI of the device

The type of access device (such as a Cisco 3810), asreported by the device

The darm status (which can be OK, init.., or failed)

The setting for the Congestion Management Timer (in 10-millisecond multiples, 0 if the CMT is
disabled)

The |P address of the device and the number of bits in the subnet mask

Note If an access device name and | P address are not relevant, such as when an FTC/FTM port
loopback is simulating access devices, blank spacesappear inthe“Name,” “Type,” and“ P Address’
fields of the display.

Full Name
Display (all) access devices

Syntax
dspads

Related Commands
addad, delad, cnfademtmr

Attributes

Privilege 1-2

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes
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Example 1
dspads

Description

Display all the access devices in the current node.

System Response

sw25 TN

Slot.Port Nane

4
4

Last Command: dspads

Next Conmmand
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dspcon

Displays connection information for a connection. The information displayed includes:

The channel number at both the local and remote ends of the connection

The node name at both ends of the connection

The type or data rate of the connection

The connection priority (low or high)

The preferred route for the connection (if configured)

The status of the front and back cards and access devices associated with the connection
Any Y-cable conflicts (LDI, CDP for example)

If one endpoint isa CDP or CVM, the compression status (VAD on or off, ADPCM on or off
The bandwidth parameters for the connection

The ForeSight enable status

The percent of utilization

The connection descriptor (if configured)

The circuit round trip delay (RTD) if ForeSight is enabled

A failure that affects the connection flashes on the screen. The possible status messages are:

« OK Connection OK.
 FAILED Connection failed.
Full Name

Display connections

Syntax
dspcon <channel>

Related Commands
addcon, cnfcondsc, cnfcos, cnfpref, dspcons
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Attributes

Privilege 1-6
Jobs No

Log No
Node IPX, IGX
Lock No
Example 1

dspcon 4.1.33

Description

Display connection information for frame relay channel 4.1.33.

System Response

ECN Qrhr esh

sSwW25 TN Super User I PX 8 8.5 May 25 1997 23:07 GMJr
Conn: 4.1.33 sSwW25 4.3.33
MR CR VC Q Depth PIR Crmax
56/ 56 56/ 56 65535/ 65535 512/ 512 10/ 10 65535/ 65535

Priority: L ForeSightRTD: 40 nsec TestRTD: O nsec

Pat h: Rout e infornation not applicable for I|ocal connections
sw25 FTC: oK sw25 FTC:

FPC: oK FPC:

Access Device: K Access Devi ce:

Last Command: dspcon 4.1.33

Next Command:

Table 15-9 dspcon—Parameters
Parameter Description
channel Specifies the channel in the format slot.port.connection_ID. The range for

connection_ID is 1-252. The dspcon command displays information for one

connection at atime.
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dspcons

Displays a summary of the connections on an IPX or IGX node. Table 15-10 shows the fields
displayed in the dspcons screens.

Table 15-10 Information in the dspcons Display

Field Description

Loca Channel The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.

State The state of the connection(s) as follows:

» OKRouted

» DownDowned

» OK DownedWaiting for onhook to occur to allow courtesy down to take
place for connection(s) that have been courtesy downed using the dncon
command.

* FailedUnrouted, but trying

Type The type of connection (v = voice, d = data, fr = frame relay, atfr = ATM to
frame relay interworking, atfst = ATM to frame relay interworking with
ForeSight, -fail = failed connections; datarate in kbps for data)

Route Avoid The type of lines to avoid when routing (satellite lines, terrestrial lines, lines
with zero code suppression).

Compression The type of compression applied to the connection (PCM, PCM and VAD,
ADPCM, VAD and ADPCM for voice connections), (DFM for data
connections).

COs The Class of Service.

Owner The end of the connection in control of re-routing.

Descriptor The connection descriptor string (if +d option specified).

L oopback A connection with alocal loopback is indicated by aright parenthesis symbol

between the“Local Channel” and “Remote NodeName” columns. A frame relay
connection with a port loopback isindicated by aright bracket symbol between
the“Loca Channel” and “Remote NodeName” columns. A connection with a
remote loopback is indicated by aright parenthesis symbol before the channel
number in the “Remote Channel” column.

L oca/Remote A-bit

A-hit statuson the local and remote nodes if -abit option selected. Note that -abit
isincompatible with -v, -d, and +d.

Full Name
Display connections

Syntax

dspcons [start_channel] [nodename] [state] [type]
[-g|+d|-v|-d]|-f|-abit|-fabit | -atfr | -siw | -fail | -down]]
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Related Commands

addcon, cnfchadv, chfchdfm, cnfcondsc

Attributes

Privilege 1-6

Jobs No

Log No

Node IPX, IGX
Lock No
Example 1

dspcons

Description

Display a summary of all connections.

System Response

sw25 TN Super User
Local Renot e Renot e
Channel NodeNane Channel
4.1.32 sw25 4.3.32
4.1.33 sw25 4.3.33
4.3.32 sw25 4.1.32
4.3.33 sw25 4.1.33

Last Conmand: dspcons

Next Command:
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dspcons

Table 15-11 dspcons—Optional Parameters

Parameter Description

start channel Specifies the channel to begin the display. The start channel on aCDP or CVM is
specified as dot.channel. The start channel on aUVM is dot.line.channd.

node name Specifies that only connections to this remote node from the local note be

displayed. If no "nodename" is designated, connections from the local node to al
other nodes are displayed.

connection type

Specifies that only connections of acertain type be displayed. If you do not add at
least one argument to specify a particular connection type, al connections appear.
When you enter the connection type on the command line, precede it with a
hyphen (-). In some cases, you can add more than one connection type (with a
space between), but not all compound arguments are compatible, so you may not
alway's see the expected combination of types. The connection types are:

-v displays only voice connections.

-d displays only data connections.

-f displays only frame relay connections.

-abit shows A-bit (nni) status.

-fabit shows connections with failed A-bit (nni) status.
-fail shows only failed connections

-g shows only grouped connections

-siw shows service interworking connections.

-atfr shows only network interworking connections.

+d

Causes the display to show the user-configured descriptor for the connection
instead of the compression and ownership fields.
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resetad

Directs an access device to reset itself from a node terminal. The reset initiated by resetad isa
cold-boot start of the access device. (The restartad command re-initiates the control session
between the node and the access device.)

Full Name
Reset access device

Syntax
resetad <slot.port>

Related Commands
restartad, dspads

Attributes

Privilege 1-3

Jobs Yes

Log Yes
Node IPX, IGX
Lock Yes

Table 15-12 delad—Parameters

Parameter Description

slot.port Specifies the dlot and port number that connects to the access device.
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restartad

Restarts an access device session from anode’s command terminal . Ther estar tad command restarts
the control session of an access device on an IPX or IGX node. A control session isfirst established
when the following conditions are true:

1 You add an access device to the node with addad.

2 The port speed and other parameters on the device and the port match.

Onceacontrol sessionis established, you can configure and manage the access device by commands
you issue at the node. These commands are the access device commandsin thischapter and the other,
common commandsin this manual.

Therestartad command does not perform a hard reset of the access device itself. See resetad
regarding a hard reset of the access device.

Full Name

Restart access device

Syntax

restartad <slot.port>

Related Commands

resetad, dspads

Attributes

Privilege 1-2

Jobs Yes

Log Yes

Node IPX, IGX

Lock Yes

Table 15-13 restartad—Parameters

Parameter Description

slot.port Specifies the slot and port number.
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CHAPTER 16

FastPAD Commands

FastPAD Command Introduction

The FastPAD commands are a set of commands concerned with configuring a FastPAD multiplexer
for interconnection viayour IPX network. FastPADs are interconnected via |PX Frame Relay
Service PV Cs. FastPAD/IPX interconnection requiresthe use of an FTC front card and FT1 back card
on the IPX. The FastPAD is connected to the FT1 card installed in the IPX. The FRP/FRI cards
provide the adaptation layer to convert data between Frame Relay format and I1PX FastPacket
format. In addition, since the Frame Relay/FastPAD connectivity is an option, this option must be
enabled for your system software.

The FastPAD actsas afeeder into the IPX. The FastPAD encapsul atesthis traffic into FastPAD type
frames and transmits it over frame relay PV Cs. These PV Cs are transmitted over a FastPAD trunk

that feedsinto an IPX framerelay port on an FTC/FTI card set. FastPAD connections are mapped to
framerelay virtual circuits within the IPX, switched to the remote IPX, and delivered to the remote
FastPAD.

There are five types of FastPAD connections: switched voice connections, permanent voice
connections, data connections, frame relay connections, and frame forwarding connections. FAX
connections are not a separate connection type. They are transmitted over switched voice or voice
connections. When a FAX connection is required, the FastPAD automatically detectsthe FAX
transmission and suppresses the use of any voice compression algorithms. A voice, data, or FAX
connection from one FastPAD must always terminate on another FastPAD. Framerelay and frame
forwarding traffic may be terminated on another FastPAD or on an FRP in an IPX.

TheFastPAD connectsto an IPX viaan FTC/FTI card set on the IPX, wherethe FTC isthefront card
and the FT1 isthe back card. There are four types of FT1 back cards: V.35, X.21, T1, and E1.

Initial FastPAD configuration is performed at the FastPAD with either the StrataView FastPAD,
FastPAD FP Tools, or by replacing the FastPAD FlashPak. Following this, the FastPAD composite
link (to the IPX) configuration and connection configuration is performed by using the IPX
commands described in this appendix.

FastPAD Description Summary

The FastPAD aways contains a base card and may also contain expansion cards. The base card is
designated “b”, while the expansion cards are designated 1-5 for the FastPAD Micro and 1-8 on the
standard FastPAD. The expansion ports can contain either Voice FAX Cards (VFC-03) or Frame
Relay Access Modules (FRAM-01).

The base card on the FastPAD Micro supports a composite port for connection to the IPX, one
high-speed data port, one low-speed data port, and an NM S port (for a PC running the StrataView
FastPAD NMS application). The base card on the standard FastPAD supports a composite port for
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connection to the IPX, one high-speed data port, five low-speed data ports, and an NM S port
(Figure 16-1). When adding connections to the FastPAD base card ports, the letter “b” is used for
dlot designation. When adding connections to the FastPAD expansion cards, a number 1 through 8
isused, as applicable.

Voice connections are supported by adding VFC-03 cards. Each VFC-03 card provides the choice
of connecting to either aRJ45 or RJ11 connector. On the VFC-03, there are three available modes
selectable by software: Off Premise Extension (OPX), Single Line Telephone (SLT), and E & M.
The VFC-03 supports Adaptive Transform Coding (ATC) voice compression algorithm. The
VFC-03 supports other voice compression algorithms, e.g., CELP. The VFC-01 may not beinstalled
inthe same chassis asthe V FC-03, and its operating mode must be manually switched between OPX,
SLT,and E & M.

TheFrameRelay Access Module (FRAM-01) providesthree high-speed data portsin addition to the
one on the base circuit card. The FRAM has a single DB-68 connector which can be converted to
three DB-25 connectors through the use of an adapter cable.

There can be multiple FRAMSs, however only one can be configured for a Frame Relay switch. The
others can only be used for data connections. On the FRAM used for Frame Relay connections, one
port is configured for a composite port, and the other two ports are configured to interface to CPE
such as routers with frame relay interfaces, for example (Figure 16-2). One of the ports on the
FRAM is used for a composite port since the baseboard composite port data rate is considerably
dower. If aFRAM port is defined as the composite port (line interface to the IPX), the base board
composite port (line) is disabled.
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Figure 16-1 FastPAD Connection Configurations except Frame Relay
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Figure 16-2 FastPAD Connection Configurations including Frame Relay
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Configuration Summary

In setting up FastPAD connections across a network, anumber of tasks need to be performed. These
include the following:

® |ngtal the FTC card.

® Set up Frame Relay parameters for the composite link between the FTC and the FastPAD.
® Configurethe V.35 and X.21 ports, as necessary.

® Up and configure the T1/E1 ports, as necessary.

® Configure the composite link between the IPX and the FastPAD.

® Add the FastPAD to the local IPX node.

® Set up the appropriate connections. switched voice, permanent voice, CELP voice, low-speed
data, high-speed data, framerelay, or frame forwarding.

® Manage the Bandwidth requirements.

General Considerations

Y-Cable Redundancy

TheY cable redundancy featureis supported for the FTC card, using the addyred, delyred, dspyred
and prtyred commands. See the Node Commands chapter for details on setting up redundancy. The
FTC/FTI card set supports V.35, X.21, T1, and E1 ports by the use of the corresponding four different
FTI back cards

Managing FTC T1 and E1 Ports

Logical framerelay ports are collections of DSO timeslots that function as a port. They support up
to 252 connections. The LMI signalling protocol is simultaneously supported on a maximum of 30
logical ports.

The addftcport and delftcport commands are used to create/del ete logical ports. The addftcport
command associates a line number and DSO timeslot to alogical port. Any number of contiguous
DS0 timeslots are optionally associated to form alogical port with the restriction of channel 16,
which is used for signalling for E1. Logical ports are formed with DSO0 timeslots configured for
either 56 or 64 Kbps. The cnfftcport command may be used to configure the port.

Line Management for FTC T1 and E1 Lines

FTC circuit line operations are included in the commands upln, upcln, dnin, and dncln. An FTI line
can be configured as a network clock source with the command cnfclksrc.

Unassigned Channel Signaling

Unassigned channel signals are transmitted on a channel which is not mapped to alogical port. Data
code values axon and TX apply to the T1 and E1 channels. Signalling values 1111 and 1101 apply
to TI/E1 ABCD signaling channels.

16-4 Cisco WAN Switching Command Reference



Initial Setup of FTC card and FastPAD Link

IPX and FastPAD Control Setup

The FastPAD can be monitored and managed by the IPX through a control connection. This
connection is aframe relay PV C connection between the CC on the IPX and the configuration
application on the FastPAD. To configure the control connection:

1 Usethedspftcport command to display the FTC port parameters. Verify that the parameters of
the FTC port (speed, clocking, port queue depth, ECN queue depth, and update protocol 1D)
match those of the FastPAD trunk port.

2 Usethe addfp command to add a FastPAD to the local 1PX node. With this command, specify
the slot and port of the FTC card connected to the FastPAD, a name for the FastPAD, FastPAD
ID, and the source DL CI (used to communicate with the FastPAD).

Initial Setup of FTC card and FastPAD Link

This section describes the steps for setting up the FTC card and FastPAD link.
1 Activating the FTC port providing the link to the FastPAD.

The portsonthe FTC card for V.35 and X.21 interfaces are upped automatically. The portsfor T1
and E1 cards must be added using the addftcport command. The T1 and E1 portsare configured
for logical channels by specifying groups of DSOs. If the port is not up, use the upftcport
command to up it.

2 Configuring an FTC port with the cnfftcport command. If the port is not up, use the upftcport
command to up it. For Release 8.5 and above, the enfftcport command includes the DE
threshold. There are two separate sets of syntax parameters, one for all ports except T1/E1 ports
and the other for TI/EL ports. In summary these are:

For non-T1/E1 ports (e.g., V.35, X.21)

cnfftcport FTC slot.port speed port_type port_ID port_Q depth
ecng_thresh DE_thresh signalling_protoco

For T1/E1 ports, after adding the logical ports with the addftcport command, configure each
port:

cnfftcport FTC_ slot.port txq_depth ecnq_depth DE Threshold
updt _prot_id

3 Thenext step islinking the FastPAD to the IPX. Once an FTC port has been configured, the
FastPAD can be linked to the IPX using the addfp command:

addf p FTC_ sl ot.port nane | D source_DLCl

where name is up to eight charactersto identify FastPAD, and ID must match the value entered
at the FastPAD front panel (source DLCI = [Sx 16] + P).

Note Once communications have been established between the IPX and a FastPAD, the FastPAD
islocked. The FastPAD may be unlocked with a power reset or reboot. Communications must be
re-established after changes have been made locally on the FastPAD. This can be done with the
restartfp command.
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Line Management

The upln and dnln commands are used to bring the line up and down, respectively.

Feeder Management
1 Managing the FastPAD
— Thedspfp command displaysthe status of the cardsin aFastPAD including expansion cards.

— Theresetfp command resets the FastPAD. This should be done with caution, astrafficis
interrupted.

2 Configuring FastPAD Data Ports

Two commands are used to configure FastPAD dataports. These are cnfdclk and enfict. cnfdclk
sets the data mode (transparent, H/SDLC, or asynchronous) and the clock mode (internal or
external). cnfict allows limited control |ead mapping from one data port to another.

Note The cnfdclk and cnfict commands are used to configure the parameters most often changed
by the user. The superuser command cnffpport allows changing of all FastPAD data port
parameters.

3 Configuring FastPAD Voice Ports and Channels

Two commands are used to configure FastPAD voice ports and connections. These are cnfvchtp
and cnfchgn. The cnfvchtp command definesinterface type, signalling, SLT timeout period, and
DTME detect timeout. The cnfchgn command configures the input gain and output gain values.

Note The cnfvchtp and cnfchgn commands are used to configure the parameters most often
changed by the user. The superuser command cnffpport allows changing of al voice channel
parameters.

4 Configuring and Displaying FastPAD Frame Relay Ports. Frame Relay connections can be made
between a FastPAD and another FastPAD viaFTCs over an |PX network, or between aFastPAD
viaan FTC over an IPX Network to an FRP termination on an |PX. FastPAD frame relay ports
are configured on the FRAM-01 card. Typically, of the three ports on the FRAM-01 card, up to
two may be connected to Frame Relay routers, and the third is used as the composite link to the
IPX. Multiple FRAM-01 cards may be installed, but only one may be configured with Frame
Relay ports for Frame Relay connections. A pplicable commands for configuring and displaying
FastPAD Frame Relay portson aFRAM-01 are: cnffrport, dspfrport, upfrport, and dnfr port.
Their syntax is summarized in the following:

cnffrport FTC slot.port.FP_slot.port [port_speed rcv_clk_type
xmt _clock_type signalling_protocol protocol_paraneters
dat a_codi ng

dspfrport FTC slot.port.FP_slot. port

upfrport FTC sl ot. port. FP_sl ot. port

dnpfrport FTC slot.port.FP_slot. port
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Setting Up FastPAD Switched Voice Connections

Setting Up FastPAD Switched Voice Connections

Before two FastPADs can establish switched voice connections, they must be paired or associated
to each other. Once paired, a PV C is created within the two FastPADs. Switched voice connections
or sessions are established over this PV C. Each switched voice session does not have a dedicated
PV C. Any FastPAD voice channel that has not been assigned a dedicated or permanent voice
connection can be used for a switched voice connection. To set up a FastPAD switched voice
connection:

1 First configure the voice channd at each FastPAD. The channel is expressed as FTC_slot.port
where FTC_dlot isthe FTC card slot and port is the FTC port connected to the FastPAD. The
configurable parameters and their associated commands are as follows:

cnfchgn Configures the channel gain. This command allows the gain inserted in the
receive and transmit directionsto be adjusted to between-31dBto+6dB in 1
dB increments.

cnfchutl Configures the channel utilization. See the Routing and Bandwidth
commands chapter.

cnfvfpchtp Configures the FastPAD voice channel interface type. This command
configures the telecommuni cations interface type.

2 Usetheaddcon command.

Setting Up FastPAD CELP 8K or CELP 4.8K Voice Connections

Rel. 8.5 supports CEL P-based voice connections that terminate on a pair of VCF03s and
CEL P-based switched voice connections between apair of FastPADs. The compression type, e.g.,
CELP 8k is not configurable from the IPX.

FastPAD Data Rate Summary

FastPAD Data Traffic

The base board |ow-speed data ports support the following:
® Asynchronous rates between 300 and 9600 bps

® Synchronous data rates between 1.2 and 19.2 kbps

® DCE RS-232 Interface

The base board high-speed data port supports the following:
® Synchronous data rates between 1.2 and 64 kbps

® DCE or DTE compatibility

® RS-232, RS-449, V.34, and V.11 interfaces

The optional FRAM high-speed ports support the following:
® Synchronous data rates between 1.2 and 512 kbps

® DCE or DTE compatibility

® RS-232, RS-449, V.35, and V.11 interfaces

® Frame Relay Traffic (one port used for connection to IPX, two used for connection to CPE)
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Setting Up FastPAD Permanent Voice Connections

Setting Up FastPAD Permanent Voice Connections

To set up a permanent FastPAD voice connection, you merely pair two FastPAD voice channels.

1 First configurethe voice channel at each FastPAD. For permanent voi ce connections, the channel
isexpressed as FTC_slot.port.FP_dlot, where FTC_slot isthe FTC card slot; port isthe FTC port
connected to the FastPAD; and FP_slot is the voice expansion card slot on the FastPAD. The
configurable parameters and their associated commands are as follows:

cnfchgn Configures the channel gain. This command allows the gain inserted in the
receive and transmit directionsto be adjusted to between-31dBto+6dB in 1
dB increments.

cnfchutl Configures channel utilization. See the Routing and Bandwidth Commands
chapter.

cnfvfpchtp Configures the FastPAD voice channel interface type. This Command
configures the telecommuni cations interface type.

2 Usetheaddcon command. The above configuration must have been completed at each end
before the connection can be added.

Setting Up FastPAD Data Connections

To set up a permanent FastPAD data connection, perform the following tasks.

1 First configure the data channel at each FastPAD. The channel is expressed as
FTC_dlot.port.FP_dlot.port, where FTC_slot isthe FTC card slot; port isthe FTC port connected
to the FastPAD; FP_slot isthe card slot on the FastPAD; and port is the data channel on the
FastPAD card. The configurable parameters and their associated commands are as follows:

cnfcondsc Configures the connection descriptor.
cnfdclk Configures the clocking for the data channel.
cnfict Configures the interface control template that determines the output lead

behavior for datachannels. Output leads can be configured as steady state (on
or off) or can be programmed to follow an input lead. For the FastPAD, there
is only one template-the active template.

cnfchutl Configures channel utilization. See the Routing and Bandwidth Commands
chapter.

2 Usetheaddcon command. The above configuration must have been completed at each end
before the connection can be added.

Setting Up Normal Frame Relay Connections

The FastPAD, in conjunction with the IPX, provides frame relay connections of CPE (routers,
bridges, packet switches, etc.) viaPVCs. The CPE is connected to the FRAM-01 card that supports
Frame Relay. The FT1 back card (V.35, X.21, T1, or E1) performs the adapter layer function to
convert between the FastPAD specia frame format and FastPackets.

16-8 Cisco WAN Switching Command Reference



Frame Forwarding Connections

The CPE transmits data to the FRAM-01 based upon the core functions of Q.922 (LAPD). The
FastPAD scansthefirst two octets of the DLCI and forwards the frame to the destination CPE via
the IPX.

For adding/deleting connections, the following commands are used:
® addcon
® delcon

1 Usetheaddcon command to add the desired frame relay connections to the FRAM-01 card,
using the appropriate frame class and configuring the bandwidth parameters as applicable.

addcon local _chan(s) node chan class [frp_bw avoid]
chan(s) = FTC slot.port.FP_slot.port.DLCl

frp_bw= MR MR VCQVCQ PIRPIR Cmax/Crax ECNQ thresh/ECNQ thresh
QR QR FST %util/%util

Note These parameters have the same value options as defined for the cnffrcls command currently
supported for FRP ports.

del con channel (s)
channel s = FTC sl ot. port. FP_slot. port.DLCl

2 For alarge number of connectionswith similar bandwidth configuration, it may be useful to use
the cnffrcls command to set up a class of frame relay bandwidth parameters applicable to these
connections. See also dspfrcls.

Frame Forwarding Connections

Frame forwarding connections allow the connection of non-framerelay frames (HDLC and SDLC).
Frame forwarding for FastPAD to FastPAD may be configured on either the FastPAD base card or
FRAM-01 expansion card. However, for Rel. 8.5, frame forwarding from FastPAD to FRPislimited
to the data ports on the FRAM-01 expansion card.

NOTE: The FTC port ID cannot be changed to a different value if a frame forwarded connection
exists between the attached FastPAD and an FRP. Thisis becausethe FTC port ID isused asaunique
identifier inthe FTC card’slogical connection entry.

Managing Bandwidth

The following commands assist in managing bandwidth to achieve satisfactory traffic patterns.

cnfcos Specifies a class of service (COS) for adataor voice channel. The COSisa
number from 0 to 15 that determines the channel’s priority for rerouting in a
trunk fails.

cnfpref Specifies preferred routing for intra-domain connections. This command can

be used to assist in balancing the load on the network’s trunks.
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Monitoring Alarms and Statistics

dsprts, prtrts Displays/prints the current connection routing information. Used in
conjunction with the cnfpref command. The display of the connection routes
terminates at the IPX.

dncon, upcon Temporarily downs/ups connections of a specified COS, thus releasing
bandwidth for other services. Ofteniit is possible to down some voice
connections to provide more bandwidth for data and frame relay connections.

Monitoring Alarms and Statistics

1 Displaying Alarms. The dspalms command display includes failed connections and card
failures. Line alarms are mapped to FTC port/FastPAD alarms. LM failures show minor alarms
on connections.

2 Statistics: For Release 8.5, FastPAD level statistics are not integrated in the IPX’s statistics
collections. The FTC card does coll ect statistics on the PV Cs associated with the feeder channels
within the IPX. The following statistics are available:

Frames received and transmitted, packets received and transmitted, bytes received and
transmitted, receive and transmit frames discarded, receive and transmit packets discarded, and
receive and transmit bytes discarded.

Applicable commands are: cnfchstats, dspchstats, clrchstats, dspchstatsenf, dspchstathist.
Theformat isthe same asin previous rel eases, except that the target framerelay port is specified
as.

FTC sl ot.port.FP_slot.port.DLCl

General FastPAD Information

FastPAD Data Types
There are three data channel types and one Frame Relay Type on the FastPAD (Figure 16-3).

Table 16-1 Port and Channel Types

Port Type Transparent H/SDLC Asynchronous Frame Relay
Base-board low speed Yes Yes Yes No
Base-board high speed Yes Yes No No

FRAM high speed No Yes No Yes

Transparent: The transparent mode is used for synchronous data applications. In order to reduce
bandwidth utilization on the Composite Link, the FastPAD suppresses repeating patterns. After a
synchronous data frame is built, the FastPAD searches for repeating patterns within the frame. The
first occurrence of arepeating pattern of at least five in length is reduced to three octets and the
smaller frameif sent out acrossthe Composite Link. This processiscalled Run Length Compression
(RLC).
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General FastPAD Information

H/SDLC: High-level DataLink Control (HDL C) and Synchronous DataLink Control (SDLC)_are
synchronous data protocols. SDLC is a subset of HDLC that was developed for use on SNA
networks. The FastPAD recognizes HDL C frames and arranges them into 65 byte segments to be
packetized into frame relay frames. All HDL C frames are separated by hexadecimal 7E flags. The
FastPAD suppresses inter-HDL C frame idle flags to reduce utilization on the composite link.

Async: In asynchronous mode, the data channel protocol is preset to 8-bit characters with no parity
and one stop hit, which cannot be changed. However, 7-bit protocol s with parity can be used and the
FastPAD forwards the parity bit asthe eighth data bit. In order to reduce bandwidth use, frames are
not generated during idle periods, and start and stop bits are not included in the frame. Thereisa
configurable time period that the FastPAD waits to receive datafrom an asynchronous device before
sending aframe that is 66 bytes long. This ensures propagation through the network with minimal
delay.

Data Frame Format

Thedatatraffic on the composite link of the FASTPAD isencapsul ated into frames. FastPAD frames
with synchronous data contain 65 data bytes, and frames with asynchronous datacontain data bytes.
Data frames may be shorter in some cases. Data frames may be marked as discard eligible.

The compositelink can connect aFastPAD to awide areanetwork (e.g. |PX) or to another FastPAD.
The Frame Relay network can be either public or private.

The standard framerelay format is shown in Figure 16-3. The standard frame relay format can be
between 5 and 4096 bytesin length. Thereis at |east one hex 7E lag between consecutive frames.
On the composite link, the frame lengths used by the FastPAD can have up to 65 bytes of
synchronous data, 66 bytes of asynchronous data, or between 5 and 4096 bytes of frame relay
connection data.

Figure 16-3 FastPAD Frame Format

0 1 \ 1 \ 1 \ 1 \ 1 1 0
DLCI (MSB) CIR EA (0)
DLCI (LSB) \ FECN \ BECN DE EA(D)
MUX
CONTROL
User Data
(ASYNC up to 66 bytes)

Transparent & HDLC up to 65 bytes)

CRC (.M SB)

CRC (LSB)

0 1 1 1 ‘ 1 ‘ 1 1 0
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Summary of Commands

Summary of Commands

The commands discussed in the previous sections are summarized in the Table 16-2. The command
name, a description, and the page on which more information can be found is included.

Table 16-2 Summary of Commands

Mnemonic Description

addcon Add Connection

addfp Add FastPAD to IPX Node

addfpdial Add FastPAD Speed Dial Number

addftcport Add logical TL/E1 port link to FastPAD, using DSO segments

addextlp Add external loop. See the “Troubleshooting” chapter.

addrmtlp Add remote loop. See the “Troubleshooting” chapter.

cnfchgn Configure Gain Insertion for Channel(s)

cnfchpri Configure FRP channel priority for a connection, supporting SNA applications

cnfchutl Configure channel utilization for achannel. See the “ Optimize Traffic Routing” chapter.

cnfcondsc Configure Connection Descriptor.

cnfcos Configure class of service. Setspriority for rerouting aconnection. See the “ Optimize Traffic Routing”
chapter.

cnfdclk Configure Data Clock

cnffrcls Configure frame class parametersfor FastPAD to FastPAD or FastPAD to FRP frame relay connections via
FRAM-01 card.

cnffrcon Configure FastPAD to FastPAD or FastPAD to FRP frame relay connections via FRAM-01 card.

cnffrport Configure Frame Port for FastPAD to FastPAD or FastPAD to FRP frame relay connections via FRAM-01
card.

cnfftcport Configure FTC Port

cnfict Configure Interface Control Template

cnfpref Configures preferred route. See the “ Optimize Traffic Routing” chapter.

cnfvchtp Configure FastPAD Voice Channel Type

cpyict Copy Interface Control Template

delcon Delete Connection

delfp Delete FastPAD from IPX or IGX Node

delftcport Delete logical T1/E1 port

dncon Down a connection. See the “Optimize Traffic Routing” chapter.

dnfrport Down Frame Port on FRAM-01 for FastPAD to FastPAD or FastPAD to FRP frame relay connections, using
syntax FTC_port.dot.FP_slot.port

dnftcport Down FTC port for link to FastPAD composite port using syntax FTC_slot.port.

dnin Down an FTC line

dspchenf Display Channel Configuration

dspcon Display Connection

dspcons Display Connections

dspfp Display FastPAD Card Information
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Mnemonic Description

dspfps Display Information for All FastPADs

dspfrcls Display frame class parameters for FastPAD to FastPAD or FastPAD to FRP frame relay connectionsvia
FRAM-01 card.

dspfrport Display Frame Port configuration on FastPAD FRAM-01.

dspftcport Display FTC Port Configuration

dspict Display Interface Control Template

dsprts Displays routes used by connections at anode. See the “ Optimize Traffic Routing” chapter.

prtchenf Print Channel Configuration

prtcons Print connection(s)

prtict Print Interface Control Template

resetfp Reset FastPAD: do acold boot and allow deletion of all PVCs.

restartfp Restart FastPAD(s)

tstcon Test Connection with a test pattern. See the “Troubleshooting” chapter.

tstdelay Test round trip delay. See the “ Troubleshooting” chapter.

tstport Test Port, executing port loopback test. See the “Troubleshooting” chapter.

upcon Up a connection that has been downed. See the “Optimize Traffic Routing” chapter.

upfrport Up Frame Port on FRAM-01 for FastPAD to FastPAD or FastPAD to FRP frame relay connections, using
syntax FTC_port.dot.FP_slot.port

upftcport Up FTC port for link to FastPAD composite port using syntax FTC_slot.port.

upln UpanFTCline.
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addcon

Addschannel connections between entitiesin the network. The same command with differing syntax
may be used to add voice connections, data connections, framerelay connections or FastPAD voice,
switched voice, or data connections. This command establishes channel connections between
entities in the network. This format of the command adds a FastPAD voice, switched voice or data
connection. The same command with differing syntax can be used to add different types of network
connections. After a connection is added with the addcon command, the connection is routed
automatically by the system.

The node where the addcon command is entered is considered the “ owner” of the added
connections. The concept of ownership isimportant because automatic rerouting and preferred
routing information for a connection must be entered from the node that owns the connection. See
thecnfpref and cnfcos commands for moreinformation on automatic rerouting. Before aconnection
is added, the proposed connection appears on the screen and you are asked to confirm the addition.

Switched Voice:  addcon FTC_slot.port node FTC_slot.port type [BW] [%outl]
where BW = MIR
Auto-Dial Voice: addcon FTC_slot.port.FP_slot node FTC_dlot.port.FP_slot type
Data: addcon FTC_dlot.port.FP_dlot.port node FTC_slot.port.FP_slot.port rate

Frame: [params]  addcon FTC_slot.port.FP_slot.port.DLCI node
FTC_dlot.port.FP_dlot.port.DLCI

Full Name
Add a connection

Syntax
addcon parameters  optiona parameters

Related Commands
delcon, dncon, dspcon, dspcons, upcon
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Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

addcon 31.1.8 IPX 31.2.8 atcl12

Description

Add a voice connection from FastPad port 31.1.8 to 31.2.3 with ATC12 compression. When

prompted, type “y” to add the connection.

System Response

I PX TRM  Super User
Local Renot e Renot e
Channel NodeNane Channel
31.1.8 I PX 31.2.8
31.2.8 I PX 31.1.8

Thi s Command: addcon 31.1.8 | PX

Add these connections (y/n)?

I PX 32

State Type
Ck atcl2
Ck atcl2

31.2.8 atcl2

8.5

Dat e/ Ti me Not Set

Conpr essi on

Rout e
Code Avoid CCS O
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Table 16-3

addcon — Parameters

Parameter

Description

local channel

Specifiesthe local frame relay channel to connect in the following format:

FTC_dot.port For switched voice connections
FTC_dot.port.FP_slot For voice connections
FTC_dot.port.FP_slot.port For data connections
FTCslot.port.FPd ot.subport.DLCI For frame relay connections

In these formats, <FTC_dlot> indicates the slot of the FTC card on the IPX,
<port> isaport on the FTC card, <FP_slot> is the card s ot on the FastPAD and
<port> isthe port or channdl of the FastPAD data card. The <FPslot> range
includes b and 1 - 8, with b being the base card and 1-8 the expansion cards. On
the standard FastPAD, the base card provides six data channels; channels 1-5 are
low speed, and channel 7 is high speed. Channel 6 isfor NMS. Other expansion
data cards (FRAM-01) provide three channels (1 - 3). One of these 3 channels
can be use for the composite link. Also, on one FRAM-01 only, two of these
channels can be used for Frame Relay connections. See Example 2, Fr Rly. A
VFC-03 expansion card provides for voice connections.

node

Specifies the name of the IPX node at the other end of the connection.

remote channel

Specifies the remote FastPAD channel or destination channel of the connection.
It is specified in the same format as:

FTC_dot.port For switched voice connections
FTC_dot.port.FP_slot For voice connections
FTC_dot.port.FP_slot.port For data connections
FTCslot.port.FPd ot.subport.DLCI For frame relay connections

type

Specifies the type of the connection. For switched voice connections, thetypeis
“s" or “switch” to indicate the PV C is used for switched voice. For voice, type
indicates the compression type. The following voice compression types are
valid: ATC8, ATC12, ATC16 and CELPS, indicating ATC compression at 8K,
12K, or 16K and CEL P compression at 8K. For data connections, the typeisthe
datarate. The following Kbps values are valid:
Base board low-speed ports: Asynchronous rates between 300 and 9600
bps.

Synchronous rates between 1.2 and 19.2 Kbps
Base board high-speed ports:  Synchronous rates between 1.2 and 64 Kbps
FRAM-01 expan. card: Synchronous rates between 1.2 and 512 Kbps

Frame Relay Class: 1-10

Table 16-4

addcon — Optional Parameters

Parameter

Description

avoid

Specifies the type of trunk for the connection to avoid. The default is no
avoidance. The choices are:

*S avoid satellite trunks.
*t avoid terrestrial trunks.

*Z avoid trunks using zero code suppression techniques that modify any bit
position to prevent long strings of zeros.

bandwidth

Specifies the amount of bandwidth to dedicate to the voice channel. This
parameter is optiona and only valid for FastPAD switched voice connections.
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Parameter Description

hop count bumping

Specifies whether to use hop count bumping (adjustment) to improve the quality

of the PV C carrying a switched voice connection. Bumping the hop count can
lower the delay for the PVC. This parameter is optiona and only valid for

switched voice connections.

utilization

Specifies a utilization percentage to be used by the IPX for bandwidth

assignment. This parameter is optional and only valid for switched voice

connections.

addcon — FastPAD Frame Relay and Frame Forwarding Connections

Example 2

addcon 10.1.3.12.1000 beta 11.1.1.12.1001 10

Description

Add aframe relay connection between FastPADSs.

System Response

gamma TRM Yourl D: 1 Rev: 8.5.X Mar 1 1997 PST
From Rem Rem

NodeNane Channel State Type Conpression Code CCS
10.1.3.3.990 bet a 11.1.1.2.991 Downed fr 10
11.1.100 bet a 11.1.2.2.200 K fr 3
12.1.1.3 bet a 10.1 K fr 2

Last Command:

Next Command:

FastPad to FastPAD frame relay connection:
addcon 10.1.2.3.990 beta 11.1.1.2.991 10

addcon 10.1.3.3.990 beta 11.1.1.2.991 10

FRP port to FastPAD frame relay connection:
addcon 11.1.100 beta 11.1.2.2.200 3

Frame Forwarding, FastPAD data channel to
FRP port:
addcon 12.1.1.12.* beta 10.1.* 2

For frame relay connections, the addcon syntax is:

addcon local chan(s) node chan class [optional params = frp_bw avoid)]
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The frp_bw parameters have the same parameter values options as defined in the cnffrcl command
for the frp ports. These are:

frp_bw =MIR/MIR VC_Q/VC _Q PIR/PIR Cmax/Cmax ECNQ_thresh/ECNQ _thresh
QIR/QIR %util/%util descr
avoid = g/z
local chan = the local FastPAD frame relay channel with format:
FT Cslot.FRCport.FastPADsubsl ot.FastPA Dsubport[ .DLCI | .*]
node = remote node name
chan = frame relay channel at the other end of the connection and has the following syntax
For FastPAD destination:
FTC_dot.port.FP_dot.port [.DLCI | .*
For FRP destination:
FRP_slot.port [.DLCI | .*

Note If the connectionisfrom FRP port to FastPAD, reverse the chan and local channel parameters
in this example.

class = Class of Service
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addfp

AddsaFastPAD to the IPX network. This enables the local I1PX to map the FastPAD to an FTC port
and communicate with it over aframerelay PV C to establish acontrol session. The addfp command
defines the IPX dot and port to which the FastPAD is connected and assigns the FastPAD a unique
name and ID. (The name and ID must be unique to the local node, and ID must match the value

entered at the control panel of the FastPAD). This command al so assigns a source (FastPAD) DLCI
to identify the PV C connection over which the devices communicate. If the port speed and related
parameters on the FTC card match those of the composite link of the FastPAD, the IPX establishes
acontrol session with the FastPAD, alowing configuration management to be performed over this

session.

addfp FTC slot.port nane |D source_DLCl

Full Name
Add FastPAD to an IPX node

Syntax
addfp parameters

Related Commands

delfp, dspfp

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

addfp 31.1FP1117

Description

Add a FastPAD at slot port 31.1, specifying the name FP1, an ID of 1, and asource DLCI of 17.
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti me Not Set

Fast PADs | nformation

Slot.Port Nanme ID FP_DLCI Port_ID Alarm
31.1 FP1 1 17 0
31.2 FP2 2 18 0
31.3 FP3 3 19 0
31.4 FP4 4 20 0

Last Command: addfp 31.1 FP1 1 17

Next Command

Table 16-5 addfp — Parameters

Parameter Description

slot Specifiesthe dot containing the FTC card to which the FastPAD is to be added.

port Specifies the port number on the FTC card to which the FastPAD isto be added.

name Specifies the name of the FastPAD to be added to the node. This name must be
unique to the local (physically connected IPX) node.

id Specifiesavalue to be used as an identifier for the FastPAD. The value can be
from 1 to 256 and must match the value entered into the FastPAD from the front
panel. This value must be unique to the local (physically connected IPX) node.

source dlci Specifiesthe DLCI used by the FastPAD to communicate with the local IPX

node.
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addfpdial

Adds a speed dial nhumber to the FastPADs map table. The map table is used by the FastPAD to
route aFastPAD end user’s analog voice connection to the remote FastPAD channel. Number must
be between 0 and 9999. If FFFF is specified, then no speed dial isset. For auto-dial voice channels,
a specific map must be assigned to the calling channel.

addf pdi al FTC port.slot.FP_port dial nunber

Full Name
Add FastPAD speed dial number

Syntax
addfpdial parameters

Related Commands

None

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

addfpdial 31.2.8 777

Description
Add a speed dial number of 777 to FastPAD at 31.2.8

Table 16-6 addfpdial — Parameters

Parameter Description

channel Specifiesthe FastPAD channel to get a speed dial number

dial number Specifies the phone number used by the local FastPAD. Number must be

between 0 and 9999. If FFFF is specified, then no speed dial is set.
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addftcport

Adds alogical frame relay port for T1/E1 by entering the slot number of the FTI/FTC and the
DS0/timeslots that make up the logical port. The following lists the error/warning messages from
this command.

Messages Reason for Message

"Sotisout of range" Line number not correct for FTC TU/E1

"Line must first be upped"” Lineisdown

"invalid channel range" Channel number is out of range (T1: 1-24) or (E1:
1-31, no 16)

"Channel is busy" Channel is aready assigned to alogical port

"You cannot use signalling channel 16" (E1) CAS channel 16 included in logical port (E1)

"Invalid rate" Entered rateis not 56 or 64 Kbps

"Thisrate is available for single channel only" Entered rate is 56 Kbps and multiple channels were
specified

Full Name

Add FastPAD port TVEL

Syntax
addftcport parameters optional parameters

Related Commands
upcln, delftcport, cnfftcport, dspftcport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

addftcport 21.9 -15

Description
Add a FTC port from arange of DSO/timeslots.
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System Response

gamma

TRM  YourlD: 1 I PX 16 8.5.x Mar. 15 1997 17:28 CST

Port configuration for FTC 21

From
1

Chan Speed Interface State
9-15 448 FRI T1 I NACTI VE

Last Conmand: addftcport 21.9-15

Next Conmand:

Table 16-7 addftcport — Parameters

Parameter Description

line.channel Specifiesthe FT1 T1/E1 line number and the logical port number.
e.g. addfrport 8.14 (a period separates the line from the logical port number).

Table 16-8 addftcport — Optional Parameters

Parameter Description

- chan Specifies that multiple DS0/timed ots should be aggregated into alogica port, e.g.
addftcport 8.1 — 5 (a hyphen is used to separate the DSO/timedotsin afrom —to
range). The lowest DS0/timeslot number becomes the logical port number.

rate Specifiesthe rate of asingle logical port. By default, multiple ports are all 64

Kbps. A single DS@/timed ot may be 56 Kbps or 64 Kbps. e.g. addftcport 8.14 56
(if rate is not entered, 64 Kbpsis assumed).
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cnfchgn

Configures the amount of gain inserted by the IPX mode for the specified FastPAD voice channel.
Gain can be configured between +6 dB and -8 dB. The input gain is inserted at the receive side of
an FTC line, and is therefore applied before the signal is packetized. The output gain isinserted at
the transmit side of aFTC line and is applied after the signal has been depacketized.

Full Name
Configure gain insertion for channels

Syntax
cnfchgn parameters

Related Commands

dspchenf

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnfchgn 31.1.8 -4 2

Description
Configure an input gain of -4db and an output gain of +2db for FastPAD channel 31.1.8
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
% Gain (db)
Channels Util I'n Qut Interface Type DTMF  SLT Ti neout
31.1.8 100 -4 2 FXS L/'S 30
Last Command: cnfchgn 31.1.8 -4 2
Next Command:
Table 16-9 cngchgn — Parameters
Parameter Description
channel(s) Specifies the FastPAD channel
gain Specifiesthe gain, in decibels, to assign to the channel. The rangeis-8 dB to +6

dB.
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cnfcondsc

Assigns areference description to a connection. The connection descriptor is configured
independently at each end of aconnection. The connection descriptor cannot bedeleted in ajob, only
reconfigured. The dspcon and dspcons +d commands display the connection descriptor, if oneis
configured.

Full Name
Configure connection description

Syntax
cnfcondsc parameters

Related Commands
dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnfcondsc 31.2.B.2 Maximillian's fax

Description

Give adescriptive name to channel 31.2.B.2. In this example, the name "Maximillian's fax" is
given to the connection 31.2.B.2. If adescriptor is desired for the other end of the connection, the
user can "vt" to the other end of the connection and use the cnfcondsc command on that connection.
The same name can be assigned or a different name.
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Conn: 31.2.B.2 I PX 31.1.B.1 16 Desc: Maximllian's_fax
Status: K
Pat h: Rout e infornation not applicable for I|ocal connections
I PX FTC: oK I PX FTC: K
FTI: oK FTI: K
Fast PAD: K Fast PAD: K

Last Command: cnfcondsc 31.2.B.2 Maximillian's_fax

Next Command
Table 16-10 cnfcondsc — Parameters
Parameter Description
channd Specifies the FastPAD channel to configure.
descriptor Specifiesastring of up to 20 displayable characters starting with anything except a

digit. No spaces are allowed.
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cnfdclk

Configures the clocking for a FastPAD data channel. The FastPAD supports synchronous and
asynchronous traffic. For synchronoustraffic, the channel can support internal or external clocking.
Asynchronous (character-oriented) traffic is sent as 8 bits, 1 stop bit, and no parity.

Note For achange of port type on an expansion card from frame relay to data (DL C), a prompt
appears stating that the FastPAD must be reset. Use the resetfp command to do this.

Full Name
Configure data channel clocking type

Syntax
cnfdclk parameters optiona parameters

Related Commands

cnfict

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnfdclk 31.2.B.2 TRANSI
Description

Configure clock for channel 31.2.B.2 for transparent data and an internal clock mode.
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System Response

I PX TRM Super User I PX 32 8.5 Dat e/ Ti me Not Set
Dat a Channel : 31.2.B. 2

Interface: RS232 DTE

Cl ocki ng: I nt er nal

Interface Control Tenplate for Connection while Active

Lead Qut put Val ue Lead Qut put Val ue
DSR ON RTS N A
DCD ON CTS ON

Last Command: cnfdclk 31.2.B.2 TRANS i

Next Command:

Table 16-11 cnfdclk — Parameters

Parameter Description

channel Specifies the data channel to configure. Data channels are specified in the format
dot.port.subs ot.subport, where slot and port are the slot/port of the FTC card,
subdot isthe FastPAD card slot (1-8 for expansion, b for the base card), and
subport is the port/channel on a FastPAD data card. The base card supports six
ports/channels (1-5 are low speed, 6 is high speed). Other data cards support three
ports/channels (1-3).

data mode Specifies the data transmission mode as either:
« TRANS transparent data transmission
- DLC H/SDLC data transmission

« ASYNC Asynchronous data transmission

clock type Specifies a clocking type to assign to each channel. Valid clock types are:
o Internal (FastPAD provides transmit/receive clocks.)
e e External (FastPAD provides transmit/receive clocks.)
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cnffrport

Configuresthe parameters of aframerelay port. When configuring aframerelay port on aFastPAD,
the user is prompted for each parameter. Pressing the Return key keeps the current value for the
parameter. The screen display is shaded for parameters not configurable for some applications. The
data rates for each of the four ports may be mixed and matched freely if the total for all four ports
does not exceed the maximum data rate allowed (up to 512 Kbps.).

Therules for assigning data rates to the four ports when using the 1 Mbps FRI are as follows:
1 If adatarate of 672 Kbpsor aboveis used in any port, no other port may be used.

2 |If adatarate of between 384 Kbps and 512 Kbpsisused in any port, a second port may be used
at an available datarate of 512 Kbps or below.

3 |If adatarate of 336 Kbpsis used in any port, two other ports may used at any available datarates
of 336 Kbps or below.

4 |f thedatarate of any port does not exceed 256 Kbps, all four ports may be used at any available
data rates of 256 Kbps or below.

Full Name
Configure Frame Relay port

Syntax

(T1/E1 ports)

cnffrport Required parameters (left-to-right):
dot.logical port number prot queue depth
ecn queue threshold de threshold
signalling protocol protocol parameters
Optional parameters:
None

Syntax

(All other ports)
cnffrport Required parameters (left-to-right):

dot.port number

Optional parameters:

speed clocking

port type port ID

prot queue depth ECN g_threshold
de_threshold signalling protocol

protocol parameters

Related Commands
upfrport, dnfrport, dspfrport
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Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnffrport 5.1 256 NORMAL 065535 65535 100 2N

Description
Reconfigure the FR port to 5.1 to change Q depths

System Response

D2. i px5 TRM  YourlD: 1 I PX 16 8.5 Aug.
Port: 5.1 [ACTIVE ]

I nterface: FRI - X21 DCE Configured Cl ock:

Cl ocki ng: Nor mal Measured Rx C ock:
Port Type FR

Port ID 0

Port Queue Depth 65535

ECN Queue Threshold 65535

DE Threshol d 100 %
Signal | i ng Protocol None

Asynchronous Status No

T392 Polling Verif Timerl5

N392 Error Threshold 3

N393 Monitored Events Count4 Lead
Communi cate Priority No State
Upper/ Lower RNR Thresh75% 25%

4 1997 16:40 PST
256 Kbps
256 Kbps

M n Fl ags/ Franes1

OAM Pkt Threshol d3pkts
T391 Link Intg Timer6sec
N391 Full Status Poll 10cyl
For eSi ght (CLLM No

CLLM Status Tx Ti nerOnsec
| DE to DE Mappi ngYes
InterfaceControl Tenpl ate
|

ON

Last Command: cnffrport 5.1 256 NORMAL O 65535 65535 100 2 N

Next Command:

Example 2
cnffrport 8.1 256 n 12000 10000 10041534N 75251

Description
Reconfigure an NNI FR port 8.1 to change Q depths
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System Description

ganma TRM  YourlI D: 1

Port : 8.1
Interface: V35-4
C ocki ng: Nor mal
Port ID

Port Queue Depth
ECN Queue Threshol d
DE Threshol d

Signal | i ng Protocol
Asynchronous St at us
Pol l'ing Verif Tiner

I PX 16 8.5 Mar. 15 1997 15:51 PST

[ACTIVE ]
DCE Configured C ock: 256 Kbps
Measured Rx C ock: 256 Kbps
12000
10000 Mn Flags / Franes 1
100 % OAM Fast Packet Threshol d 3 pkts
Annex A NNI Link Integrity Timer (T391) 6 secs

Full Status Polling (N391) 10 cycles
Interface Control Tenplate

Error Threshol d Lead State
Moni tored Events Count CTS ON
Communi cate Priority DSR ON
Upper/ Lower RNR Threshol d 75/25 % DCD ON

Last Conmand: cnffrport 8.1 256 normal 12000 10000 100 6 15 3 4 N 75 25 1

Next Command:

Theresults for the update FR parameters as shown are asfollows:

Port Queue Depth

ECN Queue Depth

DE Threshold
Signalling Protocol

Asynchronous Status

Polling Verify Timer
Error Threshold
Monitored Events Count
Communicate Priority
Upper RNR Threshold
Lower RNR Threshold

Minimum Flags/Frame

65535 Depth of port queueis set at 65,535 bytes.

65535 Port queue must reach 65,535 bytes before FECN and

100

2

N

15

75

25

BECN bits are set.
Port buffer fill must be 100% before dropping DE frames.
LMI disabled.

No asynchronous messages to user device; wait for polling
from user device.

15 seconds heartbeat period.

3 failurestrigger port comm failure.

4 events are monitored.

Do not communicate port priority to the user device.
75% of buffer triggers receiver not ready condition.
25% of buffer clears areceiver not ready condition.

Thereis only one flag for each FR data frame.
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Table 16-12 cnffrport — Parameters

slot.p;ort

Specifies the FRP card slot and port number. (Slot and logical port number for
TUEL)

speed

Specifies the port clock speed in kbps; for a2.0 Mbps FRP. Speed configured is
displayed as Configured Clock. Actual clock rateis displayed as Measured Rx
Clock. The available speeds are:

1 port (selected speeds, 56 to 2048 Kbps)
2 ports (sel ected speeds, 56 to 1024 Kbps)
3 ports (sel ected speeds, 56 to 672 Kbps)
4 ports (sel ected speeds, 56 to 512 Kbps)

The available clock rates for the 1, 2, 3, and 4 port combinations are provided in
the command description.

clocking

Specifies the port clock type (normal/looped) [normal]. There are four
combinations of clocking that may be used for the FRI-V.35 and two with the
FRI-X.21. Refer to Chapter 2, Frame Relay Interface Card for a description of
looped and normal clock modes. Not specified for T1/E1 ports.

FRPis DCE with normal clocking (V.35 and X.21)
FRPis DCE with looped clocking (V.35 only)
FRPis DTE with normal clocking (V.35 and X.21)
FRPis DTE with looped clocking (V.35 only)

port type

Specifies the port type as either FR for frame relay or ATM for Asynchronous
Transfer Mode. Select ATM when using AIP to interface V.35 circuitsto IPX FRP
port. Configures alarm reporting and other miscellaneous functions for port.

port ID

Specifies the DLCI associated with the port (0 - 1024) {0}. The IPX uses this
number only when adding bundled connections. Otherwise, it can be used by the
customer as a network destination number in global addressing. Not specified for
TL/EL ports.

port queue depth

specifies the maximum bytes queued for transmission from the FRP port. The
range is from 0-65535. The default is 65535.

ecn queue threshold

specifiesthe port explicit congestion natification. The range is from 0-65535. The
default is 65535. Thisisthe point at which the BECN and FECN bitswill besetin
the communications to the user device.

de threshold

Specifies the port queue depth above which frames with the Discard Eligibility bit
set will be discarded. Vaid entries are 0—100%, with a default of 100%. An entry
of 100% effectively disables DE for the port.
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signalling protocol

Specifiesthe LMI operation mode. Therangeisfrom 0-255. The following values
are defined (the default is LM1=2):

LMI=0 LMl isdisabled at this port.

LMI=1 Cisco LMI and the asynchronous update processis enabled at this
port. Greenwich Mean Time is also enabled

LMI=2 LMl isdisabled at this port.

LMI =3 CiscoLMI isenabled at this port, but asynchronous update processis
disabled.

LMl =4  Port configured as User-Network Interface using CCITT Q.933
Annex A parameters.

LMI =5  Port configured as User-Network Interfaceusing ANSI T1.617 Annex
D parameters.

LMI =6  Port configured as Network-Network Interface using CCITT Q.933
Annex A parameters.

LMI =7  Port configured as Network-Network Interface using ANSI T1.617
Annex D parameters.

asynchronous status

Specifies whether the IPX should send unsolicited LMI update messages as they
appear or whether to wait for the polling from the user device. Valid vaues arey
(yes) or n (no)

polling verify timer

Specifiesthe Link Integrity Verification Timer heartbeat (keep-alive) period with a
valid range of 5-30. This should be set to 5 seconds more than the heartbeat time
set in the user equipment. Default is 15.

error threshold

Specifies the number of failures in the monitored events that causes the "keep
alive" processto report an alarm. It has an accepted range of 0-255 and avdid
range of 1-10. A value of zero defaults to 1, and a value more than 10 defaults to
10.

monitored events
count

Specifies the number of monitored events for the "keep alive" process. It has an
accepted range of 0-255 and avalid range of 1-10. A port communication fail
condition is cleared after this number of successful polling cycles. A value of 0
defaults to 1, and a value more than 10 defaults to 10.

communicate priority

Specifies whether the connections SNA priority (H or L) should be communicated
to the user device attached to the port. Valid entries are y (yes) or n (no); default is
no.

upper/lower RNR
threshold

Specifies the receiver not ready thresholds. Upper threshold is the number of
receiver not ready indications from the user equipment before alarm is generated
for this port. The lower receiver not ready threshold is the number of indications
from the user equipment before an alarm is cleared. Valid values are 1-255;
defaults to 75 for upper, 25 for lower threshold.

min. flags/frame

Specifies the minimum number of flags between frames. All vaues greater than 0
arevalid and the default is 1.

OAM FastPacket
threshold

Specifies the OAM FastPackets are used within the local IPX network to transmit
the NNI status from the remote network. This counter allows the user to define the
number of dropped OAM packets before setting A-bit transmitted to the user
device to O to indicate connection failure. This can be set from 0 to 15 packets and
the default is 3 packets. A 0 disables this function. Set for both UNI and NNI
ports.

link integrity
timer (T391)

Specifies the interval to send Status Inquiry messages across the NNI port. This
will result in areport of all failed connections. This can be set for 5-30 seconds
and the default is 6 sec. Both networks must have the same value set for T391.
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full status polling

Specifiesthe interval to send the Full Status Report request for all PV Cs acrossthe

cycle (N391) NNI port. Thiscan be set for 1-255 polling cycles and the default is 10 cycles. The
Full Status reports the status of al the connections, failed or not, across the NNI.
card type Specifies the card type (within ajob only). This parameter is entered just after

slot.port. The valid entriesinclude V.35, X.21, port, and LINE with LINE
indicatingaT1 or E1 line. This parameter is not required in normal use of the
command.

CLLM status Tx Timer

Specifies the interval to send ForeSight congestion messages across the NNI port.
Can be set for 40 to 350 ms. and the default is 100 sec. Both networks must be
Cisco WAN switch networks.

IDE to DE mapping

Specifies whether the internal DE bit (IDE) status in the FastPacket or ATM cell
should be mapped to the frame relay DE bit at the destination. Selection is YES or
NO.

interface control
template

Specifies the control |eads available on the V.35 and X.21 physical frame relay
ports and their status.

channel range

Specifies the DSOs used for the T1 or E1 logical port. Can range from 1to 1 -31
e.g. 7-12 indicates six DSOs used for the port starting with DS0 #7. Channel range
is specified in the addfrport command.

channel speed

Specifies the bandwidth provided for the logical port. Speed is 64 Kbps times the
number of DS0s indicated by the Channel Range
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cnfftcport

Configures the parameters of an FTC port. When configuring an FTC port, the user is prompted for
each parameter. Pressing the Return key keeps the current value for the parameter. The screen
display is shaded for parameters not configurable for some applications. The data rates for each of
thefour ports may be mixed and matched fredly provided the total for al four ports does not exceed
the maximum composite data rate allowed by the FTC card (2.048 Mbps). Supported data rates are
listed bel ow.

Table 16-13 FTC Port Supported Data Rates

Data Rates at 56 Kbps Intervals Data Rates at 64 Kbps Intervals

56 112 168 224 64 128 192 256
280 336 392 448 320 384 448 512
504 560 616 672 576 640 704 768
728 784 840 896 832 896 960 1024
952 1008 1064 1120 1088 1152 1216 1280
1176 1232 1288 1344 1344 1408 1472 1536
1400 1456 1512 1568 1600 1664 1728 1792
1624 1680 1736 1792 1856 1920 1984 2048

When using cnfftcport in ajob, an additional parameter, port type, is entered just after slot.port.
Valid entriesinclude V.35, X.21, port, and line, withlineindicatingaT1 or E1line. Thisparameter
isnot required in normal use of the command.

Note For achange of port type on an expansion card from data (DL C) to frame relay, a prompt
appears stating that the FastPAD must be reset. Use the resetfp command to do this.

Thedataratesfor each of the four ports may be mixed and matched freely from the above data rates
provided the total for all four ports does not exceed 2048 Kbps. Data rates (Kbps) available when
using the 1 Mbps FTI are asfollows:

Table 16-14 FTI Port Supported Data Rates

Port Data Rates for 1 Mbps FTI

1024 512 256 128
896 448 224 112
768 384 192 64
672 336 168 56

When using cnfftcport in ajob, an additional parameter, card type, is entered just after slot.port.
Valid entriesinclude V.35, X.21, T1, and E1. The dataratesfor each of the four ports may be mixed
and matched freely from the above data rates provided the total for all four ports does not exceed
2048 kbps.
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Full Name

Configure FTC port

Syntax (T1/E1 ports)

cnfftcport

Syntax

cnfftcport

Required parameters (left-to-right):

dot.logical port number port queue depth
ecn queue threshold de threshold
signalling protocol protocol parameters

Optional parameters:

None

Required parameters:

dlot.port number

Optional parameters (I€ft to right):

speed clocking

port ID (between 16-991) port queue depth
de_threshold ECN q_threshold
signalling protocol asynchronous status
polling verify timer error threshold
monitored events count communication priority
upper/lower RNR threshold min flags/frames

Related Commands
upftcport, dnftcport, dspftcport

Attributes
Privilege

Jobs
Log
Node

Lock

Example 1

1-2

Yes

Yes

IPX

Yes

cnfftcport 3.1.1 256 NORMAL 065535 65535 100 2N
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Description

Reconfigure the FTC port to change Q depths

System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Port : 31.1 [ACTI VE ]

Interface: FTI-V35 DCE Configured d ock: 256 Kbps
C ocki ng: Nor nal Measured Rx C ock: 256 Kbps
Port Type FR Mn Flags / Franes 1

Port ID 4

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol STRATA LM ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Pol ling Verif Tiner 15 | DE to DE Mappi ng Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead CTs DSR DCD

Communi cate Priority No State ON ON ON

Upper/ Lower RNR Thresh 75% 25%

Last Command: cnfftcport 31.1 256 NORMAL O 65535 65535 100 2 N

Next Command:

Theresults for the update FR parameters as shown are asfollows:

Port Queue Depth

ECN Queue Depth

DE Threshold
Signalling Protocol

Asynchronous Status

Polling Verify Timer
Error Threshold
Monitored Events Count
Communicate Priority
Upper RNR Threshold
Lower RNR Threshold

Minimum Flags/Frame
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65535 Depth of port queueis set at 65,535 bytes.

65535 Port queue must reach 65,535 bytes before FECN and
BECN bits are set.

100 Port buffer fill must be 100% before dropping DE frames.

2 LMI disabled

N No asynchronous messages to user device; wait for polling
from user device.

15 15 seconds heartbeat period

3 3failurestrigger port comm failure

4 4 events are monitored

N Do not communicate port priority to the user device.

75 75% of buffer triggers receiver not ready condition

25 25% of buffer clears areceiver not ready condition

1 Thereisonly oneflag for each FR dataframe.



cnfftcport

Table 16-15 cnfftcport — Parameters

slot.port

Specifies the FRP card slot and port number. (Slot and logical port number for
TUEL)

Table 16-16 cnfftcport — Optional Parameters

speed

Specifies the port clock speed in kbps; for a2.0 Mbps FRP. Speed configured is
displayed as Configured Clock. Actual clock rateis displayed as Measured Rx
Clock. The available speeds are:

1 port (selected speeds, 56 to 512 Kbps)
2 ports (sel ected speeds, 56 to 512 Kbps)
3 ports (sel ected speeds, 56 to 512 Kbps)
4 ports (sel ected speeds, 56 to 512 Kbps)

The available clock rates for the 1, 2, 3, and 4 port combinations are as follows:
56 64 72 96 112 384 512

clocking

Specifies the port clock type (normal/looped) [normal]. There are four
combinations of clocking that may be used for the FRI-V.35 and two with the
FRI-X.21. Refer to Chapter 2, Frame Relay Interface Card for a description of
looped and normal clock modes. Not specified for T1/E1 ports.

FRPis DCE with normal clocking (V.35 and X.21)
FRPis DCE with looped clocking (V.35 only)
FRPis DTE with normal clocking (V.35 and X.21)
FRPis DTE with looped clocking (V.35 only)

port ID

Specifies the DLCI associated with the port (16-991).

port queue depth

specifies the maximum bytes queued for transmission from the FRP port. The
range is from 0—65535. The default is 65535.

ecn queue threshold

specifiesthe port explicit congestion natification. The range is from 0-65535. The
default is 65535. Thisisthe point at which the BECN and FECN bitswill besetin
the communications to the user device.

de threshold

Specifies the port queue depth above which frames with the Discard Eligibility bit
set will be discarded. Vaid entries are 0—100%, with a default of 100%. An entry
of 100% effectively disables DE for the port.

signalling protocol

Specifiesthe LM operation mode. The range is from 0-255. The following values
are defined (the default is LM1=2):

LMI=0 LMl isdisabled at this port.

LMl =1  Port configured as Network-Network Interface using ANSI T1.617
Annex D parameters.

LMI =2  Cisco LMl isenabled at this port.

asynchronous status

Specifies whether the IPX should send unsolicited LMI update messages as they
appear or whether to wait for the polling from the user device. Valid vaues are y
(yes) or n (no)

polling verify timer

Specifiesthe Link Integrity Verification Timer heartbeat (keep-alive) period with a
valid range of 5-30. This should be set to 5 seconds more than the heartbeat time
set in the user equipment. Default is 15.

error threshold

Specifies the number of failures in the monitored events that causes the “keep
alive” process to report an alarm. It has an accepted range of 0-255 and avalid
range of 1-10. A value of zero defaults to 1, and a value more than 10 defaults to
10.

FastPAD Commands 16-39



cnfftcport

monitored events
count

Specifies the number of monitored events for the “keep alive” process. It has an
accepted range of 0-255 and avaid range of 1-10. A port communication fail
condition is cleared after this number of successful polling cycles. A value of 0
defaultsto 1, and a value more than 10 defaults to 10.

communicate priority

Specifies whether the connections SNA priority (H or L) should be communicated
to the user device attached to the port. Valid entriesare y (yes) or n (no); default is
no.

upper/lower RNR
threshold

Specifies the receiver not ready thresholds. Upper threshold is the number of
receiver not ready indications from the user equipment before alarm is generated
for this port. The lower receiver not ready threshold is the number of indications
from the user equipment before an alarm is cleared. Valid values are 1-255;
defaults to 75 for upper, 25 for lower threshold.

min. flags/frame

Specifies the minimum number of flags between frames. All vaues greater than 0
arevalid and the default is 1.
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cnfict

Sets the interface control template signals for a FastPAD data channel. The signals that can be set
using cnfict are RTS, CTS, DSR and DCD.

Full Name
Configure interface control template

Syntax
cnfict parameters optiona parameters

Related Commands
cpyict, dspict, prtict

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnfict 31.1.B.7 act dcd r

Description
Configure port 31.1.B.7 with the active interface control template asremote for DCD following RTS
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti me Not Set
Dat a Channel : 31.1.B. 7
Interface: RS232 DTE
Cl ocki ng: I nt er nal
Fram ng: DLC
Interface Control Tenplate for Connection while Active
Lead Qut put Val ue Lead Qut put Val ue
DSR ON RTS N A
DCD Renot e RTS CTS ON
Last Command: cnfict 31.3.B.7 act dcd r
Next Conmand:
Table 16-17 cnfict — Parameters
Parameter Description
channel Specifies the FastPAD data channel whose interface control template to configure
inthe format: slot.port.subport.subslot
template Specifies the interface control template to configure for the channel. The only
valid template for a FastPAD data channel isthe ACTIVE template. It is specified
as“ad.
output Specifies the output lead to configure. Valid output leads are RTS, CTS, and DCD.
on The output lead is asserted.
off The output lead is inhibited.
Table 16-18 cnfict — Optional Parameters
Parameter Description
delay Specifies the timein milliseconds that separates the "off" to "on" lead transitions.
Delay isvalid only when the output lead is CTS and the input lead is local RTS.
"On" to "Off" lead transitions are not subject to this delay.
source Specifies how the lead is to be configured and has the format:

on|off |local [remote  input delay
Delay is an optional parameter. The following lists the valid source choices:
on The output lead is asserted.
off The output lead isinhibited.
I (for local) indicates that the output follows alocal |ead.
r (for remote) indicates that the output follows a remote lead.
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Parameter Description

input Specifies the time in milliseconds that separates the "off" to "on" lead transitions.
Delay isvalid only when the output lead is CTS and the input lead is local RTS.
"On" to "Off" lead transitions are not subject to this delay.
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cnfvchtp

This command configures an interface signalling type for a FastPAD voice channel. The following
interface types are supported:

* E&M
® FXS
®* FXO
® AC-15

Any of the five E & M signalling types are supported, as well as four-wire and two-wire facilities.
FXS indicates the FastPAD emulates asingle line telephone. It operates in loop start mode and
provides loop to the connected device. FXO indicates the FastPAD emulates a central office. It
operatesinloop start or ground start mode and provides|oop current and ring voltageto the attached
device. AC-15 indicates the European signalling mode. This modeissimilar to E & M. Both the A
and B types are supported. This command also sets Dual Tone Multi Frequency detect period.

Full Name
Configure voice FastPAD channel type

Syntax
cnfvchtp parameters optional parameters

Related Commands

None.

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cnfvchtp 31.1.4FXS ** 1

Description
Configure FastPAD voice channel for interface type FXS and aDTMF value of 1
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System Response

al pha

Channel s
14. 1

TRM  YourlD: 1

%  Gain (dB)
Uil In out
NA 7 5

Interface Type DTMF
FXS L/S 1

Last Command: cnfvchtp 31.1.4 FXS * * 1

I PX 16 8.5 Mar .

16 1997 1:06 PST

SLT Ti meout

Next Command
Table 16-19 cnfvchtp — Parameters
Parameter Description
channd Specifies the FastPAD channel for which to configure the interface type where
channel is specified in the format: slot.port.subd ot
interface type Specifies the interface type to assign to the channel. This specifies the operational
mode of the channel. The possible values are:

s E&M indicates E & M signalling mode. This choice is followed by two
parameters: the type of E & M signalling [1-5] and the type of
wiring [2w/4w].

* FXS indicates single line telephone mode. This choiceisfollowed by the
type of start signalling [LOOP/GND].

« FXO indicates off premise extension mode.

* AC-15 indicates the AC-15 European signalling mode. Thischoiceis
followed by signalling type [A/B].

Table 16-20 cnfvchtp — Optional Parameters

Parameter Description

dtmf detect Specifies whether the FastPAD sends DTMF in-band as a voice-wave signal or
detects DTMF codes control frame for transmission and regenerates is detected.

st timeout Specifies the timeout period for single line telephone mode. Valid only with FXS

ground start.
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cpyict
Copiesall control templateinformation associated with aspecified FastPAD datachannel to another.

Once copied, the control template information may be edited with the cnfict command. See the
cnfict command for more information on interface control templates.

Full Name
Copy interface control template

Syntax
cpyict parameters

Related Commands

cnfict, dspict

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

cpyict 31.1.B.1 31.1.B.2

Description
Copy the interface control template from channel 31.1.B.1 to channd 31.1.B.2
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System Response

I PX TRM Super User I PX 32 8.5 Dat e/ Ti me Not Set
Dat a Channel : 31.1.B. 2

Interface: RS232 DTE

Cl ocki ng: I nt er nal

Interface Control Tenplate for Connection while Active

Lead Qut put Val ue Lead Qut put Val ue
DSR ON RTS N A
DCD OFF CTS ON

Last Command: cpyict 31.1.B.1 31.1.B.2

Next Command:

Table 16-21 cpyict — Parameters

Parameter Description

source channel Specifies the channel whose interface control template information to copy in the
format dot.port.subport.subs ot

destination channel Specifies he channel that will receive the copied interface control template
information in the format: slot.port.subport.subslot.
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delcon

Deletes aFastPAD connection. All FastPAD connection types can be deleted with this command,
including switched voice, voice and data connections. When you enter the delcon command, a
prompt appears asking you to confirm the deletion. Connections can be deleted from the IPX node
at either end of the connection. Do not delete a connection when the node at the other end of the
connection is unreachable. The unreachable node will not recognize the deletion. It is especially
important not to del ete aconnection to an unreachabl e node and then connect that channel to another
node. Channel connections are added to the network with the addcon command.

Full Name
Delete connections

Syntax
delcon parameters

Related Commands
addcon, dspcon, dspcons

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

delcon 31.1.B.1

Description

Delete connection 31.1.B.1. The connections to del ete are highlighted, and a prompt appears asking
you to confirm the deletion. Respond with “y” for yes. Connection 25.1 is deleted.
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System Response

Local
Channe
31. 1

31. 1
31.1.B. 1
31.1.8
31.2
31.2.B. 2
31.2.8
31.3

This Command: delcon 31.1.B. 1

Renot e Renot e
NodeNane Channe

I PX 31.3

I PX 31.2

I PX 31.2.B.2
I PX 31.2.8

I PX 31.1

I PX 31.1.B. 1
I PX 31.1.8

I PX 31.1

Del ete these connections (y/n)?

%)
o
2
o

RQRARIRQRQARR

Type
sessi on
sessi on
16
atcl2
sessi on
16
atcl2
sessi on

Rout e
Conpressi on Code Avoid COS O

Table 16-22 delcon — Parameters
Parameter Description
channel(s) Specifies the FastPAD channel to delete. Channel is specified in the following
format:
dot.port For switched voice connections
dot.port.subslot For permanent voice connections
dot.port.subslot.subport For data connections

FTC_dot.port.FPs ot.subport.DLCI

For frame relay connections, where
subslot and subport refer to FastPAD.
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delfp

Deletes aFastPAD from the IPX network. The FastPAD to delete is specified by its unique name
(assigned using the addfp command).

Full Name
Delete connection group

Syntax
delfp parameters

Related Commands

addfp, dspfp

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

delfp 31.1

Description

Delete FastPAD 31.1.
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System Response

I PX

Sl ot . Port

31.1
31.2
31.3
31.4

TRM

Nanme

FP1
FP2
FP3
FP4

Super User

Fast PADs | nformation

ID FP_DLCI
1 17
2 18
3 19
4 20

This Command: delfp 31.1

Del ete Fast PAD (y/n)?

I PX 32

8.5 Dat e/ Ti me Not Set

Port _ID Alarm

oo oo

XK

X
X
XK

Table 16-23 delfp — Parameters

Parameter Description

slot.port Specifies the location of the FastPAD to be removed.
Table 16-24 delfp — Optional Parameters

Parameter Description

name Specifies the name of the FastPAD to be removed.
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delftcport

Thefollowing information applies only to FTC T1/E1 applications. Deleteslogica FTC ports and
unassigns associated DS@/timed ots. The unassigned DS@/timesl ots may be recombined with the
addftcport command to create new logica ports. Logical port numbersrange from 1 to 24 for T1
linesand 1 to 31 (16 reserved) for E1 lines. The port screen (normally seen with the dspftcport
command) will be displayed regardless of successful port deletion. The screen will display defined
port numbers for the specified line. Error messages are displayed when the procedure isincorrect.
Thefollowing lists the error/warning messages of this command.

Messages Reason for Message

"Sotisout of range" Line number not correct for FRP T1/E1

"Port does not exist" Logical port number does not exist

"You must first down the port” Logical portisup

"You must first down the port” Specified port is not first DS@/timeslot of logical port
Full Name

Delete FTC (TV/EL)

Syntax

delftcport parameters

Related Commands
addfrport, dspfrport, dnfrport

Attributes

Privilege 1
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

delfrport 8 .1

Description
Delete FTC port 8.1
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System Response

al pha TRM  Your|D: 1 I PX 16 8.5.7 Mar. 15 1997 17:28 CST

Port configuration for FRP 8

From Chan Speed Interface State
1 9-15 448 FTI T1 ACTI VE
20 20- 24 320 FTI T1 ACTI VE

Last Command: del ftcport 8.1

Next Command:

Table 16-25 delftcport — Parameters

Parameter Description
slot Specifiesthe FTC T1 or E1 line (cabinet slot) number of the port to delete
port Specifies the logical port number of the port to delete.
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dnfrport

Downs the specified FastPAD FRAM-01 framerelay port. All connections must be removed from
the port before the port can be deactivated.

Full Name
Down Frame Relay port

Syntax
dnfrport parameters

Related Commands
cnffrport, dspfrport, upfrport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

dnfrport 6.3

Description

Down frame relay port 6.3

Table 16-26 dnfrport — Parameters

Parameter Description
slot Specifies the slot number of the frame relay card with the port to down.
port Specifies the port number to down on the specified frame relay card.
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dnftcport

Downs (deactivates) the specified FTC port. All connections must be removed from the port before

the port can be deactivated.

Full Name
Down FTC port

Syntax
dnftcport parameters

Related Commands
cnfftcport, dspftcport, upftcport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

dnftcport 31.1
Description

Down (deactivate) FTC port 3.1
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I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Port : 31.1 [ 1 NACTI VE]

Interface: FTI-V35 DCE Configured d ock: 64 Kbps
Cl ocki ng: Nor nal Measured Rx C ock: 0 Kbps
Port Type FR Mn Flags / Franes 1

Port ID 4

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol STRATA LM ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Pol ling Verif Tiner 15 | DE to DE Mappi ng Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead CTs DSR DCD
Communi cate Priority No State ON ON ON

Upper/Lower RNR Thresh 75% 25%

Last Command: dnftcport 31.1

Next Command:

Table 16-27 dnftcport — Parameters

Parameter Description
slot Specifies the slot number of the FTC to down.
port Specifies the port number to down on the specified FTC card.
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dspchcnf

Displays configuration details for FastPAD voice and data channels:

® FastPAD Voice channels display:

Channel, Percentage Utilization, Gain In and Out, and the Interface Type.

® FastPAD Datachannels display:

Channel, Percentage Utilization, and the Type, i.e., datarate.

If the channel specified isaFastPAD voice channel, the display includes configuration details for all
voice channels onthe FTC port starting with the specified channel. If the channel specified isadata
channd, the display includes configuration detailsfor all channels on the specified FTC port starting

with the specified channel.

Full Name
Display channel configuration

Syntax
dspchenf  parameters

Related Commands

prtchenf

Attributes

Privilege 1-6
Jobs No
Log No
Node IPX
Lock No
Example 1

dspchenf 31.1.8
Description

Display configuration values for channel 31.1.8
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I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Gain (db)

Channel s Uti | I'n Qut Interface Type DTMF  SLT Ti nmeout

31.1.8 100 -4 2 FXS L/'S 30

Last Command: dspchcnf 31.1.8

Next Command
Table 16-28 dspchcenf — Parameters
Parameter Description
start channel Specifies the channel with which to start the display in the format:

For FastPAD voice connections
For FastPAD data connections

sot.port.subport
dot.port.subport.subsl ot
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dspcon

Displays connection information for a specified channel. The information displayed includes:

Channel numbers for both the local and remote ends of the connection.

Node names at both ends of the connection.

Type (“s’ for switched and “v” for voice) or datarate of the connection.

Compression type (ATC, CELP, Negotiated).

Routing restriction.

Class of service (COS) of the connection.

Connection route listing the end nodes and any intermediate nodes.

Preferred route for the connection (if configured).

Status of the cards associated with the connection. The status that may be displayed includes:

OK Connection OK
FAILED Connection failed

Connection descriptor (if configured).

Status of the “Feeder” connection. Thisis the connection between the FastPAD and the FTC. A
failureisindicated as “End Point: Feeder Fail”.

Full Name
Display connections

Syntax
dspcons parameters

Related Commands
addcon, delcon, dspcons

Attributes

Privilege 1-6
Jobs No
Log No
Node IPX
Lock No
Example 1

dspcon 31.1.8
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Description
Display voice connection information for FTC channel 31.1.8

System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Conn: 31.1.8 I PX 31.2.8 atcl2
Status: K
Pat h: Route information not applicable for |ocal connections
I PX FTC: K I PX FTC: K
FTI: K FTI: X
Fast PAD: OK Fast PAD: OK

Last Command: dspcon 31.1.8

Next Command:

Table 16-29 dspcon — Parameters

Parameter Description

channd Specifies the FastPAD channel for which to display connection details. The
command displays connection information for one channel at atime. You cannot
specify a set of channels. <channel> is specified in the following formats:

dot.port For switched voice connections
dot.port.subs ot For permanent voice connections
dot.port.subsl ot.subport For data connections
FTCdot.FTCport.subslot.subport.DLCI For frame relay connections, where

subslot and subport refer to FastPAD.
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dspcons

Displaysasummary of the connectionson an IPX node. Thefields displayed in the dspcons screens

are as follows:

Table 16-30 dspcons Display Fields

Fields

Description

Local Channel

The connection’s channel at this node.

Remote Node Name The name of the node at the other end of the connection.

Remote Channel The connection’s channel at the remote node.

Sate The state of the connection(s) are as follows
State Description
OK routed
Down downed
OK(Dn)  waiting for onhook to occur to allow courtesy down to take place for

connection(s) that have been courtesy downed using the dncon
command.
Failed unrouted, but trying

Type The type of connection (v = voice, fr = framerelay. datarate in kbps for data).

Route Avoid The type of lines to avoid when routing (satellite lines, terrestrial lines, lineswith
zero code suppression).

Compression The type of compression applied to the connection (ATC8, ATC12, ATC16,
CELPg).

COs The Class Of Service.

Owner The end of the connection in control of re-routing.

Descriptor The connection descriptor string (if +d option specified).

Loopback A connection with alocal loopback isindicated by aright parenthesis symbol
between the “Local Channel” and “ Remote NodeName” columns. A connection
with aremote loopback isindicated by aright parenthesis symbol before the
channel number in the “ Remote Channel” column.

Full Name

Display connections

Syntax

dspcons  optional parameters

Related Commands

addcon, delcon, dspcon
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Attributes

Privilege 1-6
Jobs No
Log No
Node IPX
Lock No
Example 1

dspcons 31.1.8
Description

Displaysall connections starting with 31.1.8, in this case voice connections.

System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Conn: 31.1.8 I PX 31.2.8 atcl2
Status: K
Pat h: Rout e infornation not applicable for I|ocal connections
I PX FTC: K I PX FTC: K
FTI: K FTI: K
Fast PAD: K Fast PAD: K

Last Command: dspcon 31.1.8

Next Conmmand
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Table 16-31

dspcons — Optional Parameters

Parameter

Description

start channel

Specifies the channel to begin the display. <start channel> is specified in one of
the following formats:

dot.port.DLCI frame relay channel
remote node.groupname frame relay group connection

If no starting channel is specified, the display begins with the first connected
channel.

All FastPAD connections are shown as part of framerelay connections on the IPX.

node name

Specifies that only connections to this remote node from the local note be
displayed. If no "nodename” is designated, connections from the local node to all
other nodes are displayed

connection type

Specifiesthat only connections of this type be displayed. If no "connection type" is
designated, all connections appear. Vaid connection types are:

-f Displays all FastPAD and frame relay connections.

+d

+g

When you enter the connection type on the command line, it must be preceded
with a hyphen, "-".

+d

Specifies that the display show the connection string in place of the usual
compression and ownership fields.
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dspfp
Displays the header identifying the shelf slot and port of the specified FastPAD and alisting of the
cardswithin that FastPAD. The header contains ablinking “ off ling” indicator when the FastPAD is

unreachable. The card listing includes the base card and all expansion slot cards within FastPAD. A
revision level and status field are included for each card. The status field values are as follows:

» Active Cardin use.

e Empty No card installed in slot.
+ Failed Card failed.

» Standby Card in standby mode
Full Name

Display FastPAD card information

Syntax
dspfp parameter

Related Commands
addfp, delfp, dspfps

Attributes

Privilege 1-2
Jobs No
Log No
Node IPX
Lock No
Example 1

dspfp 31.1

Description

Display 31.1 card information
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System Response

I PX

oOo~NO O WNEFE T

Last

TRM  Super User
Fast PAD FP1
Card
Type St at us
BASE Active
Empty
Enmpty
Enmpty
VFC- 01 Act i ve( SW TCHED)
Enmpty
Enmpty
Enmpty
VFC- 01 St andby
Command: dspfp 31.1

Next Conmand: dspftcport

Table 16-32 dspfp — Parameters

I PX 32 8.5 Dat e/ Ti me Not Set

at shelf 31.1

Lock Status:
Conposi te Link:

Locked
BASE. 8

Parameter Description

slot.port

Specifies the slot and port for which information will be displayed.
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dspfps
Displaysalist of all FastPADs connected to an IPX node. The list includes the FastPAD name, ID,

source DLCI, destination DLCI and alarm status (OK, Minor or Major). A FastPAD/IPX
connectivity is added or deleted with the addfp and delfp commands respectively.

Full Name
Display information for all FastPADs

Syntax
dspfps

Related Commands
addfp, delfp, dspfp

Attributes

Privilege 1-2
Jobs No
Log No
Node IPX
Lock No
Example 1

dspfps

Description

Display card information for all FastPADs
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System Response

cc7 VT Super User I PX 32 8.5
Fast PADs | nfornation
Slot.Port Nanme ID FP_DLCI Port_ID Alarm
31.2 cc7FP 5 53 0

Last Command: dspfps

Next Command:

Mar .

21 1997 15:39 PST
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dspfrport

Displaysone of three choices; the state of al framerelay portsin aFastPAD, general information on
all ports on the FRAM-01 card used for frame relay connections, or detailed status on a single
specified frame relay port. The more specific the port addressin the command, the more detail is
provided. The following are examples of the dspfr port command:

dspfrport FTC_slot.port displays all framerelay portsin a FastPAD

dspfrport FTC_dlot.port.FPslot displays the port states at the FastPAD card level

dspfrport FTC_dlot.port.FPslot.port detailed display of the designated FastPAD FRAM-01
port

Thefollowing provides alist of displayed port parameters for a single port. A full description of
these parametersis provided in the cnffrport command.

Table 16-33 dspfrport— Parameters

Parameters Description

Port number Polling Verification Timer

DLCI number Error Threshold

State: Active or inactive Monitored Events Count

Interface Type: V.35 or X.21, DCE or DTE Priority Communicated

Configured clock speed in kbps The lead states in the Interface Control Template

M easured clock speed in kbps Receiver Not Ready Thresholds

The port VC queue depth in bytes Flags per frame

The VC queue ECN threshold in bytes OAM FastPacket Threshold (for NNI ports)

The DE threshold Link Integrity Timer (for NNI ports FRP rev. F/H or
above)

The Signalling Protocol Full Status Polling cycle (for NNI ports)

Asynchronous Status The lead states in the Interface Control Template

Full Name

Display Frame Relay port

Syntax
dspfrport

Related Commands
cnffrport, upfrport, dnfrport
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Attributes
Privilege

Jobs
Log
Node

Lock

Example 1
dspfrport

Description

No

No

IPX

Display the port status of the FRPs in the node

System Response

al pha TRM  YourlD:1 I PX 16
FRP Port States

Port ID State

9.1 0 ACTI VE

9.2 0 ACTI VE

9.3 0 I NACTI VE

9.4 0 I NACTI VE

Last Comnmand: dspfrport

Next Command:

Example 2
dspfrport 8

Description

Display the port statuses for the FRP in slot 8

8.5

Mar .

15 1997 15:48 PST
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System Response
D2. i px6 TRM  YourID:1 IPX 16  8.5.B1  Aug. 12 1997 13:47 PST

Port configuration for FRP 8

Por t I D Speed Interface State Pr ot ocol Port Type
1 0 256 FRI - V35 ( DCE) ACTI VE None FR
2 0 256 FRI - V35 ( DCE) ACTI VE None FR
3 0 256 FRI - V35 ( DCE) FAI LED Annex A UNI  FR
4 0 256 FRI - V35 ( DCE) ACTI VE Annex D UNI FR

Last Command: dspfrport 8

Next Command:

Example 3
dspfrport 5.1

Description
Display the port statuses for the frame relay port 5.1

System Response

D2. i px5 TRM  YourID: 1 I PX 16 8.5 Aug. 4 1997 16:39 PST
Port: 5.1 [ACTIVE ]

Interface: FRI - X21 DCE Configured d ock: 256 Kbps

Cl ocki ng: Nor mal Measured Rx C ock: 256 Kbps

Port Type FR Mn Flags / Franes 1

Port ID 0

Port Queue Depth 65535 OAM Pkt Threshol d3pkts

ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl

Signal I i ng Protocol None ForeSi ght (CLLM No

Asynchronous St at us No CLLM Status Tx Tiner 0 nsec

T392 Polling Verif Tiner 15 | DE to DE Mapping Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead |

Communi cate Priority No State ON

Upper/Lower RNR Thresh 75% 25%

Last Command: dspfrport 5.1

Next Command:
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dspftcport

Displays one of three choices; the state of all FTC portsin anode, general information on all four
ports on a specified FTC card, or detailed status on a single specified FTC port. The more specific
the port address in the command, the more detail is provided. The following are examples of the
dspftcport command:

dspftcport displays states of al FTC portsin the node
dspftcport 8 displays the port statesfor FTCin dot 8
dspftcport 8.1 displays the configuration for port 1 of the FTC in dot 8

Parameters displayed by the dspftcport command are listed below:

Table 16-34 dspftcport— Parameters

Parameters Description

Speed The port clock speed in Kbps. Speed configured is displayed as Configured
Clock. Actual clock rate is displayed as Measured Clock. The available speeds
are 19.2 Kbps, 38.4 Kbps, 56 Kbps, 64 Kbps, 128 Kbps.

Clocking The port clock type (normal/looped) [normal].

Port queue depth The maximum bytes queued for transmission from the FTC. Range is 0 to
65535. Default is 65535.

ECN queue threshold The maximum bytes queued for transmission from the FTC. Rangeis O to
65535. Default is 65535.

Update protocol ID The lead states in the Interface Control Template

M easured clock speed The update protocol supported. The default is 2. The following values are
in kbps defined as follows:

0 None.
1 ANSI T1.617 Annex D
2 LMI Revision 1

Full Name
Display FTC port configuration

Syntax
dspftcport

Related Commands
cnfftcport, upftcport, dnftcport
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Attributes

Privilege 1-2
Jobs No

Log No

Node IPX
Lock No

Example 1

dspftcport

Description

Display the port status of the FTCs on the node

System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti me Not Set

FTC Port States

Port ID State Type
31.1 0 ACTI VE FR
31.2 0 ACTI VE FR
31.3 0 ACTI VE FR
31.4 0 ACTI VE FR

Last Command: dspftcport

Next Command:

Example 2
dspftcport 31.1

Description
Display the status of FTC port 31.1, slot 31, port 1.
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Port : 31.1 [ACTI VE ]

Interface: FTI-V35 DCE Configured d ock: 64 Kbps
C ocki ng: Nor nal Measured Rx C ock: 64 Kbps
Port Type FR Mn Flags / Franes 1

Port ID 0

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol STRATA LM ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Pol ling Verif Tiner 15 | DE to DE Mappi ng Yes

N392 Error Threshol d 3 Interface Control Tenplate

N393 Monitored Events Count 4 Lead CTs DSR DCD
Communi cate Priority No State ON ON ON

Upper/Lower RNR Thresh 75% 25%

Last Command: dspftcport 31.1

Next Command:
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dspict

Displaysinterface control template information for FastPAD data channels. The displayed
information includes:

® The specified channdl.
® Thetype of template: aor ACTIVE isthe only valid for FASTPADs.
® The associated output leads and their status:

ON

OFF

Following aloca input
Following aremote input

Theinput being followed, where applicable, is specified. Any RTSto CTS delay is aso shown.

Full Name
Display interface control template

Syntax
dspict parameters

Related Commands
cnfict, cpyict

Attributes

Privilege 1-2
Jobs No
Log No
Node IPX
Lock No
Example 1

dspict 31.1.8.1a
Description

Display the active interface control template for channel 31.1.8.1
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Dat a Channel : 31.1.8.1

Interface: RS232 DCE

Cl ocki ng: Ext er na

Lead
DSR

Interface Control Tenplate for Connection while Active

Qut put Val ue Lead Qut put Val ue
ON RTS N A
Renote RTS CTSs Local RTS

CTS Delay 12 (x10 nsec)

Last Command: dspict 31.1.8.1 a

Next Command
Table 16-35 dspict — Parameters
Parameter Description
channel Specifies the channel in the format slot.port.subd ot.subport
template Specifies the control template to display for the channel. Thereis only one

template available for FastPAD data channels: “&" for the ACTIVE template.
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prtchcnf

Prints the configuration details for FTC channels. This command uses the same syntax, and prints
the same information asis displayed using the dspchenf command. See the dspchenf command for
syntax and output information.

Full Name
Print channel configurations

Syntax
prtchenf  parameters (see the dspchenf command)

Related Commands

dspchenf

Attributes

Privilege 1-6
Jobs Yes
Log No
Node IPX
Lock No
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prtcons

Prints a summary of connections terminated at the IPX node. This command uses the same syntax
and prints the same information as is displayed using the dspcons command. See the dspcons

command for syntax and output information.

Full Name
Print connection

Syntax
prtcons parameters  optional parameters

Related Commands

dspcons

Attributes

Privilege 1-6
Jobs Yes
Log No
Node IPX
Lock Yes

(see the dspcons command)
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prtict

Prints a data channel's interface control template. This command uses the same syntax, and prints
the sameinformation asis displayed using the dspict command. See the dspict command for syntax
and output information.

Full Name
Print interface control template

Syntax
prtict parameters (see thedspict command)

Related Commands

dspict

Attributes

Privilege 1-2
Jobs Yes
Log No
Node IPX
Lock Yes

16-78 Cisco WAN Switching Command Reference



resetfp

resetfp
This command reboots a FastPAD.

Full Name
Reset FastPAD

Syntax
resetfp parameters

Related Commands
addfp, delfp, dspfp, dspfps

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

resetfp 31.1

Description

Restart port 31.1 on the FTC card

Table 16-36 resetfp — Parameters

Parameter Description

slot.port Specifies the slot and the port of the FTC card connecting the FastPAD.
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restartfp

Thiscommand restarts a FastPAD to |PX control session. A control session isfirst established when
a FastPAD is added to the node and the port speed and parameters match. Once a control session is
established, the FastPAD can be configured and managed by commands issued at an IPX node.

Full Name
Restart FastPAD session establishment

Syntax
restartfp parameters

Related Commands
addfp, delfp, dspfp, dspfps

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

restartfp 31.1
Description

Restart port 31.1 on the FTC card

Table 16-37 restartfp — Parameters

Parameter Description

slot.port Specifies the slot and the port of the FTC card connecting the FastPAD whose
session is to be reestablished.
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upfrport

Activates asingle port on an FRP. If the port has not been configured, the default configuration

values are used to configure the port.

Full Name
Up Frame Relay port

Syntax
upfrport  parameter

Related Commands
dnfrport, cnffrport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

upfrport 9.2

Description

Activate port 2 onthe FRPinslot 9

FastPAD Commands 16-81



upfrport

System Response

al pha TRM  YourlD: 1 I PX 16 8.5 Mar. 15 1997 15:51 PST
Port: 9.2 [ACTIVE ]

Interface: FRI-V35 DTE Configured d ock: 256 Kbps
Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Port ID 4

Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cy
Signal I i ng Protocol None ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Polling Verif Tiner 15 Interface Control Tenplate

N392 Error Threshol d 3 Lead State

N393 Monitored Events Count 4 RTS ON

Communi cate Priority No DTR ON

Upper/ Lower RNR Thresh 75% 25%

Mn Flags / Franes 1

Last Command: upfrport 9.2

Next Command:

Table 16-38 restartfp - parameters

Parameter Description
slot Specifies slot number of the FRP card containing the port to be upped.
port Specifies the port to be upped. Rangeis 1-4.
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upftcport

Activates asingle port on an FTC. If the port has not been configured, the default configuration

values are used to configure the port.

Full Name
Up FTC port

Syntax
upftcport  parameter

Related Commands
dnftcport, cnfftcport

Attributes

Privilege 1-2
Jobs Yes
Log Yes
Node IPX
Lock Yes
Example 1

upftcport 31.1
Description

Activate port 1 on the FTC in slot 31
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System Response

I PX TRM  Super User I PX 32 8.5 Dat e/ Ti ne Not Set
Port: 31.1 [ACTIVE ]
Interface: FTI-V35 DCE Configured d ock: 64 Kbps
Cl ocki ng: Nor mal Measured Rx C ock: 0 Kbps
Port Type FR Mn Flags / Franes 1
Port ID 6
Port Queue Depth 65535 OAM Pkt Threshol d 3 pkts
ECN Queue Threshol d 65535 T391 Link Intg Tiner 6 sec
DE Threshol d 100 % N391 Full Status Poll 10 cyl
Signal I i ng Protocol STRATA LM ForeSi ght (CLLM No
Asynchronous St at us No CLLM Status Tx Tiner 0 msec
T392 Polling Verif Tinmer 15 | DE to DE Mapping Yes
N392 Error Threshol d 3 Interface Control Tenplate
N393 Monitored Events Count 4 Lead CTs DSR DCD
Conmmuni cate Priority No State ON ON ON
Upper/Lower RNR Thresh 75% 25%
Last Command: upftcport 31.1
Next Command:

Table 16-39 upftcport - parameters

Parameter Description

slot . port Specifies slot and port number on the FTC card to be upped.
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Command Listing

APPENDIX A

Click on page number to go to command definition.

Command

?or Help

addad

addalmslot (Nodes)
addalmslot (Trouble)
addcon (Voice)
addcon (Data)

addcon (Frame Relay)
addcon (ATM)
addcon (Access Device)
addextlp

addfrport

addjob

addjobtrigger
addloclp

addlocrmtlp

addrmtlp

addshelf

addtrk

addtrkred

addyred

adduser

bye

clrchstats

clrclkalm (Netwk Clks)
clrclkalm (Trblshtng)

Page
2-3
2-5
15-4
39
14-3

8-8
9-6
10-3
15-6
14-5
8-17
12-5
12-8
14-7
14-12
14-14
3-11
4-7
4-9
3-13
13-3
2-8
14-19
11-4
14-21

Command Listing A-1



Command Page

clrclnalm 14-21
clrclnerrs 14-25
clreventq 14-29
clrfrcportstats 8-19
clrlog 14-33
clrlnerrs 14-25
clrmsgalm 14-35
clrportstats 14-37
clrscrn 2-10
clrdotalms 14-39
clrdoterrs 14-40
clrtrkalm 14-41
clrtrkerrs 14-44
clrtrkstats 14-46
cnfasm 3-15
cnfbus 14-47
cnfcassw 5-5
cnfchadv 6-8
cnfchdl 6-10
cnfchdfm 7-11
cnfchec 6-13
cnfchfax 6-16
cnfchgn (Data) 6-18
cnfchela 7-13
cnfchpri 8-20
cnfchutl 10-3
cnfcldir 7-15
cnfclksre 11-5
cnfcls 9-20
cnfcmb 10-7
cnfcon 9-22
cnfcond 6-20
cnfcos 10-9
cnfdate 13-5
cnfdchtp 7-17
cnfdclk (Data) 7-20
cnfdmn 12-5
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cnffrcls

cnffrcon
cnffrcport (Fr Rly - PCS)
cnffrport (Fr Rly)
cnffunc

cnfict (Data)
cnfict (Fr Rly)
cnfjct

cnfln

cnflnalm
cnflnpass
cnfmode
cnfname

cnfport

cnfpref

cnfprt

cnfpwd

cnfrevsig
cnfslotalm
cnfsnmp
cnfstatmast
cnfsysparm
cnfterm

cnftime

cnftmzn

cnftrk

cnftrkalm (Trunks)
cnftrkalm (Troubleshoot.)
cnftrkict
cnfvchtp (Voice)
cnfxmtsig

cpyict (Data)
cpyict (Fr Rly)
cpytrkict
delalmslot
delcon (Voice)
delcon (Data)

Page
8-22
9-22
8-28
9-24
3-17
7-24
8-41
13-5
5-7
14-49
6-22
8-46
3-19
9-24
10-11
3-21
14-5
6-24
14-55
13-8
13-9
13-10
3-23
13-15
3-25
4-11
4-18
14-57
4-20
6-26
6-30
7-29
8-49
4-22
3-27
6-32
7-31
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delcon (Fr Rly) 9-29
delcon (ATM) 9-29
delcongrp (Fr Rly) 8-54
delcongrp (ATM) 9-31
delfrport 8-56
deljob 12-10
deljobtrig 13-7
dellp 14-59
delshelf 3-29
deltrk 4-24
deltrkred 4-26
deluser 13-17
delyred 3-31
dncd 14-61
dncon 10-14
dnfrport 9-33
dnin 5-13
dnport 9-33
dntrk 4-28
dspalms 14-62
dspasm 3-32
dspbob 14-65
dspbuses 14-68
dspcd 3-34
dspcds 3-37
dspchenf (Voice) 6-34
dspchncf (Data) 7-33
dspchenf (Fr Rly) 8-60
dspchdlcnf 6-36
dspchec 6-38
dspchstats (Fr. Rly.) 8-62
dspchstats (ATM) 9-35
dspclksrcs 11-7
dspclnerrs 14-70
dspcls 9-38
dspcon (Voice) 6-40
dspcon (Data) 7-35
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Command

dspcon (Fr Rly)

dspcon (ATM)

dspcon (Access device)
dspconcnf

dspcond

dspcongrp (frame relay)
dspcongrp (ATM)
dspcongrps (frame relay)
dspcongrps (ATM)
dspcons (Voice)
dspcons (Data)

dspcons (Fr Rly)
dspcons (ATM)
dspcons (Access device)
dspconst

dspcurclk

dspdmns

dspeventq

dspfrcbob

dspfrcls

dspfrcport

dspfrport (Frame Relay)
dspict (Data)

dspict (Fr Rly)

dspjob

dspjobs

dsplancnf

dsplmistats

dsplnenf

dspload

dsplog

dsplns

dsplnal menf

dspnds

dspnode

dsplnerrs

dspmode

Page
8-65
9-40
15-17
9-44
6-42
8-67
9-46
8-69
9-48
6-44
7-37
8-71
9-50
15-19
6-47
11-9
12-10
14-73
14-75
8-77
9-56
9-56
7-40
9-61
13-8
13-9
3-40
3-42
5-14
10-17
14-77
5-18
14-79
3-44
3-46
14-82
8-89
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dspmodes 8-92
dspnw 4-30
dspnwip 13-19
dsppwr 14-84
dspsnmp 13-22
dspsigqual 6-49
dsplmistats 9-54
dspospace 10-20
dsppcs 8-94
dspport 9-56
dspportq 9-59
dspportids 8-97
dspportstats (Fr Rly) 8-99
dspportstats (ATM) 9-61
dsppwd 13-20
dsppwr 14-84
dspprtenf 3-52
dsppwr 14-84
dsprts 10-22
dspsl otalmenf 14-87
dspslotalms 14-89
dspsloterrs 14-91
dspsl otstatcnf 14-94
dspsnmp 13-22
dspsnmpstats 13-24
dspsvcst 6-51
dsptermenf 3-48
dsptermfunc 3-50
dsptrkbob 4-32
dsptrkenf 4-34
dsptrkerrs 14-96
dsptrkict 4-37
dsptrkred 4-39
dsptrks 4-41
dsptrkutl 10-24
dsptrkstats 4-43
dspusers 13-26
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dspusertask
dspusertasks
dspyred
editjob

helpor ?
prtchenf (Voice)
prtchenf (Data)
prtchenf (Fr Rly)
prtchdlcnf
prtins
prtclnerrs
prtcongrps
prtcons (Voice)
prtcons (Data)
prtcons (Fr Rly)
prtict (Data)
prtict (Fr Rly)
prtjob

prtjobs
prtjctnw
prtinerrs
prtlog

prtscrn

prttrks

prtrts
prttrkerrs
prtyred
redscrn

resetcd

resetpc

runjob

stopjob
switchcc
tstcon

tstdelay

tstpcs

tstport

Page
13-27
13-29
3-56
12-18
2-5
6-53
7-42
9-63
6-54
5-20
14-100
9-63
6-55
7-43
9-63
7-45
8-108
12-20
12-21
13-10
14-102
14-101
2-11
4-48
10-27
14-103
3-58
2-12
14-104
14-106
12-22
12-24
14-107
14-109
14-116
14-119
14-120
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upcd 3-60
upln 5-21
upcon 10-29
upfrport (Fr Rly) 9-63
upport 9-63
uptrk 4-49
vt 2-13
window 3-62
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