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Cisco TelePresence Readiness Assessment Manager (TelePresence Readiness Assessment Manager) evaluates your network and reports its readiness to deploy a Cisco TelePresence solution in your network. TelePresence Readiness Assessment Manager analyzes your network infrastructure to detect noncompliance with recommended best practices, to determine resource utilization, and to assess your network’s capability to carry telepresence media traffic. It uses open interfaces such as Simple Network Management Protocol (SNMP) and Telnet to remotely poll (read-only) data from different devices in the deployment of a Cisco TelePresence solution. This document provides system requirements, installation notes, and procedures that describe how to set up and begin using TelePresence Readiness Assessment Manager and its agents within a network.
Cisco TelePresence Readiness Assessment Manager consists of two software packages: TelePresence Readiness Assessment Manager Server and the Media Traffic Analysis Agent (MTAA). The server software resides on a Windows server and is the core of TelePresence Readiness Assessment Manager. It discovers your network devices, collects device inventory, performs scheduled assessment tasks, and generates comprehensive analysis reports.
The Media Traffic Analysis agent software simulates and analyzes telepresence traffic. It is a separate component that should be installed on a computer (laptop or server machine) running Windows XP. This computer should be strategically located in the network (The computer is usually connected to the switch to which the proposed telepresence site will be connected). Figure 1 shows how Cisco TelePresence Readiness Assessment Manager works and how its agents should be deployed. 
Figure 1.   Cisco TelePresence Readiness Assessment Manager Overview
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System Requirements TC "System Requirements" \f C \l "1" 
For the latest system requirements and installation steps, see the Quick Start Guide for Cisco TelePresence Readiness Assessment Manager.

Table 1. Minimum Server Hardware and Software Requirements 
	Requirement Type
	Minimum Requirements

	System Hardware
	· Server platform with Pentium 4 greater than 2.0 GHz.

· Color monitor.

· CD-ROM drive.

· Support for one or two 10/100 NICs.
(One is required; the second is for failover support. NICs must have the same IP address).

	Memory (RAM)
	2 GB 

	Swap File Space
	4 GB

	Available Drive Space
	· 40 GB hard disk space.

· NTFS file system (required for secure operation).

· At least 16 MB in the Windows temporary directory (%TEMP%).



	System Software
	· Windows XP Professional SP 2 or Windows 2003 Standard Edition.

Note: Windows Terminal Services is supported in remote administration mode only. 

	Port
	Port 1741 should be open. This is the default port for the Web server.


Table 2. Minimum Agent Hardware and Software Requirements 

	Requirement Type
	Minimum Requirements

	System Hardware
	· Server platform with Pentium processor 2 GHz or greater

· 100 Mb/s Ethernet card

	Memory (RAM)
	512 MB

	Virtual Memory
	  1 GB

	Available Drive Space
	100 MB



	System Software
	Windows XP Professional SP 2

	Port
	The HTTP port and SOAP port should be open. The Default ports are 80 and 8080, respectively.



Table 3. Minimum Client Hardware and Software Requirements 

	Requirement Type
	Minimum Requirements

	System Hardware
	Any of the following:

· Windows XP with Service Pack 2. 

· Windows Server 2003 Standard or Enterprise Edition without Windows Terminal Services.

· Windows 2000 Professional and Server (Service Pack 3).

· Internet Explorer 6.0.28 or 6.0.37.

	Memory (RAM)
	256 MB

	Swap File Space
	   512 MB

	Environment
	Clients must be able to access TelePresence Readiness Assessment Manager:

· From outside a firewall—See documentation for your firewall for how to configure client access. 

· Across a Virtual Private Network (VPN)—The VPN tunnel should connect the client with a VPN router or similar device.


Installation Notes TC "Installation Notes" \f C \l "1" 
Refer to the Quick Start Guide for Cisco TelePresence Readiness Assessment Manager for installation instructions. Please note the following before you install Cisco TelePresence Readiness Assessment Manager:

· Make sure the system on which TelePresence Readiness Assessment Manager is to be installed is configured for DNS.

· TelePresence Readiness Assessment Manager requires a dedicated system; do not install it on a system with: 

· Third-party management software (such as HP OpenView or NetView).

· Cisco Secure Access Control Server (ACS). 

· Any installed CiscoWorks application or a CSCOpx directory that exists under Program Files.

· Do not install Cisco TelePresence Readiness Assessment Manager on:

· A Primary Domain Controller (PDC) or Backup Domain Controller (BDC).

· A FAT file system.

· A Windows Advanced Server with Terminal Services enabled in application server mode. 

· A system with Internet Information Services (IIS) enabled. 

· Do not select an encrypted directory. TelePresence Readiness Assessment Manager does not support directory encryption. 

· Do not install any CiscoWorks Common Services 3.0 service packs or patches on the TelePresence Readiness Assessment Manager server.

· Verify that the system date and time are set properly.

· To speed installation, disable all virus-scan software while installing.

· Set the IP address and hostname on your server before installation.
Network Deployment Example TC “NETWORK DEPLOYMENT EXAMPLE” " \f C \l "1"  
Figure 2.   Example Network Deployment
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This example displays the following information:

Two proposed Cisco TelePresence sites, Location A and Location B, are connected by a WAN circuit.

Two routers and four switches connect Location A to Location B.

The two MTAA agents should be deployed as shown. 

The following sections will take you through the steps for setting up and starting to use TelePresence Readiness Assessment Manager to evaluate your network for a Cisco TelePresence solution deployment. Refer to the previous example as you proceed. 
Step 1. Identify Network Paths TC "Step 1: Identify Network Paths" \f C \l "2" 
In this example, there is only one network path from Location A to Location B. Switch A and Switch B are the connecting switches for each location

Step 2. Trace Identified Path TC "Step 2: Trace Identified Path" \f C \l "2" 
1. Collect device credentials to discover and assess the devices in the path. The following credentials are needed:

· SNMP read/write community strings 

· Telnet/SSH login username and password

· Enable password
2. From the TelePresence Readiness Assessment Manager dashboard, click Device Discovery.
3. Click the Credentials radio button, enter the appropriate credentials, and click OK.
4. Click the Discover radio button.
5. Use the traceroute option to automatically discover devices in the path:

a. Click the Use traceroute check box.

b. Enter a pathname. You can enter any path name. TelePresence Readiness Assessment Manager uses the path name as a unique identifier, which you cannot modify unless you delete and re-create the path.

c. Enter the source IP address. In this example, you would enter the IP address of Switch A.

d. Enter the destination IP address. In this example, you would enter the IP address of Switch B.
6. Click OK. TelePresence Readiness Assessment Manager discovers the devices and adds them into the device credentials repository.
Step 3. Deploy Agents TC "Step 3. Deploy Agents" \f C \l "2" 
Install the agents where the switches (Switch A and Switch B) connect to the proposed Cisco TelePresence sites. See Quick Start Guide for Cisco TelePresence Readiness Assessment Manager for agent installation instructions.

Step 4. Add Agents to TelePresence Readiness As sessment Manager Paths TC "Step 4: Identify Network Paths" \f C \l "2" 
Install the agents where the switches (Switch A and Switch B) connect to the proposed Cisco TelePresence sites. See Quick Start Guide for Cisco TelePresence Readiness Assessment Manager for agent installation instructions.

Note: We recommend that you install the agents before adding them to the TelePresence Readiness Assessment Manager central server.

1. Select Assessment > Traffic Analysis > Agent Management, and click Add.

2. Enter all appropriate data for the system on which the agent is installed (see Figure 3).   In this example, you would add information for the agent in Location A:

a. Agent Name—Enter a name for this agent, for example, San Jose-Agent_A. TelePresence Readiness Assessment Manager uses the agent name as a unique identifier and it cannot be modified unless you delete and re-create the agent. 

b. IP Address/DNS Name—Enter the IP address or DNS name, for example, 172.20.111.68.

c. Description—Enter an appropriate description for this agent. For example, Agent located in Location A.

d. SOAP Port—The default port is shown. If you made any changes, enter the number of the SOAP port assigned to the system.

e. HTTP Port—The default port is shown. If you made any changes, enter the number of the HTTP port assigned to the system.

f. User Name—Enter the username you entered when you installed the agent,. for example, guest.

g. Password—Enter the password you entered when you installed the agent.
Figure 3.   Add Traffic Analysis Agent Dialog Box
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3. Click Submit. If authentication fails, try adding the agent again with the correct user name and password.

4. Repeat Steps 1-3 to add the agent from Location B.
Step 5. Add and Run Cisco TelePresence Performance Study  TC "Step 5. Add and Run Cisco TelePresence Performance Study" \f C \l "2" 
1. Select Assessment > Performance > Performance Study. A list of devices that are in theTelePresence Readiness Assessment Manager inventory are displayed.

2. Select devices to include in the study and click Next.

3. Click one of the following radio buttons:

· One Time—Study runs continuously for a period of time that you enter.

In the From: field:

· Enter or select from the calendar icon the date that you want the study to begin. 

· From the lists, select the time that you want the study to begin.

In the To: field:

· Enter or select from the calendar icon the date that you want the study to end. 

· From the lists, select the time that you want the study to end.
· Recurring—Study runs within a specified time for the number of days that you enter.  

· In the From: field, enter or select from the calendar icon the date that you want the study to begin.

· In the To: field, enter or select from the calendar icon the date that you want the study to end.

· From the lists, select the times you want the study to begin and end.

4. Click Finish. The Performance Data Collection Status page displays the details of the study that you just created.
Step 6. Add and Run Cisco TelePresence Traffic Simulation Test TC "Step 6. Add and Run Cisco TelePresence Traffic Simulation Test" \f C \l "2" 
1. After the agents have been added, select Assessment > Traffic Analysis > Traffic Analysis Tests and click Add.

2. Enter the appropriate parameters (see Figure 3):  
a. Network Path—Enter a network path name or select one from the list. For example, PathAtoB.

b. Test Name—Enter a name for this simulation. For example, TrafficAB.

c. Agent 1 and Agent 2—Select the pair of agents from the lists.

d. CTS Options—Select the appropriate options.

e. Call Options—Enter the appropriate values.

f. Click one of the following radio buttons:

· One Time—Simulation runs continuously for a period of time that you enter.

1. In the From: field, enter or select from the calendar icon the date and time you want the simulation to begin. 
2. In the To: field, enter or select from the calendar icon the date and time you want the simulation to end. 

· Recurring—Simulation runs within a specified time for the number of days that you enter. 
1. In the From: field, enter or select from the calendar icon the date you want the simulation to begin.
2. In the To: field, enter or select from the calendar icon the date you want the simulation to end.
3. Enter the times you want the simulation to begin and end during the day.
g. Click Add.
Figure 4.   Add Traffic Analysis Test Path Dialog Box
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After the test is complete, generate the report. For more information, see User Guide for Cisco TelePresence Readiness Assessment Manager.
Step 7. Connect Traffic Analysis Agent Machine to the Switch TC "Step 7. Connect Traffic Analysis Agent Machine to the Switch" \f C \l "2" 
1. Connect the traffic analysis agent machine to the switch to which the proposed CTS will be connected. If your network uses a voice VLAN, we recommend that the CTS use the same VLAN. If you are using a different VLAN, then create one specifically for CTS traffic. 
2. Configure the port to which the agent will be connected with the voice VLAN. You can enter the specific VLAN ID when you set up a simulated telepresence traffic test in the Call Options pane (see Figure 4).

3. Configure source and destination switches:
Configure the VLAN for the port:

# configure terminal

# interface fastEthernet 0/10

# switchport access vlan 55

# end

If you are using a voice VLAN for the simulation, configure the voice VLAN for the port:

# configure terminal

# interface fastEthernet 0/10

# switchport voice vlan 66

# end

MTAA Frequently Asked Questions TC "MTAA Frequently Asked Questions" \f C \l "1" 
Q. How similar is the traffic generated by MTAA to real CTS traffic?

A. Traffic simulation is accomplished by taking samples of real CTS traffic. Simulation is based on 12 profiles captured from various combinations of traffic resolution, quality, and motion. Simulated streams generate the same interpacket send time, payload size, and other key header information for H264 Video description information (including RTP and NAL). The actual payload contains random data (not actual video payload). Because the samples are limited to 5 minutes, the traffic pattern repeats every 5 minutes. All samples are from a single video and audio source. When MTAA simulates a CTS3000 (three video and audio sources), it uses single profiles and multiplexes the data in the same manner in which the actual CTS would multiplex the data. The audio streams are simulated in the same manner.

Q. Does MTAA need to run on a dedicated machine?

A. Before simulating traffic tests, you must close all open applications on the system. TelePresence Readiness Assessment Manager requires a dedicated system to accurately simulate telepresence traffic. Because MTAA is designed to generate traffic as if it were a live telepresence system, additional CPU cycles spent on other applications running on the system could introduce additional delay in sending packets according to their scheduled timeslot. This results in a traffic profile that is slower than real telepresence traffic, for example, the frames may not be transmitting at 33 ms rate. 

Also, Windows is not a real-time operating system. MTAA time-stamps packets just prior to sending them out so that the receiving agent can make calculations for jitter and latency. If other applications are competing for the CPU, the probability of the MTAA traffic generation process being preempted by some other process between the time-stamping of a packet and the actual sending of the packet is increased. If this occurs, the latency and jitter calculation might be incorrect. There is no way to determine that this is occurring, however, and this anomaly cannot be differentiated from real network jitter or latency. Therefore, we recommend that a dedicated system be used with no other applications running on it. All applications and processes not related to MTAA should be disabled.

Q. Why is no traffic data being generated or reported to the TelePresence Readiness Assessment Manager server? 
A. This problem might be caused by one of the following:
1. More than one TelePresence Readiness Assessment Manager is accessing the same MTAA.
Adding an MTAA to more than one TelePresence Readiness Assessment Manager server is not supported. Different groups or departments may be trying to share the MTAA platform to run tests when they have their own copy of TelePresence Readiness Assessment Manager server installed.

2. MTAA agents are configured with the incorrect network interface. 
During installation, you are prompted to select the network interface to which data is to be sent and from which it is to be received. Many computer systems have multiple interfaces, for example, wireless interfaces, so you must be careful to select the correct interface. You can see the selected interface by inspecting the activeqos.conf and passiveqos.conf configuration files that are located in the <install dir>/mtaa/etc directory. The interface must be the same in both configuration files. To change the interface, rerun the MTAA installation.
3. You added the MTAA to TelePresence Readiness Assessment Manager using an IP address different from the IP address assigned to the interface that was used when the MTAA was installed. 
Because some systems have multiple interface cards, two IP addresses can exist for a single platform. When this occurs, you might inadvertently add the MTAA to TelePresence Readiness Assessment Manager using one IP address and configure the MTAA to run using an interface that has a different IP address. In summary, the IP address on the MTAA web page should be the IP address used when adding the MTAA to TelePresence Readiness Assessment Manager.

4. VLAN is not configured correctly.
When deploying the MTAA, you might choose to configure the switch such that the port of the MTAA is configured on the voice VLAN. Currently, the only known method of doing this is to configure voice VLAN as the connected switch port’s default VLAN (or native VLAN). If you proceed to run a traffic test and specify a VLAN other than the voice VLAN, the traffic does not traverse the switch. 
Q. What switch and router configuration considerations must be made when placing the MTAA on a network?
A. The MTAA agent supports VLAN tagging for voice traffic; however, the management traffic is untagged, because VLAN support in the Windows operating system is limited. To ensure proper voice and management traffic handling at the same time, you must configure the voice traffic on the switch access ports to be sent on the access VLAN. Configure the MTAA agents with IP addresses in the access VLAN, as well.
The MTAA agent allows user configurable ToS/DSCP values, and the ToS fields are subject to change during the course of transmission depending on the QoS setting of the routers on each hop. Different QoS settings may be defined on each router to ensure proper voice traffic priority. Therefore, the destination ToS values may be different from the ToS values set in the sender.
Q. Can the MTAA autodetect the voice VLAN and place itself into the correct network?

A. The MTAA has the capability to detect the voice VLAN by inspecting the CDP messages from the neighboring switch. However, when the voice VLAN is different from the access VLAN, MTAA cannot acquire an IP address in the correct voice VLAN using DHCP, nor can it tag the management traffic (signaling between agents and requests from the TelePresence Readiness Assessment Manager server) with the voice VLAN tag. This is due to the limited VLAN support in the Windows XP operating system.

Q. Can I simply assign MTAA a static IP address in the voice VLAN?

A. You can assign the MTAA a static IP address in the voice VLAN only if the switch port is configured to use the access VLAN for voice. This solution requires HTTP traffic between the MTAA and the TelePresence Readiness Assessment Manager. Those packets are not VLAN-tagged and are discarded if the switch requires VLAN-tagged packets.
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