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Purpose

Audience

N,

Note

Preface

This preface describes the purpose, intended audience, organization, and conventions for the Cisco ONS
15540 ESP Planning Guide.

This guide serves as a planning tool for implementing DWDM transport networks using the

Cisco ONS 15540 ESP (Extended Services Platform). This guide addresses important considerations
and provides guidelines for planning an optical network. These include an understanding of the

Cisco ONS 15540 ESP basic system design, supported topologies and protection schemes, engineering
rules and restrictions, and optical power budget calculations. Typical example networks are described,
along with their associated chassis configurations.

This guide is intended for system designers, engineers, and others responsible for designing networks
based on DWDM transport using the Cisco ONS 15540 ESP.

The planning guidelines in this document are based on the best currently available knowledge about the
functionality and operation of the Cisco ONS 15540 ESP. The information in this document is subject
to change without notice.
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Organization

The chapters of this guide are as follows:

Chapter Title Description
Chapter 1 System Overview Describes the
Cisco ONS 15540 ESP chassis,
components, and system
architecture
Chapter 2 Protection Schemes and Describes the supported network
Network Topologies topologies and fault protection
schemes
Chapter 3 Shelf Configuration Rules Provides the rules for physical
configuration of the
Cisco ONS 15540 ESP
Chapter 4 Optical Loss Budgets Provides metrics for calculating
optical link loss budgets in
Cisco ONS 15540 ESP based
networks
Chapter 5 Example Topologies and Shelf |Provides examples of common
Configurations topologies and protection
options with configurations
Appendix A IBM Storage Protocol Support |Provides design information for

applications that use IBM
storage protocols

Related Documentation

This guide is part of a documentation set that supports the Cisco ONS 15540 ESP. The other documents

in the set are as follows:

* Regulatory Compliance and Safety Information for the Cisco ONS 15500 Series
e Cisco ONS 15540 ESP Hardware Installation Guide
e Cisco ONS 15540 ESP Optical Transport Turn-Up and Test Guide
e Cisco ONS 15540 ESP Configuration Guide

* Cisco ONS 15540 ESPCommand Reference

* Cisco ONS 15540 ESP TLI Command Reference

» Cisco ONS 15540 ESP System Alarms and Error Messages
e Cisco ONS 15540 ESP Troubleshooting Guide

e Network Management for the Cisco ONS 15540 ESP

e MIB Quick Reference for the Cisco ONS 15500

@ Cisco ONS 15540 ESP Planning Guide
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Obtaining Documentation

Cisco.com

Cisco documentation and additional literature are available on Cisco.com. Cisco also provides several
ways to obtain technical assistance and other technical resources. These sections explain how to obtain
technical information from Cisco Systems.

You can access the most current Cisco documentation at this URL:
http://www.cisco.com/univercd/home/home.htm

You can access the Cisco website at this URL:
http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml

Documentation DVD

Cisco documentation and additional literature are available in a Documentation DVD package, which
may have shipped with your product. The Documentation DVD is updated regularly and may be more
current than printed documentation. The Documentation DVD package is available as a single unit.

Registered Cisco.com users (Cisco direct customers) can order a Cisco Documentation DVD (product
number DOC-DOCDVD-=) from the Ordering tool or Cisco Marketplace.

Cisco Ordering tool:
http://www.cisco.com/en/US/partner/ordering/
Cisco Marketplace:

http://www.cisco.com/go/marketplace/

Ordering Documentation

You can find instructions for ordering documentation at this URL:
http://www.cisco.com/univercd/cc/td/doc/es_inpck/pdi.htm
You can order Cisco documentation in these ways:

» Registered Cisco.com users (Cisco direct customers) can order Cisco product documentation from
the Ordering tool:

http://www.cisco.com/en/US/partner/ordering/

» Nonregistered Cisco.com users can order documentation through a local account representative by
calling Cisco Systems Corporate Headquarters (California, USA) at 408 526-7208 or, elsewhere in
North America, by calling 1 800 553-NETS (6387).
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Documentation Feedback

You can send comments about technical documentation to bug-doc @cisco.com.

You can submit comments by using the response card (if present) behind the front cover of your
document or by writing to the following address:

Cisco Systems

Attn: Customer Document Ordering
170 West Tasman Drive

San Jose, CA 95134-9883

We appreciate your comments.

Cisco Product Security Overview

Cisco provides a free online Security Vulnerability Policy portal at this URL:
http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html
From this site, you can perform these tasks:

» Report security vulnerabilities in Cisco products.

« Obtain assistance with security incidents that involve Cisco products.

« Register to receive security information from Cisco.
A current list of security advisories and notices for Cisco products is available at this URL:
http://www.cisco.com/go/psirt

If you prefer to see advisories and notices as they are updated in real time, you can access a Product
Security Incident Response Team Really Simple Syndication (PSIRT RSS) feed from this URL:

http://www.cisco.com/en/US/products/products_psirt_rss_feed.html

Reporting Security Problems in Cisco Products

Tip

Cisco is committed to delivering secure products. We test our products internally before we release them,
and we strive to correct all vulnerabilities quickly. If you think that you might have identified a
vulnerability in a Cisco product, contact PSIRT:

» Emergencies—security-alert@cisco.com

» Nonemergencies—psirt@cisco.com

We encourage you to use Pretty Good Privacy (PGP) or a compatible product to encrypt any sensitive
information that you send to Cisco. PSIRT can work from encrypted information that is compatible with
PGP versions 2.x through 8.x.

Never use a revoked or an expired encryption key. The correct public key to use in your correspondence
with PSIRT is the one that has the most recent creation date in this public key server list:

http://pgp.mit.edu:11371/pks/lookup?search=psirt%40cisco.com&op=index&exact=on
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In an emergency, you can also reach PSIRT by telephone:
« 1877 228-7302
« 1408 525-6532

Obtaining Technical Assistance

For all customers, partners, resellers, and distributors who hold valid Cisco service contracts, Cisco
Technical Support provides 24-hour-a-day, award-winning technical assistance. The Cisco Technical
Support Website on Cisco.com features extensive online support resources. In addition, Cisco Technical
Assistance Center (TAC) engineers provide telephone support. If you do not hold a valid Cisco service
contract, contact your reseller.

Cisco Technical Support Website

Note

The Cisco Technical Support Website provides online documents and tools for troubleshooting and
resolving technical issues with Cisco products and technologies. The website is available 24 hours a day,
365 days a year, at this URL:

http://www.cisco.com/techsupport

Access to all tools on the Cisco Technical Support Website requires a Cisco.com user ID and password.
If you have a valid service contract but do not have a user ID or password, you can register at this URL:

http://tools.cisco.com/RPF/register/register.do

Use the Cisco Product Identification (CPI) tool to locate your product serial number before submitting
a web or phone request for service. You can access the CPI tool from the Cisco Technical Support
Website by clicking the Tools & Resourceslink under Documentation & Tools. Choose Cisco Product
I dentification Tool from the Alphabetical Index drop-down list, or click the Cisco Product

I dentification Tool link under Alerts & RMAs. The CPI tool offers three search options: by product ID
or model name; by tree view; or for certain products, by copying and pasting show command output.
Search results show an illustration of your product with the serial number label location highlighted.
Locate the serial number label on your product and record the information before placing a service call.

Submitting a Service Request

Using the online TAC Service Request Tool is the fastest way to open S3 and S4 service requests. (S3
and S4 service requests are those in which your network is minimally impaired or for which you require
product information.) After you describe your situation, the TAC Service Request Tool provides
recommended solutions. If your issue is not resolved using the recommended resources, your service
request is assigned to a Cisco TAC engineer. The TAC Service Request Tool is located at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests or if you do not have Internet access, contact the Cisco TAC by telephone.
(ST or S2 service requests are those in which your production network is down or severely degraded.)
Cisco TAC engineers are assigned immediately to S1 and S2 service requests to help keep your business
operations running smoothly.
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To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)
EMEA: +32 2 704 55 55
USA: 1800 553-2447

For a complete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity

To ensure that all service requests are reported in a standard format, Cisco has established severity
definitions.

Severity 1 (S1)—Your network is “down,” or there is a critical impact to your business operations. You
and Cisco will commit all necessary resources around the clock to resolve the situation.

Severity 2 (S2)—Operation of an existing network is severely degraded, or significant aspects of your
business operation are negatively affected by inadequate performance of Cisco products. You and Cisco
will commit full-time resources during normal business hours to resolve the situation.

Severity 3 (S3)—Operational performance of your network is impaired, but most business operations
remain functional. You and Cisco will commit resources during normal business hours to restore service
to satisfactory levels.

Severity 4 (S4)—You require information or assistance with Cisco product capabilities, installation, or
configuration. There is little or no effect on your business operations.

Obtaining Additional Publications and Information

Information about Cisco products, technologies, and network solutions is available from various online
and printed sources.

» Cisco Marketplace provides a variety of Cisco books, reference guides, and logo merchandise. Visit
Cisco Marketplace, the company store, at this URL:

http://www.cisco.com/go/marketplace/

e Cisco Press publishes a wide range of general networking, training and certification titles. Both new
and experienced users will benefit from these publications. For current Cisco Press titles and other
information, go to Cisco Press at this URL:

http://www.ciscopress.com

» Packet magazine is the Cisco Systems technical user magazine for maximizing Internet and
networking investments. Each quarter, Packet delivers coverage of the latest industry trends,
technology breakthroughs, and Cisco products and solutions, as well as network deployment and
troubleshooting tips, configuration examples, customer case studies, certification and training
information, and links to scores of in-depth online resources. You can access Packet magazine at
this URL:

http://www.cisco.com/packet
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* iQ Magazine is the quarterly publication from Cisco Systems designed to help growing companies
learn how they can use technology to increase revenue, streamline their business, and expand
services. The publication identifies the challenges facing these companies and the technologies to
help solve them, using real-world case studies and business strategies to help readers make sound
technology investment decisions. You can access iQ Magazine at this URL:

http://www.cisco.com/go/igmagazine

» Internet Protocol Journal is a quarterly journal published by Cisco Systems for engineering
professionals involved in designing, developing, and operating public and private internets and
intranets. You can access the Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

e World-class networking training is available from Cisco. You can view current offerings at
this URL:

http://www.cisco.com/en/US/learning/index.html
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CHAPTER 1

System Overview

The Cisco ONS 15540 ESP is an optical transport platform that employs DWDM (dense wavelength
division multiplexing) technology. With the Cisco ONS 15540 ESP, users can take advantage of the
availability of dark fiber to build a common infrastructure that supports data networking (Ethernet based
as well as SONET/SDH based) and storage networking.

This chapter contains the following major sections:
» Chassis Description, page 1-1
» System Functional Overview, page 1-2
» System Components, page 1-3
e Security Features, page 1-16

e System and Network Management, page 1-16

Chassis Description

The Cisco ONS 15540 ESP uses a 12-slot modular vertical chassis (see Figure 1-1). The system receives
power through redundant —48 VDC inputs. A redundant external AC power supply is available, or DC
power can be provided directly. As you face the chassis, the two leftmost slots (slots 0—1) hold the
mux/demux motherboards. These slots, which are populated with optical mux/demux modules,
correspond to the west and east directions, respectively. Slots 2-5 and 8—11 hold the line card
motherboards, which are populated with transponder modules. Slots 67 hold the processor cards. Air
inlet, fan tray, and cable management are located beneath the modular slots. The system has an optical
backplane for carrying signals between the transponder modules and the optical mux/demux modules
and an electrical backplane for system control.

[ 78-16020-03
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Figure 1-1  Cisco ONS 15540 ESP Shelf Layout
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System Functional Overview

The Cisco ONS 15540 ESP connects to client equipment on one side and to the DWDM trunk (transport
network) on the other side. Simply described, the Cisco ONS 15540 ESP takes a client signal and
converts it to an ITU-T G.692 compliant wavelength, then optically multiplexes it with the other client
signals for transmission over an optical fiber link.

The Cisco ONS 15540 ESP supports 1+1 path protection using both hardware mechanisms and software
based on the APS (Automatic Protection Switching) standard. In a single-shelf configuration, a

Cisco ONS 15540 ESP node can support up to 32 channels with facility (fiber) protection or 16 channels
with line card protection. In a dual-shelf configuration a node can support 32 channels with line card
protection. The Cisco ONS 15540 ESP can be deployed in point-to-point, linear add/drop, hubbed ring,
and meshed ring topologies.

Figure 1-2 illustrates the principal functions involved in transmission of the signal between the client
and trunk networks within the Cisco ONS 15540 ESP. In the transmit direction, these functions include
receiving the client signal by a transceiver, converting the client signal in the transponder, transmitting
the signal over the optical backplane, and multiplexing the signal with other client signals before putting
it on the fiber. The opposite functions are performed in the receive direction.
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Figure 1-2  Simplified Data Flow Architecture
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The client signal is received through a transceiver attached to the transponder module external port.
Inside the transponder module the 1310-nm input optical signal is converted to an electrical signal and
the 3R (reshape, retime, retransmit) function is performed. A modulated laser diode then converts the
electrical signal back to an optical one with a specific wavelength that complies with the ITU laser grid.

The optical signal leaves the transponder module and travels across the optical backplane, which is an
optical fiber array circuit comprised of fiber ribbon cables. This backplane serves as a fixed optical cross
connection between the transponder modules and the optical mux/demux modules. For a detailed
description of the optical backplane, see the “Optical Backplane” section on page 2-3.

Inside the optical mux/demux module the input signals are multiplexed into a single DWDM signal and
launched into the fiber on the trunk side. Thus, there is a one-to-one relationship between each client
signal and each wavelength on the trunk side.

The Cisco ONS 15540 ESP is a duplex system; therefore where there are light emitters there are also
light detectors. For example, the client side interfaces on the transponder modules both transmit and
receive light. The same is true of the transponder’s DWDM interface. Also, the optical mux/demux
modules both multiplex the transmit signal and demultiplex the receive signal.

System Components

The Cisco ONS 15540 ESP has a modular architecture that allows flexibility in configuration and
permits incremental upgrades of the system. These components are described in the following sections.

Transponder Modules

The Cisco ONS 15540 ESP supports three types of 2.5-Gbps transponder modules: Type 1 SM (single
mode), Type 1 MM (multimode), and 2.5-Gbps Type 2 extended range with SFP optics.
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The transponder modules populate the line card motherboards and have two interfaces: an external
interface that connects to client equipment, and an internal interface that connects to the line card
motherboard.

In the transponder module, the client signal is regenerated and retransmitted on an ITU-compliant
wavelength across the optical backplane.

The laser on each 2.5-Gbps transponder module is capable of generating one of two wavelengths on the
trunk side. Thus, there are 16 different transponder modules (for channels 1-2, 3-4,..., 31-32) to support
the 32 channels; each module is available in both SM and MM versions. The software determines which
wavelength a module generates based on the subslot it occupies in the line card motherboard. A module
that is inserted in subslot O or 2 transmits on the lower of its two channels; a module inserted into
subslot 1 or 3 transmits on its upper channel.

A safety protocol, LSC (laser safety control), shuts the transmit laser down on the trunk side when a fiber
break or removed connector is detected. The transponder modules are hot pluggable, permitting
in-service upgrades and replacement.

SM Transponder Modules and MM Transponder Modules

The client interface on the Type 1 transponder module is protocol transparent and bit-rate transparent
and accepts either a single-mode or multimode client signal on the 1310-nm wavelength through SC
connectors. The multimode transponder can handle 62.5 ym MM, 50 ym MM, and 9 or 10 um SM fiber;
the single-mode transponder can handle 50 um MM fiber and 9 or 10 um SM fiber.

The transponder interfaces support encapsulation of client signals in either 3R enhanced mode, which
allows some client protocol monitoring (such as code violations and data errors) or regular 3R mode,
where the transponder is transparent to the client data stream. In either case, the content of the client data
stream remains unmodified. Configurable failure and degrade thresholds for monitored protocols are
also supported.

Table 1-1 shows the common client signal encapsulations supported on the single-mode transponder
modules and multimode transponder modules.

Table 1-1  Common Client Signhal Encapsulations Supported on Single-Mode and Multimode
Transponders
Client Signal Fiber Type Wavelength (nm) |Transponder Type Protocol
Encapsulation 1310 850 SM MM Monitoring
Gigabit Ethernet SM 9 or 10/125 pm |Yes No Yes No Yes
(1250 Mbps) MM 50/125 pm Yes No No No Yes
MM 62.5/125 ym | Yes No No No —
Fast Ethernet SM 9 or 10/125 pm |Yes No Yes Yes No
(100 Mbps) MM 50/125 pm Yes No Yes Yes No
MM 62.5/125 ym | Yes No No Yes No
SONET STS-3/ SM 9 or 10/125 pm |Yes No Yes Yes Yes
SDHSTM-1(0C-3)  INivi50/125 um - |Yes  |No Yes  |Yes  |Yes
(155 Mbps)
MM 62.5/125 um | Yes No No Yes Yes
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Table 1-1 Common Client Signal Encapsulations Supported on Single-Mode and Multimode
Transponders (continued)

Client Signal Fiber Type Wavelength (nm) |Transponder Type |ppotq00]
Encapsulation 1310 850 SM MM Monitoring
SONET STS-12/SDH [SM 9 or 10/125 pm |Yes No Yes Yes Yes
STM-4 (0C-12) MM 50/125um  |Yes  |No Yes  |Yes  |Yes
(622 Mbps)

MM 62.5/125 ym | Yes No No Yes Yes
SONET STS-48/ SM 9 or 10/125 pm |Yes No Yes No Yes
SDH STM-16 (OC-48) [y1hvr50/125 pum Yes No Yes No Yes
(2488 Mbps)

MM 62.5/125 ym | Yes No No No —
ATM 155 (0OC-3) SM 9 or 10/125 um |Yes No Yes Yes Yes
(155 Mbps) MM 50/125 pm Yes No Yes Yes Yes

MM 62.5/125 um | Yes No No Yes Yes
Fiber Channel SM 9 or 10/125 pm |Yes No Yes No Yes
(1062 Mbps) MM 50/125um  |Yes  |No Yes  |No Yes

MM 62.5/125 ym | Yes No No No —
Fiber Channel SM 9 or 10/125 pm |Yes No Yes No Yes
(2125 Mbps) MM 50/125um  |Yes  |No Yes  |No Yes

MM 62.5/125 ym | Yes No No No —
FDDI (125 Mbps) SM 9 or 10/125 pm |Yes No Yes Yes No

MM 50/125 pm Yes No Yes Yes No

MM 62.5/125 ym | Yes No No Yes No

Table 1-2 shows the IBM storage protocols on the single-mode and multimode transponders.

Table 1-2  IBM Storage Protocols Supported on Single-Mode and Multimode
Transponders

Client Signal Fiber Type Wavelength (nm) |Transponder Type |ppotq0q)

Encapsulation 1310 850 SM MM Monitoring

ESCON (200 Mbps) SM 9 or 10/125 pm |Yes No Yes Yes Yes
MM 50/125 pm Yes No Yes Yes Yes
MM 62.5/125 ym | Yes No No Yes Yes

FICON (1062 Mbps) |SM 9 or 10/125 um |Yes No Yes No Yes
MM 50/125 pm Yes No Yes! No Yes
MM 62.5/125 ym | Yes No Yes? No Yes

FICON (2125 Mbps) |[SM 9 or 10/125 ym |Yes No Yes No Yes
MM 50/125 pm Yes No Yes? No Yes
MM 62.5/125 um | Yes No Yes? No Yes
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Table 1-2  IBM Storage Protocols Supported on Single-Mode and Multimode
Transponders (continued)

Client Signal Fiber Type Wavelength (hm) | Transponder Type | pyo¢qcq)
Encapsulation 1310 850 SM MM Monitoring
Coupling Facility, SM 9 or 10/125 pm |Yes No Yes No Yes
ISC” compatibility  NiNf50/125 um |Yes  |No Yes?  |No Yes
(1062 Mbps)

MM 62.5/125 um  |No No — — —
Coupling Facility, SM 9 or 10/125 pm |Yes No Yes No No
ISC peer (2125 Mbps) MM 50/125 pm No No — _ _

MM 62.5/125 um  |No No — — —
Sysplex Timer (ETR SM 9 or 10/125 pm |No No — — —
and CLO) MM 50/125um  |Yes |No  |[No  |Yes  |No
(8 Mbps™)

MM 62.5/125 um | Yes No No Yes No

1. These protocols require the use of a special mode-conditioning patch cable (available from IBM) at each end of the

connection.

2. These protocols require the use of a special mode-conditioning patch cable (available from IBM) at each end of the

connection.

3. ISC = InterSystem Channel

4. Sysplex Timer is the only protocol supported at a clock rate less than 16 Mbps.

Table 1-3 shows some other common protocols that are supported on the single-mode and multimode
transponders without protocol monitoring.

Table 1-3  Other Client Signal Encapsulations Supported on Single-Mode and Multimode
Transponders

Client Signal Fiber Type Wavelength (nm) |Transponder Type |ppotq0q]
Encapsulation 1310 850 SM MM Monitoring
DS3 (45 Mbps) SM 9 or 10/125 pm |Yes No Yes Yes No

MM 50/125 pm Yes No Yes Yes No

MM 62.5/125 ym | Yes No No Yes No
OC-1 (51.52 M