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Overview

This document describes Cisco MeetingPlace Audio Server 5.2.0 (the product formerly called “MeetingPlace” or “MeetingServer”) and Cisco MeetingPlace MeetingTime 5.2.0, including new features, capabilities, and outstanding issues. Use this document when installing the Cisco MeetingPlace 8112 server (the product formerly called “M3”) or Cisco MeetingPlace 8106 server with Cisco MeetingPlace Audio Server 5.2.

Important:  For the most current version of this document, visit the MeetingPlace Customer Support Reference Center.
1 Naming conventions used in this document
Use the following table to identify the product names used in this document.
	Former name
	Current name
	Also referred to as

	MeetingPlace M3 conference server
	Cisco MeetingPlace 8112 server
	8112

	MeetingPlace C3 conference server
	Cisco MeetingPlace 8106 server
	8106


Throughout the remainder of this document, we refer to Cisco MeetingPlace as “MeetingPlace,” and Cisco MeetingPlace MeetingTime as “MeetingTime.”
2 Obtaining documentation

xe "Documentation:obtaining"Cisco documentation and additional literature are available on Cisco.com and the Customer Support Resource Center for Cisco MeetingPlace. For more information about obtaining documentation and additional literature, see the Cisco MeetingPlace Audio Server 5.2 System Manager’s Guide.
	To access 
	Go to

	The most current Cisco documentation on the World Wide Web
	http://www.cisco.com/univercd/home/home.htm

or

http://support.latitude.com/ 

	The Cisco website
	http://www.cisco.com

	International Cisco websites
	http://www.cisco.com/public/countries_languages.shtml


3 Product history

	Release version
	Release date
	
Release features

	MeetingPlace 5.2.0
	12/19/03
	VoIP scalability, SIP protocol support, G.729a compression codec support, Hold and transfer feature, Multiple IP Gateways, RAS support, Extended echo cancellation limit, Reservationless meeting improvements, Multi Access Blade MA-4, CD-ROM for MeetingPlace 8112 systems, Administration and security improvements, Additional language voice prompts.

	MeetingServer 5.1.0
	3/30/03
	International deployments, North American PRI support, report enhancements, Reserve All Ports meeting category, new SNMP alarms, additional flex fields, configurations for reservationless meetings, restricting changing vanity IDs through the voice user interface, remote upgrades.

	MeetingServer 5.0.2
	12/5/02
	Reservationless meeting type, and 8112 shadow server.

	MeetingPlace/
MeetingTime 5.0.0
	3/13/02
	8112 scalability, Large meetings, Single number access, Larger voice storage space, Additional reliability features


4 Features

MeetingPlace Audio Server 5.2.0 includes several new major new features, as described in the following subsections. For full feature descriptions, see the Cisco MeetingPlace Audio Server System Manager’s Guide and Cisco MeetingPlace Audio Server 5.2 Installation Planning Guide. See also the MeetingPlace IP Gateway System Manager’s Guide and MeetingPlace Network Backup System Manager’s Guide.

4.1 Voice Over Internet Protocol (VoIP) enhancements

4.1.1 VoIP scalability

MeetingPlace 8112 systems can now scale to a maximum of 960 IP ports. MeetingPlace 8106 systems can scale to a maximum of 480 IP ports.  For customers migrating to IP telephony, ports can be mixed and matched with T1, T1-PRI, or E1 ports. All current MeetingPlace features, including in-session features, are identical for T1, E1, and IP ports. (For more information, see Chapter 3 of the Cisco MeetingPlace Audio Server 5.2 Installation Planning Guide.)

4.1.2 SIP protocol support

Session Initiation Protocol (SIP) is an IP telephony protocol developed by the IETF. It is modular in nature and provides extensions for presence and mobility applications. In this release, MeetingPlace supports SIP, in addition to H.323 for IP call control. MeetingPlace can handle both H.323 and SIP calls simultaneously, adding flexibility to environments that have multiple IP call controls.

4.1.3 G.729a compression codec support

MeetingPlace IP currently supports G.711 codecs, which takes up 64 Kbps of bandwidth per call and has the best voice quality of all available codecs. When deploying Voice Over IP, customers may decide to use the G.729a compression codec for connections where bandwidth is scarce. For this reason, MeetingPlace IP supports G.729a compression codec for conferencing in this release. However, for optimal voice quality, G.711 is recommended. 

By default, MeetingPlace is configured to support G.711 only. To configure MeetingPlace to accept G.729a, see the Cisco MeetingPlace Audio Server 5.2 Customer Engineer Guide, or contact your Cisco customer support representative.

4.1.4 Hold and transfer feature

MeetingPlace IP Gateway allows users to put a line on hold, including a line to a MeetingPlace conference, from their handset to take a separate call on a multi-line phone. In the same way, users can perform simple phone transfers via the handset during meetings. 

4.1.5 Multiple IP Gateways

In large IP deployments, multiple MeetingPlace IP Gateways can be deployed against a single 8100 series system to provide load balancing and system redundancy. Calls can be routed round-robin to the IP gateways. If one IP gateway fails, calls that are in session will fail; however, new callers will be routed to the alternative IP gateway to connect with the Audio Server.

4.1.6 Registration, Admission, and Status (RAS) support

RAS is part of the H.323 protocol that refers to the management of IP devices through registration with a gatekeeper. Typically, this is not required for Cisco Call Manager or Avaya IP Communication Manager deployments, but may be needed for integrated IP video deployments. MeetingPlace IP can now support registration requirements on an IP network. (For configuration details, see the MeetingPlace IP Gateway System Manager Guide.)

4.1.7 Extended echo cancellation limit for line echoes

Previous releases of MeetingPlace provided echo cancellation per port for up to 128ms of line echo. With this release, in specific IP deployments where the line echo exceeds the current limit, you may extend this to up to 350ms of echo tail. This option is configurable only through Cisco Customer Support. For details, contact your Cisco customer support representative.

4.2 Reservationless meeting improvements

4.2.1 Single Number Access for reservationless SIP deployments

For enterprise-wide deployment of reservationless meetings, you can easily require multiple 8112 systems to support your conferencing volume. In previous releases of MeetingPlace, each 8112 system required a different access phone number. The new Single Number Access feature allows participants to dial a single phone number for all their meetings, regardless of their location, even when multiple 8112 servers are deployed. If a meeting is located on a different server, the participant is transferred through IP to the appropriate server to attend. (For more information, see Chapter 9 of the Cisco MeetingPlace Audio Server 5.2 System Manager’s Guide.)

Note: This feature is available only in all-IP environments using the SIP call control protocol, and is not available for T1, T1-PRI, or E1 deployments.

4.2.2 Reservationless meeting access configuration by profile

Previously, reservationless meetings were set up system wide, and then all profile users of the system could use the feature. In this release, in addition to system-wide access, system managers can designate certain groups of users to have reservationless meeting access through their profile and group settings. (For more information, see Chapter 9 of the Cisco MeetingPlace Audio Server 5.2 System Manager’s Guide.)

4.2.3 Profiles with greater than nine characters can initiate reservationless meetings

In previous releases, profiles with greater than nine characters could not use reservationless meetings. This restriction has been removed by extending the Meeting ID field length to match the length of a profile field.

4.3 Hardware enhancements

4.3.1 Multi Access Blade MA-4

A new access blade is now available for smaller E1, T1-PRI, or IP deployments—the Multi Access Blade MA-4. While the MA-16 supports up to 480 ports per blade, the MA-4 supports up to 120 access ports of either E1, T1-PRI, or IP configuration.

4.3.2 CD-ROM for MeetingPlace 8112 systems

All software upgrades are now provided on a CD, and all systems must be upgraded with a CD-ROM drive.

Important: The MeetingPlace 8112 Audio Server 5.2 no longer supports a tape drive. Before you upgrade to the 5.2 software from version 5.1.0 or earlier, you must have the tape drive replaced with the CD-ROM drive. To do so, contact your Cisco customer support representative.

4.4 Administration and security improvements

4.4.1 MeetingPlace Network Backup Gateway 5.2

The MeetingPlace Network Backup Gateway 5.2 provides you with a secure method of transferring up to three rotating backup copies of the Audio Server database to a Windows server with an incremental 4 GB of disk storage. (For more information, see the MeetingPlace Network Backup Gateway System Manager’s Guide.)

4.4.2 Secure system access through Secure Shell (SSH) protocol

Secure remote access to the MeetingPlace 8112 server is now available through the use of SSH. SSH provides an encrypted terminal session with strong authentication of both the server and client, using public-key cryptography. This tool is especially important if, because of security concerns, you do not allow telnet sessions for support access.

4.4.3 Ability to play participant names during meetings through MeetingTime

Meeting moderators can now play back participants’ recorded names through the MeetingTime In Session tab. This feature is useful for confirming guest participants and creating participant lists.

4.4.4 Server patch automation

This tool uses a single command on the server to perform all operations that are currently performed manually when applying a software patch. This reduces the potential for operator error and simplifies the patch process.

4.4.5 Ability to disable SNMP queries

This feature disables external queries through SNMP while allowing alarms and traps to be sent out. 

4.5 International deployments

4.5.1 Additional language voice prompts
For international deployments, German, Portuguese, and Spanish voice prompts are now available with the MeetingPlace 5.2 release. MeetingPlace can support up to four additional languages besides U.S. English, and users’ language preference can be defined through their profile. The available languages are English (U.S.), English (U.K.), French (France), French (Canadian), Japanese, German, Portuguese (Brazil), and Spanish (Americas).

4.6 Music on hold updates

The music that MeetingPlace plays has been changed in the following areas:

· While the first meeting attendee waits for other attendees to join (the music that had been played in the reservationless meeting waiting room is now played in this situation)

· In the reservationless meeting waiting room

5 Requirements

5.1 Hardware requirements 

Note: Release 5.2.0 does not support any EISA or PCI hardware platforms or optional cards from those systems. 
The minimum hardware requirements for Release 5.2 are:

· Cisco MeetingPlace 8112 or 8106 server with 1 Smart Blade (for PSTN) or 1 Smart Blade and 1 Multi Access Blade (for IP) 

Note:  If your Cisco MeetingPlace Audio Server Release 5.1 uses IP Access Blades for VoIP connectivity, you must replace that hardware before you can upgrade to Cisco MeetingPlace Audio Server Release 5.2. Cisco MeetingPlace Audio Server Release 5.2 does not support IP Access Blades.

5.2 Software requirements

The minimum system requirements to run MeetingTime from an IBM-compatible computer are as follows:

· 16 MB RAM (24 MB for Windows NT), Windows 98, Windows NT 4 or later, Windows 2000, or Windows XP.

· System managers are required to upgrade to MeetingTime Release 5.2.0x to monitor MeetingPlace Audio Server 5.2.

· Attendants, contacts, and end users may use the following workstation clients with MeetingPlace Audio Server 5.2:  MeetingTime 5.1.0.x. 

6 Compatibility matrix

6.1 MeetingPlace gateways

MeetingPlace Audio Server 5.2.0 is compatible with currently shipping gateways as indicated in the following compatibility matrix. The compatible versions listed indicate the minimum versions supported.

	Product
	Version

	MeetingPlace Audio Server
	5.2.0.x

	MeetingTime
	5.2.0.x
5.1.0.x  (End users only; system administrators must use 5.2.0.x.)

	MeetingPlace Web
	4.3.0.x
4.2.7.x

	MeetingPlace E-Mail Gateway
	4.2.1.x

	MeetingPlace Outlook Gateway
	4.2.7.x 
4.2.5.x

	MeetingPlace Notes Gateway
	4.3.0.x

4.2.7.x

	MeetingPlace Directory Services Gateway
	4.2.7.x

	MeetingPlace IP Gateway
	5.2.0.x

	MeetingPlace Cisco IP phone Gateway
	4.2.7.x

	MeetingPlace Gateway SIM
	4.2.0.x

5.2.0.x

	MeetingPlace Network Backup Gateway
	5.2.0.x

	MeetingPlace IM Gateway
	4.3.0.x



Note: Check the latest Gateway release note for any outstanding compatibility issues. 

7 Upgrade considerations

Important:  This section applies only to the Cisco MeetingPlace 8112 server.  It does not apply to the 8106 server.
MeetingPlace Audio Server 5.2 can be upgraded from the following versions:

· MeetingServer 5.1.x

· MeetingServer 5.0.x

To perform the upgrade, see the Installation/Upgrade Procedure document (part number 78-16449-01).
Notes: 

· MeetingPlace Audio Server 5.2.0 software is not supported on EISA or PCI hardware configurations.

· For all IP customers, it is required to swap the IP blade(s) with the Multi Access blade(s) when upgrading from 5.0 or 5.1.

· For this release of MeetingPlace Audio Server, software upgrades are provided on CD only.

7.1 Installing or upgrading to MeetingPlace GWSIM 5.2

MeetingPlace Gateway System Integrity Manager (GWSIM) version 5.2 is required for MeetingPlace IP Gateway and MeetingPlace Network Backup Gateway. 

To install or upgrade to MeetingPlace GWSIM 5.2: 

1. Shut down all existing gateways, as instructed in the respective gateway System Manager’s Guide.

2. Install or upgrade the MeetingPlace Audio Server 5.2.

3. Install GWSIM 5.2.

GWSIM 5.2 immediately connects to the MeetingPlace Audio Server 5.2.

4. If any new gateways need to be installed, install them now. 

Any older gateways that are bundled with a GWSIM do not overwrite GWSIM 5.2. (Their installs are configured to not overwrite a later version with an earlier version.)

The new gateways connect to GWSIM 5.2, establishing a connection to the MeetingPlace Audio Server 5.2.

5. Bring up all previously installed gateways.

These gateways also connect to GWSIM 5.2, establishing a connection to the MeetingPlace Audio Server 5.2.
8 Converting from previous versions

Conversion from PCI systems to 8100 series platforms can take place for version 4.3.1a (PCI) to version 5.2 (8112).

If your system uses a 4.2 server, you must upgrade to 4.3.1a before converting to a 5.2 8100 series platform. 

For information about estimating conversion time, see the PCI to 8100 Series Conversion Procedure (part number OL-5642-01).
Note: The 8100 series system must be initialized before conversion. Existing 5.2 user/group/conference/voice data will be lost. See the PCI to 8100 Series Conversion Procedure (part number OL-5642-01) for instructions on how to properly initialize a system.

9 Known issues for MeetingPlace Audio Server 5.2 

Note:  This section applies only to the Cisco MeetingPlace 8112 server.
9.1 Bugs fixed in MeetingPlace Audio Server 5.2

CR15831 – “The meeting is now locked (locked)” heard

When caller locks a meeting, they would hear part of the prompt: “The meeting is now locked” twice.

CR20966 – Meeting failed to extend if meeting was rescheduled after it started
CR21118 – Meeting cannot extend if ports greater than original request and reschedule occurs
If a meeting is in progress and the meeting is updated (for example, the entry or departure announcements are updated from Web 4.3), then the meeting cannot be extended.

CR21015 – Delay between pressing 1 to join and being put into the conference

A 7–8 second delay occurs between pressing 1 to join a conference and actually entering the conference.

CR21020 – Guest VUI sessions show as single session if guest initiates multiple outdial

If a guest participant is in a web session and they outdial to themselves twice, two outdial sessions are supposed to be displayed. Sometimes only one of these sessions is displayed.

CR21029 – Cannot start reservationless meeting from Web if passwords are required
CR21032 – Cannot start reservationless meeting from MeetingTime if passwords are required
If user profiles specify that meetings require a password, those users’ reservationless meetings cannot be started from MeetingTime or the Web.

CR21064 – Minor alarm 0xa000b & 0x9007a are generated when users stay in waiting room

When callers were in the reservationless meeting waiting room for more than a few minutes, two minor alarms were raised. The callers experienced no problems.

CR21105 – Meeting does not get extended if meeting ID is changed after the start of the meeting

A meeting was rescheduled after it started, which resulted in an extension failure.

CR21107 – Participants hear meeting extended announcement back to back

Meeting participants heard two meeting extension announcements in a row.

CR21125 – Cannot reschedule a meeting if administrator changes “Max Ports Per Meeting” parameter

If a meeting has been scheduled and the system administrator lowers the “Max Ports Per Meeting” parameter, the meeting schedule might be updatable.

CR21221 – Fast Busy/Participants unable to attend meeting

Users get disconnected and hear a fast busy signal when they press 1 to try to join a meeting.

CR21222 – System restarts when scheduling reservationless meeting

While scheduling a reservationless meeting, the VUI module crashes with a deadbeef/core dump and causes a system restart.

CR21247 – System outdials participant more than “# of retry attempts” setting

After initiating a team outdial from MeetingTime, the system outdials the team members indefinitely if the user does not pick up.

CR21271 – ConfSchd should log alarm if maintenance meeting active after a restart

If a maintenance (Reserve All Ports) meeting is active when the system is restarted, an alarm will now be set.

CR21274, CR21526 – Random system restart

The database or VUI module crashes at random times with a deadbeef/core dump.

CR21387 – Reservationless meeting stuck and cannot be attended after ended 

After all callers hang up from a reservationless meeting, sometimes users could not call back into the system and join a new reservationless meeting using the same ID.

CR21414 – “gwgetntvers” does not function

When running the “gwgetntvers” command, an interrupt/timeout error occurs.

CR21438 – Renew ending notification sent too early for the weekly meeting

When a recurring meeting with a recurrence pattern of “Weekdays” is scheduled, the “renew ending” notification is sent too early. 

CR21484 – gwstatus reports wrong status of modules

When a gateway system is restarted, all gateways on that system should eventually reflect a status of “OK” when displayed by the “gwstatus” command.

CR22304 – mtgconflicts causes system errors

If the “mtgconflicts” command is run while the system is up, callers might not be able to access the system.

CR22542 – System restart after an outdial request

The cpserver module crashes with a deadbeef/core dump after an activity outdial to an unconfigured port.

CR22555 – Conversion reinitializes IP configuration data

A PCI to cPCI conversion reinitializes any existing IP configuration information, requiring the information to be reentered.

CR22568 – Cannot join meeting after scheduled time ends because meeting extension is late

There is a window of time (less than 5m) after the scheduled end when a meeting cannot be joined, even though the meeting can be extended. Users can join a meeting after it has been extended.

CR22628 – Raw scheduling failures report database limited to 1000 records

Because of a database size limitation, no more than 1000 raw scheduling failure entries can be accessed.

CR22632 – Recorded profile names are not retained across meetings (entering/exiting via #9)
If a user with a profile that is set up without a password joins a meeting as a profile user, when they press #9 to leave the meeting and join another meeting, they are prompted to record their name again. The system should remember that this is a profile user and does not have to be prompted to record the name again.
CR22634 – Extraneous exlog when adding part notification records

An extraneous “csconfnot.cc” warning occurs in the exlog when a participant is being added to a conference.

CR22656 – Cannot select third or fourth language when using the “No Language” setting

If three or four languages are installed, when a port or port group is configured to use the “No Language” setting for the port language, the first and second languages can be selected. However, when 3 or 4 is pressed for the third or fourth languages, the command is not recognized.

CR22659 – Major alarm Raima –24 and stacktrace from workstation server module

A major alarm (shown below) is generated by the workstation server module when users attempt to log on to MeetingTime while a recurring meeting is being scheduled.

MAJ 052400 1 Nov 20 08:21 Nov 20 08:21 0 SW MODULE=6

Raima error -24 (-24) errno 11

MIN 06185d 1 Nov 20 08:21 Nov 20 08:21 0 SW MODULE=6

WS unable to lock User (code 5) or Group (code 0) object

CR22692 – Port mapping can be wrong when spans are left unconfigured
When spans are left unconfigured, ports after those unconfigured ports can be mapped incorrectly in cptrace, activity, and cptester commands. Port mapping can also be wrong in the reports. It will, however, be shown correctly in spanstat –all.

CR22712 – IP call fails if MA-16 second IP address is set to 0.0.0.0

IP call will not work if the MA-16 second IP addess is set to 0.0.0.0.  It should work if it is configured with fewer than 240 ports.
9.2 Field Alerts for MeetingPlace Audio Server 5.2

The following recent fixes from release 5.1.1 are included in this release.

FA00304 (CR21735) – Meeting extension announcement timing is inconsistent

Meeting extension announcement is inconsistent. Meetings that do not start on a five-minute boundary, account for guard time and those that start on a five-minute boundary do not account for guard time. Subsequent extension messages seem to announce earlier because these extension are not calculated based relative to the first extension.

FA00306 (CR21734) – “Insufficient ports” Scheduling failure messages show incorrect number of available ports

When scheduling fails due to not enough ports, the error message shows an incorrect number of available ports. For example, there are four ports available and we try to schedule a six-port meeting.

Message returned: 

5179 - not enough port for requested operation

13074 - number of ports available at specified time:  0

So even though there are 4 ports available, it says 0

FA00307 (CR21764) – A range of 128 ports are not responding to incoming calls (Caller gets ring no answer)

User gets ring no answer when they call into MeetingPlace. This happens after a user tries to join a reservationless meeting and receives the “too early” error message.  In this case, 128 ports will become non-responsive for four hours.

FA00311 (CR21826) – All SNMP traps are transmitted labeled as Public

All SNMP traps are sent out labeled as “public”. They are sent to the correct location as configured, but the community is incorrectly labeled.

FA00318 (CR22165) – MeetingPlace server restarts because gwsimgr (module 25) is not responding

MeetingPlace server restarts because gwsimgr (module 25) is not responding. This is caused by internal message congestion on the MeetingPlace server that accompanies a gateway failure due to a race condition in shared memory on the gateway unit.

FA00319 (CR21983) – Call transferred to operator does not get disconnected if caller does not hang up

If a user does not hang up after finishing a call transferred to the operator (before joining a meeting), the call remains connected to the MeetingPlace server.

FA00320 (CR22085) – In Session tab and Meeting Room Participant list did not get updated

Meeting Room participant list and In Session tab participant list does not get refreshed in a timely manner. This is due to ConfSchd only allowing 30 Conference events per second.

9/29 16:06:15 WARN 0x20013  0/5, "cswpreg.cc", 1712 (0x3db98, 0x100, 0x1ea, 0)

                Too many outstanding conference events outstanding. Conf Num = 252824

FA00321 (CR22087) – System restarts with Hardware watchdog timeout after T1 Blue alarms

System restarts with Hardware watchdog timeout after T1 Blue alarms

09/23 07:50:58 MAJ 0xb007a 0/3, "HWFAULT", 0 (0xe, 0x3, 0xffffffff, 0)

Blue Alarm detected on this T1 span ([14], card 3, [-1], span 0)

09/23 07:53:35 MIN 0x300c5 0/8, "vuisession.cc", 2491 (0x17c, 0x17c, 0x7c0003a, 0x1a0001d)

Bad Session Num. Did the trunks get swapped with calls on them? ...

MAJ 070035    1 Sep 23 08:29  Sep 23 08:29   0 SW MODULE=2 Hardware watchdog timeout

FA00322 (CR21844) – Calls remain in waiting room after meeting has ended

Calls remain in the waiting room after the meeting has ended and the user did not hang up. 

FA00323 (CR22264) – Outdial does not work (caused by timer leak)

Customers were not able to use the “call me” feature from the Web interface and consistently received the following alarm:

10/03 16:04:02 MIN  0x900fc  0/3, "cpmidstatemachine.c", 2483 (0x3, 0, 0xc, 0x7f20)

                    ()Failed timer AddRequest, port=3,fConf=0,err=c

FA00328 (CR22324) – Audio recording is missing from a meeting

Audio recording is missing from a recorded meeting. During the meeting, the following warning is displayed in the log:

10/15 07:46:11 WARN 0x900ac  0/3, "cpmidlevel.cc", 2815 (0x31, 0x7, 0xffffffff, 0x9)

                    (PauseRecord)Invalid state for pauserecord,port=31,RqPtr=7,State=ffffffff

FA00329 (CR22431) – Meeting ID length not enforced for immediate meeting from Web

MeetingPlace allows scheduling meetings with an ID length less than that specified by the minimum Meeting ID length.

FA00330 (CR21891) – Only the first half of the ports from each span configured as E1 QSIG works

Only the first half of the ports from each span, configured as E1 QSIG, work if connected to a PBX configured for QSIG - ECMA.

FA00331 (CR22321, CR22324) – Meeting did not get recorded, and Start and Stop recording announcements play every time a user joins

In a meeting, the “recording started” and “recording stopped” announcements play each time a user joins the meeting. Recording was not started. This warning is displayed in the log:

10/16 09:57:31 WARN 0x90071  0/3, "cpmidlevel.cc", 2984 (0x9c, 0x1, 0x1, 0xb)

                    ()Prev op was not idle, ptr=9c, port=1, status=1

FA00334 (CR22194, CR22515) - Disk corruptions or hardware watchdog timeout

There is potential for a low level Lynx OS problem to cause the server to restart with a hardware watchdog timeout, or disk partitions to become corrupted. 
9.3 Known bugs in MeetingPlace Audio Server 5.2

CR21640 – Breakout sessions use default language

In a system with multiple languages installed, when callers go to a breakout session, they now hear the default language instead of the language chosen when scheduling the meeting.

CR21751 – Max Outdials value not enforced

The profile setting “Max Outdials Per Meeting” is not enforced for outdials made from MeetingTime.

CR21971 – Two-minute warning announced twice

If all guard times and extend meeting parameters are set to 0 and the End Of Meeting Announcement parameter is set to Yes, two meeting end warnings occur—one before the scheduled ending time and one at the actual end time.

CR22059 – With Extended Echo Canceller on, echo is heard after pressing any DTMF digit

Immediately after a caller presses a DTMF key, callers might hear an echo in the conference.

CR22539 – FS alarms during meeting purges

A minor alarm (0xa0071) is generated occasionally when a meeting's recordings are purged.

CR22613 – Output message of “Update Status” should reflect more accurate status

When a system is done updating, the “update status” command reflects a status of “Operating” when it should reflect “Update completed”.

CR22621 - MPIMGateway is not reported as a scheduling client

When reports are run on MeetingPlace Server, MeetingPlace MeetingPlace IM Gateway does not appear as a scheduling client.

CR22636 – First Smart Blade is disabled during bootup if its corresponding AC spans are all down

In E1 or T1 PRI system, the first Smart Blade could be disabled if all external timing spans on the first Multi Access Blade are down.
CR22663 – Cannot abort update with Ctrl-C

When doing an update and the images to install are being displayed, users cannot abort by pressing 
Ctrl-C. If they press Ctrl-C here, they must restart the server and run the update again.

CR22730 - removeprompt mixes up Portuguese and Spanish language code

When you try to remove Portuguese, it will try to remove Latin Spanish and vice versa.  As a result, the language is not removed.
CR22729 - Major alarm event might be found in viewexlog that is really an info event

Exlog event mistakenly gives major severity instead of information on audio code board in call and out calls collision.
CR22926 - Voice appears to break up when there are 200 or more IP participants onthe server
On an IP system, if there are 200 or more participants (not 400, as with previous builds), voice quality becomes degraded. This happens on 8112 and 8106 systems.
10 Known bugs in MeetingTime 5.2 

CR21755 – RAP meeting attend settings do not revert from lecture settings

When scheduling, if users first set the lecture-style meeting settings and then change to a maintenance meeting, the “Lecture Mtg Attend Sttgs” should be automatically reverted to “Admit as listeners.”  Instead, this field retains the previous settings. In either case, the value is ignored.

CR21842 – Outgoing calls not recorded in Port Usage report

The Port Usage report always shows 0 in the “Outgoing” calls column.

CR22046 – Report for continuous meeting shows negative number of participants

If a continuous meeting had over 32,767 participants, the Permanent Meeting report might show a negative number.

11 Documentation errata

This section contains new or changed information in the Cisco MeetingPlace Audio Server 5.2 documentation.

11.1 MeetingPlace Web requirements
The following information supersedes the information in Chapter 3 of the Cisco MeetingPlace Audio Server 5.2 Installation Planning Guide.
11.2 Hardware requirements 

MeetingPlace Web 4.0 requires a Windows server dedicated to Latitude applications. Hardware configuration is based on the number of user licenses (ports) on your system. This information is upgraded from release 4.3.0.63.

Note: MeetingPlace Web is a CPU- and RAM-intensive application. The following are minimum recommended specifications for the Windows server(s) running MeetingPlace Web. Servers that don’t meet these specifications may experience performance issues. For more information on system hardware requirements, please refer to “MeetingPlace Web System Requirements” in Chapter 4 of the MeetingPlace Web 4.0 SMG.

	Requirement
	Specifics
	

	· A Windows server dedicated to MeetingPlace applications based on the number of user licenses (ports) on your MeetingPlace audio server:

NOTE: These requirements, for larger and faster machines than previously recommended, are being provided to all new customers. Existing customers should know that this release of Web 4.3 will run at least as fast as, and probably faster than, the predecessor 4.3 Release on current machines. However, experience subsequent to initial GA of Web 4.3 suggests that customers will obtain better results by using the machine and memory sizes suggested here.
	24 - 48 user licenses 

· 1.6+ GHz Pentium 4 single CPU, dual CPU capable

· 1 GB RAM

· 20 GB disk space

	
	49 - 120 user licenses

· 1.6+ GHz Pentium 4 dual CPU

· 1 GB RAM

· 30 GB disk space

	
	121 - 240 user licenses

· 2.0+ GHz Pentium 4 dual CPU

· 1 - 2 GB RAM

· 40 GB disk space

	
	241 - 480 user licenses (one per 200 concurrent web conferencing users)

· 2.0+ GHz Pentium 4 dual CPU

· 2 GB RAM

· 40 - 60 GB disk space

	
	481 - 1152 user licenses (one per 200 concurrent web conferencing users)

· 2.0+ GHz Pentium 4 dual CPU

· 2 GB RAM

· 60 - 80 GB disk space

	· RAID 5 disk configuration

	· 100 MHz Full Duplex, Switched Network Interface Card

	· TCP/IP connection to the MeetingPlace server

	· NT File System (NTFS) with >2.5GB free space available

	· Disk space requirements for one hour of Web Recording (synchronized DC + audio)
	For constant application sharing

· 700 MB

	
	For presentation (approx. 50 slides)

· 55 MB + total size of slide .jpg files

	
	For whiteboard full of annotations

· 55 MB


11.3 Software requirements

Service Packs (SP) listed are required minimums. Those greater than the ones listed are assumed to work unless documented otherwise. For more information on system software requirements, please refer to “MeetingPlace Web System Requirements” in Chapter 4 of the MeetingPlace Web 4.0 SMG.

System requirements:

· Windows 2000 Server or Advanced Server edition with SP 2 or higher

· Microsoft IIS 5.0 

· SQL Server 7 with SP 3, SQL Server 2000 with SP 3, or SQL Server 2000 Desktop Engine (MSDE) with SP 3 (included with MeetingPlace Web)

Note: This is the last version of MeetingPlace Web that will support SQL Server 7. A full version of SQL Server is always recommended for better performance.

11.4 Addition to Import Database Fields
The following fields should be included in the table on page F-2 in Appendix F, “File Import Specifications,” of the Cisco MeetingPlace Audio Server System Manager’s Guide, 5.2:

	Field
	Abbreviation
	Length
	Type of value/Value choices

	Profile number*
	prfnum
	17
	Numeric

	Profile password
	prfpwd
	11
	Alphanumeric


* User-specific field. When you add users to the system, these are the most important fields to include in the import file.
11.5 Addition to Managing Capacity
The following text should be in addition to the “Managing Capacity” section on page 4-12 of the Cisco MeetingPlace Audio Server 5.2 System Manager’s Guide (for Cisco MeetingPlace 8100 Series).
The Cisco MeetingPlace capacity management tools help you evaluate trends in meeting port usage. The reports are based on summary Cisco MeetingPlace data and are appropriate for usage trending rather than precise usage reporting.

The effects of using summary Cisco MeetingPlace data degrades the precision of the Capacity Management reports.  The following factors affect the graphical calculations.

· Flat attendance assumption. Flat attendance is a simplification that assumes all reported ports join at the very start of the meeting and remain to the very end of the meeting.  Flat attendance does not accommodate for attendees joining late or leaving early.

· Auto-extended port rescheduling. Auto-extended port rescheduling affects the graphical scheduled port usage on the Port Utilization graph.  When a meeting runs long, Cisco MeetingPlace automatically extends the meeting length and modifies the requested number of ports.  At the time of extension, Cisco MeetingPlace reschedules the port allocation based upon the current active number of ports, regardless of the original requested number of ports.

For example, a meeting organizer initially schedules a meeting for ten ports, but only eight people show up.  When the meeting runs long, it is auto extended. The port reservation is reduced to eight ports instead of the original ten.  Capacity management uses this last reported value for graphing the requested ports.

The combination of these two effects can produce significant deviations between the graphed Capacity Management charts and actual usage.  For precise meeting statistics, we recommend that you generate a Cisco MeetingPlace report (see Chapter 5, “Reports”).
11.6 MeetingPlace Flex Menus

You can customize the top-level touchtone menu trees that callers use to access their meetings by using Flex Menu applications. Flex Menu applications provide quick access to do any of the following:

· Join meetings

· Listen to recordings

· Access one or all voice comments

· Access one or all attachments

You can also incorporate standard MeetingPlace menu trees into your Flex Menu applications, such as the standard Attend, Schedule, and MeetingNotes branches.
For example, you could define a Flex Menu application to play the following top-level prompts:

· Welcome to MeetingPlace

· To attend today’s brokerage call, press 1

· To listen to the recording of yesterday’s brokerage call, press 2

· To review analyst meetings, press 3

· For other options, press 4

Note: The Welcome to MeetingPlace prompt cannot be changed. If you want to customize this prompt, contact Cisco MeetingPlace Customization Services.

 XE "Flex Menus:multiple applications" MeetingPlace can support multiple Flex Menu applications in a single system. You assign Flex Menu applications on a port group basis. As such, MeetingPlace can play different menus to parties depending on the port group that users dial into.

11.6.1 Accessing Flex Menus

 XE "Flex Menus:accessing" You access Flex Menu features from the System tab in MeetingTime. From this tab, you can do the following:

· Design Flex Menu applications

· Load Flex Menu applications into the telephone interface of the MeetingPlace conference server

· Delete Flex Menu applications from the conference server

· Import Flex Menu applications created elsewhere

11.6.2 Creating Flex Menus
Creating Flex Menus consists of the following steps:

· Designing a Flex Menu application

· Saving the application

· Completing the application
· Loading the application

 XE "Flex Menus:accessing" 
11.6.2.1 Designing a Flex Menu Application

 XE "Flex Menus:designing" To design a Flex Menu application, follow these steps:

1. From the list of Actions in the MeetingTime System tab, choose Manage Flex Menus.

2. In the Attributes list, choose the Flex Menu to use. For a new Flex Menu choose, New Flex Menu.

3. In the Attributes list, choose the Action to perform. For this field, select Design.
4. Click Execute.
 XE "Flex Menus:concepts" Flex Menus requires three basic elements:

· Custom Flex Menu prompts

· Programming controls (macros)

· Specifications for past, present, or future meetings that are to be held based on meeting ID or meeting category

11.6.2.1.1 Custom Flex Menu Prompts

 XE "Flex Menus:custom prompts" Custom Flex Menu Prompts are voice prompts not normally part of the MeetingPlace system. In the previous example, the prompt “To attend today’s brokerage call” would be a custom Flex Menu prompt played to the users.

You can create custom flex menu prompts while you are designing Flex Menus. 

To define a custom Flex Menu prompt, follow these steps:

1. From the Flex Menu Designer window, click Prompts.

2. In the Prompts window, click New.

3. To name the prompt, click Edit and enter the name. The new name appears in the Custom Prompts window.
4. Repeat steps 2 and 3 for all the prompts in your Flex Menu application.

To record a custom Flex Menu prompt, do the following:

1. Using your telephone, dial into MeetingPlace.

2. Press 2 to access your profile.

3. Enter the profile number and profile password for your system manager account.

4. From the profile main menu, press 9 then 2 to access custom Flex Menu prompts.

5. Enter the Flex Menu prompt number as shown in the Custom Prompts window in MeetingTime.

6. Follow the voice prompts to record the prompt.

11.6.2.1.2 Flex Menu Macros

 XE "Flex Menus:programming controls" Each Flex Menu application consists of a set of states. Each state consists of an action to perform, parameters specifying what to perform that action on, and “go to” instructions indicating what the next state should be under both normal and error conditions.

 XE "Flex Menus:macros" The following table describes which actions or macro types are supported.
	Macro Type
	Description
	Parameters

	Play Prompt
	Plays custom prompts
	Prompt number

	Go To Standard Application
	Jumps to standard MeetingPlace menus
	One of DID meeting, MeetingNotes, Profile Access, Combined Access, or Loop Through Transfer

	Option
	Plays a menu of up to 9 choices
	For each choice, you specify:

· Touchtone key that selects the option

· Prompt to describe this option

· State to jump to if this option is selected

· Whether option is currently available

	Hang up the call
	Hangs up
	None

	Find meeting
	Selects the meeting to attend or review
	· Choose whether to access current, past, or future meetings

· Choose how meetings are defined (by ID or category)

· Number of meetings to find

· Presentation style of meetings

	Access MeetingNotes
	Chooses which objects of selected meeting to review
	One of Meeting recording, All voice comments, All attachments, Specific voice comment, or Specific attachment

	Get Profile
	Request that user enter valid profile number and password.
	State to jump to if successful and state to jump to on the following error conditions:

· No valid ID

· Timeout

· Too many attempts

· Profile in use

· User presses *


 XE "Flex Menu macros:using" To use a Flex Menu macro, you must first enter it.

1. From the Flex Menu Designer window, click New. The New Macro screen appears.

2. Choose the Macro Type you want to use, and click OK. The macro appears in the structure panel of the Flex Menu Designer. The Structure panel is divided into columns, which contain parameters.

3. Click on each parameter and fill in the appropriate pop-ups.

4. Repeat step 3 for all parameters. You will have to return to those parameters requiring you to enter states that you have not yet programmed, after you have completed those portions of your Flex Menu application.

11.6.2.1.3 Finding Meetings

 XE "meetings:finding" To access meetings to attend or review, you must first find the meetings. You can search for meetings based on their meeting ID or the meeting category.

11.6.2.1.3.1 Meeting Categories

 XE "Meeting categories" The Find Meeting macro can find a specific meeting or generate a list of meetings based on the meeting ID or meeting category over a fixed range of time.

In the example, To Review Analyst Meetings, press 3, you would first define a meeting category titled “Analyst Meetings” and assign each relevant meeting to that category.

System managers can define meeting categories in the Configure tab.

Users assign a predefined meeting category to a meeting when they schedule meetings.

11.6.2.1.3.2 Presentation Styles

 XE "Meeting categories:presentation styles" MeetingPlace allows you to choose a single meeting or select from a set of meetings with the same meeting ID or meeting category. When MeetingPlace generates a menu for the set of meetings, it can use one of several styles to present the list:

· Relative dates (“tomorrow”)

· Dates by name (“Monday”)

· Verbose (default)

· Verbose (without ID)

For example, if daily analyst meetings were held with a “by name” date presentation style, the menu might be:

· To review analyst meetings, press 3

· For Tuesday’s meeting, press 1.

· For Wednesday’s meeting, press 2.

· For Thursday’s meeting press 3.

11.6.2.2 Saving a Flex Menu Application

 XE "Flex Menus:saving" When you have finished designing a Flex Menu application:

1. Enter a name for the Flex Menu application in the Name field of the Flex Menu Designer window.

2. Enter the description for the Flex Menu application in the Description field.

3. Click Save.

11.6.2.3 Completing a Flex Menu Application

When you have saved a Flex Menu application, mark it as Complete in the Flex Menu Designer.

11.6.2.4 Loading a Flex Menu Application

 XE "Flex Menus:loading" Once a Flex Menu application has been marked as complete, load it into the MeetingPlace System.

Note: Only those Flex Menu applications marked as complete can be loaded into MeetingPlace.
To load a Flex Menu application in MeetingPlace, do the following:

1. From the list of Actions in the MeetingTime System tab, choose Manage Flex Menus.

2. In the Attributes list, choose the Flex Menu to use.

3. In the Attributes list, choose the Action to perform. For this field, select Load.

4. Click Execute.

11.6.3 Using a Flex Menu Application

 XE "Flex Menus:using" To use a Flex Menu Application, do the following:

1. From the list of Views in the MeetingTime Configure tab, choose Port Groups.

2. Click the Query button to reveal selected values.

3. In the Attributes list, choose Default Access Type. Click in the Values area of this field to select your newly defined Flex Menu Application and click OK.
11.6.4 Importing a Flex Menu Application

 XE "Flex Menus:importing" There are two reasons to import Flex Menu applications:

· Restoring an older exported copy of a Flex Menu application to the same conference server

· Copying an application exported from another conference server

To import a Flex Menu application, do the following:

1. From the list of Actions in the MeetingTime System tab, choose Import Flex Menus.

2. In the Attributes list, choose the file name of the import file.

3. In the Attributes list, indicate whether or not you want to create new voice prompt IDs. In general, you should create new voice prompt IDs if you are importing an application created on another conference server. If you are re-importing an application created on the same conference server, you should reuse the old voice prompt IDs. 

4. Click Execute.
11.6.5 Exporting a Flex Menu Application

 XE "Flex Menus:exporting" To use a Flex Menu application on another conference server, or to make a backup of a completed application, export the Flex Menu application to a text file by clicking Export.

11.6.6 Deleting a Flex Menu Application

 XE "Flex Menus:deleting" To delete a Flex Menu application from MeetingPlace, do the following:

1. From the list of Actions in the MeetingTime System tab, choose Manage Flex Menus.

2. In the Attributes list, choose the Flex Menu to use. This will be the Flex Menu that you will be deleting.

3. In the Attributes list, choose the Action to perform. For this field, select Delete.

4. Click Execute.
11.7 Addition to Recording the Breakout Session Warning Prompt
The following information is in addition to the “Recording the Breakout Session Warning Prompt” section in Chapter 8 of the System Manager’s Guide.

Note the following points about breakout session prompts:

· All profile users hear the breakout session prompts in their profile language. 

· All guests hear the breakout session prompts in the language of the port they are calling on.
11.8 Scheduling Meetings for Users in Different Time Zones

When using the MeetingTime “Act As User” form to schedule a meeting that includes users who are in different time zones, meeting schedulers must adjust the meeting start time within MeetingTime for those users.  (Otherwise, the meeting scheduler’s time zone is assumed.)

11.9 Configuring for Reservationless Single Number Access (RSNA)
When configuring the server for RSNA by using the Other MeetingPlace Servers view in the MeetingTime Configure Tab, note the following information.
· When configuring one VoIP gateway: Enter the IP address of the gateway for VoIP Gateway IP Address 1, and leave VoIP Gateway IP Address 2 blank.
· When configuring two VoIP gateways: Enter different IP addresses for VoIP Gateway IP Address 1 and VoIP Gateway IP Address 2. Do not enter a value for VoIP Gateway IP Address 2 if VoIP Gateway IP Address 1 is blank or set to 0.0.0.0.

For more information, see “About Reservationless Single Number Access” on page 5-2 of the Cisco MeetingPlace Audio Server System Manager’s Guide Release 5.2.
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